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Considerations for Leaders

The ColST is the commander’s asset:
® Provide daily guidance and
clarify intent.

m Be willing to listen to your
“Intel advisors.”

Pick the right people:

m Must be capable of performing
company missions; must have
credibility within the company.

® Minimum of 2 personnel, but
4—6 isideal.
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Must Do’s:
® Share information. How will you move
information vertically and horizontally?

® Have a method for cataloging, data-
basing, retrieving, and analyzing data
over time.

m Conduct prebriefings and debriefings.
You have to set the standard and
enforce it.

m Work closely with the Battalion S2.
m Determine your information gaps.
® Train and cross-train!

Be flexible and stick to it:

m |t will take time to develop the
ColST to its fullest capability.

m [t will take time to adequately
understand the counterinsurgency
(COIN) terrain and the enemy.

Do you know everything about the
“terrain” in your operating environ-
ment?

m |f not, you should have many ques-
tions—information requirements—

ColST Must Do’s

Reportinformation vertically
(battalion) and horizontally
(other companies).

Show a graphic display of the
information.
THINK OUTSIDE OF THE BOX!!!

Think asymmetrically and frequently
ask yourself, “If | were an adversary,
what could/would | do?”

The Art of the Possible.

about your terrain.

® Information requirements translate
into missions to gather more infor-
mation to enable better operations.

Intelligence drives operations;
operations are conducted to gather
more intelligence.

® Find the enemy—THINK to contact!

Intelligence
+CO&PL
* ColST rep

Company-level intelligence
development is internal to your
military decision-making process
and troop-leading procedures.
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Disclaimer: This is not current U.S. policy. Always rely on existing doctrine. Examine and use the information
herein in light of your mission, operational environment, the Law of War, and other situational factors.

Step 1: Develop/reevaluate specific information requirements (SIRs)

Develop SIRs

Ask yourself the following questions:
m What are the commander’s SIRs
(purpose and intent)?

m What don't you know about your
lethal and nonlethal targets?

m What information completes the
targeting process?

m What information do you need to
find, close on, and adequately engage
the target?

Find the information gaps.

Reevaluate SIRs
® On the basis of the new data, you
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Target development
The SIRs and COAs are developed; target development is your next focus.

Look at the target list and determine what information you have and what information is
still needed. Add potential targets as necessary.

Examples of information to research or collect for target development:

® Enemy locations and activities (e.g., grids, imagery, types and methods of attacks, etc.).
m Types, quantity, quality, and capability of equipment used.

m Persons associated with an individual, group, event, location, or object of interest.

Courses of action (COAs)

ENEMY: The potential enemy COAs
m The ColST tells the commander what, according to the information, the enemy
can/might do.

m Multiple COAs should be considered so that your collection and analysis focus
is not single-minded.

will need to reevaluate your SIRs.

® The enemy will adjust their opera-
tions to counter yours. Because
of this, you must constantly re-
evaluate requirements and develop
new SIRs.

m Always be flexible and adjust
your focus to ensure that you are
collecting the most relevant data.

m Always gather feedback from the
commander and other staff to deter-
mine whether you are providing the
rightinformation. If not, why not?

Step 4: Consolidate data

Tactical Operation

ofFL
* Troops

* TQ/TSE/etc.

* Interaction

« Census/surveys
« Confirm/deny

* Source contacts
« Lethal operations
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m EVERY member of the patrol participates. (The less experi-
enced team member might have seen something the more
experienced member did not.)

m Establish a “no rank” debrief.

m Get answers to tasked information requirements first.

® Each individual will go through each event.

m Have a relaxed place (if possible) to hold the debrief. Itis
going to take some time to complete; be comfortable.

— NOT an after action review.

from the sensor

The sensors have returned! This is the standard for EVERY

Combat Intel Cycle

Step 1: Identify what you know and what you need to find out.

m Develop targets, both lethal and nonlethal.
Step 2: Tell the sensor what to look for during prepatrol briefs.

m BE SPECIFIC. Use plain language. Explain why it is important.

Step 3: Employ the sensor.

® Plan and conduct missions to gain information and feed target development.
Step 4: Debrief the sensor.

m What did they collect that answers your specific questions?

® Pull any and all data from the sensor by using patrol debriefs.

Analyze data and reassess what you know and what you still need.

Step 1:
Develop/Reevaluate
SIRs

Step 2:
Prebrief the Sensor

COA Development ’
t

Target Developmen:

Report!
. Disseminate!
Analysis Vertically and horizontally.
I / Reporting is a \
continuous process.
Step 4:

Consolidate Data
from the Sensor

Paragraphs 1 and 3
of the Operation Order

v

Step 3:
Sensor Collection

Mission Debrief
Honesty Trace

Tactical Action

Soldier as a sensor

m Predicting the enemy’s COA is an ever-evolving process.
Look for patterns in their actions.

Be predictive! What is the enemy likely/unlikely to do next?
Itis a graphic illustration of what you expect to happen.

— It should be constantly updated along with all other SIRs.

FRIENDLY:

m COA development follows target development so that the most current threat data
are used in developing friendly COAs for unit missions.

Step 2: Prebrief the sensor

After the SIRs are determined, the sensors must be briefed on what to SPECIFICALLY
look for and collect.

The following information should be included (at a minimum):
B |ast 24 hours' significant activities.

m Current assessments and future expectations.

m Updates on key personalities, groups, events, and threats.
m Collection assignment (recon focus).

® Be-on-the-lookout (BOLO) lists.

Address the COIN
terrain:

® Population

m |nfrastructure

® The actual terrain

No briefing = No data!

Prebriefing the sensor is included in the enemy situation and execution
paragraph of the operations order.

Step 3: Sensor collection

During the prebrief you told them what to collect and why it's important.

When conducting the debrief, use the following hints:

¢ RIGHT: Which way did they go?
m DO NOT accept “yes” or “no” answers.

® Record actual movement vs. planned movement—honesty trace (GPS track).
Honesty trace

® Track all company elements’ movements over time (actual vs. planned).
m |[dentify friendly patterns before the enemy can exploit them.
m | ook for friendly actions that correlate to enemy activity.

While the sensors are collecting (e.g., conducting missions), prepare for the data
return—Battle track!

m Prepare the debriefing area by gathering all items and tools needed.
m Research any data that may have been disseminated since the sensor prebrief.

m Prepare an outline of topics and questions for the sensor debrief. 10.44275.03

m Use the chronological method (from the time the patrol
exited to the time it returned, no matter how long or what
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Analysis Analysis Tools
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