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Major Terror Attacks against Hotels, 2002-2011 
 
Scope 
 
This product analyzes major terror attacks on hotels and provides a strategic-level assessment of 
the groups, tactics, and frequency of global terror attacks against hotels from 2002 - 2011. 
Additionally, the product identifies the deadliest types of attacks, comparing casualty counts and 
attack methods.   
 
The product was derived from media reporting and unclassified, for official use only sources. 
 
Key Assumptions 
 
Radical Islamic groups, including al-Qaeda and al-Qaeda linked groups continue to plan attacks 
against the West, including the United States (US). These groups view civilians as potential 
targets and will continue to use a variety of attack methods. Lack of information pertaining to a 
certain category in this report does not necessarily represent the absence of a threat. However, 
the frequency and tactic of attack analyzed in this report may indicate the most common 
vulnerabilities to an attack on the hotel sector. 
 
 
Executive Summary 
 
Since 2002 there have been 18 major terrorist attacks against hotels worldwide; a major attack is 
defined as an attack resulting in at least 10 casualties. During this time period there were no 
attacks against US homeland-based hotels.  Groups with a connection to al-Qaeda carried out all 
but one of these major attacks.  
 

• An attack on a hotel within New York State or the US would most likely follow the 
current predominant worldwide trend and utilize explosives or small arms.  

 
o Major attacks against hotels were primarily carried out using a military grade 

explosive; however, an explosive device constructed within the US would most 
likely use homemade explosives, such as triacetone triperoxide (TATP).1  
 

o The use of small arms to attack a US-based hotel may be seen as a more viable 
option than trying to assemble a homemade explosive. Al Qaeda and their 
affiliates have encouraged Western-based radicals to use small arms to carry out 
attacks because of their ease of use and availability in comparison to building an 
explosive device.  

  
• The likelihood of an al-Qaeda-inspired lone actor successfully attacking a hotel is low.  

However, lone actors in the US have shown an interest in targeting hotels previously. For 
example, Farooque Ahmed, arrested in April 2010, conducted pre-operational 
surveillance at a Washington, D.C. area hotel.  
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• A key leader or high-profile event/mass casualty opportunity was targeted in nearly 50% 

of the attacks, and represents a possible motivating factor for targeting.  
  

• The most common tactic used against hotels is a vehicle-borne improvised explosive 
device (VBIED), accounting for 43% of the attacks analyzed in this report. 

 
 
 
 
Attacks Analyzed 
 

• November 2002: Paradise Hotel 

(Kenya)  

• March 2002: Park Hotel (Israel)    

• August 2003: Canal Hotel (Iraq)   

• September: Canal Hotel (Iraq)   

• August 2003: Jakarta JW Marriott 

(Indonesia)   

• October 2004: Sinai Peninsula 

Bombings (Egypt)  

• November 2005: Amman Bombings 

(Jordan) 

• July 2005 Sharm el-Shiek Bombings 

(Egypt)  

• January 2008: Serena Hotel Attack 

(Afghanistan) 

• September 2008: Islamabad Marriott 

Hotel Bombing (Pakistan)  

• November 2008: Mumbai Attack 

(India) 

• June 2009: Pearl Continental Hotel 

Bombing (Pakistan)  

• July 2009: Jakarta Marriott & Ritz-

Carlton Bombings (Indonesia)  

• January 2010: Baghdad Hotel 

Bombings (Iraq)  

• August 2010: Muna Hotel Attack 

(Somalia)  

• June 2011: Inter-Continental Hotel 

Attack (Afghanistan)  

• August 2011: Bismillah Hotel 

Bombing (Pakistan) 

• November 2011: Atilano Pension 

House (Philippines)   
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1. Attacks by Year 
 
There have been 18 major attacks against hotels since 2002. The average number of major 
attacks has consistently averaged two to three per year since 2002. In 2003 and 2008, terrorists 
conducted the highest number of attacks, three each year, including some of the highest casualty 
rates of the attacks analyzed: the deadly 2003 JW Marriott bombing in Jakarta, Indonesia; the 
2008 Mumbai, India attack; and the 2008 Islamabad, Pakistan Marriott bombing.  In 2011, 
militants from the Taliban-linked Haqqani network attacked the Inter-Continental Hotel 2  in 
Kabul, Afghanistan in June, killing 11 people; and in August, Pakistan-based Baloch insurgents 
attacked a hotel in Dera Allayar, Pakistan killing 14 people.3  
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2. Attacks linked to al-Qaeda Core or al-Qaeda Affiliates 
 
Seventeen attacks were carried out by a group that has a known connection to core al-Qaeda or 
an al-Qaeda affiliate, such as al-Qaeda in the Arabian Peninsula (AQAP) or al-Qaeda in the 
Islamic Maghreb (AQIM). A connection is defined as member(s) of al-Qaeda or an affiliate 
having contact with members of another group, and could be an association or direct support. 
Support can be in the form of technical, financial, or logistical assistance.   
 
There are two attacks in the analysis that involved a group denying a connection to al-Qaeda or a 
larger jihadi group aligned with al-Qaeda. Initially, the organization that carried out the 2004 
Taba Hilton bombing4  and the 2008 Islamabad Marriott5 bombings did not claim a connection 
to al-Qaeda; however, investigators believe that al-Qaeda-linked militants played a role.6,7  
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In 2004, the Egyptian government initially 
stated that a new, local Egyptian Islamic 
extremist group, Tawid and Jihad, claimed 
responsibility for an attack on the Hilton hotel in 
Taba, Egypt. 8  Officials investigating the 2005 
Sharm-el Sheik bombing identified the 
perpetrators of the Taba Hilton blast and Sharm-
el Sheik bombings as the Abdullah Azzam 
Brigades, an Egyptian-based Islamic terror 
organization with a connection to al-Qaeda. 9    
Less independently capable groups, such as the 
Abdullah Azzam Brigades, are likely capable of 
successfully attacking hotels overseas because 
of their connection to al-Qaeda or an affiliate 
who provide easy access to a bomb maker, 
materials or the funding for an operation.  

September 2008 Islamabad Marriott 
Bombing 
The September 20, 2008 attack on the 
Islamabad Marriott involved a truck laden 
with a 600 kilogram mixture of Research 
Department Explosive (RDX) and TNT 
that left a crater 30 feet deep and 50 feet 
wide and quickly ignited a natural gas line 
that engulfed the structure.   
The bombing was traced back to Baitullah 
Mehsud, leader of the Tehrik-e-Taliban 
Pakistan (TTP) and other militant groups.  
Note: RDX is also known as cyclonite or 
hexogen.  

 
 
3. Special Events on Location at Time of Attack  
 
An analysis of each event showed nearly half of the time a key leader or high-profile event/mass 
casualty opportunityI was on location at the time of the attack.  Terror groups may in fact target 
an event or key leader, as in the case of the 2005 Amman bombings10 and the 2011 Inter-
Continental Hotel attack. 11  However, terror groups are just as likely to strike based on 
operational readiness, as evidenced in the 2008 Mumbai assault.  The presence of a key leader or 
event may be a motivating factor for a terror organization to time a strike, as exemplified in the 
Taliban attack, below.  
 

2011 Inter-Continental Hotel Attack 
On June 28, 2011, nine Taliban suicide bombers attacked one of Kabul, Afghanistan’s premier 
hotels killing seven civilians and two police officers and injuring 13 others. The raid started at 
approximately 10:45pm when a suicide bomber detonated his vest outside a less secure side 
gate of the hotel to gain access. Reports state that suicide bombers armed with Kalashnikovs, 
rocket-propelled grenades and at least one heavy machine gun were firing randomly throughout 
the hotel lobby.  
 
At the time of the attack, a wedding party was pool-side, a separate function was in the 
ballroom and national and foreign officials were staying at the hotel for an upcoming meeting to 
discuss the transition of power in Afghanistan. Taliban spokesman Zabihullah Mujahid stated 
that the upcoming conference and the fact that hotel housed foreign advisors were the reasons 
for the attacks.  

 

                                                 
I A high profile event/mass casualty opportunity is characterized as the presence of an event, such as an important person or 
conference, at the hotel during the time of the attack. 
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4. Attack Method per Target 
 
When analyzing each target separately, the most common tactic 
used to attack a hotel is a VBIED, used in 42% of the attacks, 
followed by suicide bombing accounting for 21% of the total 
attacks (See Figure 4). Tactics used by terrorists against hotels 
correspond with terror tactics worldwide; between 2002 and 2008 
terrorists tended to rely on explosives and small arms in attacks 
against all target types.12   

2005 Sharm el-Sheik 
Bombing 
Two VBIEDs and an IED 
detonated in the Red Sea resort 
of Sharm el-Sheik, Egypt on 
July 23, 2005. At 1:15 pm, 
VBIEDs exploded at a coffee 
shop in the Old Market area of 
Sharm el-Sheik, resulting in 
217 casualties, and at the 
Ghazala Garden Hotel 
reception area, killing 60. The 
third bomb, an IED, was placed 
in a sack near a popular 
“beach-side walkway” and 
killed six.  
 
The Abdullah Azzam Brigades, 
a small group connected to al-
Qaeda, claimed responsibility 
for the attack. The group is also 
responsible for the 2004 
bombings of Egyptian resorts 
in Taba.  

 
Attacks combining small arms with an explosive, either a suicide 
bomber or VBIED, against a single target were used in 21% of the 
attacks. For example, small arms were used successfully in 
breaching a security post in several attacks, including the attack 
against the Hamra Hotel in Baghdad in January 2010.  In general, 
attacks incorporating multiple tactics are more complex and less 
likely, although they may also be harder to defend. Groups that 
have carried out successful multi-tactic attacks, such as the 
Haqqani Network, the Islamic State of Iraq and al-Shabaab, are 
typically large, well-funded groups connected to al-Qaeda.    
 
When analyzing each attack in its entirety, attackers using only 
VBIEDs accounted for most attacks (39%), followed by suicide 
bomber(s) and small arms combined attacks (17%). Attacks 
involving only suicide bomber(s) and multi-method attacks using 
small arms, typically to breach security posts, and VBIEDs account 
for 11% of attacks respectively.   
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5. Deadliest Attacks  
 
The 2008 Islamabad Marriott bombings (319 casualties)13, the 2004 Taba Hilton bombing (193 
casualties)14 and the 2005 triple-bombing in Amman, Jordan (175 casualties) were the deadliest 
hotel attacks (See Figure 2). All groups responsible for these attacks have a connection to al-
Qaeda, and two of the three attacks targeted multiple sites within close proximity to one another, 
leading to numerous casualties.II  
 
Eight of the ten deadliest attacks against hotels involved the use of a VBIED; a suicide bomber 
and active shooters accounted for the remaining two deadliest attacks targeting hotels. Military 
grade explosives were the primary explosive in three of the four deadliest bombings. The two 
deadliest attacks used VBIEDs that combined military grade explosives, such as RDX, with 
commercial explosives like TNT.  
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6. Attack Method Lethality  
 
To analyze a weapon’s lethality, each target, attack type and the corresponding number killed 
were compared individually.III Attacks involving a VBIED accounted for the largest percentage 
of those killed (39%) (See Figure 5). The second most lethal attack type is small arms (20%), the 
primary tactic used in the 2008 Mumbai attack. The third most lethal method was suicide 
bombings (17%).  Notable suicide bombings include the deadly 2008 attacks against Jakarta’s 
                                                 
II Only casualty counts, attack types and explosive types of the hotels were analyzed.      
III Therefore, multiple tactics could have been employed against one target, such as a suicide bomber and small arms.  

7 
 



UNCLASSIFIED//FOR OFFICIAL USE ONLY 
 

JW Marriott and Ritz-Carlton hotels. The high casualty percentages from VBIEDs and suicide 
bombings are correlated both to the frequency of these methods, and their lethality.  
 
In November 2008, trained Lashkar e-Taiba militants used small arms to attack the Taj and 
Trident Oberoi Hotels in Mumbai, India and killed 82 people before being killed by police. This 
attack accounted for 8% of attacks against hotels (due to multiple targets) and 20% of the 
casualties. The lethality of VBIEDs is partially attributed to the frequency, but also the type of 
explosive, most often a military grade explosive, and the ability to carry a larger payload.   
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2005 Amman Jordan Bombings 
 
The November 9, 2005 bombing of three 
hotels in Amman, Jordan killed 57 people 
and wounded approximately 300.  The 
near simultaneous blasts occurred at 
approximately 8:50pm when a suicide 
bomber detonated his device in the lobby 
of the Hyatt, followed by another suicide 
bomber in the Radisson ballroom, and a 
VBIED outside the Days Inn.  
 
The suicide bomber at the Radisson 
caused the most destruction when he 
detonated his device during a 300-person 
wedding reception. The attack on the 
Radisson was originally supposed to be a 
dual suicide bomber attack; however, the 
explosives on the second bomber, the 
man’s wife, failed to explode.  At the 
Days Inn, a concrete barrier prevented the 
suicide bomber from getting his VBIED 
into the hotel, limiting the lethality of the 
blast. The attacks were orchestrated by 
Abu Musab al-Zarqawi, the leader of al-
Qaeda in Iraq at that time.  
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7. Analysis of Known Explosive Materials  
 
Military grade explosives were used in nine of the ten attacks where the explosive type was 
known. Analysis of known explosive material can indicate the capability of a group; however, 
the type of explosive used often goes unreported.  
 
The widespread use of military grade explosives, specifically RDX, by well-organized groups 
such as Jemaah Islamiyah and al-Qaeda in Iraq, is indicative of these groups’ ability to acquire 
and construct a powerful explosive. The use of TNT, extracted from mines planted throughout 
the Sinai Peninsula, and al-Qaeda in Iraq’s use of improvised munitions is evidence that 
attackers often use materials that are accessible. 
 
Investigators of the 2005 Amman, Jordan attack stated that al-Qaeda in Iraq operatives; a large, 
well funded group, used RDX-laden suicide vests to attack three hotels. Conversely, the 
Abdullah Azzam Brigades, a smaller and less capable group, used the less powerful but more 
widely available explosive TNT in devices used to attack the Taba Hilton15 hotel and Sharm el-
Sheik resort16 in Egypt. Given the resources available, both groups deployed their weapons with 
devastating effects; all three attacks were among the deadliest attacks analyzed.  
 
 
8. Implications to New York State  
 
New York State remains a priority target for individuals and groups seeking to conduct a terror 
attack.  Al-Qaeda and affiliated groups have been advising and inspiring individuals throughout 
the world to conduct attacks against “soft targets,” such as hotels. Nearly all major attacks 
against hotels were carried out by groups that have a connection to al-Qaeda.  Some of those 
groups referenced in this assessment, such as Tehrik-i-Taliban Pakistan, have targeted entities in 
New York State in the past, demonstrating intent and capability.  
 
Homegrown violent extremists and lone actor attacks continue to pose a threat to the Homeland. 
Jihadist literature, including Inspire magazine, has urged individuals to target easier to strike, 
populated areas. It is possible that a lone actor may choose to attack a soft target, such as a hotel, 
for several reasons, including a mass casualty opportunity or the presence of high-profile 
individuals.  
 

• Hotels have been recently targeted by terrorism suspects in the US.  During an FBI-led 
investigation, Farooque Ahmed conducted preoperational surveillance against a 
Washington, D.C. area hotel.  In April 2010, he pleaded guilty to two counts of 
attempting to provide material support to a designated terrorist organization (al-Qaeda).  

Those wanting to attack a hotel within New York State or the US will likely follow the current 
worldwide trend and utilize small arms or explosives.  
 

• A bomb designed within the US would likely use homemade explosives, such as 
triacetone triperoxide (TATP) or pentaerythritol tetranitrate (PETN).17   

9 
 



UNCLASSIFIED//FOR OFFICIAL USE ONLY 
 

10 
 

• Commercially available, controlled explosives  such as TNT, have also been used in 
attacks overseas and may be a seen as an alternative to military grade or homemade 
explosives by homegrown violent extremists.  

 
o Although military grade explosives were the primary type used in attacks 

overseas, they are strictly controlled within the US and those seeking to acquire 
them would likely face greater risk of detection.  

 
• The number of terror attacks that involved small arms has risen since 2001. AQAP has 

advocated the use of small arms by Western radicals because of their simplicity of use 
and their availability. The number of law enforcement tripwires associated with obtaining 
a firearm is lower than for attempting to build or attain an IED, making a gun-based plot 
potentially more difficult to disrupt.  

 
New York State’s Operation Safeguard outreach program, similar to the NYPD’s Operation 
Nexus and the nationwide “See Something, Say Something” campaign, informs public and 
private sector facilities about potential indicators and warnings of terrorist activity. New 
York has previously placed the hotel sector among its priority sectors because of historical 
threat reporting from the federal government.   
 
To date, all suspicious activity reports regarding hotels received by NYSIC have been 
resolved with no nexus to terrorism identified.  However, hotel owners and security 
personnel are encouraged to continue to report all suspicious activity to local law 
enforcement and the New York State Terrorism Tips Line at 1-866-SAFE-NYS (1-866-723-
3697) for appropriate investigation.  
 
 
Recommendations for Protective Security Measures 
 
Attached is the US Department of Homeland Security’s Infrastructure Protection Report on 
the hotel sector. The report addresses potential indicators of terrorist activity, common 
vulnerabilities and protective measures for consideration in hotel security planning.  For 
more information, see the embedded attached document at the right:  
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Over 50,000 lodging facilities throughout the United States 


generate billions in annual revenue and employ millions of 


people. Hotels, by the nature of their business, are 24-hour 


open-access facilities, often located in busy commercial 


areas. Hotels have been successfully targeted by terrorists on 


numerous occasions in the past. 


 


 
 


Potential Indicators of Terrorist Activity 
Terrorists have a wide variety of weapons and tactics 


available to achieve their objectives. Specific threats of most 


concern to hotels include: 


 Improvised explosive devices (IEDs) 


 Vehicle-borne improvised explosive devices (VBIEDs) 


 Arson/incendiary attack 


 Small arms attack 


 Chemical/biological/radiological agent attack 


Terrorist activity indicators are observable anomalies or 


incidents that may precede a terrorist attack. Indicators of an 


imminent attack requiring immediate action may include the 


following:  


 Persons in crowded areas (e.g., hotel lobbies, common 


areas, restaurants) wearing unusually bulky clothing that 


might conceal suicide explosives or weapons 


 Suspicious or illegally parked vehicles near the hotel or 


where large numbers of people gather 


 Unattended packages (e.g., backpack, briefcase, box) 


that might contain explosives 


 Suspicious packages and/or letters received by mail that 


might contain explosives or chemical/biological/ 


radiological agents 


 Evidence of unauthorized access to HVAC areas of a 


building, such as indications of unusual substances 


(e.g., unknown powders, droplets, mists) near air intakes 


Indicators of potential surveillance by terrorists include:  


 Persons using or carrying video/camera/observation 


equipment in or near the hotel over an extended period 


 Persons discovered with hotel maps, photos, or 


diagrams with critical assets highlighted or notes 


regarding infrastructure or listing of personnel 


 Persons questioning hotel employees off-site about 


practices pertaining to the hotel and its operations, or an 


increase in personal e-mail, telephone, faxes, or postal 


mail requesting information about the facility or one of 


its key assets 


 Hotel employees inquiring about facility operations, 


equipment, assets, or security measures about which 


they should have no job-related interest 


 Hotel employees noted as willfully associating with 


suspicious individuals 


 


Common Vulnerabilities 
The following are key common vulnerabilities of hotels: 


 Unrestricted public access. Openness to the general 


public is a feature common to hotels. 


 Unrestricted access to areas adjacent to buildings. Most 


hotels have parking and guest drop-off and pick-up 


points with little to no explosive standoff distance. 


 Limited employee background checks. Many hotels, 


especially smaller ones, hire staff with minimal or no 


background checks. 


 Limited security force. Many hotels have only a small 


security force. 


 Unprotected HVAC systems. In some hotels, access to 


the HVAC systems is not controlled or monitored. 


 Building designs not security oriented. Many hotel 


buildings are not designed with security considerations.  


 Multiple locations to place explosives or hazardous 


agents. A hotel has numerous locations where an 


explosive device can be left without being immediately 


noticed.  


Hotels 
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Protective Measures 
Protective measures include equipment, personnel, and 


procedures designed to protect a facility against threats and 


to mitigate the effects of an attack. Protective measures for 


hotels include: 


 Planning and Preparedness 
 Designate an employee as security director to address 


all security-related activities. 


 Conduct threat analyses, vulnerability assessments, 


consequence analyses, risk assessments, and security 


audits on a regular and continuing basis. Develop a 


comprehensive security and emergency response plan. 


 Establish liaison and regular communication with 


local law enforcement and emergency responders. 


 Conduct regular exercises with hotel employees to 


test security and emergency response plans. 


 Personnel 
 Conduct background checks on all employees.  


 Incorporate security awareness and appropriate 


response procedures for security situations into 


employee training programs.  


 Maintain an adequately sized, equipped, and trained 


security force. 


 Check guest identification upon check-in. Provide 


guests with information on how to report suspicious 


people, items, and activities. 


 Access Control 
 Define the hotel perimeter and areas within the hotel 


that require access control for pedestrians and 


vehicles.  


 Issue photo identification badges to all employees. 


Require badge be displayed at all times. 


 Issue special identification badges to contractors, 


cleaning crews, vendors, and temporary employees. 


 Restrict the storage of luggage to locations away from 


areas where large numbers of people congregate. 


 Barriers 
 Install appropriate perimeter barriers and gates. 


Implement appropriate level of barrier security. 


 Install building perimeter barriers (e.g., fences, 


bollards, decorative flower pots, high curbs, shallow 


ditches, etc.). 


 Install barriers to protect doors and windows from 


small arms fire and explosive blast effects (e.g., blast-


resistant and shatter-resistant glass, offset entryways). 


 Install vehicle barriers (e.g., bollards, fencing) to keep 


vehicles a safe distance from buildings and areas 


where large numbers of people congregate. 


 Communication and Notification 
 Install systems that provide communication with all 


people at the hotel, including employees, security 


force, emergency response teams, and guests. 


 Install systems that provide communication channels 


with law enforcement and emergency responders. 


 Monitoring, Surveillance, Inspection 
 Install video surveillance equipment (e.g., closed-


circuit television [CCTV], lighting, night-vision 


equipment).  


 Continuously monitor all people, including guests, 


entering and leaving the facility. 


 Consider acquiring luggage-screening equipment for 


use during high-threat and/or high-profile events. 


 Implement quality control inspections on food supply 


to hotel restaurants and special events.   


 Infrastructure Interdependencies 
 Ensure that the hotel has adequate utility service 


capacity to meet normal and emergency needs. 


 Ensure that employees are familiar with how to shut 


off utility services (e.g., electricity, natural gas) in 


emergency situations. 


 Cyber Security 
 Develop and implement a security plan for computer 


and information systems hardware and software. 


 Regularly review the hotel’s Web site to ensure no 


sensitive information is provided. 


 Incident Response 
 Ensure that an adequate number of emergency 


response personnel are on duty and/or on call at all 


times.  


 Identify alternate rallying points where employees and 


others at the facility can gather for coordinated 


evacuation and/or for “head counts” to ensure all have 


been evacuated.  


 


 


WARNING 


This document is FOR OFFICIAL USE ONLY (FOUO). It contains  


information that may be exempt from public release under the Freedom of 


Information Act (5 U.S.C. 552). It is to be controlled, stored, handled,  


transmitted, distributed, and disposed of in accordance with Department of 


Homeland Security (DHS) policy relating to FOUO information and is not to be 


released to the public or other personnel who do not have a valid  


“need-to-know” without prior approval of an authorized DHS official. 


 


At a minimum when unattended, this document is to be stored in a  


locked container such as a file cabinet, desk drawer, overhead  


compartment, credenza or locked area offering sufficient protection  


against theft, compromise, inadvertent access and unauthorized disclosure. 


 


For more information about this document contact: 


 Protective Security Coordination Division 


 (IPassessments@dhs.gov or FOBanalysts@dhs.gov) 





File Attachment
CVPIPM_1PAGE_Commercial_Hotels 12AUG2011.pdf
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a r den s Hotel 2 3 -Ju l-05 0 1 V BIED (Su icide) TNT / Milita r y  1 0 6 0

rking Lo t/Bus  S to p 2 3 -Ju l-05 0 1 IED TNT / Milita r y  1 0 6

Ser en a  Hotel 1 4 -Ja n -08 Ka bu l,  A fg h a n ista n Ta liba n 0 1 Su icide Bom ber /Sm a ll A r m s Un kn ow n 2 0 7 6

a r r iott  Hotel 2 0-Sep-08 Isla m a ba d,  Pa kista n Teh r ik-e-Ta liba n  Pa kista n  1 1 V BIED (Su icide) TNT/Milita r y  Ex plosiv es(RDX) 1 0 5 3 2 6 6

Ta j Ma h a l (2 6 -2 9 )-Nov -08 Mu m ba i,  In dia La sh ka r -e-Ta iba 0 1 Sm a ll A r m s NA 3 0 5 0 0

t/Ober oi Hotel (2 6 -2 9 )-Nov -08 0 1 Sm a ll A r m s NA 2 0 3 2

tin en ta l Hotel 09 -Ju n -09 Pesh a w a r , Pa kista n A bdu lla h  A zza m  Sh a h eed 1 1 V BIED (Su icide) / Sm a ll A r m s Un kn ow n 3 0 1 7 4 6

Ma r r iott 1 7 -Ju l-09 Ja ka r ta ,  In don esia Ja m a a h  Isla m iy a h 1 1 Su icide Bom ber Milita r y  Gr a de 1 0 6 5 3

Ritz-Ca r lton 1 7 -Ju l-09 Ja ka r ta ,  In don esia Ja m a a h  Isla m iy a h 0 1 Su icide Bom ber Milita r y  Gr a de 1 0 2

ta r  Sh er a ton  2 5 -Ja n -1 0 Ba g h da d, Ir a q Isla m ic Sta te of Ir a q 1 1 V BIED (Su icide) Un kn ow n 1 0 1 1 2 6

Ba by lon  Hotel 2 5 -Ja n -1 0 Ba g h da d, Ir a q Isla m ic Sta te of Ir a q 0 1 V BIED (Su icide) Un kn ow n 1 0 9 1 2

Ha m r a  Hotel 2 5 -Ja n -1 0 Ba g h da d, Ir a q Isla m ic Sta te of Ir a q 1 1 V BIED (Su icide) / Sm a ll A r m s Un kn ow n 1 0 1 6 3 3

Mu n a   Hotel 2 4 -A u g -1 0 Mog a dish u , Som a li A l-Sh a ba a b 1 1 Su icide Bom ber /Sm a ll A r m s Un kn ow n 1 0 3 2 0

tin en ta l Hotel 2 8 -Ju n -1 1 Ka bu l,  A fg h a n ista n Ha qqa n i Netw or k 1 1 Su icide Bom ber /Sm a ll A r m s Un kn ow n 9 0 9 1 3

sm illa h  Hotel 1 4 -A u g -1 1 Der a  A lla h  Ya r , Pa kista n  Ba loch  Liber a t ion  Tig er  0 0 IED Un kn ow n 0 0 1 4 2 4

en sion  Hou se 2 8 -Nov -1 1 Za m boa n g a Ph ilippin es 1 1 IED TNT 0 0 3 2 7

Ma jor A t t acks A ga inst  Hot els, 2002-2011

(U) Data Matrix   
 

1 7 2

1 5

Ja ka r t 1 6 2

Ta ba  H 1 9 3

3 6

9

3

Died in ho s 1 2 7

2 1 7

Gh a za la  G 6 0

Beachfro nt P a 6

1 3

Isla m a ba d M 3 1 9

5 0

Tr iden 3 2

Pea r l Con 6 3

5 9

2

Ish 3 7

2 1

4 9

3 2

In ter -Con 2 2

Bi 3 8

A tila n o P 3 0  
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