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(U) Preface 

(U) Title III of the Foreign Intelligence Surveillance 
Act Amendments Act of 2008 required the Inspectors General 
(IGs) of the elements of the Intelligence Community that 
participated in the President's Surveillance Program (PSP) to 
conduct a comprehensive review of the Program. The IGs of 
the Department of Justice (DoJ), the Department of Defense 
(DoD), the Central Intelligence Agency (CIA), the National 
Security Agency (NSA), and the Office of the Director of 
National Intelligence (ODNI) participated in the review 
required under the Act. The Act required the IGs to submit a 
comprehensive report on the review to the Senate Select 
Committee on Intelligence, the Senate Committee on the 
Judiciary, the House Permanent Select Committee on 
Intelligence, and the House Committee on the Judiciary. 

(U) Because many aspects of the PSP remain classified, 
and in order to provide the Congressional committees the 
complete results of our review, we have prepared this 
classified report on the PSP. The report is in three 
volumes: 

o Volume I summarizes the collective results of the 
IGs• review. 

o Volume II contains the indivi~ual reports prepared 
and issued by the DoD, CIA, NSA, and ODNI IGs. 

o Volume III contains the report prepared and issued 
by the DoJ IG. 

(U) The unclassified report on the PSP required by 
Title III has been provided to the Congressional committees 
in a separately bound volume. 

Unclassified When Separated 
From Attachment 
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(U) The Pll'esidlentas Surveillance IProgfl'am 

(U) INTRODUCTION 

(TS/,lSYIOCI-NF) In response to the terrorist attacks of 11 September 2001, on 
4 October 2001, President George W. Bush issued a Top Secret authorization to the 
Secretary ofDefense directing that the signals intelligence (SIGINT) capabilities of the 
National Security Agency (NSA) be used to detect and prevent further attacks in the 
United States. The Presidential Authorization stated that an extraordinary emergency 
existed permitting the use of electronic surveillance within the. United States for 
counterterrorism purposes, without a court order, under certain circumstances. For more 
than five years, the Presidential Authorization was renewed at 30- to 60-day intervals to 
authorize the highly classified NSA surveillance program, which is referred to throughout 
this report as the President's Surveillance Program (PSP).t 

(TSI/SYIOGftfF) Under the Presidential Authorizations, the NSA intercepted the 
content of international telephone and Internet communications of both U.S. and non-U.S. 
persons. In addition, the NSA collected telephone and Internet metadata­
communications signaling information showing contacts between and among telephone 
numbers and communications but not · the contents of the 

The content 
analyzed by the NSA, working with other members of the Intelligence Community (I C), to 
generate intelligence reports. These reports were sent to the Federal Bureau pf 
Investigation (FBI), the Central Intelligence Agency (CIA), and other intelligence 
organizations. 

(0) The scope of collection permitted under the Presidential Authorizations varied 
over time. In stages between July 2004 and January 2007, NSA ceased PSP collection 
activities under Presidential authorization and resumed them under four separate court 
orders issued in accordance with the Foreign Intelligence Surveillance Act of 1978 as 
amended (FISA).2 

(U) Scope of the Review 

(U) Title III of the Foreign Intelligence Surveillance Act Amendments Act of2008 
(FISAAmendments Act)- signed into law on 10 July 2008-required the inspectors 

I ESI~lF) The cover tenn NSA uses to protect the President's Surveillance Program is STELLAR WIND. 

2 (U) Unless otherwise indicated, references to FISA in this report are to the statute as it existed prior to being 
amended in 2008. 
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general of the elements of the IC that participated in the PSP to conduct a comprehensive 
review ofthe program.3 The Act required that the review examine: 

(A) all of the facts necessary to describe the establishment, 
implementation, product, and use of the product of the Program; 

(B) access to legal reviews of the Program and access to information 
about the Program; 

(C) communications with, and participation of, individuals and entities 
in the private sector related to the Program; 

(D) interaction with the Foreign Intelligence Surveillance Court and 
transition to coUlt orders related to the Program; and 

(B) any other matters identified by any such Inspector General that 
would enable that Inspector General to complete a review of the 
Program, with respect to such Department or element. 

(U) The Inspectors General (IGs) of the Department ofDefense (DoD), the Department 
of Justice (DoJ), the CIA, the NSA, and the Office of the Director ofNational Intelligence 
(ODNI) conducted the review required under the Act. This report summarizes the collective 
results of the IGs' review. Conclusions and recommendations in this report that are attributed 
to a particular IG should be understood to represent that IG's opinion. Individual reports 
detail the results of each IG's review and are annexes to this report. All of the reports have 
been classified in accordance with the program's classification guide, which was revised 
during our review and re-issued on 21 January 2009. 

(U) Title ill of the FISA Amendments Act also required that the report of any 
investigation of matters relating to the PSP conducted by the DoJ, Office ofProfessional 
Responsibility (OPR) be provided to the DoJ IG, and that the findings and conclusions of 
such investigation be included in the DoJ IG's review. OPR intends to review whether any 
standards of professional conduct were violated in the preparation ofthe first series of legal 
memorandums supporting the PSP. OPR has not yet completed its review or provided its 
fmdings and conclusions to the DoJ IG. 

(U) Methodology 

(U) During the course of this review, the participating IGs conducted approximately 
200 interviews. Among the individuals we interviewed were: fonner White House Counsel 
and Attorney General Alberto R Gonzales; former Deputy Attorney General 
James B. Corney; FBI Director Robert S. Mueller, ill; former Secretary of Defense 

3 (U) The President's Surveillance Program is defined in the Act as the intelligence activity involving 
communications that was authorized by the President during the period beginning on 11 September 200 l and 
ending on 17 January 2007, including the program referred to by the President in a radio address on 
17 December 2005 (commonly known as the Terrorist SurveiUance Program). 
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Donald H. Ruthsfeld; former NSA Director, Principal Deputy Director of NationaL 
Intelligence, and CIA Director Michael V. Hayden; former Director of Central Intelligence 
(DCI) and CIA Director Porter J. Goss; NSA Director Lieutenant General 
Keith B. Alexander; former Directors ofNational Intelligence John D. Negropon.te and 
J. M. McConnell; and former NationaL Counterterrorism Center (NCTC) Director 
John 0. Brennan. Certain other persons who had significant involvement in the PSP either 
declined or did not respond to our requests for an interview, mcluding former Deputy 
Secretary of Defense Paul D. Wolfowitz; former Chief of Staff to President Bush 
Andrew H. Card; David S. Addington, former Counsel to Vice President Richard B. Cheney; 
former Attorney General John D. Ashcroft; former Deputy Assistant Attorney General 
Jolm Yoo; and former DCI George J. Tenet. 

~rviewedformer 

-within the 
as well as leadership. 

. We 
-om the 
-; senior FBI Courttetierrorism Division officials; 

and intelligence analysts; senior officials from Dol's Criminal and National Security 
Divisions; and current and former senior NCTC officials. We also interviewed DoJ officials 
and office of general counsel officials from the participating organizations who were 
involved in legal reviews of the PSP and/or had access to the memorandums supporting the 
legality of the PSP. 

(S/INF) We examined thousands of electronic and hardcopy do'?urnents, including the 
Presidential Authorizations, terrorist threat assessments, legal memorandums, applicable 
regulations and policies, briefings, reports, correspondence, and notes. We obtained access 
to an FBI database ofPSP-derived leads that had been disseminated to FBI field offices. 
We used the database to confirm information obtained through interviews and to assist in our 
analysis of FBI investigations that utilized PSP information. We evaluated the justifications 
included in the requests for information (RFis) submitted by the CIA to the NSA to 
determine whether they were in accordance with program guidelines. Reports of prior 
reviews and investigations of the PSP conducted by the NSA IG were also utilized in our 
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(U) INCEPTION OF THE PRESIDENT'S 
SURVEILLANCE PROGRAM 

(U) National Security Agency Counterterrorism 
Efforts Prior to 11 September 2001 

(C/INF) For more than a decade before the tetTorist attacks of 11 September 2001, 
NSA was applying its SIGINT capabilities against terroris't targets in response to IC 
requirements.' The NSA, SID, Counterterrorism (CT) Product Line led these efforts. NSA 
was authorized by Executive Order (E.O.) 12333, United States Intelligence Activities, 
4 December 1981, as amended, to collect, process, and disseminate SIGINT information 
for foreign intelligence and counterintelligence purposes in accordance with DCI guidance 
and to support the comlucl o[ mililary operations under the guidance of the Secretary of 
Defense. It is the policy of U.S. Government entities that conduct SIGINT activities that 
they will collect, retain, and disseminate only foreign communications. fu September 
2001, NSA's compliance procedures defined foreign communications as communications 
having at least one communicant outside the United States, communications entirely 
among foreign powers, or communications between a foreign power and officers or 
employees of a foreign power. All other communications were considered domestic 
communications. NSA was not authorized under E.O. 12333 to collect communications 
from a wire in the United States without a court order unless the communications 
originated and terminated outside the United States or met applicable exceptions to the 
requirement of a court order under FISA. 

(U) FISA, 50 U.S.C. § 1801, et seq., was enacted in 1978 to "provide legislative 
authorization and regulation for all electronic surveillance conducted within the United 
States for foreign intelligence purposes." FISA authorizes the Federal Government to 
engage in electronic surveillance and physical searches, to use pen register and trap and 
trace devices, and to obtain business records to acquire foreign intelligence information by 
targeting foreign powers and agents of foreign powers inside the United States.4 As a 
general rule, the FISC must first approve an application for a warrant before the 
government may initiate electronic surveillance. 

(BifSJI~W) Prior to the PSP, NSA authority to intercept foreign communications 
included the Director, NSA 's authority to approve the targeting of communications with 
one communicant within the United States if technical devices could be employed to limit 
collection to c · f h tl t t · US I t d t · d th • I - -

United States, 
I 

4 (U) The term "pen register'' is defmed in 18 U.S.C. § 3127 as a device or process which records or decodes 
dialing, routing, addressing, or signaling information transmitted by an instrument or facility from which a wire or 
electronic communication is transmitted, provided, however, that such information shall not include the contents 
of any communication. The term "trap and trace device" is defmed in 18 U.S.C. § 3127 as a device or process 
which captures the incoming electronic or other impulses which identify the originating number or other dialing, 
routing, addressing, and signaling information reasonably likely to identify the source of a wire or electronic 
communication, provided, however, that such information shall not inch.ide the contents of any communication. 
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Iftechnical not 
collection, the approval by the Attorney General. The Director, NSA 
could exercise this authority, except when the collection was otherwise regulated, for 
example, under FISA for communications collected from a wire in the United States. 

(U) NSA Initially Used E)(isting Authorities to 
Enhance Signals Intelligence {SIGINT) Collection 
After the September 2001 Terrorist Attacks 

(TS/iSf//NF) On 14 September 2001, NSA Director 
anr•rn"r"' a SID CT Product Line request to 

Hayden's 14 September 2001 "'"T'"'"''a ..... , .... ,u ..... ~ 
targeting was to facilitate "dialing analysis/contact chaining."S NSA Office of General 
Counsel (OGC) personnel concurred with the proposed activity, but provided a 
handwritten note to Hayden stating that chaining was permitted only on foreign numbiL 

""'n'"".,. could be chained without a court order. Collection of the content­
not addressed in the memorandum. However, other 

documentation indicates that OGC and SID personnel understood that Hayden also 
had approved content collection and analysis. NSA OGC personnel told us that Hayden's 
action was a lawful exercise of his authority under E.O. 12333. In addition, acco.din to 

· General Counsel, had 2001 tha 

be presumed to be of foreign provided 
to the told us that his actions were a ''tactical decision" and that he was 
operating in a unique environment because it was widely believed that more terrorist 
attacks on U.S. soil were imminent. 

(31/NF} In late September, Hayden informed Tenet that he had expanded SIGINT 
operations under E.O. 12333 authority. According to Hayden, Tenet later said that he had 
explained the NSA's expanded SIGINT operations to Vice President Cheney during a 
meeting at the White House. On 2 October 2001, Hayden briefed the House Permanent 
Select Committee on Intelligence on his decision to expand operations under E.O. 12333 
and informed members of the Senate Select Committee on Intelligence by telephone. 
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(U) NSA Explored Options to Improve 
SIGINT Collection and Address 
Intelligence Gaps on Terrorist Targets 

(BIRHI) Hayden did not attend the meeting at the White House at which Tenet 
explained the NSA's expanded SIGINT operations to the Vice President. According to 
Hayden, Tenet told him that during the meeting the Vice President asked if the IC was 
doing everything possible to prevent another attack. The Vice President specifically asked 
Tenet ifNSA could do more. Tenet then discussed the matter with Hayden. Hayden told 
Tenet that nothing more could be done within existing authorities. In a follow-up 
telephone conversation, Tenet asked Hayden what the NSA could do ifit was provided 
additional authorities. To formulate a response, Hayden met with NSA personnel, who 
were already working to fill intelligence g~ps, to idenlify additional authorities to support 
SIGINT collection activities that would be operationally useful and technically feasible. In 
particular, discussions focused on how NSA might bridge the "international gap," i.e., 
collection of international communications in which one communicant was within the 
United States. 

(U) In the days immediately after 11 September 2001, the House Permanent Select 
Committee on Intelligence asked NSA for technical assistance in drafting a proposal to 
amend FISA to give the President authority to conduct electronic surveillance without a 
court order to obtain foreign intelligence information. On 20 September 2001, the NSA 
General Counsel wrote to White House Counsel Gonzales asking if the proposed 
amendment to FISA had merit. We found no record of a response to the NSA General 
Counsel's writing and could not determine why the proposal to amend FISA was not 
pursued at that time. 

(U) Hayden said that, in his professional judgment, NSA could not address the 
intelligence gap using FISA. The process for obtaining FISC orders was slow; it involved 
extensive coordination and separate legal and policy reviews by several agencies. 
Althoug4 FISA's emergency authorization provision permitted 72 hours of surveillance 
before obtaining a court order, it did n_ot allow the government. to undf'rt~e surveillance 
immediately. Rather, the Attorney General had to 'ensure that emergency surveillance 
would · the standards articulated 
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(U) lmpedh:nents to SIGINT Collection 
Against Terrorist Targets Were Discussed 
With the White House 

(S/INF) Hayden recalled that, after consulting with NSA personnel, he discussed with 
the White House how FISA constrained NSA collection of communications carried on a 
wire in the United States. Hayden explained that NSA could not collect from a wire in the 
United States, without a court order, content or metadata from communications that 
originated and/or terminated in the United States. Hayden also said that communications 
metadata do not have the same level of constitutional protection as the content of 
communications and that access to metadata concerning communications having one end 
in the United States would significantly enhance NSA's analytic capabilities. Hayden 
suggested that the ability to collect communications that originated or terminated in the 
United States without a court order would increase NSA's speed and agility. After two 
additional meetings with Vice President Cheney to discuss further how NSA collection 
capabilities could be expanded along the lines described at the White House meeting, the 
Vice President told Hayden to work out a solution with Counsel to the Vice President 
David Addington. 

(U) Authorization of the 
President's Surveillance Program 

(TSNSI//NF) According to Hayden, Addington drafted the fli'St Presidential 
Authorization of the PSP. Hayden characterized himself as the "subject matter expert," 
and he said that no other NSA personnel, including the General Counsel, participated in 
drafting the authorization. Hayden also said that DoJ personnel had not been involved in 
his discussions with Addington concerning Presidential authorization of the PSP. The PSP 
came into existence on 4 October 2001, when President Bush signed the Presidential 
Authorization drafted by Addington. The authorization was entitled: Pre,yidential 
Authwizationfor Specified Electronic Surveillance Activities during a Limited Period to 
Detect and Prevent Acts a/Terrorism within the United States. Between 4 October 2001 
and 8 December 2006, President Bush signed 43 authorizations, exclusive of modifications 
and other program-related memoranda to the Secretary of Defense. 

(U) SIGINT Activities Authorized Under the Program 

7 
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intercept the content 
any communication, or 
where probable cause existed to believe one ofthe communicants was engaged in 
international terrorism. The authorization also allowed the NSA to acquire telephony and 
Internet metadata where one end of the communication was outside the United States or 
neither communicant was known to be a U.S. citizen. For telephone calls, metadata 
generally referred to "dialing-type information" (the originating and terminating telephone 
numbers, and the date, time, and duration of the call), but not the content of the call. For 
Internet communications, metadata generally referred to the 

(TS//STLW//Sfi/OC/UF) The Secretary of Defense directed NSA, in writing, on 
8 October 2001 to execute the authorization to conduct specified electronic surveillance on 
targets related to 6 Because the surveillance was 
conducted in the United States, included into or out of the 
United States, and a subset of these was to or from persons in the United 
States, the surveillance otherwise would have required a FISC order. NSA was also 
allowed to retain, process, analyze, and disseminate intelligence from communications 
acquired under the Presidential Authorization. 

(TS/fSTLW//SII/OffiW) In addition to allowing the interception of the content of 
communications into or out of the United States, paragraph (a)(ii) of the first Presidential 
Authorization allowed NSA to intercept the content of purely domestic communications. 
Hayden told us he did not realize this until Addington specifically raised the subject during 
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a meeting to discuss renewing the authorization. According to Hayden, he told Addington 
that NSA would not collect domestic communications because NSA is a foreign 
intelligence agency, its infrastructure did not support domestic collection, and he would 
require such a high evidentiary standard to justify intercepting purely domestic 
communication that such cases might just as well go to the FISC. 

(U) Content of the Presidential Authorizations 
and Department of Justice Certification 
as to Form and Legallty 

(S//NF) Each of the Presidential Authorizations included a finding to the effect that 
terrorist groups of global reach possessed the intent and capability to attack the United 
States, that an extraordinary emergency continued to exist, and that these circumstances 
constituted an urgent and compelling governmental interest permitting electronic 
surveillance within the United States for countertenorism purposes, without judicial 
warrants or court orders. The primary authorities cited for the legality of the electronic 
surveillance and related activities were Article II of the Constitution and the 

Force Joint Resolution (AUMF). 

The President also 
...... ~ ....... ,..,u to inform appropriate members of the Senate and House of 

Representatives of the program "as soon as I judge that it can be done consistently with 
national defense needs." 

(SI~W) Ashcroft certified the first PresidentiaL Authorization as to "form and 
legality" on 4 October 2001. According to NSA records, this was the same day that 
Ashcroft was read into the PSP. There was no legal requirement that the Presidential 
Authorizations of the PSP be certified by the Attorney General or other DoJ officials. 
Former senior DoJ official Patrick F. Philbin told us he thought one purpose of the 

l."-l">•u•.ua•~:t so that it not "look like a rogue 

Principal Deputy and Acting Assistant 
the DoJ certifications served as official confrrmation that DoJ had determined that the 
activities carried out under the program were lawful. 

(SIINF) Gonzales told us that approval ofthe program as to form and legality was not 
required as a matter oflaw, but he believed that it "added value" to the Presidential 
Authorization for three reasons. First, NSA was being asked to do something it had not 
done before, and it was important to assure the NSA that the Attorney General had 
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IJV . ........ t ... considerations," the Attorney General's approval of 
the program would have value "prospectively" in the event of Congressional or inspector 
general reviews of the program. 

(U) The Presidential Authorizations were issued at intervals of approximately 3 0 to 
60 days. Bradbury said that the main reason for periodically reauthorizing the program 
was to ensure that the Presidential Authorizations were reviewed frequently to assess the 
program's value and effectiveness. As the period for each Presidential Authorization drew 
to a close, the DCI prepared a threat assessment memorandum for the President describing 
the current state of potential terrorist threats to the United States. 

(U) The Threat Assessment Memorandums 
Supporting Presidential Authorization of the Program 

(S/INF) From October 2001 to May 2003, the CIA prepared the threat assessment 
memorandums that supported Presidential authorization and periodic reauthorization of the 
PSP. The memorandums documented the current threat to the U.S. homeland and to U.S. 
interests abroad from al-Qa'ida and affiliated terrorist organizations. The flrst threat 
assessment memorandum-The Continuing Near-Term Threat from Usama Bin Ladin­
was signed by the DCI on 4 Octo her 200 1. 7 Subsequent threat assessment memorandums 
were prepared every 3 0 to 60 days to correspond with the President's reauthorizations. 

(SI~W) The DCI Chief of Staff, John H. Moseman, was the CIA focal point for 
prepann According to Moseman, he directed the 
CIA, to prepare objective appraisals ofthe 
current terrorist threat, focusing prim~~~il on threats to the homeland, and to document 
those appraisals in a memorandum. analysts drew upon all sources of intelligence in 
preparing their threat assessments. Each of the memorandums focused primarily on the 
current threat situation and did not routinely provide information concerning previously 
reported threats or an assessment of the PSP's utility in addressing previously reported 
threats. 

(8/~W) After. completed its portion of the memorandums, Moseman added a 
paragp1ph at the end of the memorandums stating that the individuals and organizations 
involved in global terrorism (and discussed in the memorandums) possessed the capability 
and intention to undertake further terrorist attacks within the United States. Moseman 
recalled that the paragraph was provided to him initially by either Gonzales or Addington. 
The paragraph recommended that the President authorize the Secretary of Defense to 
employ within the United States the capabilities of DoD, including but not limited to 
NSA 's SIGINT capabilities, to collect foreign intelligence by electronic surveillance. The 
paragraph described the types of communication and data that would be collected and the 

7 (U) The title of the threat assessment memorandums was changed to The Global War Against Terrorism in 
June2002. 
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circumstances under which they could be collected. The draft threat assessment 
~randums were reviewed by CIA Office of General Counsel attorneys assigned to 
-and CIA Acting General Counsel (Principal Deputy General Counsel), John A· Rizzo. 

Rizzo told us that the draft memorandums were generally sufficient, but there were 
occasions when, based on his experience with previous memorandums, he thought that 
draft memorandums contained insufficient threat information or did not present a 
com.lling case for reauthorization of the PSP. In such instances, Rizzo would request 
tha provide additional available threat information or make revisions to the draft 
memorandums. 

(S/~lF) The threat assessment memorandums were then signed by the DCI and 
forwarded to the Secretary of Defense to be co-signed. Tenet signed most ofthe threat 
memorandums prepared during his tenure as DCI. There were no occasions when the DCI 
or Acting DCI withheld their signature from the threat assessment memorandums. TI1e 
threat assessment memorandUJDS were reviewed by DoJ's OLC to assess whether there was 
"a sufficient factual basis demonstrating a threat of terrorist attacks in the United States for 
it to continue to be reasonable under the standards of the Fourth Amendment for the 
President to [continue] to authorize the warrantless searches involved" in the program. 
OLC then advised the Attorney General whether the constitutional standard of 
reasonableness had been met and whether the Presidential Authorization could be certified 
as to form and legality. After review and approval as to form and legality by the Attorney 
General, the threat assessment memorandums were delivered to the White House to be 
attached to the PSP reauthodzation memorandums signed by the President 

(S//~W) R~ibility for drafting the threat assessment memorandums was 
transferred fro~ to the newly-established Terrorist Threat Integration Center in May 
2003. This responsibility was retained by me's successor organization, NCTC. The 
DCI continued to sign the threat assessment memorandums through 15 April2005. 
Subsequent memorandums were signed by the Director ofNational Intelligence or his 
designee. 

(U) Early Revisions to the Presidential Authorizations 

(TS/1-STLW//~Y/OC/NF) On 2 November 2001~ with the first authorization set to 
expire, President Bush signed a second Presidential Authorization of the PSP. The second 
authorization cited the same authorities in support of the Presidfmt's actions, principally the 
Article II Commander-in-Chief powers and the AUMF. The second authorization also 
cited the same findings of a threat assessment concerning the magn~ 

· of their occurrence in the future.-

TOP SfECRElHS'flW/lCOM~INll'NORCON/INlOfORN 



APPROVED FOR PUBLIC RELEASE 
TOIP SIECRIETh'Si'flWHCOM~f't.ffHORCONl~OFORN 

(U) DoJ Office of Legal Counsel Memorandums 
Supporting Legality of the Program 

(£1/l'W) OLC Deputy Assistant Attorney Geneml John Yoo was responsible for 
drafting the first series oflegal memorandums supporting the PSP. Y oo was the only OLC 
official read into the PSP from the program's inception until he left DoJ in May 2003. 
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During Y oo 's tenure at DoJ, he was one of only three DoJ officials read into the PS:P. The 
other two were Ashcroft and Baker. OLC Assistant Attorney General JayS. Bybee, Yeo's 
direct supervisor, was never read into the program. 

(Sh'UF)- Before the President authorized tne PSP on 4 0ctober 2001, Yoo had 
prepared a memorandum evaluating the legality of a hypothetical electronic surveillance 
program within the United States to monitor communications of potential terrorists. His 
memorandum, dated 17 September 2001, was addressed to Deputy White House Counsel 
Timothy E. Flanigan and was entitled Constitutional Standards on Random Electronic I 
Surveillance for Counter-Terrorism Purposes. Y, • the 

4 October 2001 for Gonzales. 

TnP ~rr:f!~E:THS'flWHCOM~NTHOIRCONfNOFORN 
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-tSI~W} The first OLC memorandum explicitly addressing the legality ofPSP was 
not drafted until after the program had been formally authorized by the President and after 
Ashcroft had certified the program as to form and legality. The first OLC opinion directly 
supporting the legality of the PSP was dated 2 November 2001, and was drafted by Yoo. 
Yoo acknowledged at the outset ofhis 2 November memorandum that "[bJecause ofthe 
highly sensitive nature of this subject and the time pressures involved, this memorandum 
has not undergone the usual editing and review process for opinions that issue from our 

II 

(Sf/t.fF) Yoo acknowledged in his 2 November 2001 memorandum that the first 
Presidential Authorization was "in tension with FISA." Y oo stated that FISA "purports to 
be the exclusive statutory means for conducting electronic surveillance for foreign 
intelligence." But Yoo then opined that "[sJuch a reading ofFISA would be an 
unconstitutional infringement on the President's Article II authorities." Citing advice of 
OLC and DoJ's position as presented to Congress during passage of the USA PATRIOT 
Act several weeks earlier, Yoo characterized FISA as merely providing a "safe harbor for 
electronic surveillance," adding that it "cannot restrict the President's ability to engage in 
warrantless searches that protect the national security." 

(SmW) Regarding whether the activities conducted under the PSP could be 
conducted under FISA, Yoo described the same potential impediments that he had cited in 
his 4 October memorandum. Noting that the Presidential Authorization could be viewed as 
a violation ofFISA's civil and criminal sanctions in 50 U.S.C. §§ 1809-10, Yoo opined that 
in this regard FISA represented an unconstitutional infringement on the President's 
Article II powers. According to Yoo, the ultimate test of whether the government may 
engage in warrantless electronic surveillance activities is whether such conduct is 
consistent with the Fourth Amendment, not whether it meets the standards ofFISA. 
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(TS/fSYINF) In October 2002, at Ashcroft's request, Yoo drafted another opinion 
concerning the PSP. The memorandum, date_d 11 October 2002, reiterated the same basic 

(U) IMPLEMENTATION OF THE 
PRESIDENT'S SURVEILLANCE PROGRAM 

(U) NSA Implementation 

(8/fl'W) On 4 October 2001, Hayden received the initial Presidential Authorization of 
the PSP and briefed the 
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(TSNSJ!JNf) :rerephone and lnternet 
Communications Content Collection and Analysis 

(fSI/Sflfl*') Content collection and analysis under the PSP was conducted in the 
same manner as collection and analysis conducted previously by the NSA under 
E.O. 12333 authority. NSA management applied standard minimization and specially 
designed procedures to task domestic selectors such as telephone numbers and e-mail 
addresses. Selectors had to meet two criteria before being tasked under the PSP: the 
purpose of the collection had to be to prevent and detect terrorist attacks in the United 
States; 

(TS//St/fNf') NSA collection managers were responsible for ensuring that telephony 
and Internet communications selectors were appropriately added or removed from 
collection. Content collection for domestic selectors was sometimes approved for specific 
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time periods. Data collecte4 under the PSP were stored in compartmented NSA databases, 
and access to the databases was strictly controlled. 

(TS//Sf/fSCf.NF) The majority of targets for content collection under the PSP were 
fore~phone numbers and Internet communications addresses. In 2008, NSA reported 
that-foreign telephone numbers and in excess o~foreign Internet 
communicatio~s addresses had been targ~ted from October ~001 ~h Dec~mber 2006. 
NSA reported m 2008 tba-domestlc telephone numbers and-domestic Internet 
communications addresses were targeted for PSP content collection from October 2001 to 
January'2007. Although targeted domestic telephone numbers and Internet 
communications addresses were located in the United States, they were not necessarily 
used by U.S. citizens. 

(SI!NF) PSP program officials told us that the NSA did not seek to coHect domestic 
communications under the PSP. NSA said that there are no readily 
available technical means within to guarantee that no 
domestic calls will be collected. Issues of this kind inev from time to time in 
other SIGINTierations, and are not unique to the PSP. Over the life of the program, the 
NSA reported incidents ofunintentional collection of domestic communications or 
non-targeted communications. In such cases, the NSA IG determined that personnel 
followed established procedures in reporting the incidents, adjusting collection, and 
purging unauthorized collection records from NSA databases. 

(TS/.LSYJNii) NSA analysis of content collected under the PSP involved the same 
practices and teclmiques used in analyzing information from other SIGIN'l' operations. 
Telephone content was made available to NSA analyst~ through a voice processing system; 
Internet communications content was available from the database in which it was stored. 
Analysis involved more than listening to, or reading the content of, a communication and 
transcribing and disseminating a transcript. Analysis also involved coordinating and 
collaborating with other rc analysts, applying previous knowledge of the target, and 
integrating other relevant intelligence. 

• I 
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(TS{/SWNF) :relephony and Internet 
Metadata Collection and Analysis 

had the capability to collect bulk telephony and Internet metadata 
before the PSP, collection was limited because the NSA was not authorized to collect 
metadata from a wire inside the United States without a court order when one end of the 
communication was in the United States. NSA could "chain" to, but not through, domestic 
selectors. Access to large amounts of metadata is required for effective contact chaining, 
and the PSP increased the data available to NSA analysts and allowed· them to perform 
more thorough contact chaining. 

(TS//SI//OC~tF) Although NSA an~lysts could search bulk-collected metadata under 
the PSP, the analysts' searches were limited to targets that were approved under the 
standards set forth in the Presidential Authorizations. As such, only a small fraction of the 
metadata collected under the PSP was ever accessed. In August 2006, the NSA estimated 
that 0.000025 percent of the telephone records in the PSP database (or one of every 
four million records) could be expected to be seen by NSA analysts through chaining 
analysis. 

contact chaining by entering a target selector-a 
telephone number or Internet communication address-in a specialized metadata analysis 
tool, which searches the metadata and identifies contacts between the selector and other 
telephone numbers or Internet communications addresses. 

for· 

·•··· : , _ not chaining.more: · 
·· .. than two degrees of separation from the target, NSA analysts determined that it was not 

analytically useful to do so. 

(TSIISIIINF) An automated process was created to alert and automatically chain new 
and potentially reportable telephone numbers using what was called an "alert list." 
Telephone 
look 

TOP SECR!ETifSTllftH/COMINTHORCONfNOFORN 
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(TS//SJ/~W) When NSA personnel identified erroneous metadata collection-usually 
caused by technical problems or inappropriate application of the.authorization-they were 
directed to report the violation or incident thrdugh appropriate c~els and to delete the 
collection froin all NSA databases. NSA reported three such violations early in the 
program and took measures to correct them. · 

(U) NSA Reporting From the 
President's Surveillance Program 

(fS/ISJ//OC~fF) PSP information was disseminated ~types of reports: 
"tippers," which · which NSA 

were 
secure commumcations Some tippers contained "tear line" information that 
allowed for wider distribution of a ofthe information. From October 

2007 the NSA to the FBI and the CIA. s 
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(U) NSA Managerial Structure and Oversight 
of the President's Surveillance Program 

(SI/Nf) Analysis and reporting associated with the PSP was conducted within SID at 
NSA's Fort Meade, Maryland headquarters. PSP activities were not conducted at NSA 
field sites. The Director and Deputy Director ofNSA exercised senior operational control 
and authority over the program. The individual who was SIGINT Director in 2001 told us 
that, aside from ensuring that the PSP had appropriate checks and balances, she left direct 
management of the program to the NSA Director, the Deputy Director, and the Office of 
General Counsel. She noted that Hayden took personal responsibility for the program and 
managed it carefully. 

(Siflqf]- By 2004, specific managerial authorities concerning PSP collection, analysis, 
and reporting activities had been delegated to the SIGINT Director. The SIGINT Director 
further delegated managerial authority to the PSP program manager and mission execution 
responsibilities to the Chief of the CT Product Line. The PSP program manager position 
was restructured to provide the incumbent authority and responsibility for oversight of PSP 

TOP SECRETHSTLW,tJGOMINTHORCON,'NOFORN 
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activity across SID, and the PSP program manager was provided additional staff. Over the 
life of the program, there were five PSP program managers, who reported directly to the 
SIGINT Director or the Chief of the CT Product Line. 

(U) NSA PSP Costs From FY 2002 through FY 2006 
(dollars fn thousands, personnel costs not Included) 

(U) NSA Management Controls to Ensure 
Compliance With Presidential Authorizations 
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(S/~W) The NSA General Counsel was read into the PSP on 4 October 2001, the day 
the first Presidential Authorization was signed. On 6 October 2001, the General Counsel 
provided Hayden and his deputy talking points for use in briefmg NSA personnel on the 
new program's authorities. The talking points included the fact that Hayden had directed 
the NSA General Counsel and the NSA Associate General Counsel for Operations to 
review and oversee PSP activities. The NSA Associate General Counsel for Operations 
provided most of the program oversight before the NSA IG was read into the PSP in 
August 2002. The Associate General Counsel for Operations oversaw program 
implementation, reviewed proposed target packages for compliance with the 
authorizations, and coordinated program-related issues with DoJ. 

(U) NSA Inspector General Oversight 
of the Program 

(£1fP'W) The NSA IG and other NSA Office ofinspector General personnel were read 
into the PSP beginning in August 2002. Over the life of the program, the NSA IG 
conducted: 

o Three investigations in response to specific incidents and violations of the 
Presidential Authorizations to determine the cause, effect, and remedy. 

o Ten reviews to detennine the adequacy of management controls to ensure 
compliance with the authorization and related authorities, assess the 
mitigation of risk associated with program activities, and identify 
impediments to meeting the requirements of the authorizations. 

(TSI/SYfNI?) !fen of the NSA IG reports included a total ollllrecommendations to 
NSA management to strengthen internal controls and P.rocedures over the PSP. The NSA 
IG identified no intentional misuse of the PSP. Significant findings from NSA IG reviews 
of the PSP include the following: 

o In 2005, the NSA IG found.errors when comparing records of domestic 
telephone and communications selectors approved for PSP content 
collection with selectors actually on collection. The errors included 
selectors that were not removed from collection after being detasked, 
selectors that were not put on collection when approved, and selectors that 
were mistakenly put on collection due to typographical errors. NSA 
management took steps to correct the errors and establish procedures to 
reconcile approved selectors with selectors actually on collection. 

o During a 2006 review, the NSA IG found that all items in a randomly 
selected sample of domestic selectors met Presidential Authorization 
criteria. Using a statistically valid sampling methodology, the IG 
concluded with 95 percent confidence that 95 percent or more of domestic 
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selectors tasked for PSP content collection were linked to al-Qa'ida, its . 
associates, or international terrorist threats inside the United States. 

(S//NF) In addition to NSA IG repnrt recommendations, in March 2003, the NSA IG 
recommended to Hayden that he rlort violations of the Presidential Authorizations to the 
President. The NSA IG prepared Presidential notifications for the NSA Director 
concerning violations of the authorizations. 

(S/R'W) Beginning in January ~007, violations involving collection activities 
conducted under PSP authority as well as violations related to former PSP activities that 
were operating under FISA authority were reported quarterly to the President's Intelligence 
Oversight Board, through the Assistant to the Secretary of Defense for Intelligence 
Oversight. 

were ~O.U.I~"u 
2004; therefore, it was not possible to determine the exact nature and extent of the 
collection. NSA OIG will close out this incident in its upcoming report to the President's 
Intelligence Oversight Board. 

(TS//Sfi/NF) On 15 January 2009, the DoJ reported to the FISC that the NSA had 
been using an "alert list" to compare FISA-authorized metadata against telephone numbers 
associated with counterterrorism targets tasked by the NSA for SIGINT collection. The 
NSA had reported to the FISC that the alert list consisted of telephone numbers for which 
NSA had determined the existence of a reasonable, 
were related to a terrorist organiZation associated 
In fact, such a determination had not been made for the majority of the selectors on the 
alert list. The NSA IG reported this incident to the President's Intelligence Oversight 
Board, and has provided updates as required. The alert list and a detailed.NSA 60-day 
review of processes related to the business records FISC order were the subject of several 
recent submissions to the FISC and ofNSA briefings to the Congressional oversight 
committees. 

(U) Access to the President's Surveillance Program 
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(U) PSP Cumulative Clearance Totals 
(a~ of 17 January 2007) 

(SJ~lF) Knowledge of the PSP was strictly controlled and limited at the express 
direction of the White House. Hayden eventually delegated his PSP clearance approval 
authority for NSA, FBI, and CIA operational personnel to the NSA PSP program manager. 
Hayden was required to obtain approval from the White House to clear members of 
Congress, FISC Judges, the NSA IG, and others. 

(8/~TF) The NSA IG was not read into the PSP until August 2002. According to 
the NSA General Counsel at the time, the President would not allow the IG to be briefed 
prior to that date. Although Hayden did not recall why the IG had not been cleared 
earlier, he thought that it would have been inappropriate to clear him when the length of 
the program was 1-mknown and before operations had stabilized. By August 2002, 
Hayden and the NSA General Counsel wanted to institutionalize PSP oversight with the 
involvement of the NSA IG. Hayden recalled having to "make a case" to the White 
House to have the NSA IG read in. The ODNI IG found that ODNI oversight of the PSP 
was limited by ODNI oversight personnel not being provided timely access to the 
program. 

(U) Congressional Briefings on the Program 

(TS/lSI//Nfi') On 25 October 2001, Hayden conducted a briefing on the PSP for the 
Chairman and the Ranking Member of the House Permanent Select Committee on 
Intelligence, Nancy P. Pelosi and Porter J. Goss; and the Chairman and the Vice Chairman 
of the Senate Select Committee on Intelligence (SSCI), D. Robert Graham and 
Richard C. Shelby. Between 25 October 2001 and 17 January 2007, Hayden and current 
NSA Director Alexander, sometimes supported by other NSA personnel, conducted 
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49 briefings to members of Congress and their staff. Hayden told us that during the many 
PSP briefings to members of Congress, no one ever suggested that the NSA should stop the 
program. Hayden emphasized that he did more than just "flip through slides" during the 
briefmgs, which lasted as long as attendees had questions. 

(U) Foreign lntellfgence Surveillance Court 
Briefings on the Program 

(TS/.lSI//OGINF) On 31 January 2002, the FISC Presiding Judge Royce Lamberth 
became the first member of the couft to be read into the PSP. He was briefed on the 

Office of Policy and Review 

was Cvuu.U\JL~•U. 
.a.u .......... ..,., Yoo, and Baker. 

(TSIISYIOC~W) Ashcroft provided Lamberth a brief summary of the President's 
decision to create the PSP, and Ashcroft stated that he had detennined, based upon the 
advice of John Yoo, an attorney in DoJ's Office of Legal Counsel (OLC); that the 
President's actions were lawful under the Constitution. Ashcroft also emphasized to 
Lamberth that the FISC was not being asked to approve the program. Following 
Ashcroft's summary, Hayden described for Lamberth how the program functioned 
operationally, Yoo discussed legal aspects of the program, and Baker proposed procedures 
for handling international terrorism FISA applications that contained PSP-derived 
information. For the next four months, until the end of his term in May 2002, Lamberth 
was the only FISC judge read into the PSP. 

(TS#SY/DCfNF) Judge Colleen Kollar-Kotelly succ~eded Lamberth as the FISC 
Presiding Judge and was briefed on the PSP on 17 May 2002. The briefing was similar in 
form and substance to that provided to Lamberth. In response to several questions from 
Kollar-Kotelly about the scope of the President's authority to conduct warrantless 
surveillance, DoJ prepared a letter to Kollar-Kotelly, signed by Yqo, that, according to 
Kollar-Kotelly, "set out a broad overview of the legal authority for conducting [the PSP], 
but did not analyze the specifics of the [PSP] program." The letter, which Kollar-Kotelly 
reviewed at the White House but was not permitted to retain, essentially replicated Y oo 's 
2 November 2001 memorandum regarding the legality of the J;>SP. Kollar-Kotelly was the 
only sitting FISC judge read into the PSP until January 2006, when the other FISC judges 
were read in. 

(TS//SJI/OC~lF) Baker was read into the PSP only after he came upon "strange, 
unattributed" language · of a 

his successor, were DoJ IG believes that not having OIPR 
officials and members of the FISC read into the PSP, while program-derived information 
was being disseminated as investigative leads to the FBI and fmding its way into FISA 
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applications, put at risk the DoJ's important relationship with the FISC. The DoJ IG agrees 
with Baker's assessment that, as the government's representative before the FISC, good 
relations between the DoJ and the FISC depend on candor and transparency. 

(U} FBI Participation in the 
President's Surveillance Program 

·{'fS//St1~W)- As a user ofPSP-derived information, the FBI disseminated leads­
tippers-to FBI field offices. Tippers primarily consisted 9f domestic telephone numbers 
and Internet communications addresses that NSA analysts .had determined through 
metadata analysis were connected to individuals involved with al-Qa'ida or its affiliates. 
Domestic telephone nwnbers represented the overwhelming majority ofPSP-derived 
information contained in tippers. Tippers also provided information derived from content 
collection under the PSP. 

(TS/ISli/NF) The FBI's principal objective during the earliest months of the PSP was 
to disseminate program information to FBI field offices for investigation while protecting 
the source of the information and the methods used to collect it. The FBI initially assigned 
responsibility for this to its Telephone Analysis Unit (TAU), which developed procedures 
to disseminate· · in a non-compartmented, Secret-level 
format. The Electronic Communications (ECs) included 
restrictions on how the used, i.e., FBI field offices were to use the 
information "for lead purposes only" and not use the information in legal or judicial 
proceedings. 

(S/1-.HF) The FBI's participation in the PSP evolved over time as the program became 
less a temporary response to the September 11 attacks and more a permanent surveillance 
capability .• o im rove effective-· · ation in the program, the FBI 
initiated th project in to manage its involvement in the 
PSP. In February , e FBI assigne a team of FBI personnel-"Team 1 0"- to work 
full-time at the NSA to manage the FBI's participation in the program. 

(T~eam lO's primary responsibility was to disseminatePSP information 
through-ECs to FBI field offices for investigation or other purposes. However, 
over time, Team 10 began to participate in the PSP in other ways. For example, Team 10 
occasionally submitted telephone numbers and Internet communications addresses to the 
NSA to be searched against the bulk metadata co11ected under the PSP. The NSA 
conducted independent analysis to determine whether telephone numbers or Internet 
communications addresses submitted by Team 10 met the standards established by the 
Presidential Authorizations. Team 10 also regularly contributed to NSA's PSP process by 
reviewing draft reports ai,ld providing relevant infonnation from FBI databases. 

(S/mF) FBI fle-e not required to investigate every tipper 
by Team 10 under th project. Rather, the type oflead that the 

• • II I • . I 
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response to a tipper.9 The vast rnaj~vestigative activity related to PSP 
information involved responding to-telephone number tippers that assigned 
action leads. Team 10 generally assigned action leads for telephone numbers that were not 
already .kD.own to the FBI or telephone numbers that Team 10 otherwise deemed a high 
priority, such as a number that had are~ a major FBI inves~rorn 
approximatel~when~was established, to-action 
leads instructed field offices to obtain subscriber information for the telephone numbers 
within its jurisdiction and to conduct any "logical investigation to determine terrorist 
connections." Some agents complained that action leads lacked guidance about how to 
make use of the tippers, which was of particular concern because agents were not confideni 
that-communications provided sufficient predication to open national security 
investigations. -

~es to FBI procedures in 2003 addressed some FBI agents' 
concerns.-FBI Headquarters assumed responsibility from field offices 
for issuing national security letters ~SLs) to obtain subscriber · about PSP-
~ telephone numbers and Internet cormmmications addresses. 
-the Attorney General issued new guidelines for FBI national security investigations 
that created a new category of investigative activity called a ''threat assessment." Under a 
threat assessment, FBI agents are authorized to investigate or collect information on 
individuals, groups, and organizations of possible investigatt t opening a 
preliminary or full national security investigation. Beginnin action leads 
assigned b~ metadata tippers instructed field offices to cond~ct threat 
assessments~ that FBI headquarters would issue NSLs to obtain subscriber 
information. 

(S//UP) In general, an FBI threat assessment involved searching several FBI, public, 
and commercial databases for information about the tipped telephone number, and 
requesting that various state and local government entities conduct similar searches. 
Sometimes these searches identified the subscriber to the telephone number before FBI 
Headquarters obtained the information with an NSL. In other cases, the threat assessments_ 
continued after the field office received the NSL results. 

(SIINF) Th~leads frequently were closed after conducting a threat 
assessment interview with the subscriber and determining that there was no nexus to 
terrorism or threat to national security. In other cases, the leads were closed based solely 
on the results of database checks. 

(S/n.W) FBI field offices were required to report the 
results of their threat assessments to FBI headquarters. FBI field offices typically reported 
all of the information that was obtained about the tipped telephone numbers, including the 
details of any subscriber interviews, and then stated that the office had determined that the 

9 (S/~lf3 An action lead instructs an FBI field office to take a particular action in response. A discretionary lead 
allows the field office to make a determination whether the information provided warrants investigative action. A 
field office is not expected to take any specific action on a for information lead. 
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telephone number did not have a nexus to terrorism and considered the lead closed. Much 
less frequently, field offices reported that a preliminary investigation was opened. 
Regardless ofwhetl1er any links to international terrorism were identified in a threat 
assessment, the results of the threat assessments and the information that was collected 
about ~ubscribers generally were reported to FBI headquarters and uploaded to FBI 
databases. 

(U) CIA Participation in the 
President's Surveillance Program 
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(U) NCTC Participation in the 
President's Surveillance Program 

(TSltsYA'W) The ODNI IG found that the ODNI's primary role in the PSP was the 
preparation of the threat assessments that swnmarized the al-Qa'ida threat to the United 
States and were used to support periodic reauthorization of the program. The ODNI IG 
found that the threat assessments were drafted by experienced NCTC personnel who 
prepared the documents in a memorandum style following an established DoJ format. The 
ODNI IG also determined that the ODNI threat assessments were prepared using 
evaluated intelligence information chosen from a wide variety ofiC sources. ODNI 
personnel said that during the period when the ODNI prepared the threat assessments, the 
IC had access to fully evaluated intelligence that readily supported an assessment that 
al-Qa'ida remained a significant threat to the United States. 

(8/f?fF) The NCTC analysts said that they handle NSA surveillance information, 
including PSP information, consistent with the standard rules and procedures for handling 
NSA intelligence information including minimization ofU.S. person identities. On those 
occasions when the NCTC analysts knew that a particular NSA intelligence product was 
derived from the PSP, the analysts told us they reviewed program information in the same 
manner as other incoming NSA intelligence products. If appropriate, NCTC analysts then 
incorporated the PSP information into analytical products being prepared for the Director 
of National Intelligence (DNI) and other senior intelligence officials. They identified the 
President's Terrorism Threat Report and the Senior Executive Terrorism Report as 
examples of the types of :finished intelligence products that would, at times, contain PSP 
information. 

fOP SIECRIE'fJ/STlW//COMiNTffORCONfNOfORN 
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{U) The President's Surveillance Program 
and the Foreign Intelligence Surveillance Court 

(TS,',ISY/NF) DoJ, initially with the FISC's concurrence and later at the court's 
direction, developed and implemented procedures-referred to as "scrubbing" 
procedures-to account for and make the court aware of instances when PSP-derived 
information was included in FISA applications. Lamberth required that all FISA 
applications that contained PSP-derived information, or that would result in simultaneous 
collection against particular targets under both the PSP and a FISC order, be filed with hlm 
only. Baker told us that Lamberth wanted to be informed of applications that contained 
PSP information and of dual coverage situations. According to Baker, the scrubbing 
procedures were a means of meeting his ethical duty of candor to the FISC without 
disclosing the existence ofthe PSP to uncleared judges. 

(TS/,lSY~W) DoJ effectuated the scrubbing procedures by compiling lists of 
information contained in initial and renewal FISA applications that was attributed to the 
NSA and of all facilities targeted for electronic surveillance in the applications. These lists 
were sent to the NSA to determine whether any of the NSA-attributed information was 
PSP-derived and whether any ofthe facilities also were targeted under the PSP. The NSA 
communicated the results back to DoJ, which then filed the applications with the FISC 
consistent with the scrubbing procedures. 

(fS//SY/NF) Kollar-Kotelly continued the procedures that had been developed by 
Baker and agreed to by Lamberth for handling FISA applications that contained PSP­
derived information. However, Kollar-Kotelly required DoJ to excise from FISA 
applications any information obtained or derived from the PSP. But Kollar-Kotelly also 
instructed Baker to alert her to any instances where an application's basis for the requisite 
probable cause showing under FISA was weakened by excising PSP information. In such 
cases, Kollar-Kotelly would then assess the application with the knowledge that additional 
relevant information had been excised. 

as a means were 
the PSP. Baker told us that while Kollar-Kotelly understood that 

instances of dual coverage would occur, she did not want to appear to judicially sanction 
PSP coverage. 

(TSltsY~W) In March 2004, Kollar-Kotelly was informed of operational changes 
made to the PSP following a dispute between DoJ and the White House about the legal 
b~is for certain aspects of the program. Kollar-Kotelly responded by imposing an 
additional scrubbing requirement to further ensure, to the extent possible, that PSP-derived 
information was not included in FISA applications. The FBI, in coordinatioiJ. with DoJ and 
NSA, was to determine whether a facility included in a FISA application-not just a 
targeted telephone number or Internet communication address-also appeared in a PSP 
report. Kollar-Kotelly permitted any such facility to remain in the application if if could be 
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demonstrated that the FBI had developed, independent of the PSP, an investigative interest 
in the facility, or that the FBI inevitably would have identified the facility in question 
through normal investigative steps. An OIPR official who was responsible for discussing 
such cases with Kollar-Kotelly told us that the judge generally accepted DoJ's assessment 
that there was a non-PSP investigative basis for a facility in question, or that the facility 
inevitably would have been discovered even in the absence ofPSP-derived leads to the 
FBI. 

(S/flqfi') Implementing the scrubbing procedures, both under Lamberth and Kollar­
Kotelly, was a complicated and time-consuming endeavor for OIPR staff. Baker, who 
until March 2004 was the only individual in OIPR read into the PSP, found himself having 
to ask OIPR attorneys to compile information about their cases, and sometimes to make 
changes to their FISA applications, without being able to provide an explanation other than 
that he had spoken to the Attorney General and the FISC about the situation. Baker 
regularly told attorneys that they did not have to sign applications that they were not 
comfortable with, and, in some instances, international terrorism cases had to be reassigned 
for this reason. 

(S/flW) The situation was further complicated by the fact that, until August 2003, 
only one of the two DoJ officials authorized by statute to approve FISA applications­
Attorney General Ashcroft and Deputy Attorney General Larry Thompson-was read into 
the PSP. Thompson, who served as Deputy Attorney General from May 2001 to August 
2003, was never read into the PSP, despite Ashcroft's request to the White House. 

(TS//SF/1 Similarly, Kollar-Kotelly, who by November 2004 was handling 
approximate! percent of all FISA applications as a result of her requirement that 
scrubbed applicatiOns be filed with her only, made unsuccessful requests for additional 
FISC judges to be cleared forthe program. Kollar-Kotelly decided in November 2004 that 
in view of the scrubbing procedures that were in operation, international terrorism FISA 
applications could be decided by other judges based on the information contained in the 
applications. 

(TS/,'8!/~lF) DoJ, together with the FBI and the NSA, continue to apply the 
scrubbing procedures to international terrorism FISA applications. Since January 2006, 
all members of the FISC have been briefed on the PSP and all of the judges handle 
applications that involve the issue ofPSP-derived information. Although compliance with 
the scrubbing procedures has been burdensome, we did not fmd instances when the 
government was unable to obtain FISA surveillance coverage on a target because of the 
requirement. However, the DoJ IG concluded that once the PSP began to affect the 
functioning of the FISA process, OIPR and the FISC effectively became part of the PSP,.s 
operations, and more OIPR staff and FISC judges should have been read·into the PSP to 
address the impact. Instead, access to the PSP was limited for years to a single OIPR 
official and one FISC judge. 

lOP SIECRIETt.'STlW/ICOM~INJTHORCON/NOfORN 
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(U) Discovery Issues Associated With 
the President's Surveillance Program 

(TSitsTLW/JSIIJOG~W) :UoJ was aware as early as. that information collected 
under the PSP could have imP.lications for DoJ's litigation responsibilities under Rule 16 of 
the FederaL Rules of Criminal Procedure and Brady v. 

(S#I>JF) No DoJ attorneys with terrorism prosecution responsibilities were read into 
the PSP until mid-2004, and as a result, DoJ did not have access to the advice of attorneys 
who were best equipped to identifY and examine discovery issues · the P 

IG believes that, since 

the DoJ IG recommends that DoJ assess 
information in international terrorism prosecutions, carefully consider whether it 

must re-examine past cases to see whether potentially discoverable but undisclosed 
Rule 16 or Brady material was collected by the NSA, and take appropriate steps to ensure 
that it has complied with its discovery obligations in such cases. The DoJ IG also 
recommends that DoJ, in coordination with the NSA, implement a procedure to identify 
PSP-derived information that may be associated with international terrorism cases 
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currently pending or likely to be brought in the future and evaluate whether such 
information should be disclosed in light ofthe government's discovery obligations under 
Rule 16 and Brady. 

(U) LEGAL REASSESSMENT OF THE 
PRESIDENT'S SURVEILLANCE PROGRAM (2003- 2004) 

(TSNSJ/fNF) Yoo was the sole OLC attorney who advised Ashcroft and White House 
officials on the PSP from the program's inception in October 2001 through Yoo's 
resignation from Dol in May 2003. Upon Yoo's departure, Patrick Philbin was selected by 
the White House to be read into the PSP to assume Y oo' s role as advisor to the Attorney 
General concerning the program. 

(TS#SJI~H?) Philbin told us that when he reviewed Yoo's legal memorandums about 
the PSP, he realized that Yoo had omitted from his analysis any reference to the FISA 
provision allowing the interception of electronic communications without a warrant for a 
period ofl5 days following a Congressional declaration of war. (See 50 U.S.C. § 1811.) 
Philbin stated that Yoo 's OLC opinions were premised on the assumption that FISA did 
not expressly apply to wartime operations, an assumption that from Philbin's perspective 

" 
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(Sli;NF) In August 2003, told Ashcroft that there were 
analysis supporting the PSP but probably not with the conclusions reached, and he 
therefore advised Ashcroft to continue to certify the program "as to form and legality." 
Philbin also re9ommended tl~t a new OLC memorandum assessing the legality of the PSP 
be drafted, and with Ashcroft's concurrence he began drafting the memorandum. 

(U) A New Legal Basis for the Program Us Adopted 

(S/INF) Goldsmith was sworn in as the Assistant Attorney General for OLC on 
6 October 2003, replacing Bybee, who had.left that position several months earlier to serve 
as a judge on the U.S. Court of Appeals for the Ninth Circuit Philbin told us that he 
pressed hard to have Goldsmith read into the PSP, and that Addington told Philbin he 
would have to justify the request before Addington would take it to the President for a 
decision. Addington subsequently read Goldsmith into the program on 
17 November 2003. 

(TS//Sfi/NF) After reviewing Yoo's memorandums and Philbin's new draft analysis 
ofthe PSP, Goldsmith with Philbin's concerns about the existing legal analysis 
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that the NSA's interception 
did not comply with FISA's requirement to obtain 

........... ~·~ ... authorization, and not within any of the exceptions to this requirement. 
Goldsmith later wrotb in a 6 May 2004 legal memorandum reassessing the legality of the 
program that a proper analysis of the PSP "must not consider .fiSA in isolation" but rather 
must consider whether Congress, by authorizing the use of military force against al-Q~'ida, 
also "effectively exempts" such surveillance from FISA. Goldsmith believed that this 
reading of the AUMF was correct because the AUMF authorized the President to use "all 
necessary and appropriate force" against the enemy that attacked the United States on 
11 September 2001, and to "prevent any future acts ofintemational terrorism against the 
United States" by such enemy-authority that has long been recognized to include the use 
of SIGINT as a military tool. Alternatively, Goldsmith reasoned that even if the AUMF 
did not exempt surveillance under the program from the restrictions imposed by FISA, the 
question was sufficiently ambiguous to warrant the application of the doctrine of 
constitutional and therefore should be construed not to the 

,._.. . . . 
.... JI.,.Jfl,.:'l .. 



APPROVED FOR PUBLIC RELEASE 

"if'Of> SIEGIRIETNST~NUGOM~NfffO~COIM/INlOfORIM 

(TS//Sf//NF) In late 2003, Philbin and Goldsmith were the only two DoJ officials in a 
position to briefthe Attorney General and White House officials on the status of their legal 
reassessment and its potential ramifications for the operation of the program. Goldsmith 
advised Ashcroft that, despite concerns about the program, Ashcroft should certify the 
9 December 2003 Presidential Authorization. Goldsmith later advised Ashcroft to certify 
the 14 January 2004 authorization as well. Goldsmith told us that he made these 
recommendations to Ashcroft with the caveat that although he believed.Yoo's 
memorandums to be flawed, Goldsmith had not yet concluded that the program itself was 
illegal. 

(U) Department of Justice Officials Convey 
Concerns About the Program to the White House 

(TS//SII~lF) In December 2003, Goldsmith and Philbin met with Addington and 
Gonzales at the White House to express their growing concerns about the legal 
underpinnings for the program. Goldsmith said he told them that OLC was not sure the 
program could survive in its cunent form. According to Goldsmith's contemporaneous 
notes of these events, these discussions did not contemplate an interruption of the program, 
although the White House officials represented that they would "agree to pull the plug" if 
the problems with the program were found to be sufficiently serious. Goldsmith told us 
that the White House-typically through Addington-told him "several times" that it 
would halt the program if DoJ found that it could not be legally supported. 

(TSNSII~W) On 18 December 2003, Goldsmith met again with Addington and 
Gonzales and wrote in his notes that during this meeting he conveyed with "more force" 
his "serious doubts and the need to get more help to resolve the issue [as soon as 
possible]." Goldsmith told us that during this meeting he also asked to have Deputy 
Attorney General Corney read into the program. According to Goldsmith's notes, 
Addington and Gonzales "bristle[ d]" at that suggestion. Goldsmith told us that he 
requested that Corney be read in because he believed he would need Corney's assistance to 
help "make the case" to the White House that the program was legally flawed. In addition, 
he said he wanted Corney read in because, as the Deputy Attorney General, Corney was 
Philbin's direct supervisor. 

(TS/tSJJI}W) Goldsmith's efforts to gain the WhiteHouse's permission to have 
additional attorneys, and especially Corney, read into the program continued through 
January 2004. According to Goldsmith's notes, both Addington and Gonzales pressed 
Goldsmith on his reason for the request and continued to express doubt that additional DoJ 
pe_rsonnel were needed. However, in late January 2004 the White House agreed to allow 
Corney to be read in, and Corney was briefed into the PSP on 12 March 2004 by Hayden. 
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(8/f.NF-) After his briefmg, Corney discussed the program with Goldsmith, Philbin, 
and other DoJ officials, and agreed that the concerns with Yoo's legal analysis were well­
founded.'2 Corney told us that of particular concern to him and Goldsmith was the notion 
that Yoo ~s legal analysis entailed ignoring an act of Congress, and doing so without full 
Congressional notification. 

('fS//SI//NF) Corney told 
can get there" with regard to 
legal 

(U) Conflict Between the Department of Justice 
and the White House Over the Program 

(U) Corney told us that he met with Ashcroft for lunch on 4 March 2004 to discuss 
the PSP, and that Ashcroft agreed with Corney and the other DoJ officials' assessment of 
the potential legal problems with the program. Three hours after their lunch meeting, 
Ashcroft became ill and was admitted to the George Washington University Hospital,IJ On 
5 March 2004, Goldsmith advised Corney by memorandum that under the circumstances of 
Ashcroft's medical condition and hospitalization, a "clear basis" existed for Corney to 
exercise the authorities of the Attorney General allowed by law as Deputy Attorney 
General or Acting Attorney General. The "cc" line of Goldsmith's memorandum to 
Corney indicated that a copy of the memorandum was sent to Gonzales. 

(TS/fSY~W) On 5 March 2004-six days before the Presidential Authorization then 
in effect was set to expire-Goldsmith and Philbin met with 

oo's prior OLC opinions "covered the program." 
Philbin told us that Gonzales was not requesting a new opinion that the program itself was 
legal, but only a letter stating that the prior opinions had concluded that it was. 

12 (TSI/Sfi/OCttW) The other officials included Counsel for Intelligence Policy Baker, Counselor to the Attorney 
General Levin. and Corney's Chief of Staff Chuck Rosenberg. Both Levin and Rosenberg had been read into the 
PSP while at the FBI. Corney also discussed DoJ's concerns about the legality of the program with FBI Director 
Mueller on I March 2004. Mueller told us that this was the first time he had been made aware of Dol's concerns. 

IJ (U) Ashcroft's doctors did not clear Ashcroft to resume his duties as Attorney Geneml unti131 March 2004. 
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(TSNS~W) As a result of Gonzales's request, Goldsmith, Philbin, and Corney re­
examined Y oo 's memorandums with a view toward detennining whether they adequately 
described the actual collection activities of the NSA under the Presidential Authorizations. 
They concluded that the memorandums did not. According to Goldsmith, the conclusion 
that Yoo's memorandums failed to accurately describe, let alone provide a legal analysis 
of meant that OLC could not tell the White House that the 
pr gram uthority of those legal memorandums. 

('fS//Sf/flof.F) On 6 March 2004, Goldsmith and Philbin, with Corney's concurrence, 
to meet with and Gonzales · 

Addington and Gonzales "reacted calmly and said they would get back with us." On 
Sunday, 7 March 2004, Gvldsmith and Philbin met again with Addington and Gonzales at 
the White House. According to Goldsmith, the White House officials informed Goldsmith 
and Philbin that they disagreed with their interpretation of Y oo 's memorandums and on the 
need to change the scope of the NSA's collection under the PSP. 

(S/~lfj On 9 March 2004, Gonzales called Goldsmith to the White House in an effort 
to persuade him that his criticisms ofYoo's that Yoo's 

""r•nnrt for the 1-'L'-'J".Lc:uu. 

After Goldsmith stated that he 
get past the expiration of the current Presidential Authorization on 11 March 2004. 
Gonzales reasoned that Ashcroft, who was still hospitalized, was not in any condition to 
sign a renewal of the authorization, and that a "30-day bridge" would move the situation to 
a point where Ashcroft would be well enough to approve the program. Goldsmith told 
Gonzales he could not agree to recommend an extension because aspects of the program 
lacked legal support. 

(TSh/SI/~W) At noon on 9 March, another meeting was held at the White House in 
Card's office. According to Mueller's notes, Mueller, Card, Vice President Cheney, 
Deputy Director of Central Intelligence John E. McLaughlin, Hayden, Gonzales, and other 
unspecified officials were present. Corney, Goldsmith, and Philbin were not invited to this 
meeting. After a presentation on the value of the PSP by NSA and CIA officials, it was 

.. 
med to the group that Corney "has problems" wit­
Mueller's notes state that the Vice President suggested that "the President may 

have to reauthorize without [the] blessing ofDoJ," to which Mueller responded, "I could 
have a problem with that," and that the FBI would "have to review legality of continued 
participation in the program." · 

(TS/f8fi/NF} A third meeting at the White House was held on 9 March, this time with 
Corney, Goldsmith, and Philbin present. Gonzales told us that the meeting was held to 
make sure that Corney understood what was at stake with the program and to demonstrate 
its value. Corney said the Vice Presiden~ stressed that the program was "crjtically 
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important'' and wamed that Corney would risk "thousands" oflives if he did not agree to 
recertify it. Corney · that he, as Acting 

collection 

modification. 

(S//NF) Gonzales told us that after President Bush was advised ofthe results of the 
9 March meetings, he instructed the Vice President on the morning of 10 March to call a 
meeting with Congressional leaders to advise them of the impasse with DoJ. That 
afternoon, Gonzales and other White House and IC officials, including Vice President 
Cheney, Card, Hayden, McLaughlin, and Tenet, convened an "emergency meeting" with 
Congressional leaders in the White House Situation Room. The Congressional leaders in 
attendance were Senate Majority and Minority Leaders William H. 11Bill11 Frist and 
Thomas A. Daschle; Senate Select Committee on Intelligence Chainnan Pat Roberts and 
Vice Chairman Jolm D. Rockefeller, N; Speaker of the House J. Dennis Hastert and House 
Minority Leader Nancy Pelosi; and House Permanent Select Committee on Intelligence 
Chair Porter Goss and Ranking Member Jane Harman. No DoJ officials were asked to be 
present at the meeting. 

"'(S/floJF)" According to Gonzales's notes of the meeting, individual Congressional 
leaders expressed thoughts and concerns related to the program. Gonzales told us that the 
consensus was that the program should continue. Gonzales also said that following the 
meeting with Congressional leaders, President Bush instructed him and Card to go to the 
George Washington University Hospital to speak to Ashcroft, who was in the intensive 
care unit recovering from surgery. 

(U) According to notes from Ashcroft's FBI security detail, at 18:20 on 
10 March 2004, Card called the hospital and spoke with an agent in the security detail, 
advising the agent that President Bush would be calling shortly to speak with Ashcroft. 
Ashcroft's wife told the agent that Ashcroft would not accept the calL Ten minutes later, 
the agent called Ashcroft's Chief ofStaffDavidAyres at DoJ to request that Ayres speak 
with Card about the President's intention to call Ashcroft. The agent conveyed to Ayres 
Mrs. Ashcroft's desire that no calls be made to Ashcroft for another day or two. However, 
at 18:45, Card and the President called the hospital and, according to the agent's notes, 
"insisted on speaking [with Attorney General Ashcroft]." According to the agent's notes, 
Mrs. Ashcroft took the call from Card and the President and was informed that Gonzales 
and Card were coming to the hospital to see Ashcroft regarding a matter involving national 
security. 

(U) At approximately 19:00, Ayres was advised that Gonzales and Card were on their 
way to the hospital. Ayres then called Corney, who at the time was being driven home by 
his security detail, and told Corney that Gonzales and Card were on. their way to the 
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hospital. Corney told his driver to take him to the hospital. According to his May 2007 
testimony before the Senate Judiciary Committee, Corney then called his Chief of Staff, 
Chuck Rosenberg, and directed him to "get as many of my people as possible to the 
hospital immediately." Corney next called Mueller and told him that Gonzales and Card 
were on their way to the hospital to see Ashcroft, and that Ashcroft was- in no condition to 
receive visitors, much less make a decision about whether to recertify the PSP. According 
to Mueller's notes, Corney asked Mueller to come to the hospital to "witness [the] 
condition ofAG." Mueller told Corney he would go to the hospital right away. 

(U) Corney arrived at the hospital between 19:10 and 19:30. Corney said he began 
speaking to Ashcroft, and that it was not clear that Ashcroft could focus and that he 
"seemed pretty bad off." Goldsmith and Philbin also had been summoned to the hospital 
and arrived within a few minutes of each other. Corney, Goldsmith, and Philbin met 
briefly in an FBI "command post" that had been set up in a room adjacent to Ashcroft's 
room. Moments later, the command post was notified that Card and Gonzales had arrived 
at the hospital and were on their way upstairs to see Ashcroft. Corney, Goldsmith, and 
Philbin entered Ashcroft's room and, according to Goldsmith's notes, Corney and the 
others advised Ashcroft "not to sign anything." 

(U) Gonzales and Card entered Ashcroft's hospital room at 19:35. Gonzales told us 
that he had with him in a manila envelope the 1 i March 2004, Presidential Authorization 
for Ashcroft to sign. According to Philbin, Gonzales first asked Ashcroft how he was 
feeling. Ashcroft replied, "not well." Gonzales then said words to the effect, ''You know, 
there's a reauthorization that has to be renewed . • .. " Gonzales told us that he may also 
have told Ashcroft that White House officials had met with Congressional leaders "to 
pursue a legislative fix." 

(TS//SII~W) Comey testified to the Senate Judiciary Committee that at this point 
Ashcroft told Gonzales and Card "in very strong terms" his objections to the PSP, which 
Corney testified Ashcroft drew from his meeting with Corney about the program a week 
earlier. Goldsmith's notes indicate that Ashcroft complained in pa1ticular that NSA 's 
collection activities exceeded the scope of the authorizations and the OLC memorandums. 
Corney testified that Ashcroft next stated: 

"But that doesn't matter, because l'm not the Attorney 
General. There is the Attorney General," and he pointed to 
mrr---I was just to his left. The two men [Gonzales and Card] 
did not aclrnowledge me; they turned and walked :from the 
room. 

(U) Moments after Gonzales and Card departed, Mueller arrived at the hospital. 
Mueller met briefly with Ashcroft and later wrote in his notes, "AG in chair; is feeble, 
barely articulate, clearly stressed.'' 
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(U) Before leaving the hospital, Corney received a call from Card. Corney testified 
that Card was very upset and demanded tl1at Comey come to the .White House 
immediately. Corney told Card that he would meet with him, but not without a witness, 
and that he intended that witness t9 be Solicitor General Theodore B. OJson. 

(U) Corney and the other DoJ officials left the hospital at 20:10 and met at DoJ. They 
were joined there by Olson. During this meeting, a call came from the Vice President for 
Olson, which Olson took on a secure line in Corney's office while Corney waited outside. 
Corney told us he believes the Vice President e:ffe~tively read Olson into the program 
during that conversation. Corney and Olson then went to the White House at about 23:00 
that evening and met with Gonzales and Card. Gonzales told us that little more was 
achieved at this meeting than a general aclmowledgement that a "situation" continued to 
exist because of the disagreement between DoJ and the White House regarding the 
program. 

(SHNF) White House Counsel Certifies 
Presidential Authorization Without 
Department of Justice Concurrence 

(TSNSTVN/fSYIO~W) On the morning of 11 March 2004, with the Presidential 
Authorization set to expire, President Bush signed a new authorization for the PSP. In a 
departure from the past practice of having the Attorney General certify the authorization as 
to form and legality, the 11 March authorization was certified by White House Counsel 
Gonzales. The 11 March authorization also differed markedly from prior authorizations in 
three other respects. 

(TS//STLW/IS:f/fOCl'NF) The first significant difference between the 11 March 2004 
Presidential Authorization and prior authorizations was the President's explicit assertion 
that the exercise of his Article ll Commander-in-Chief 
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(TS/lSI/~JF} Card informed Corney by telephone on the morning of 11 March 2004 
that the President had signed the new authorization that morning. At approximately 12:00, 
Gonzales called Goldsmith to inform him that the President, in issuing the authorization, 
had made an interpretation of law concerning his authorities and that DoJ should not act in 
contradiction of the President's determinations. 

(TSitSWNF) Also at 12:00 on 11 March, Mueller met with Card at the White Home. 
According to Mueller's notes, Card summoned Mueller to his office to bring Mueller up­
to-date on the events of the preceding 24 hours, including the briefing of the Congressional 
leaders the prior afternoon and the President's issuance of the new authorization without 
DoJ's certification as to legality. In addition, Card told Mueller that if no "legislative fix" 
could be found by 6 May 2004, when the 11 March authorization was set to expire, the 
program would be discontinued. 

(TBIISL'~W) According to Mueller's notes, Card acknowledged to Mueller that 
President Bush had sent him and Gonzales to the hospital to seek Ashcroft's certification 
for the ll March 2004 authorization, but that Ashcroft had said he was too ill to make the 
determination and that Corney was the Acting Attorney General. Mueller wrote that he 
told Card that the failure to have DoJ representation at the Congressional briefmg and the 
attempt to have Ashcroft certify the authorization without going through Corney "gave the 
strong perception that the [White House] was trying to do an end run around the Acting 
[Attorney General] whom they knew to have serious concerns as to the legality of portions 
of the program." Card responded that he and Gonzales were unaware at the time of the 
hospital visit that Co~ey was the Acting Attorney General, and that they had only been 
following the directions of the President. 

(SfltfF) Several senior DoJ and FBI officials, including Comey, Goldsmith, and 
Mueller considered resigning after the 11 March 2004 Presidential Authorization was 
signed without DoJ's concurrence. These officials cited as reasons for considering 
resignation the manner in which the White House had handled its dispute with DoJ and the 
treatment of Ashcroft, among oth~r reasons. 

(S/INF) On 12 March2004, Mueller drafted by hand a letter stating, in part: "[A]fter 
reviewing the plain language of the FISA statute, and the order issued yesterday by the 
President ... and in the absence of further clarification of the legality of the program from 
the Attorney General, I am forced to withdraw the FBI .from participation in the program. 



1 ' 

Furthe!l, should the President order the continuation of the FBI's participation in the 
program, and in the absence of further legal advice from the AG, ~would be constrained to 
resign as Director of the FBI." Mueller told us he platmed on having the letter typed and 
then tendering it, but that based on subsequent events his resignation was not necessary. 

(rn/1-SY~fF) Mueller sent Corney a memorandum seeking guidance on how the FBI 
should proceed in light of developments related to the Presidential Authorizations. The 
memorandum asked whether FBI agents detailed to the NSA to work qn the PSP should be 

should · to receive and · · · based o~ 
and 

(U) On the morning of 12 March, Corney and Mueller attended the regular daily' 
threat briefing with the President in the Oval Office. Corney said that, following the 
briefing, President Bush called him into the President's private study for. an "unscheduled 
meeting." Corney told the President ofDoJ's legal concerns regarding the PSP. 
According to Corney, the President's response indicated that he had not been fully 
informed ofthese concerns. Co~ey told the President that the President's staff had been 
advised of these issues "for weeks." According to Corney, the President said that he just 
needed until May 6 (the date of the next authorization), and that if he could not get 
Congress to fix FISA by then he would shut down the program. The President emphasized 
the importance of the program and that it "saves lives." 

(TS/fSYINF) The President next met with Mueller. According to Mueller's notes, 
Mueller told the President of his concerns regarding the FBI's continued participation in 
the program without an opinion from the Attorney General as to its legality, and that he 
was considering resigning ifthe FBI were directed to continue to participate without the 
concurrence of the Attorney General. The President directed Mueller to meet with Corney 
and other PSP principals to address the legal concerns so that the FBI could continue 
participating in the program "as appropriate under the law." Corney decided not to direct 
the F,J3I to cease cooperating with the NSA in conjunction with the PSP. Corney's decision 
is documented in a one-page memorandum from Goldsmith to Corney in which Goldsmith 
explained that the President, as Commander-in-Chief and Chief Executive with the 
constitutional duty to "take care that the laws are faithfully executed," made a 
determination that the PSP, as practiced, was lawful. Goldsmith concluded that this 
determination was binding on the entire Executive Branch, including Corney in-his 
exercise ofthe powers of the Attorney General. 

(TS/fSY~W) The same day, an interagency working group was convened to continue 
reanalyzing the legality ofthe PSP. In accordance with the President's directive to 
Mueller, officials from the FBI, NSA, and CIA were brought into the process, although the 
OLC maintained the lead role. On 16 March 2004, Corney drafted a memorandum to 
Gonzales setting out Corney's advice to . . 

41 
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remained unable to 
he advised that 

"serious issues" about 
Congressional notification, where legal basis for the program is the 
President's decision to assert his authority to override an otherwise applicable Act of 
Congress." 

(U) Gonzales replied by letter on the evening of 16 March. The letter stated, in part: 

• 

Your memorandum appears to have been based on a 
misunderstanding of the President's expectations regarding 
the conduct of the Department of Justice. While the President 
was, and remains, interested in any thoughts the Department 
of Justice may have on alternative ways to achieve effectively 
the goals of the activities authorized by the Presidential 
Authorization ofMarch 11, 2004, the President has addressed 
definitively for the Executive Branch in the Presidential 
Authorization the interpretation ofthe law. 

r • · 
0 ~ • - I I ~~ • I f f ' I . 0 

- I - I 

Jhe Presioent' s directive was expressed in two moilifications to the 11 March 2004 
Presidential Authorization. 

(TS//STLW/fSI//OCtNF) On 19 March 2004, the President signed, and Gonzales 
certified as to form and legality, a modification of the 11 March 2004 Presidential 
Authorization. The modification made two significant changes to the current authorization 
and a third · · 
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(S/INF) On 6 May 2004, Goldsmith and Philbin completed an OLC legal 
memorandum assessing the legality of the PSP as it was then operating. The memorandum 
stated that the AUMF passed by Congress shortly after the attacks of 11 September 2001 
gave the President authority to use both domestically and abroad "all necessary and 
appropriate force," including SIGINT capabilities, to prevent future acts of international 
terrorism against the United States. According to the memorandum, the AUMF was 
properly read as an express authorization to conduct targeted electronic surveillance 
against al-Qa 'ida and its affiliates, the entities responsible for attacking the United States, 
thereby supporting the President's directives to conduct these activities under the PSP. 
Much ofthe legal reasoning in the 6 May 2004 OLC memorandum was publicly released 
by DoJ in a "White Paper"-"Legal Authorities Supporting the Activities of the National 
Security Agency Described by the President''-issued on 19 January 2006 after the content 
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collection portion of the program was revealed in The New York Times and publicly 
confmned by the President in December 2005. 

(U) Restrictions on Access to the 
President's Surveillance Program 
Impeded Department of Justice legal Review 

(TS/,lSYlOC~W) The DoJ IG found it extraordinary and inappropriate that a single 
DoJ attorney, John Yoo, was relied upon to conduct the initial legal assessment of the PSP, 
and that the lack of oversight and review ofYoo's work, which was contrary to the 
customary practice ofOLC, contributed to a legal analysis ofthe PSP that, at a minimum, 
was factually flawed. Deficiencies in the legal memorandums became apparent once 
additional DoJ attorneys were read into the program in 2003 and those attomeys sought a 
greater understanding of the PSP's operation. The White House's strict controls over 
access to the PSP undennined Dol's ability to provide the President the best available 
advice about the program. The DoJ IG also concluded that the circumstances plainly 
called for additional DoJ resources to be applied to the legal review ofthe program, and 
that it was the Attorney General's responsibility to be aware of this need and to take steps 
to address it. However, the DoJ OIG could not detennine whether Ashcroft aggressively 
sought additional read-ins to assist with DoJ's legaL review of the program prior to 2003 
because Ashcroft did not agree to be interviewed. 

(U) TRANSITION OF PRESIDENT'S SURVEILLANCE 
PROGRAM ACTIVITIES TO FOREIGN INTELLIGENCE 
SURVEILLANCE ACT AUTHORITY 

(TSJ.<SI!!Nf) Internet Metadata Collection 
Transition to Operation Under FISA Authority 

o A proposed order authorizing the collection activity and secondary orders 
mandating carriers to cooperate. 

o A declaration by Hayden explaining the technical aspects of the proposed 
Internet metadata collection and identizying the government official 
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seeking to use the pen register and trap and trace (PR!IT) devices covered 
by the application for purposes of 50 U.S.C. § 1842(c)(l). 

o A declaration by Tenet describing the threat posed b~ 
-to the United States. 

o A certification from Ashcroft stating that the iriformation likely to be 
obtained from the PRITI' devices was relevant to an ongoi.Og investigation 
to protect against international terrorism, as required by 

I 
SO,U.S.C. § 1842(c). 

o A memorandum oflaw and fact in support of the application. 

application reo,res,entj~a 
was "overwhehningly likely" that at least one end of the transmitted 

.... v.LLLu._.. .. ..,<£ •• v .. either originated in or was destined for locations outside the United States, 
and that in some cases both ends However, 

('fS/fSflfNf') The application proposed allowing l 0 NSA analysts access to 
database. The NSA analysts were to be briefed by NSA OGC personnel concerning the 
circumstances under which the database could be queried, and all queries would have to be 
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approved by one of seven senior NSA officials. The application proposed that queries of 
the Internet metadata archive would be performed when the Internet communication 
address met the following standard: 

[B]ased on the factual and practical considerations of 
everyday life on which reasonable and prudent persons act, 
there are facts giving rise to a reasonable articulable suspicion 
that a lrnown e-mail address is associated with 

(TS//.SI.l.LOC/NP) The application and supporting documen~ 
intended to use the Internet metadata to develop contact chainin­
The NSA estimated that its queries of the database would generate approximately 400 tips 
to the FBI and CIA each year. Of these tips, the NSA projected that 25 percent would 
include U.S. person information, amounting to leads including information on about "four 
to five U.S. persons each month." 

(TS/f8flllf.F) On 14 July 2004, Kollar-Kotelly signed a Pen Register and Trap and 
Trace Opinion and Order (PR!IT Order) based on her findings that the proposed collection 
ofintemet metadata and the government's proposed controls over and dissemination of 
this information satisfied the requirements ofFISA. The PRITT Order, which granted the 
government's application in all key respects, approved for a of 90 

the United States ofintemet 

(TS//Sfi/NF) The PRITT Order also required the government to comply with certain 
additional restrictions and procedures either adapted from or not originally proposed in the 
application. The FISC amended the government's proposed querying standard, consistent 
with 50 U.S.C. § 1842( c )(2), to include the proviso that the NSA may query the database 
based on its reasonable articulable susptCIQD 
communication address is associated 
"provided, however, that 
not be regarded as associated 
the basis of activities that are .,..,.,.,, ..... ,.t .. rt 
Regarding the storing, accessing, and disseminating of the Internet metadata obtained by 
the NSA, the FISC ordered that the NSA store the information in a manner that ensures it 
is not commingled with other data, and "generate a log of auditing information for each 
occasion when the · to include the ... retrieval re~ 
also issued separate orders service provider~ 
-to assist the NSA with the installation and use of the PR!IT devices and to maintain 

the secrecy of the NSA's activities. 
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(TS//Sfi/NF) Several officials told us that obtaining the PRITT Order was seen as a 
great success, and that there was general agreement that the governnient had secured &ll the 
authority it sought to conduct the bulk Internet metadata collection. 

(TSIISY~W) The FISC frrst renewed the PRITT Order then 
renewals, the 

that it approved with the 
14 July 2004 PR!IT Order. the scope of . 

· the PRITT database re~ained limited to queries that concerned 

(U) Department of Justice Notices 
of Compliance Incidents 

DoJ OIPR filed a Notice of Compliance Incidents 
~!!tl10m?:ea collection" that had taken following 

(TSI/SIIINF) the FISC issued a Compliance Order stating that 
the ''NSA violated its own proposed limitations." The FISC stated 
the duration of the violations, wirich extended from 14 July 
~e Court was reluctant to issue a renewal of the 
-However, Kollar-Kotelly signed a Renewal Order 

the NSA to continue collecting Internet metadata under FISA on terms ........... , .. ~. 
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(TSHS!NNF) Telephony Metadata Collection 
Transition to Operation Under FISA Authority 

(TS//-8!/~W) Another part of the PSP, bulk collection of telephony metadata, was 
brought under FISA authority in May 2006. As with Internet metadata, the bulk nature of 
the provided the NSA the ability to conduct contact chaining 

(TS/JSII/l'W) The transition of bulk telephony metadata collection from Presidential 
authority to FISA authority relied on a provision in FISA that authorized the FBI to seek an 
order from the FISC compelling the production of"any tangible things" from any business, 
organization, or entity, provided the items are for an authorized investigation to protect 
against international terrorism or clandestine intelligence activities. (See 
50 U.S.C. § 1861.) Orders under this provision are commonly referred to as •tsection 21.5" 
orders in reference to Section 215 of the USA PATRIOT Act, which amended the 
"business records" provision in Title V ofFISA.IS The "tangible things" sought in this 
Section 215 application were the telephone call detail records of certain 
telecommunications service providers. 

(T8//SD'/NF) The tinting of the decision in May 2006 to seek a FISC order for the 
bulk collection of telephony metadata was driven primarily by external events. A 
16 December 2005 article in The New York Times entitled, "Bush Lets U.S. Spy on Callers 

On 17 December , in response to the article, President 
Bush publicly confrrmed that he had authorized the NSA to intercept the international 
communications of people with known links to al-Qa'ida and related terrorist 
organizations. On 19 January 2006, DoJ issued its White Paper--"Legal Authorities 
Supporting the Activities of the National Security Agency Described by the President"­
that addressed in an unclassified form the legal basis for the collection activities described 
in The New York Times atticle and confirmed by the President 

18 (U) Prior to the enactment of Section 215 of the USA PATRIOT Act, the FISA "business records" provisions 
were limited to obtaining infonnation about a specific person or entity under investigation and only from common 
carriers, public accommodation facilities, physical storage facilities, and vehicle rental facilities. 
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' this aspect of the program in early2006. Bradbury 
antlcitmte:d that a USA Today article would attract 

significant public attention when As anticipated, on 11 May 2006, the USA 
Today published the results of its investigation in an article entitled, "NSA Has Massive 
Database of American Phone Calls." 

(fSif.SYINF) On 23 May 2006, the FBI filed wi~h the FISC a Section 215 application 
seeking authority to c o assist the NSA ~g 
members or agents o in support ofth~ 
-FBI investigations then pending and other IC operations. The application requested 
an order compelling certain telecommunications companies to produce (for the duration of 
the 90-day order) call detail records relating to all telephone communications maintained 
by the carriers. According to the application, the majority of the telephony metadata 
provided to the NSA was expected to involve communications that were (1) between 
domestic and foreign locations, or (2) wholly within the United States, including local 
telephone calls. The ap_Rlication estimated that the collection would involve the NSA 
receiving approximately-call detail records per day.19 

(TSI/SflflW) The application acknowledged that the vast collection would include 
communications records ofU.S. persons located within the United States who were not the 
subject of any FBI investigation. However, relying on the precedent established by the 

· · asserted that the collection was needed for the NSA to fmd 
and to identify unknown operatives, some of whom rna~ 

or in communication with U.S. persons, by using contact chainin~ 
As was done under the PSP, the call detail records would be entered in an 

uau:.u""''"' and analysts would query data numbers to 
identify connections with other The proposed 
query standard in the Section 215 ess was same standard applied 
under the PSP in connection with telephony metadata, and the same standard the FISC 
authorized in the PRITT Order for Internet metadata. The Section 215 application also 
included in the proposed query standard the First Amendment proviso that the FISC added 
to the PR!IT query standard. 

19 (TS/fSM~fF) ~age amount of telephony metadata collected per day 
records rather th~estimated in the application. 

= = = un =a n a «"P n n P DP I'W' II ca.liiOI~& A l! Dl l!lDA.!i"?AISillil.A 
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(TSI/81/fl<W) On 24 May 2006, the FISC approved the Section 215 application, 
finding that there were reasonable grounds to believe that the telephony metadata records 
sought were relevant to authorized investigations the FBI was conducting to protect against 
international terrorism. The FISC Section 215 order incorporated each of the procedures 
proposed in the government's application relating to access to and use of the metadata, 
which were ne~rly identical to those included in the Internet metadata PR!fT Order. 

(TS/lSFI/tff) Through March 2009, the FISC renewed the authorities granted in the 
24 May 2006 order at approximately 90-day intervals, with some modifications sought by 
the U.S. For the 

to mo 1ts use metadata from an analytical 
perspective. NSA analysts were authorized to query the data as they had under the PSP, 
conduct metadata analysis, and disseminate the results to the FBI, the CIA, and other 
customers. 

(TS/ISFI/NF) However, the FISC drastically changed the authority contained in its 
March 2009 Section 215 Order after it was notified in January 2009 that the NSA had been 
querying the metadata in a manner that was not authorized by the court's Section 215 
Orde~y, the NSA, on a daily basis, was automatically querying the metadata 
with-telephone numbers from an alert list that had not been determined to 
satisfy the reasonable articulable suspicion standard required by the FISC to access the 
telephony metadata for search or analysis purposes. 

(TSl/SflfNF) On2 March 2009, the FISC issued an order that addressed the 
compliance incidents that had been reported in January 2009, the government's 
explanation for their occurrence, and the remedial and prospective measures being taken in 
response. The FISC stated its concerns with the telephony metadata program and its lack 
of confidence "that the government is doing its utmost to ensure that those responsible for 
jmplementation fully comply with the Court's orders." Nonetheless, the FISC authorized 
the government to continue collecting telephony metadata under the Section 215 Orders. 
The FISC explained that in light of the government's repeated representations that the 
collection of the telephony metadata is vital to national security, taken together with the 
court's prior determination that the collection properly administered conforms with the 
FISA statute, that "it would not be prudent" to order the government to cease the bulk 
collection. 
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(TS//SllflW) However, believing that "more is needed to protect the privacy of U.S. 
person infonnation acquired and retained" pursuant to the Section 215 Orders, the FISC 
prohibited the government from accessing the metadata collected "until such time as tlie 
government is able to restore the Court's confidence that the government can and will 
comply with previously approved procedures-for accessing such data." The government 
may, on a case-by-case basis, request authorjty from the FISC to query the metadata with a 
specific telephone number to obtain foreign inte11igence. The FISC also authorized the 
governmel}t to query the metadata without court approval to protect against an imminent 
threat to human life, provided the government notifies the court within the next business 
day. 

(TSHSIUNF) Content Collection Transition 
io Operation Under fiSA Authority 

(TSI.LSY!NE) The last pa1t of the PSP brought under FISA authority was telephone 
and Internet communications content collection. As explained below, the effort to 
accomplish this transition was legally and operationally complex. and required an enormous 
effort on the part of the government and the FISC. The FISC judge who ruled on the initial 
application approved the unconventional legal approach the government proposed to fit 
PSP's content collection activities within FISA. However, the FISC judge responsible for 
considering the government's renewal application rejected the legal approach. This 
resulted in significant diminution in authorized surveillance activity involving content 
collection and hastened the enactment of legislation that significantly amended FISA and 
provided the government surveillance authorities broader than those authorized under the 
PSP. 

application to 
applications each time the gove~ent had probable cause to believe that a particular 
tpJephone number or Internet communication address was being used or about to be used 
oy members or agents of a foreign power. In the place of the individualized process, the 
application proposed that the FISC establish broad parameters for the interception of 
communications-the groups that can be targeted and the locations where the surveillance 
can be conducted-and that NSA officials, rather than FISC· d d t · 'thin th . 
parameters the particular selectors to be collected against. 
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government's approach in the 
application rested on a broad interpretation of the statutory term "facility'' and the 

use of minimization procedures by NSA officials to make probable cause detenninations 
about individual selectors, rather than have a FISC judge make such determinations. 

(TSifSHINF) In short, 
prclba,ble cause to u-.uuvu 

parameters, officials would make probable 
~u.-.. u·~·~ .,, .. ..,.,,,uuently reviewed by the FISC) about .whether individual telephone .......... gents of 

and whether the 
communications of those numbers and addresses are to or from a foreign country. When 
probable cause findings were made, the NSA could direct the telecommunications 
companies to provide the content of communications associated with those telephone 
numbers and Internet communications addresses. 

(TS//8TLWI/Sih'OCINF) On 10 January 2007, Judge Malcolm J. Howard approved 
the govemmenes 13 December 2006 content application as it pertained to foreign 
selectors-telephone numbers and Internet communications addresses reasonably belieYed 
to be used by individuals outside the United States. The effort to implement the order was 
a massive undertaking for DoJ andNSA. At the time ofthe order, the NSA was actively 
tasking for content collection approximately-foreign selectors-Internet 
communications addresses or telephone numbers-under authority of the PSP. 
Approximatel~ofthese were filed with Howard on an approved schedule of rolling 
submissions over the 90-day duration ofthe order. 

(TSHSH~ffi') However, Howard did not approve the government's 13 December 2006 
content application as it pertained to domestic selectors-telephone numbers and Internet 
communications addresses reasonably believed to be used by individuals in the United 
States. Howard advised DoJ to file a separate application for the international calls of 
domestic selectors that took a more traditional approach to FISA. A more traditional 
approach meant that the facilities targeted by the FISA application should be particular 
telephone numbers and Internet communication addresses and that the probable cause 
determination for a particular selector would reside with the FISC. DoJ did this in an 
application filed on 9 January 2007, which Howard approved the following day. The FISC 

selectors order approved by Howard for the final time in 
and it has since expired. 

fOP SIECIRIE't'fSFiflYJ/ICOM~~THOIRCONI~OFORN 
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(TS!tSY~W) DoJ's first renewal application to extend the foreign selectors authorities 
was filed on 20 March 2007 with Judge Roger Vinson, the FISC duty judge that week. On 
29 March 2007, Vinson orally advised DoJ that he could not approve the application and, 
on 3 April2007, he issued ari order and Memorandum Opinion explaining the reasoning 
for his conclusion. Vinson wrote that DoJ's foreign selectors renewal application concerns 
an "extremely important issue" regarding who may make probable cause fmdings that 
determine the individuals and the communications that can be subjected to electronic 
surveillance under FISA. In Vinsor;:t's view, the question was whether probable cause 
determinations are required to be m'ade by the FISC through procedures established by , 
statute, or whether the NSA may make such determinations under an alternative . , 
mechanism cast as "minimization procedures." Vinson concluded, based on past practice 
under FISA and the Congressional intent underlying the statute, that probable cause 
determinations must be made by the FISC. 

(T5WSI/tNF) Vinson also wrote that he was mindful of the government's argument 
that the government's proposed approach to foreign selectors was necessary to provide or 
enhance the "speed and flexibility" with which the NSA responds to threats, and that 
foreign intelligence information may be lost in the time it takes to obtain Attorney General 
emergency authorizations. However, in Vinson's view, FISA's requirements reflected a 
balance struck by Congress between privacy interests and the need to obtain foreign 
intelligence infonnation, and until Congress took legislative action on FISA to respond to 
the government's concerns, the FISC must apply the statute's procedures. He concluded 
that the government's application sought to strike a different balance for the surveillance of 
foreign telephone numbers and Internet conununications addresses. Vinson rejected this 
position, stating, "the [FISA] statute applies the same requirements to surveillance of 
facilities used overseas as it does to surveillance of facilities used in the United States." 
Vinson suggested that, "Congress should also consider clarifying or modifying the scope of 
FISA and of this Court's jurisdiction with regard to such facilities .... " Vinson's 
suggestion was a spur to Congress to consider FISA modernization legislation in the 
summer of2007. 

(T81/8TLW//Sli/OGJNF) In May 2007, DoJ filed, and Vinson approved, a revised 
foreign selectors application that took a more traditional approach to FISA. Although the 
revised approach sought to preserve some of the "speed and agility" the government had 
under Howard's order, the comparatively laborious process for targeting foreign selectors 
under Vinson's order caused the government to place only a fraction of the desired foreign 
selectors under coverage. The number of foreign selectors on collection dropped from 
abou-under the January 2007 order to abou-under the May 2007 order. The 
situation accelerated the government's efforts to obtain legislation that would amend FISA 
to address the government's surveillance capabilities within the United States directed at 
persons lpcated outside the United States. The Protect America Act, signed into law on 
5 August 2007, accomplished this objective by authorizing the NSA to intercept inside the 
United States any communications of non-U.S. persons reasonably believed to be located 
outside the United States, provided a significant purpose of the acquisition pertains to 
foreign intelligence. The Protect America Act effectively superseded Vinson's foreign 
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selectors order and the government therefore did not seek to renew the order when it 
expired on 24 August 2007. 

(TS//-8II/NF) The DOJ IG concluded that several considerations favored initiating 
PSP's transition from Presidential authority to FISA authority earlier than March 2004, 
especially as the program became less a temporary response to the September 11 terrorist 
attacks and more a permanent surveillance tool. These considerations included PSP's 
substantial effect on privacy interests of U.S. persons, the instability of the legal reasoning 
on which the program rested for several years, and the substantial restrictions placed on 
FBI agents' and analysts' access to and use of program-derived infom1ation due to the 
highly classified status of the PSP. The DOJ IG also recommended that DoJ carefully 
monitor the collection, use, and retention of the information that is now collected under 
FISA authority and, together with other agencies, continue to examine its value to the 
government's ongoing counterterrorism efforts. 

(U) IMPACT OF THE PRESIDENT'S SURVEILLANCE 
PROGRAM ON INTELLIGENCE COMMUNITY 
COUNTERTERRORISM EFFORTS 

(U) Senior Intelligence Community Officials 
Believe That the President's Surveillance Program 
Filled an Intelligence Gap 

(TS//SI/~W) Hayden, Goss, McLaughlin, and other senior IC officials we 
interviewed told us that the PSP addressed a gap in intelligence collection. The IC needed 
increased access to international communications that transited domestic U.S. 
communication wires, particularly international communications that originated or 
terminated within the United States. However, collection of such communications required 
authorization tmder FISA, and there was widespread belief among senior IC officials that 
the process for obtaining 
address the current threat. 

During the May 2006 Senate hearing on 
uu ...... , ....... ,., to said that, had PSP been in place before 

the September 200 1 attacks, hijackers Khalid Almihdhar and Nawaf Alhazmi almost 
certainly would have been identified and located. 

(TS/,lSI/JOC/NF) According to senior NSA v~~"2 

m tates and members of al-Qa 
foreign countries. The PSP provided SIGINT coverage 
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told us that the program helped to aet1errnune 
the United States to the extent that had been feared. 

(U) Difficulty in Assessing the Impact of 
tbe President's Surveillance Program 

(SilBY~W) It was difficult to assess the overall impact ofPSP on IC counterterrorism 
efforts. Except for the FBI, IC organizations that participated not have 

~'"'""'"'}:<, how PSP reporting was used. 

were repeatedly tol4 that the PSP was one 
tools that were available to IC personnel, and that, because PSP reporting was used in 
conjunction with reporting from other intelligence sources, it was difficult to attribute the 
success of particular counterterrorism op<?rations exclusively to the PSP. 

(U) Impact of the President's Surveillance 
Program on FBI Counterterrorism Efforts 

(S~W) 1"'he DoJ IG found it difficult to assess or quantify the impact of the PSP on 
FBI counterterrorism efforts. However, based on our interviews of FBI managers· and 
agents and our review of documents, we concluded that, although PSP information had 
value in some counterterrorism investigations, the program generally played a limited role 
in the FBI's overall counterterrorism efforts. Several officials we interviewed suggested 
that the program provided an "early warning system" to allow the IC to detect potential 
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terrorist attacks, even if the program had not specifically uncovered evidence of 
preparations for such attacks. 

(U) FBI Efforts to Assess the 
Value of the Program 

(TSNSI/INF) The FBI made several attempts to assess the value of the PSP to FBI 
counterterrorism efforts. In 2004 and again in 2006, FBI's Office of General Counsel 
(OGC) attempted to assess the value to the FBI ofPSP infonnation. This .first assessment 
relied on anecdotal infqhnation and infonnal feedback from FBI field offices. The 2006 
assessment was lirriited to the aspect of the PSP disclosed in The New York Times article 
and subsequently confirmed by the President, i.e., content collection. 

(S/~a<] The FBI undertook two more efforts to study PSP' s impact on FBI 
operations in early 2006. In both of these statistical studies, the FBI sought to determine 
what percentage ofPSP tippers resulted in "significant contribution[s] to the identiflcation 
of terrorist subjects or activity on U.S. soil." The FBI considered a tipper significant if it 
led to any ofthree investigative results: the identification of a terrorist, the deportation 
from the United States of a suspected terrorist, or the development of an asset that can 
report about the activities of terrorists. 

• a a •• I 
.... "Jift,'W···· .. -····- he first study examined a sample ofleads selected from the 

tippers the NSA provided the FBI from approximately October 
2001 to December 2005. The study found that 1.2 percent of the leads made significant 
contributions, as defined above. The study extrapolated thi fi th · lation 
of leads and determined that one could expect to fmd tha leads 
made signiflcant contributions efforts. The second study, which 
reviewed all of leads the NSA provided the FBI from 
August 2004 anuary no instances of significant contributions to 
FBI counterterrorism efforts. The studies did not include explicit conclusions on the 
program's usefulness. However, based in part on the results of the frrst study, FBI 
executive management, including Mueller and Deputy Director John Pistole, concluded 
that the PSP was "of value." 

(U) FBI Judgmental Assessments 
of the Program 

(Sh'NF}-We interviewed FBI headquarters and field office personnel who regularly 
handled PSP information for their assessments of the impact of program information on 
FBI counterterrorism efforts. The FBI personnel we interviewed were generally supportive 
of the PSP as "one tool of many" in the FBI's anti~terrorism efforts that "could help moYe 
cases forward". Even though most leads were determined not to have any connection to 
terrorism, many of the FBI officials believed the mere possibility of a terrorist connection 
made investigating tl1e tips worthwhile. 
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-(SI/NFr However, the exceptionally compartmented nature of the program created 
some frustration for FBI personnel. Some agents criticized PSP reports for providing 
insufficient details about the foreign individJ.llllS alleged~n terrorism. Others 
occasionally were frustrated by the prohibition on usin~infonnation in judicial 
processes, such as in FISA applications, although none of the FBI field office agents we 
interviewed could identify an investigation in which the restrictions adversely affected the 
case. Agents who managed coWlterterrorism programs at the FBI field offices we visited 
were critical of the-project for failing to adequately prioritize threat 
infommtion and, because of the program's special status, for limiting the managers' ability 
to prioritize the leads in the manner they felt was warranted by the information. 

(S/f.NF) Mueller told us that the PSP was useful. He said the FBI must follow every 
lead it receives in order to prevent future terrorist attacks and that to the extent such 
infommtion can be gathered and used legally it must be exploited. He stated that he 
"would not dismiss the potency of a program based on the percentage of hits." Mueller 
added that, as a general matter, it is very difficult to quantify the effectiveness of an 
intelligence program without "tagging" the leads that are produced in order to evaluate the 
role the progqun information played in any investigation. 

{U) Impact of the President's Surveillance Program 
on CIA Counterterrorism Operations 

(U) The CIA Did Not Systematically 
Assess the Effectiveness of the Program 

(S/~JF) The CIA did not implement procedures to systematically assess the 
usefulness of the product of the PSP a:nd did not routinely document whether particular 
PSP reporting had contributed to successful counterterrorism operations. CIA officials, 
including-Hayden, told us that PSP reporting was used in conjunction with reporting from 
other intelligence sources; consequently, it is difficult to attribute the success of particular 
counterterrorism op·· s exclusively to the PSP. In a May 2006 briefmg to the SSCI, 
the Deputy Director, said that PSP reporting was rarely the sole basis for an 
intelligence success, but that it frequently played a supporting role. He went on to state 
that the program was an additional resource to enhance the CIA's understanding of terrorist 
networks and to help identify potential threats to the homeland. Othe-officials we 
interviewed said that the PSP was one of many tools available to them, and that the tools 
were often used in combination. 
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only limited information on how progr~m reporting contributed to successful operations, 
and the CIA IG was unable to independently draw any conclusion on the overall usefulness 
of the program to CIA. 

{U) Several Factors Hindered CIA 
Utilization of the Program 

(SI~W) T}le CIA IG concluded that several factors hindered the CIA in making full 
use of the capabilities of the PSP. Many CIA officials told us that too few CIA personnel 
at the working level were read into the PSP. At the program's inception, a disproportionate 
number of the 

disparity between the number of senior CIA managers 
""''"h••,. of working-level CIA personnel read into the program 

resulted in too few CIA personnel to fully utilize PSP information for targeting and 
analysis. 

level CIA analysts and targeting 
officers who were read into the PSP too many competing priorities, and too m~ 
other information sources and analytic tools available to them, to fully utilize PSP._ 
officials also told us that much of the PSP reporting was vague or without context, which 
led analysts and targeting officers to rely more heavily on other infom1ation sources and 
analytic tools, which were more easily accessed and timely than the PSP. 

(SI~W) CIA officers said that the PSP would have been more fully utilized if 
analysts and targeting officers had obtained a better understanding of the program's 
capabilities. There was no formal training on the use of the PSP beyond the initial read in 
to the progr:am. Many CIA officers we interviewed said that the instruction provided in the 
read-in briefing was not sufficient and that they were surprised and frustrated by the lack of 
additional guidance. So!"!~ officers told us that there was insufficientJegal guidance on the 
use ofPSP-derived infonnation. 

(S/~W) The factors that hindered the CIA in making full use of the PSP might have 
been mitigated if the CIA had designated an individual at an appropriate level of 
managerial authority, who possessed knowledge of both the PSP and CIA counterterrorism 
activities, to be responsible and accountable for overseeing CIA participation in the · 
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(U) Impact of the President's 
Program on NCTC Counterterrorism Efforts 

NCTC analysts characterized the PSP as a useful 
tool, was only one of several valuable sources of 
information available to them. In their view, PSP-derived information was not of greater 
value than other sources of intelligence. Although NCTC analysts we interviewed could 
not recall specific examples where PSP information provided what they considered 
actionable intelligence, they told us they remember attending meetings where the benefits 

of the PSP were regularly discussed. 

(U) Counterterrorism Operations Supported by 
the President's Surveillance Program 

(TSJ,lSTLV{f/SII/0€/NF) Our efforts to independently identify how PSP information 
impacted terrorism investigations and counterterrorism operations were hampered by the 
nature of these activities, which as previously stated, frequently are predicated on multiple 
sources of information. Many IC officials we interviewed had difficulty citing specific 
instances where PSP reporting contributed to a counterterrorism success. The same 
handful of cases tended to be cited as PSP successes by personnel we interviewed from 
each of the participating · · and other 
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(U) ATTORNEY GENERAL GONZALES'S TESTIMONY 
ON THE PRESIDENT'S SURVEILlANCE PROGRAM 

(U) As part of this review, the DoJ IG examined whether Attorney General Gonzales 
made false, inaccurate, or misleading statements to Congress related to the PSP. Aspects 
of the PSP were first disclosed publicly in a series of articles in The New York Times in 
December 2005. In response, the President publicly confirmed a portion of the PSP­
which he called the terrorist surveillance program-describing it as the interception of the 
content of international communications of people reasonably believed to have links to 
al-Qaeda and related organizations. Subsequently, Gonzales was questioned about NSA 
surveillance activities in two hearings before the Senate Judiciary Committee in 
February 2006 and July 2007. 

(S/~W) Through media accounts and Corney's Senate Judiciary Committee 
testimony in May 2007, it was publicly revealed that DoJ and the White House had a major 
disagreement related to the PSP, which brought several senior DoJ and FBI officials to the 
brink of resignation in March 2004. In his testimony before the Senate Judiciary 
Collliii.ittee, Gonzales stated that the dispute at issue between DoJ and the White House did 
not relate to the "Terrorist Surveillance Program" that the President had confirmed, but 
rather pertained to other intelligence activities. We believe this testimony created the 
misimpression that the dispute concerned activities entirely unrelated to the terrorist 
surveillance program, which was not accurate. In addition, we believe Gonzales's 
testimony that DoJ attorneys did not have "reservations" or " . . 

issue was resolved. 

(Slit~) The DoJ IG recognizes that Gonzales was in the difficult position of 
testifying about a highly classified program in an open forum. However, Gonzales, as a 
participant in the March 2004 dispute between DoJ and the White House and, more 
importantly, as the nation's chieflaw enforcement officer, had a duty to balance·his 
obligation not to disclose classified infonnation with the need not to be misleading in his 
testimony. Although we believe that Gonzales did not intend to mislead Congress, we 
believe his testimony was confusing, inaccurate, and had the effect of misleading those 
who were not knowledgeable about the program. 
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(U) CONCLUSIONS 

(U) Pursuant to Title ill of the FISA Amendments Act of 2008, the Inspectors General 
of the DoD, the DoJ, the CIA, the NSA, and the ODNI conducted reviews of the PSP. In this 
report and the accompanying individual reports of the participating IGs, we describe how, · 
following the terrorist attacks of 11 September 2001, the President enhanced the NSA's 
SIG.INT collection authorities in an effort to "detect and prevent acts of terrorism against the 
United States." 

' 
<>ntlt.nr·ih , the 

collected significant new information, as 
content of communications into and out ofthe United States, where one party to the 
communication was reasonably believed to be a member of al-Qa'ida, or its affiliates, or a 
group the President determined was in armed conflict with the United States. In addition, 
the President authorized the collection of significant amounts of telephony and Internet 
metadata. The NSA analyzed this information for dissemination as leads to the IC, 
principally the CIA and the FBI. As described in the IG reports, the scope of this 
collection authority changed over the course of the PSP. 

(U//FOUO) The IG reports describe the role of each of the participating agencies in 
the PSP, including the NSA's management and oversight of the collection, analysis, and 
reporting process; the CIA's and FBI's use of the PSP-derived intelligence in their 
counterterrorism efforts; the ODNI's support of the program by providing periodic threat 
assessments; and the Dol's role in analyzing and certifying the legality of the PSP and 
managing use of PSP information in the judicial process. 

(U) The IG reports also describe the conflicting views surrounding the legality of 
aspects of the PSP during 2003 and 2004, the confrontation between officials from DoJ and 
the White House about the legal basis for parts of the program and the resolution of that 
conflict. The ensuing transition ofthe PSP, in stages, from presidential authority to 
statutory authority under FISA, is also described in the IG reports. 

(U) The IGs also examined the impact ofPSP information on counterterrorism 
efforts. Many senior IC officials believe that the PSP ftlled a gap in intelligence collection 
thought to exist under FISA by increasing access to international communications that 
transited domestic U.S. communication wires, particularly international communications 
that originated or terminated within the United States. Others within the IC Community, 
including FBI agents, CIA analysts and managers, and other officials had difficulty 
evaluating the precise contribution of the PSP to counterterrorism efforts because it was 
most often viewed as one source among many available analytic and intelligence-gathering 
tools in these efforts. The IG reports describe several examples of how PSP-derived 
information factored into specific investigations and operations. 

(U) The collection activities pursued under the PSP, and under FISA following the 
activities' transition to operation under that authority, as described in this report, re~ulted in . 
unprecedented collection of communications content and metadata. We believe the retention 
and use by IC organizations of information collected under the PSP and FISA, particularly 
information on U.S. persons, should be carefully monitored. 
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INSPECTOR GENERAL 
DEPARTMENT OF DEFENSE 

400 ARMY NAVY DRIVE 
ARLINGTON, VIRGINIA 22202-4704 

MEMORANDUM FOR SECRETARY OF DEFENSE 

June 26, 2009 

SUBJECT: (U) Report on Review of the President's Surveillance Program 
Report No.: 09-INTEL-08 (U) 

(U) We are providing this report for your information. This report fulfills the 
DoD Inspector General's requirement pursuant to Section 301 ofPublic Law ll0-
261, the Foreign Intelligence Surveillance Act (FISA) Amendments Act of2008 
(the Act). This report, along with reports prepared by the Inspectors General of 
the Department ofJustice (DoJ), the Office of the Director ofNational Intelligence 
(DNI), Central Intelligence Agency (CIA), the National Security Agency (NSA), 
will be summarized in a comprehensive report as required by the Act. 

(TSt/STLW//Sff/OC/fNF) Results. The OSD role in the establishment and 
implementation of the PSP was limited, with the burden of program execution 
residing with the NSA. We determined that there were six OSD officials with 
access to the PSP. These individuals had limited involvement, and did not make 
any additional tasking decisions beyond those directed for NSA implementation. 
We are aware of no other OSD involvement in the PSP. 

(U) Background. The Act requires the IGs of the DoJ, DNI, NSA, the DoD, and 
any other element of the intelligence community that participated in the 
President's Surveillance Program (PSP)1

, to complete a comprehensive review of, 
with respect to the oversight authority and responsibility of each such IG: 

• All facts necessary to describe establishment, implementation, product 
and use of the product in the program 

• Access to legal reviews and access to information about the Program 
• Communications and participation of individuals/entities related to the 

Program 

1 (U) The President's Surveillance Program is defined in the Act as the intelligence activity involving 
communications that was authorized by the President during the period beginning on September 11,2001, 
and ending on January 17,2007, including the program referred to by the President in a radio address on 
December 17, 2005 (commonly known as the Terrorist Surveillance Program). 
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o Interaction with the Foreign Intelligence Surveillance Court and 
o Any other matters identified by the IGs 

ffSNSTLWi/SI/IOC/.fNF) Scope and Methodology. We conducted this review 
to examine the involvement of the Office of the Secretary of Defense (OSD), 
Department of Defense (DoD), in the establishment and implementation of the 
President's Surveillance Program (PSP). We inteiViewed current and former 
officials within OSD that bad access to the PSP. We withdrew our request to 
interview Secretary of Defense Gates because he was provided access to the PSP 
after the program ended. The former Deputy Secretary of Defense Dr. Wolfowitz 
declined our request for an interview. We reviewed all relevant documentation 
within OSD and NSA related to OSD's involvement in the PSP. We also 
reviewed documentation at DoJ related to the PSP. 

(U) The IGs of the DoJ, DoD, DNI, NSA, and CIA issued an interim report on 
September 10, 2008. In the interim report, the DoD IG stated that he would 
examine the involvement of the Office of the Secretary of Defense (OSD) in the 
establishment and implementation of the PSP. The NSA, as an agency within 
DoD performed the requirements of the PSP. As such, the NSA IG is conducting 
a review ofNSA involvement with the PSP separate from this memorandum 
report. 

(TSHSTLWNSIJ/OC/IN¥) Implementation and Establishment of the PSP. 
The OSD access to the PSP was limited to six individuals.2 Those individuals are 
Secretary of Defense Robert Gates; former Secretary ofDefense Donald 
Rumsfeld; former Deputy Secretary of Defense Paul Wolfowitz; Under Secretary 
of Defense for Intelligence (USD(n) James Clapper3

; former USD(I) Stephen 
Cambone; and Principal Deputy General Counsel Daniel Dell 'Orto. 

ffSI/STLW//SflfOGI/NF) The PSP was an extremely sensitive counterterrorism 
program focused on detecting and preventing terrorist attacks within the United 
States. The PSP was authorized by the President every 30 to 45 days and was 
initially directed against international terrorism; after March 2004, the PSP 
focused specifically against al-Qaeda and its affiliates. The Director of Central 
Intelligence (DCI), and later the DNI, would prepare a Threat Assessment 

3 ('fSf/S'fLW//SfJfOG//UF) Secretary Gales and Under Secretary Clapper were provided access to the PSP 
after the PSP was transferred to foreign Jrttelligence Surveillance-Court supervision. 

2 
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Memorandum, which validated the current threat to the United States. The 
Secretary of Defense would review and sign the Threat Assessment Memorandum. 
On three occasions, Dr. Wolfowitz, the former Deputy Secretary of Defense, 
signed the Threat Assessment Memoranda in the Secretary's absence. On two 
occasions, Dr. Cambone, the former USD(I), signed the Threat Assessment 
Memoranda when Secretary Rumsfeld and Dr. Wolfowitz were unavailable. 

(TS//STLWI/SfJ/OC/INF) Once the Threat Assessment Memorandum was signed, 
the President would then sign a Presidential Authorization with the Threat 
Memorandum attached. The President would task the Secretary of Defense to 
employ DoD resources to execute the requirements set forth in the Presidential 
Authorization. The Attorney General, or his designee, would certify the 
Presidential Authorization for form and legality. The Secretary of Defense would 
then direct the actions authorized by the Presidential Authorization to the NSA for 
implementation. On one occasion, Dr. Wolfowitz, the former Deputy Secretary of 
Defense, directed the Director ofNSA to implement the Presidential 
Authorization, in the Secretary's absence. On a separate occasion, Dr. Cambone, 
the former USD(l), directed the Director ofNSA to implement the Presidential 
At.J.thorization. 

(TS//Sti/NF) Interaction with the Foreign Intelligence Surveillance Court. Dr. 
Wolfowitz also executed two declarations~ Intelligence 
Surveillance Court. The first, executed o~was in support of the 
Government's Application seeking renewal, in part, of the-authority to 

and and trace in order to obtain inforrnation 
nur.suant to the 

sections 1801-1811, 
1841-1846, as amended. The initial authority under FISA to install and use pen 
register and trap and trace devices for that purpo~oreign 
Intelligence Surveillance Court on July 14, 2004-

~fi/NF) Dr. Wolfowitz's second declaration was executed 
-That declarati~esponse to the Foreign .......... u''"""'uo"'" 

Surveillance Court's-Order requiring the Government to submit a 
declaration from the Deputy Secretary of Defense discussing NSA' violations of 
the Court's July 14 Order authorizing NSA to install ~ap 
and trace devices in order to obtain information about­

In that declaration, Dr. Wolfowitz stated the 
circumstances surrounding unauthorized collection that occurred, the disposition 
of information collected without authorization, steps NSA took to remedy the 
violation, and measures NSA implemented to prevent recurrence of such 
violations. 

3 
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iSNNF) CIA Participation in the 
President's Surveillance Program 

(U) EXECUTIVE SUMMARY 

(8//NF) Title ill of the Foreign Intelligence Surveillance Act (FISA) Amendments 
Act of2008 requires the Inspectors General (IGs) of the elements of the Intelligence 
Community (IC) that participated in the President's Surveillance Program (PSP) to 
conduct a comprehensive review of the program. The results of our review of CIA 
participation in the PSP are presented in this report, and will be included in the 
comprehensive report required to be provided to the appropriate committees of Congress 
by 10 July 2009. 

(TSIISTVN!tSYIOCINF) The CIA prepared the threat assessment memorandums 
that were used to support Presidential authorization and periodic reauthorizations of the 

assessment memorandums were by personnel from the CIA 
of the 

memorandums focused on the current an 
assessment of the PSP's utility in addressing previously reported threats. The threat 
assessment memorandums were signed by the Director of Central Intelligence (DCI) 
and forwarded to the Secretary of Defense to be co-signed. Responsibility for drafting 
the threat assessment memorandums was transferred to the newly-established Terrorist 
Threat Integration Center in May 2003 and retained by ITIC's successor organization, 
NCTC (the National Counterterrorism Center). The DCI continued to sign the threat 
assessment memorandums through 15 April2005. Subsequent memorandums were 
signed by the Director of National Intelligence. 
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However, collection of 
.IL ................ under FISA, and there was widespread 

belief among senior IC and CIA officials that the process for obtaining FISA 
authorization was too cumbersome and time consuming to address the current threat. 
Current and former CIA officials emphasized the increased timeliness, flexibility, and 
access provided by the PSP as compared to the process for obtaining a warrant under 
FISA. 

(TS//STLVl//Sf/fOCR'W) The CIA did not implement procedures to assess the 
usefulness of the product of the PSP and did not routinely document whether particular 
PSP reporting had contributed to successful counterterrorism operations. CIA officials 
told us that PSP reporting was used in conjunction with reporting from other . . 

officers, even those read into the program, would have been unaware of the full extent of 
PSP reporting. Consequently, there is no means to comprehensively track how PSP 
infonnation was used. CIA officials were able to provide only limited information on 
how program reporting contributed to successful operations, and therefore, we were 
unable to independently draw any conclusion on the overall usefulness of the program 
to CIA. 
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(SIIiofF) Several factors hindered the CIA in making full use of the capabilities of 
the PSP. Many CIA of~old us that too few CIA personnel at the working level 
were read into the PSP. -officials told us that CIA analysts and targeting officers 
who were read in had too many competing priorities and too many other available 
information sources and analytic tools-many of which were more easily accessed and 
timely-to fully utilize the PSP. CIA officers also told us that the PSP would have 
been more fully utilized if analysts and targeting officers had obtained a better 
understanding of the program's capabilities. ~Iany CIA officers noted that there was 
insufficient training and legal guidance concerning the program's capabilities and the 
use ofPSP-derivedinformation. The factors that hindered the CIA in making full use 
of the PSP might have been mitigated if the CIA had designated an individual at an 
appropriate level of managerial authorit;y, who possessed knowledge ofboththe PSP 
and CIA counterterrorism activities, to be responsible and accountable for overseeing 
CIA participation in the program. 

('fS{fS1'LVH/Sf//OG/NF) There is no indication that personnel from the CIA 
Office of General Counsel or other CIA components were involved in preparing the 
legal memorandums supporting the PSP that were produced by the Department of 
Justice, Office of Legal Counsel (OLC). CIA OGC personnel had very limited access 
to these memorandwns. 

(S~W) Senior CIA officials participated in meetings with a New York Times 
editor and reporter and senior Administration officials concerning an article the 
newspaper was preparing concerning the PSP. 
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(U) BACKGROUND 

(U) Origin and Scope of the Review 

(U) Title ill of the Foreign Intelligence Surveillance Act Amendments Act of 
2008, which was signed into law on 10 July 2008, requires the IGs of the elements of 
the Intelligence Community that participated in the PSP to conduct a comprehensive 
review of the program.• The review required to be conducted under the Act is to 
examine: 

{A) all of the facts necessary to describe the establishment, 
implementation, product, and use of the product of the Program; 

(B) access to legal reviews ofthe program and access to infonnation 
about the Program; 

(C) communications with, and participation of, individuals and 
entities in the private sector related to the Program; 

(D) interaction with the Foreign Intelligence Surveillance Court and 
transition to court orders related to the Program; and 

(E) any other matters identified by any such Inspector General that 
would enable that Inspector General to complete a review of the 
Program, with respect to such Department or element. 

(TS//STLW//SII/OCINF) The interim report required under the Act was submitted 
to the committees of Congress prescribed in the Act on 10 September 2008. That 
report described the scope ofthe work to be conducted by each of the participating IGs, 
which include the Inspectors General of the Department of Justice, the Office of the 
Director ofNational Intelligence, the National Security Agency, the Department of 
Defense, and the CIA. Our review of CIA participation in the PSP examined CIA's : 

• Role in preparing the threat assessments and legal certifications 
supporting periodic reauthorization of the PSP. 

o Role in identifying targets for the PSP. 

I ESHNf} The President's Surveillance Program is defined in the Act as the intelligence activity involving 
communications that was authorized by the President during the period beginning on 11 September 2001, and 
ending on 17 January 2007, including the program referred to by the President in a radio address on 
17 December 2005 (commonly known as the Terrorist Surveillance Program). The classified name for the 
President's Surveillance Program is "STELLARWlND." 

TOP SECRETHSTlW'/IICS/COMINTft'ORCONJNOFORN 
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The results of our review of CIA participation in the PSP are presented in this 
report, and will be included in the comprehensive final report required to be provided 
to the appropriate committees of Congress by 10 July 2009. 

(U) The President's Surveillance Program 

(T~U,LSTL,J,l//Sit/OGINF) According to former Director of the NSA and former 
Director of the CIA (DCIA) Michael V. Hayden, initial discussions concerning the 
activities that would become the PSP occurred less than two weeks after 
the 11 September 2001 terrorist attacks in a meeting between DCI George J. Tenet and 
Vice President Richard B. Cheney. Although Hayden did not attend the meeting, he 
was told by Tenet that Cheney asked if the Intelligence Community was doing 
everything possible to prevent another terrorist attack. In response, Tenet described 

_ Cheney then asked ifthere was more that NSA could do. 
This led to discussions between Cheney, Hayden, Cheney.'s legal counsel 
DavidS. Addington, and senior NSA officials. It was determined that the NSA had the 
capability to collect additional wire communications that could enhance the IC's 
counterterrorism efforts, but that new authority was needed to employ the capability. 
The determination led to the authorization of the PSP by President George W. Bush on 
4 October 2001. 

(TSIISTLW/fSI//OCfloffi') The PSP was intended to help prevent additional 
terrorist attacks against the US Homeland. Although the authorized collection 
activities changed over the life of the program, in general, the program authorized the 
NSA to acquire content and/or metadata concerning telephone and e-mail 
communications for Which there were reasonable grounds to believe that at least one of 
the participants in the communication was located outside the US and that a party to 
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the communication was affiliated with a group engaged in international terrorism. The 
collection activities conducted under the PSP were brought under Foreign Intelligence 
Surveillance Court oversight in stages between July 2004 and January 2007.2 

(TS//STVNHSINOCINF) Under the PSP, the NSA collected three sets of data. 
The first set included the content of individually targeted telephone and e-mail 
communications. The second set consisted of telephone dialing information-the date, 
time, and duration of calls; the and the number 
receiving the call-collected in The · data 

(U) REVIEW RESULTS 

(8//NF) CIA Participation in the 
President's Surveillance Program 

2 (U) The Foreign Intelligence Surveillance Act of 1978 established the Foreign Intelligence Surveillance Court 
to oversee requests for surveillance warrants by federal agencies against suspected foreign intelligence agents 
inside the US. 
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(TS/JSTb,N#SIJ.'OC.'Nf) CIA Prepared 
the Threat Assessment Memorandums 
Supporting Authorization of the 
President's Surveillance Program 

(TS.L/STI.WNSWOClNF) The CIA initially prepared the threat assessment 
memorandums that were used to support Presidential alj.thorization and periodic 
reauthorizations of the PSP. The memorandums documented the current threat to the 
US homeland and to US interests abroad from al-Qa'ida and affiliated terrorist 
organizations. The first threat assessment memorandum-The Continuing Near-Tem1 
Threat from Usama Bin Ladin-was signed by DCI Tenet on 4 October 200 l.J 
Subsequent threat assessment memorandwns were prepared every 30 to 60 days to 
correspond with the President's reauthorizations of the PSP. 

(TSIISTLW/tsf!/OCINF) The DCI Chief of Staff, John H. Moseman, was the CIA 
focal point for preparing According to 
Moseman, he directed to prepare objective 
appraisals of the current on threats to the homeland, 
and to document those appraisals in a memorandum. Initially, the-analysts who 
prepared the threat assessments w. read into the PSP and did not know how the 
threat assessments would be used. analysts drew upon all sources of intelligence 
in preparing their threat assessments. Each of the memorandums focused on the 
current threat situation and did not provide an assessment of the PSP's utility in 
addressing previously reported threats. 

3 '(SffNft The title of the threat assessment memorandums was changed to The Global War Against Terrorism in 
June 2002. 
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fFS//S'fL'W/1-Sfi/OG/N::P) Afte-completed its portion of the memorandums, 
the DC I' s Chief of Staff added a paragraph at the end of the memorandums stating that 
the individuals and organizations involved in global terrorism (and discussed in the 
memorandums) possessed the capability and intention to undertake further terrorist 
attacks within the US. Moseman recalled that the paragraph was provided to him 
initially by either White House Counsel Alberto R Gonzales or Addington. The 
paragraph recommended that the President authorize the Secretary ofDefense to 
employ within the US the capabilities of the Department of Defense, including but not 
limited to NSA' s signals intelligence capabilities, to collect foreign intelligence by 
electronic surveillance. The paragraph also described the types of communication and 
data that would be collected and the circumstances under which they could be 
collected.4 The draft threat assessme~orandums were then reviewed by Office of 
General Counsel attorneys assigned t~and Acting General Counsel (Senior 
Deputy General Counsel) John A. Rizzo. Rizzo told us that the draft memorandums 
were generally sufficient, but that there were occasions when, based on his experience 
with previous memorandums, he thought that draft memorandums contained 
insufficient threat information or did not present a com.llin case for reauthorization 
of the PSP. In such instances, Rizzo would request tha provide additional 
available threat information or make revisions to the draft memorandums. 

(TS//STL\W/SI//OCINF) The threat assessment memorandums were then signed 
by DCI Tenet and forwarded to the Secretary of Defense to be co-signed. Tenet signed 
most of the threat memorandums prepared during his tenure as DCI. On the few 
occasions when he was unavailable, the Deputy Director of Central Intelligence 
(DDCI), John E. McLaughlin, signed the memorandums on behalf ofTenet. 
McLaughlin also signed the memorandums in the capacity of Acting DCI in August 
and September 2004. In November 2004, Porter J. Goss became DCI and assumed 
responsibility for signing the memorandums. There were no occasions when the DCI 
or Acting DCI withheld his signature from the threat assessment memorandum. After 
they were signed by the Secretary of Defense, the memorandums were reviewed by the 
Attorney General and delivered to the White House to be attached to the PSP 
reauthorization memorandums signed by the President. 

(TS//STL\V/fSfi/OCfNF) Resp~lity for drafting the threat assessment 
memorandums was transferred fro~to the newly established Terrorist Threat 
Integration Center in May 2003. This responsibility was retained by TTIC's successor 
organization, NCTC. The DCI continued to sign the threat assessment memorandums 

4 (U) Exhibit B presents the conclusion and recommendation paragraph included in the threat assessment 
memorandum dated I 0 January 2005. Similar language was included in each of the memorandyms. 
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through 15 Apri12005. Subsequent memorandums were signed by the Director of 
National Intelligence.s 

(U/IFOI:IO) CIA Tasked and Received Reporting 
From the President's Surveillance Program 

(U/IFOOO) Procedures and Standards 

TOP SECRETh'STL'tNNIICSJCOMINTNORCONlNOFORN 

TOP SECRETf/STILWHHCS:COMiNl'HORCONJNOFORI\IJ 

9 



(U/IPOt:fQ) Reporting Provided in 

10 

TOP SECRETHSTLWI/IICSICOMINTJIORCONJNOFORN 



TOP SECRETHSTLW//IICSfCOMINTI/ORCON/NOFORN 
APPROVED FOR PUBLIC RELEASE 

TOP SECRETNSTLWI!f-ICS/GOMINT!/ORCON!NOFORN 

(U/IFOUO} Primary CIA Users of the 
President's Surveillance Program 
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(U/,'FOUO) Senior CIA Officials Believe 
That the President's Surveillance Program 
Filled an Intelligence Gap 

(TS//STLW/fSfi/OC/NF) Former Directors Hayden and Goss, former Acting 
Director McLaughlin, and other senior CIA officials we interviewed told us that the 
PSP addressed a gap in intelligence collection. Following the terrorist attacks on 
II September 2001, there was concern that acts 
per'J)etratc::d by terrorist cells inside the US. 

and there was widespread belief among senior IC and CIA 
officials that the process for obtaining FISA authorization was too cumbersome and 
time consuming to address the current threat. 

13 
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(U/IFOOQ} The CIA Did Not Assess 
the Effectiveness of the 
President's Surveillance Program 

(T81/8TLVIN8J//OCfNF) q'he CIA did not implement procedures to assess the 
usefulness of the product ofthe PSP and did not routinely document whether particular 
PSP reporting had contributed to successful counterterrorism operations. CIA officials, 
including DCIA Hayden, told us that PSP reporting was used in conjunction with 
reporting from other intelligence sources; consequently, it is difficult to attribute the 
success of particular counterterrorism operations exclusively to the PSP. In a May 
2006 bri~o the Senate Select Committee on Intelligence (SSCI), the Deputy 
Director~said that PSP reporting was rarely the sole basis for an intelligence 
success, but that it frequently played a supporting role. He went on to state that the 
program was an additional resource to enhance the CIA's understandin.fterrorist 
networks and to help identify potential threats to the homeland. Othe officials 
we interviewed said that the PSP was one of many tools available to them, and that the 
tools were often used in combination. 
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(U) Counterterrorism Successes Supported 
by the President's Surveillance Program 

(S/INF) Despite the fact that CIA officials we interviewed did not provide much 
specific information on PSP-derived counterterrorism successes, some key 
counterterrorism operations supported by the PSP were cited in briefings presented by 
CIA officials. In March 2004, the CIA provided a series of three briefings at the White 
House to senior Administration officials and Congressional leaders. These briefings 
included operational details concerning the.PSP as well as examples of program 
successes. In Ma~6, the Deputy Director,.briefed SSCI members and staff on 
the usefulness to-of the PSP. 
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(SlfNF) Several Factors Hindered CIA 
Utilization of the President's Surveillance Program 

(Sm') Several factors hindered the CIA in making full use of the capabilities of 
the PSP. Many CIA officials told us that too few CIA personnel at the working level 
were read into the PSP. At the program's inception, a disproportionate number of the 
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(S/,~lF}- also told us that working-level CIA analysts and targeting 
officers who were read into the PSP had too many competing priorities, and too 

· · · tools available to them, to utilize PSP. 

officials also told us that much of the PSP reporting was vague or 
without context, which led analysts and targeting officers to rely more heavily on o1her 
information sources and analytic tools, which were more easily accessed and timely 
than the PSP. 

(SI~) CIA officers also told us that the PSP would have been more fully 
utilized if analysts and targeting officers had obtained a better understanding of the 
program's capabilities. There was no formal training on the use of the PSP beyond the 
initial read in to the program. Many CIA officers we interviewed said that the 
instruction provided in the read-in briefmg was not sufficient and that they were 
surprised and frustrated by the lack of additional guidance. Some officers 

use ofPSP-derived information. 

-(S/00') The factors that hindered the CIA in making full use of the PSP might 
have been mitigated if the CIA had designated an individual at an appropriate level of 
managerial authority, who possessed knowledge of both the PSP and CIA 
counterterrorism activities, for · 

· then .. ,.,.....,.., 
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{U) CIA Had Limited Access 
to Legal Reviews of the 
Presidenfs Surveillance Program 

(TS//STLV/1/SI//OCfNF) There is no indication that personnel from the CIA 
Office of General Counsel or other CIA components were involved in preparing the 
legal memorandums supporting the PSP that were produced by the Department of 
Justice, Office ofLegal Counsel (OLC). At the time of the initial authorization of the 
PSP (4 October 2001), Robert M. McNamara, Jr. was the CIA General Counsel. There 
is no record that McNamara was ever read into PSP, and he retired from the CIA on 
15 November 2001. Acting General Counsel John Rizzo was read into the program on 
21 December 2001, but, at that time, he was not provided access to the OLC legal 
opinions. Rizzo told us that by working through Addington, with whom Rizzo was 
acquainted, he eventually was allowed to read the OLC legal memorandums at 
Addington's office in July 2004. 

(TS//SThlV//Sli/OC/NF) Scott W. Muller became the CIA General Counsel on 
24 October 2002. Although NSA records do not indicate that Muller was read into 
PSP, during our interview with Muller, he acknowledged having been read into the 
program and having read the OLC legal memorandums supporting the program. After 
Jack L. Goldsmith became the Assistant Attorney General for the Office of Legal 
Counsel in October 2003, the OLC undertook a reassessment of the legal rationale for 
the PSP. Muller recounted discussions with Deputy Attorney General James B. Corney 
around March 2004 concerning the legal · · 

Several of the senior CIA 
managers we were concerned that the PSP operate 
within legal authorities, they believed that it was important to continue CIA 
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participation in the program because CIA analysts and targeters had told them that the 
program was a useful counterterrorism tool. 

iSh'NF} CIA Officials Sought to 
Delay Exposure of the President's 
Surveillance Program by the New York Times 

(8/INF} In October 2004, James Risen, a reporter for The New York Times, 
contacted the CIA Office of Public Affairs seeking an interview with DCI Goss 
concerning an article the newspaper was planning on the PSP. Senior officials from 
the CIA, NSA, Office ofthe Vice President, and the Office of the Secretary ofDefense 
met to discuss a response. On 20 October 2004, DDCI McLaughlin and DCI Chief of 
Staff Moseman met with the Washington, DC editor of The New York Times, Philip 
Taubman, and Risen. According to a memorandum for the record prepared by 
Moseman, McLaughlin did not provide any details regarding the PSP or comment on 
the legal basis for the program, but he stressed that publication of the article would 
expose, and potentially compromise, effective counterterrorism tools. 

Ultimately, on assurances from 
other news organizations concerning the PSP, Taubman and 

Risen agreed to hold the article and publish it only when it became apparent that other 
news organizations were preparing their own stories on the PSP. On 16 December 
2005, The New York Times published its first article on the PSP: "Bush Lets U.S. Spy 
on Callers Without Courts." On 17 December 2005, President Bush publicly 
confirmed in a radio address the existence of the disclosed portion of the PSP. 
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Exhibit A 

(U) Methodology 

(U//FOUO) During our review, we conducted 50 interviews of current and former 
CIA personnel who had been involved with the Presidenes Surveillance Program 
(PSP). Among the senior CIA officials we interviewed were former Director of the 
National Security Agency (NSA) and former Director of the CIA (DCIA) 
Michael V. Hayden, former Director of Central Intelligence (DCI) and former DCIA 
Porter J. Goss, and former Acting DCI John E. McLaughlin. We contacted former DCI 
George J. Tenet for an interview. Tenet suggested that we first interview his former 
Chief of Staff, John H. Moseman, and then contact him if we still had a need to 
interview him. Following our interview with Moseman, we contacted Tenet's office 
several times to request an interview, but he did not return our telephone calls. 
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(U/tFOU~ Management comments were r. from 
, John H. Moseman; the Director and the 

Their comments were considered in preparation of the 
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Exhibit B 

{U) Threat Assessment Memorandum Concluding Paragraph 
[Excerpt from the Global War Against Terrorism memorandum dated 10 January 2005.] 
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Exhibit C 

(U) Example of a Link Diagram From August 2002 
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Exhibit D 

(U) Review Team 

(U//FOUO) This report was prepared by the Operations Division, Audit Staff, 
Office of Inspector General. 

Thi!l Exhibit is UNGLASSIFIED//FOI:JO 
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NATIONAL SECURITY AGENCY/CENTRAL SECURITY 
SERVICE 

INSPECTOR GENERAL REPORT 

(U) Review of the President's Surveillance Program 

ST-09-0002 
29 June 2009 
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(U) OFFICE OF THE INSPECTOR GENERAL 

(U) Chartered by the Director, NSNChief, CSS, the Office of the Inspector General (OIG) 
conducts inspections, audits, and investigations. Its mission is to ensure the integrity, efficiency, 
and effectiveness ofNSNCSS operations; to provide intelligence oversight; to protect against 
fraud, waste, and mismanagement of resources; and to ensure that NSNCSS activities are 
conducted in compliance with the Constitution, laws, executive orders, regulations, and 
directives. The OIG also serves as ombudsman, assisting all NSNCSS employees and affiliates, 
civilian and military. 

(U) INSPECTIONS 

(U) The inspection function conducts management and program evaluations in the form of 
organizational and functional reviews, undertaken either as part of the OIG 's annual plan or by 
management request. The inspection team's findings are designed to yield accurate and up-to­
date information on the effectiveness and efficiency of entities and programs, along with an 
assessment of compliance with laws and regulations; the recommendations for corrections or 
improvements are subject to followup. The inspection office also partners with the Inspectors 
General of the Service Cryptologic Elements to conduct joint inspections ofthe consolidated 
cryptologic facilities. 

(U) AUDITS 

(U) The internal audit function is designed to provide an independent assessment of programs 
and organizations. Performance audits evaluate the economy and efficiency of an entity or 
program, as well as whether program objectives are being met and operations are in compliance 
with regulations. Financial audits determine the accuracy of an entity's financial statements. All 
audits are conducted in accordance with standards established by the Comptroller General of the 
United States. 

(U) INVESTIGATIONS AND SPECIAL INQUIRIES 

(U) THE OIG administers a system for receiving and acting upon requests for assistance or 
complaints (including anonymous tips) about fraud, waste and mismanagement. Investigations 
and Special Inquiries may be undertaken as a result or irregularities that surface during an 
inspection or audit; or at the initiative of the Inspector General. 
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(U) OVERVIEW 

(U) EXECUTIVE SUMMARY 

fFSI/SII/NF) For over a decade before the terrorist attacks 
on 11 September 2001, NSA used its SIGINT authorities to 
provide information in response to Intelligence Community 
requirements on terrorism targets. In late September 2001, 
when the Vice President asked the Director of Central 
Intelligence what more NSA could do with additional 
authority, NSA's Director identified impediments to 
enhancing SIGINT collection under existing authorities. He 
said that in most instances NSA could not collect 
communications on a wire in the United States without a 
court order. As a result, NSA's ability to quickly collect and 
report on a large volume of communications from foreign 
countries to the United States was impeded by the time­
consuming court orde~ess. Attempting to 
obtain court orders fo~foreign telephone 
numbers and Internet addresses was impractical for 
collecting terrorist communications with speed and agility. 

(TS//S'fLW//8!//0C/NFJ Counsel to the Vice President 
drafted the 4 October 2001 Authorization that established 
the President's Surveillance Program (PSP), under which NSA 
could routinely collect on a wire, for counterterrorism 
purposes, foreign communications originating or terminating 
in the United States. Under the PSP, NSA did not target 
communications with both ends in the United States, 
although some of these communications were incidentally 
collected. 

According to senior program 
was that this SIGINT coverage provided confidence that 
someone was looking at the seam between foreign and 
domestic intelligence domains to detect and prevent attacks 
in the United States. 
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(TSI/STV.VI/SI/{00/NF) Knowledge of the Program was 
strictly limited at the express direction of the White House, 
and NSA's Director needed White House approval to inform 
members of Congress about Program activity. Between 
25 October 2001 and 17 January 2007, General Michael V. 
Hayden ~ieutenant General Keith B. Alexander 
conducted. PSP briefings for members of Congress and 
staff. 

['fS//STLVl/{SI{/00/PlF) NSA activity conducted under the 
PSP was authorized by Foreign Intelligence Surveillance 
Court (FISC) orders by 17 January 2007, when NSA stopped 
operating under PSP authority. The NSA Office of the 
Inspector General (OIG) detected no intentional misuse of 
Program authority. 

(U) HIGHLIGHTS 

• (U) PSP establishment, Implementation, and product 

('FSf/fYfL'N/fSII/00/NF} NSA began PSP operations on 
6 October 2001. Although the Director ofNSA was 
"comfortable" exercising the new authority and believed that 
it was lawful, he realized that it .be controversial. 

the PSP, NSA issued over reports. This included 
rPr1nr1r.:z based on ,.;ui.u:;,.;Lr;u 

ffS//S'fLW//SI//OC/NF) NSA's PSP products, all of which 
were sent to CIA and FBI, were intended for intelligence 
purposes to develop inv-=o<>u.«c:o.u.•''"' 
used for judicial purposes. 

'fOP S£CR£T#STLWI/COMI:NT#ORCON/Af.()f~V 
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and NSA had no 
effectiveness of PSP 

o (U) Access to legal reviews and program information 

fCI/PlF) NSA's General Counsel and Inspector General were 
not permitted to read the 2001 DoJ, Office of Legal Counsel 
opinion on the PSP, but they were given access to draft 2004 
Office of Legal Counsel opinions. Knowledge of the PSP was 
strictly controlled by the White House. Between 4 October 
2001 and 17 January 2007,-people were cleared for 
access to PSP information. 

o (U) NSA-FISC interaction and transition to court orders 

ff8//S'Pf1.V//SI//OC/PlF) NSA's PSP-related interaction with 
the FISC was primarily -briefings to presiding judges, 
beginning in January 2002. Interaction increased when NSA 
and the DoJ began to transition PSP activities to FISC orders. 
After parts of the program had been publicly revealed in 
December 2005, all members of the FISC were briefed. NSA's 
PSP authorized collection of bulk Internet metadata, 
telephony business records, and the content of 
communications transitioned to FISC orders on 14 July 
2004, 24 May 2006, and 10 January 2007, respectively. 

o (U} Program oversight at NSA 

(C//~TF) NSA's Office of General Counsel and Signals 
Intelligence Directorate provided oversight of NSA PSP 
activities from October 2001 to January 2007. NSA OIG 
oversight began after the IG was cleared for PSP information 
in August 2002. 

iii 
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fSIIMC) For years before the 11 September 2001 terrorist attacks in the 
United States, NSA had been using its authorities to focus the United 
States Signals lnteffigence (SIGINT) System on foreign intelfigence 
targets, including terrorism, in response to Intelligence Community 
requirements. After the attacks, NSA adjusted SIGINT collection, in 
accordance with its_ authorities, to counter the terrorist threat within the 
United States. In late September, the Vice President asked the Director of 
Centra/Intelligence (DC/) if NSA could do more to prevent another attack. 
NSA 's Director responded by describing impediments to SIGINT collection 
of terrorist-related communications to the Vice President. Counsel to the 
Vice President used the information about impediments to draft the 
Presidential Authorization that established the PSP. 

(U) SIGINT Efforts against Terrorists before 11 September 2001 

fC//NF) For over a decade before terrorists attacked the 
United States in September 2001, NSA was applying SIGINT 
assets against terrorist targets in response to Intelligence 
Community requirements. The Signals Intelligence 
Directorate (SID) Counterterrorism (CT) Product Line led 
these efforts in accordance with SIGINT authorities, which 
defined what NSA could and could not do against SIGINT 
targets. 

(U) Authorized SIGINT activity in September 2001 

(U} NSA was authorized by Executive Order (E.O.) 12333, 
United States Intelligence Activities, 4 December 1981, as 
amended, to collect, process, and disseminate SIGINT 
information for foreign intelligence and counterintelligence 
purposes in accordance with DCI guidance and to support 
the conduct of military operations under the guidance of the 
Secretary of Defense. NSA and other Intelligence Community 
agencies were required by E.O. 12333 to conduct intelligence 
activities in accordance with U.S. law and other E.O. 12333 
provisions. 

(U) Both DoD regulation and NSA/ Central Security Service 
(CSS) policy implemented NSA's authorities under E.O. 
12333 and specified procedures governing activities that 
affect U.S. persons (DoD Regulation 5240.1-R, December 

TOf' 8ECR:'Ef'h'S'f'LV#/COMfNT#ORCON/NOFORN 
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1982, Procedures Governing the Activities of DoD Intelligence 
Components that Affect United States Persons and NSA/ CSS 
Policy 1-23, 11 March 2004, Procedures Governing NSA/CSS 
Activities that Affect U. S. Persons). 

(81/81//PlF} The policy of the U.S. SIGINT System is to 
collect, retain, and disseminate only foreign communications, 
which, in September 2001, were defined in NSA's legal 
compliance procedures [described below) as communications 
having at least one communicant outside the United States 
or entirely among foreign powers or between a foreign power 
and officers or employees of a foreign power. All other 
communications were considered domestic communications. 
NSA could not collect communications from a wire in the 
United States without a court order unless they originated 
and terminated outside the United States. 

(8//SI/f~TP:) In 2001, NSA's authority to collect foreign 
communications included the Director: of NSA's authority to 
approve targeting communications with one co~ 
~technical devices [such as~ 
-~could be employed to limit acquisition of 

communications to those in which the target is a non-U.S. 
"'"r"C>I'IIn located UU.ILi:U~U:; 

(8//SI//NF) NSA's Director could exercise this authority, 
except when the collection was otherwise regulated, for 
example, under FISA for communications collected from a 
wire in the United States. 

(U) NSA safeguards to protect U.S. persons' Constitutional 
rights 

(U) The Fourth Amendment to the U.S. Constitution protects 
all U.S. persons anywhere in the world and all persons within 
the United States from unreasonable searches and seizures 
by any person or agency acting on behalf of the U.S. 
Govemment.l United States Signals Intelligence Directive 
(USSID) SPOOlS, Legal Compliance and Minimization 

1 (01/~fF) USSID SPOOlS defmes a U.S. person as a citizen of the United States, an alien lawfully admitted for 
permanent residence in the United States, unincorporated groups or associations a substantial number of the 
members of which constitute either of the first two groups, or corporations incorporated in the United States, 
including U.S. flag non-governmental aircraft or vessels, but not including those entities openly acknowledged 
by a foreign government to be directed and controlled by them. 

TOP SECR£T#S'f'L~VllCC01'fffNflYOt.tCONtl"iOFOJ.t1'v" 
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Procedures, 27 July 1993, prescribes policies and 
minimization procedures and assigns responsibilities to 
ensure that United States SIGINT System missions and 
activities are conducted in a manner that safeguards U.S. 
persons' Constitutional rights. (See Appendix G.) 

(8/iSf//NF) During the course of normal operations, NSA 
personnel sometimes inadvertently encounter information to, 
from, or about U.S. persons. When that happens, they must 
apply standard minimization procedures approved by the 
Attorney General in accordance with E.O. 12333 and defined 
in USSID SPOOl B. These procedures implement the 
constitutional principle of reasonableness by giving different 
categories of individuals and entities different levels of 
protection. They ensure that U.S. person information is 
minimized during collection, processing, dissemination, and 
retention of SIGINT by, for example, strictly controlling 
collection with a high risk of encountering U.S. person 
information and focusing all reporting solely on the activities 
of foreign entities and persons and their agents. 

(U) NSA Director Used Existing Authorities to Enhance SIGINT 
Collection after Terrorist Attacks 



TOP SECRETNSTLWHHCS/COMINTHO~ 
ST-09-0002 TOP liE iQ~"'LEASE 

CREWSTLJIWCOM!N1WORCON/A"VFORl•l 



I. 

ST-09-0002 

(S!.'Nf) In Oval Office Meeting, DCI Explained NSA Director's 
Decision to Expand Operations under Existing SIGINT Authorities 

(U //P:OUO) General Hayden recalled that in late September 
2001, he told Mr. Tenet about NSA actions under E.O. 12333 
to counter the terrorist threat. Mr. Tenet shared that 
information with the White House in an Oval Office meeting. 

(U//FOUO) We did not interview Mr. Tenet or White House 
personnel during this review. We asked the White House to 
provide documentation of meetings at which General Hayden 
or NSA employees discussed the PSP or the Terrorist 
Surveillance Program with the President, Vice President, or 
White House personnel, but we did not receive a response 
before this report was published. Therefore, information 
about the sequence of events leading up to the establishment 
of the PSP comes from interviews of NSA personnel. 

61 



TOP SEGRETHSTLWI/IICS/COMINT/IOR~NQi~I~ELEAsE 

TOP 8£CR£'1h'STLl'v7¥COMfNt';YfmCtJNJ'NOf!ORN 

(SHNF) NSA Options to Improve SIGINT Collection Could Not Fill 
Intelligence Gaps on Terrorist Targets 

(U) FISA Amendments Considered 

(~//~JF) General Hayden said that, in his professional 
judgment, NSA could not get the needed collection using the 
FISA. The process for obtaining court orders was slow, and it 
involved extensive coordination and separate legal and policy 
reviews by several agencies. Although an emergency 
authorization provision permitted 72 hours of surveillance 
without a court order, it did not allow the government to 
undertake surveillance immediately. Rather, the Attorney 
General had to ensure that emergency surveillance would 

'f'OP SECR£'f]Y5TLW#CO."MN'1WORCOWNOFORN 
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acceptable to the FISC. 
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(S//SII/NF) Under its authorities, NSA had no other options 
for the timely collection of communications of suspected 
terrorists when one end of those communications was in the 
United States and the communications could only be 
collected from a wire or cable in the United States. 

{UI/FOUO) NSA Director Described to the Vice President the Impediments 
to Improved SIGINT Collection against Terrorist Targets 

4('fSf/8i//Nf) According to NSA OGC, DoJ has since agreed with NSA that simply processing 
communications metadata in this manner does not constitute electronic surveillance under the FISA. 
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(U/ /FOUO) After two additional meetings, the Vice President 
asked General Hayden to work with his Counsel, David 
Addington. Because early discussions about expanding NSA 
authority were not documented, we do not have records of 
attendees or specific topics discussed at General Hayden's 
meetings with White House representatives. 
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DBOa (ILB) HE RESIDE TIAL AUTHIORIZATIO S 

(TS/f'iiTJ:Jll/{SI//OCf~JP:) Between 4 October 2001 and 
8 December 2006, President George W. Bush signed 
43 , and one document 

authorizations were 
based on the that after the 
11 September 2001 terrorist attacks in the United States, an 
extraordinary emergency existed for national defense 
purposes. The Authorization documents contained the terms 
under which NSA executed special Presidential authority and 
were titled Presidential Authorization for Specified Electronic 
Surveillance Activities during a Limited Period to Detect and 
Prevent Acts of Terrorism within the United States. They were 
addressed to the Secretary of Defense. 
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('fS//S'fLWf/81//00/NF) The authorizations changed over 
time, first eliminating the possibility that the Authority could 
be interpreted to permit collection of communications with 
both ends in the United States and adding an additional 
qualification that metadata could be collected for 
communications related to international terrorism 
activities in for intemational t-.. ..,~nr;:.,..,., 

(TS 1 'STVu 1 '81 1 100 'NF) Starting in March 2004 the rr n 71 fl I • 
authorizations underwent several adjustments related 

u•-.a.u•n•o were 
subsequent authorizations, an accompanying statement 
added that these clarifications had been previously 
understood and implemented by NSA and that they applied 
to past and future activities. Al-Qa'ida (also 

(TS//STJ:JN//81//0G(NF) The definition of"terrorist groups" 
within the authorities was also refmed, and, for a limited 
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(TS//Sf//00/NF) According to General Hayden, the 
Authorization, for the most part, did not change the 
communications that NSA could collect, but did change the 
location from which them by 
permitting '-UJJL ... '-I.J.UU 

(U) NSA Discussions about the Lawfulness of the Authorization 

('FS//8£//N-F) NSA leaders believed that they could lawfully 
carry out the President's authorizations. However, they also 
recognized that the Program would be controversial and 
politically sensitive. This section describes how key NSA 
leaders-the Director, the NSA General Counsel, Deputy 
General Counsel, and Associate General Counsel for 

TOP SECREFh'STLVM'COMlNF/fORCON/MOFORN 
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Operations-concluded that the Program was legally 
defensible. 

(U) Director of NSA 

(TS//Sf//NF) Generals Hayden and Alexander stated that 
they believed the Authorization was lawful. 

(U) General Hayden 

(TS//SI//NF) When asked how he had decided to execute an 
Authorization that some would consider legally and politically 
controversial, General Hayden said that NSA's highest 
ranking lawyers had advised him, collectively and 
individually, that the Program was lawful under the 
President's Article II powers. He said that three factors 
influenced his decision to implement the Authority. First, 
NSA would do exactly what the Authorization stated and "not 
one electron or photon more." Second, the Program was 
simply an expansion of existing NSA collection activities. 
Third, the periodic renewal of the Authorization would ensure 
that the threat continued to justify the Program. 

ffS//Sif!NF) General Hayden said that as time passed, he 
determined that the Program was still needed. Specifically, 
he and NSA's Deputy Director reviewed the DCI threat 
memorandum for each reauthorization and judged that the 
threats continued to justify the Program. 

('fS//SI//Pfli') General Hayden said that no one at NSA 
expressed concerns to him or the NSA IG that the 
Authorization was not lawful. Most importantly, General 
Hayden said that no one outside NSA asserted that he should 
stop the Program. He occasionally heard concerns from 
members of Congress, but he sensed general support for the 
Program from those he briefed outside NSA. He emphasized 
that he did not just "flip through slides" during briefings. He 
wanted to ensure that attendees understood the Program; 
consequently, briefings lasted as long as the attendees 
wanted. 

(U) General Alexander 

l(f'a//'aTT:.W//'i3I/{OG/NF) When Lieutenant General Keith B. 
Alexander became NSA/CSS Director in mid-~2005, some of 
the more controversial legal 
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reviewed its initial opinion and determined that the 
remaining three types of collection were legally supportable. 

(U) NSA Office of General Counsel 

(TS//81{/NF} After the Authorization was signed on 
4 October 2001, NSA's highest ranking attorneys, the NSA 
General Counsel and Deputy General Counsel, as well as the 
Associate General Counsel for Operations, orally advised 
General Hayden that the Authorization was legal 

(U) General Counsel 

('fS//61//PlF) After having received the Authorization on 
4 October 2001, General Hayden asked NSA General Counsel 
Robert Deitz if it was lawful. Mr. Deitz said that General 
Hayden understood that the Attorney General had already 
certified its legality by signing the Authorization, but General 
Hayden wanted Mr. Deitz's view. Mr. Deitz said that on 
5 October he told General Hayden that he believed the 
Authorization to be lawful. He added that he emphasized to 
General Hayden that if this issue were before the Supreme 
Court, it would likely rule, although not unanimously, that 
the Authorization was legal. 

(U) Associate General Counsel for Operations 

(TS//Sif/NF) On 5 October 2001, the General Counsel 
consulted the Associate General Counsel for Operations at 
his home by secure telephone. The Associate General 
Counsel for Operations was responsible for all legal matters 
related to NSA SIGINT activities. According to the General 
Counsel, he had not yet been authorized to tell the Associate 
General Counsel about the PSP, so he "talked around" it and 
did not divulge details. The Associate General Counsel was 
given enough information to assess the lawfulness of the 
concept described, but records show that he was not officially 
cleared for the PSP untilll October 2001. On Tuesday, 
9 October, he told Mr. Deitz that he believed the 
Authorization was lawful, and he began planning for its 
implementation. 

(U) Deputy General Counsel 

(TS/ISI//NF) The Deputy General Counsel was cleared for 
the PSP on 11 October 2001. He reviewed the Authorization 
with Mr. Deitz and the Associate General Counsel for 
Operations and also concluded that it was lawful. 
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(U) Discussions on Legality 

(TS//81//NF} OGC attorneys said that their discussions 
about the Program's lawfulness took into account the severity 
of the 11 September attacks and the fear that foreign persons 
were in the United States planning attacks. The NSA 
attorneys concluded that the Authorization was lawful. 
Given the following factors, the General Counsel said the 
Authorization was constitutional and did not violate FISA. 

a -{Sf/PiP)" FISA was not a realistic means of addressing 
the terrorist threat inside the United States because 
the process lacked speed and agility. 

a (U/ /~)The Authorization was a temporary 30-day 
grant of authority. 

a (U/ f.FOU9) The statute allowed such an exception, or, 
to the extent that it did not, it was unconstitutional. 

(T~//SI//~lFI The NSA attorneys determined that the 
President could issue the Authorization through his authority 
under Article II of the Constitution to perform warrantless 
electronic surveillance for foreign intelligence purposes 
outside and inside the United States. This conclusion, they 
said, was supported by the concurring opinion in 
Youngstown Sheet & Tube Co. u. Sawyer, 343 U.S. 579 
(1952}, and appellate cases.s 

(TS//SI//NF) The Congressional Authorization of Use of 
Military Force and the canon of constitutional avoidance, 
which requires a court to attempt to interpret issues so as to 
avoid constitutional questions, cemented OGC's belief that 
the President's interpretation of Article II authority had legal 
merit. 

8(U) United States v. Truong Dinlr Hung, 629 F.2d 908 (41h Cir. 1980); United States v Buck, 548 F.2d 87l (9th 
Cir. 1977); Zweibon v. Mitchell, 516 F.2d 594 (DC Cir. 1975}; United States v. Brown 484 F.2d 418 (51

h Cir. 
1973), cert. denied, 415 U.S. 960 (1974); United States v. Butenko, 494 F.2d 593 (3nl Cir. 1974}, cert. denied, 
419 u.s. 881 (1974). 
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~8//Sf/INF) The Associate General Counsel for Operations 
described his position: 

l(f'a/fSI//NF) Does Congress have the authority to 
limit Presidential Article II authority in foreign 
intelligence collection? Given the threat, this was a 
perfect storm of events-3,000 people killed, 
airplanes and buildings destroyed by foreign 
terrorists, an attack in the United States by a 
foreign terrorist organization. No one knew where 
the terrorists were or if there were more terrorists, 
and NSA had a collection capability unable to 

-

because with the FISA, you cannot get 
FISA orders needed to cover what you 

needed covered at that time to look for the 
terrorists. You go to the President and tell him 
that there is a statute that prevents you from doing 
something from a collection standpoint that may 
protect the United States from a future attack and 
that while the country is in danger, I have to 
adhere with a statute and can't get the amount of 
warrants I need. Any president is going to say 
there has got to be a way to do this -a federal law 
can't let me stand here and watch the country go 
down the tubes. Does the President have to abide 
by a statute depriving him of his authority and 
watch the country go down the tubes? Given the 
case law of five different circuits with the Supreme 
Court denying certiorari in two cases, there was 
good basis for deciding this. 

(TS//SI//NF) NSA OGC attorneys said that they did not 
prepare a formal written legal opinion because it was not 
necessary. The Attomey General had already certified the 
legality of the Program, and General Hayden had not asked 
for a written legal opinion. The attorneys also said that they 
did not have time to prepare a written legal opinion given the 
pace of operations. 

(TS//SI//NFJ After having concluded that the Authorization 
was lawful, NSA attomeys believed it was important to 
ensure that NSA's implementation of the Program complied 
with the Authorization, that processes were well documented, 
and that strict controls and due diligence were embedded 
into the execution of the Program. Recognizing that the legal 
basis of the Program might become controversial, they said 
that they wanted to ensure that NSA's execution of the 
Authority would withstand scrutiny. 
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(TS/lSTLVHIS!f/OC/Nr) NSA PSP operations began on 6 October 2001 
and ended on 17 January 2007 and involved the collection, analysis, and 
reporting of two types of information: metadata and content. NSA 
assumed that the PSP was temporary and did not immediately formalize 
processes and procedures for operations, which were quickly set up to 
provide SJGINT on terrorist targets. As the Authorization continued to be 
renewed, NSA implemented special procedures to ensure that selectors 
used for metadata analysis and domestic selectors tasked for content 
collection were linked to ai-Qa'ida, its associates, or international terrorism 
and that related decisions were documented. NSA did not target 
communications with both ends in the United States under PSP authority, 
although some of these communications were incidentally collected, and 
the 0/G found no intentional violations ~uthorization. Over the life 
of the Program, NSA issued more than-products based on PSP 
data. According to senior NSA leaders, the value of the PSP was that 
SIGINT coverage provided confidence that someone was looking at the 
seam between the foreign and domestic intelligence domains to detect 
and prevent attacks in the United States. 

(U) NSA Begins PSP Operations 

(S//NF} On 4 October 2001, General Hayden received the 
initial Authorization and informed the SIGINT Director and 
other key personnel. 
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~A pennanent cover tenn, STE.LLARWIND, was assigned to Program infonnation on ,, 
.. 
~J 
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(TSHSif/NF) Authorization Renewed 

(6//NFJ NSA leaders assumed the PSP would be temporacy~ 
so they did not establish processes and procedures for a 
long-term program, and they had plans to cease operations if 
the Authorization was not renewed. However, the President 
continued to renew the Authorization, and General Hayden 
stated that the DCI threat memoranda accompanying each 
renewal continued to justify the Program. 
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(U) FISA Authority Still not an Option In 2002 

(TS//SI/!NF) rn January 2002, senior NSA leaders still 
thought that neither the FISA court order process nor the 
infrastructure a .. .,.u ............. 

-NF) NSA's First Attempt to Obtain FiSA Authority o­
F ailed. 

(TS//SI//NF) In September 2002, NSA attempted to obtain 
FISA authority to 

11 
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{TS//SI//NF) The request was prompted by aCT Product 
Line staff member, who explained that technical problems 
delayed NSA's receipt of FISC orders 

(U) NSA Structure for PSP Operations 

In one case, an 
terrorist agents of interest to 
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(U//FeYG} NSA Organizational Structure for PSP Activity 
November 2004 

(TS 1 'S'f'bm' 'Sf ' 'QC 'NF) JlvVif II I 

STlW Program 
Manager 

[SlDProgram 
Monagor lot CT 

PSP Operations 

(U) Chain of Command 

SID Oversight & 
Compfianco 

Data Acquisition 

Cdlecllan or 
C1>111onland 
metadata_ 

(TS I 1STb"' I 1SI I 'OG '~lF) II UJj If I 

(S//NF) NSA's Director and Deputy Director exercised senior 
operational control and authority over the Program. 
According to NSA's Deputy Director, General Hayden handled 
"downtown" and the Deputy Director managed everything 
within NSA. The SIGINT Director at the start of the Program 
stated that once she was confident that the Program had 
appropriate checks and balances, she left direct management 
to the Director, Deputy Director, and the OGC. She noted 
that General Hayden took personal responsibility for the 
Program and managed it carefully. By 2004, specific roles 
related to collection, analysis, and reporting had been 
delegated to the SIGINT Director, who delegated management 
responsibilities to the Program Manager and mission 
execution responsibilities to the Chief of the CT Product Line 
and subordinate leaders. 
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(U) Coordination with FBI 

('fSI/STLWI/SI//OC/NF) On 24 January 2003, NSA, SID, 
and the FBI agreed to detail FBI under 
NSA SIGINT authorities to 
Under the agreement, detailees as 
related SIGINT metadata analysis, identified and 
disseminated terrorism-related SIGINT information meeting 
FBI foreign intelligence information needs, and facilitated 
NSA analyst access to FBI terrorism-related information. 
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{TS{/Sih'NF) Minimization Procedures and Additional Controls on PSP 
Operations 12 

I 

(T8;'/8TIJ.li//81//0C/NF) Management emphasized that the 
minimization rules required under non-PSP authorities also 

li d t PSP Th A th . ti ifi all d" t d NSA • • • 

12(U) Internal control, or management control, comprises the plans, methods, and procedures used to meet 
missions, goals, and objectives. It provides reasonable assurance that an entity is effective and efficient in its 
operations, reliable in its reporting, and compliant with applicable laws and regulations. 

TOP S£CRET#S'f'Ll*I}$'COMfNfi¥0RCON/NfJFORI\• 
26 

1FOI? SIECREffJSTlWfJIHICS/£0M~NTifORCON/INIOIFOIRN 



TOP S£CR£TI/STL"W#COMINf'#ORCONtN'OFOttN ST-09-0002 

o When analysts encountered U.S. person information, 
they handled it in accordance with minimization 
guidance, which included reporting violations or 
incidents. 

a Dissemination of U.S. person information was 
minimized by requiring pre-release verification that the 
information was related to counterterrorism and 
necessary to understand the foreign intelligence or 
assess its importance. 

-(ef/l'flq In addition, as PSP operations stabilized and the 
Authorization continued to be renewed, NSA management 
designed processes and procedures to implement the 
Program effectively while ensuring compliance with the 
Authorization and protecting U.S. person information. By 
April 2004, formal procedures were in place, many of which 
were more stringent than those used for non-PSP SIGINT 
operations. One analyst commented that the PSP "had more 
documentation than anything else [she} had ever been 
involved with." Examples of controls, some of which will be 
explained in more detail in the following sections of this 
report, include: 

• (TS//STV.V//SI//00/~lF) Approvals-shift 
Coordinators approved foreign and domestic target 
selectors for metadata analysis. The Chief or Deputy 
of CT Product Line Chief or the Program Manager 
approved domestic selectors for content collection 
under the PSP. 

o (TSf/STLW/lSI//00/NF) Docurnentation-RFis, 
leads, tasked tippers were 
tracked in the Justifications for 
contact chaining were recorded, and justification 
packages and approvals for tasking domestic selectors 
for content collection were formally documented. 
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o (TS//81/fNF) Monitoring-statistics on content 
tasking and reports were maintained and reviewed by 
SID, Oversight and Compliance by 2003. A CT 
Product Line employee stated:"' ... [N]owhere else did 
NSA have to report on selectors and how many 
selectors were rolled off [detasked] and why." 

o (U f /'FOUO} OGC involvement-Personnel working 
under PSP authority noted that they had a continuous 
dialogue with the OGC on what was permissible under 
the Authorization. The Associate General Counsel for 
Operations confirmed that the OGC "was involved with 
the operations people day in and day out." 

o (U/ /Fee&) Due Diligence Meetings-The PSP Program 
Manager chaired due-diligence meetings attended by 
operational, OIG, and OGC personnel. They discussed 
OIG and OGC reviews and Program challenges, 
processes, procedures, and documentation. 

(T5NSI!/NF) PSP Operations: Metadata 

example, e-mail 
includes the sender and recipient e-mail 

addresses. It does not include the subject Une or the text of 
the e-mail, which are considered content. Telephony 
metadata includes such information as the calllng and called 
telephone numbers, but not spoken words. 
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(TSHSII.WJ:) Process to Conduct Metadata Analysis 

(TSJ.'SINNF) Standards for Conducting Metadata Analysis 

(TS//SI//l'lF) During an OIG review in 2006, the Associate 
General Counsel for Operations described OGC's standards 
for complying with the terms of the Authorization when 
conducting metadata analysis and contact chaining. 

('ffi//81//NFJ To conduct contact chaining under the PSP, 
the Authorization required that NSA meet one of the following 
conditions: 1) at least one party to the communication had 
to be outside the United States, 2) no party to the 
communication could be known to be a U.S. citizen, or 3) 
based on the factual and practical considerations of everyday 
life on which reasonable and prudent persons act, there were 
specific and articulable facts giving reason to believe that the 
communication relates to international terrorism or activities 
in preparation therefor. The Associate General Counsel for 
Operations said that OGC's guidance was more stringent 
than the Authorization in that the OGC always required that 
the third condition be met before contact chaining began. 
Analysts were required to establish a link with designated 
groups related to international terrorism, al-Qa'ida, or al­
Qa'ida af:filiates.l4 

(S//NF) The Associate General Counsel for Operations said 
that establishing a link to international terrorist groups or al­
Qa'ida and its affiliates met the Authorization's requirement 
that all activities conducted under the PSP be for the purpose 
of detecting and preventing terrorist acts within the United 
States. He expl~ because the President had • 
determined that-international terrorist groups 
al-Qa'ida presented a threat within the United States, 
regardless of where members were located, linking a target 
selector to such groups established that the collection was for 
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the purpose of detection and prevention of terrorist acts 
within the United States. 

fPS/fSI//NF)..In a 2005 Program memorandum, NSA OGC 
defined the NSA standard for establishing a link to al-Qa'ida 
under the PSP. NSA could target selectors when "based on 
the factual and practical considerations of everyday life on 
which reasonable and prudent persons act, there are 
reasonable grounds to believe a party to such communication 
is an agent of al-Qa'ida, or a group affiliated with al-Qa'ida." 

fPS//STLV/fiSI//00/NF) Facts giving rise to 
"reasonable grounds for belief' means reliable facts 
in NSA's possession, either derived from its signals 
intelligence activity, or facts provided to NSA by 
another government department or agency, or facts 
reliably in the public record (e.g., a newspaper 
article). Whatever the source of information, the 
key is that NSA is basing its determination on 
articulable facts, not on bare assertions made by 
someone else. We need evidence, rather than 
conclusions. Thus a mere statement that person X 
is a member of a1 Qaeda, without more 
information, will not suffice as a justification for 
chaining or for content tasking. Instead we need to 
know what facts have led NSA, or another agency, 
or the press, etc., to that conclusion. Focus on the 
facts and determine whether they lead to a 
conclusion, rather than accepting someone else's 
conclusion. If you don't have enough facts to make 
a determination, ask for them. 

rrsf/STJ:R/f/SI//OC/NF) In addition, the 
standard does not require certain knowledge, or 
even necessarily a better than 50/50 chance that 
the user of a phone or e-mail is a member of al 
Qaeda or an affiliated organization. It requires 
only that a reasonable and prudent person 
exercising good judgment would conclude that 
there are grounds for believing the thing to be 
proved. It is not mere hunch or mere suspicion, 
nor is it proof beyond a reasonable doubt or even a 
preponderance of the evidence; rather, the 
standard requires some degree of concrete and 
articulable evidence or information on which to 
base a conclusion. 

(U) Approvals for Metadata Analysis 
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fFS//SI//NF) If the standard for establishing a link to al­
Qa'ida could not be met based solely on the information 
provided in the RFI or lead, analysts could search NSA and 
Intelligence Community databases and chain under non-PSP 
authorities to find additional facts to substantiate the link. 

(TS/JSI/JPJF) Shift coordinators were not req~ 
all alert-list selectors that might have generate­
chaining. One individual, the equivalent of a slillt 
coordinator, managed and monitored the alert process. 

(TS/!Sl/JNF) When NSA personnel identified erroneous 
metadata collection, usually caused by technical collection 
system problems or inappropriate application of the 
Authorization, minimization procedures required them to 
report the violation or incident through appropriate channels 
and to delete the collection from all NSA databases. Early in 
the Program, NSA reported three violations in which the 
Authorization was not properly applied and took measures to 
correct them. 
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0 (TS//fYfLW//91//0C/NP) ~NSA 
chained on a domestic 
the FBI that was related to 
investigation. In this case, 
threat inside the United States, but there was no 
known link to international terrorism. 

• t;fS/f'i3:rJ.JJI//'i3f//OC/NF) In-NSA chained 
on metadata based on 
provided by FBI 

While the-re 
terrorism, .. 'd not pose a threat of terrorist 
attacks ins de-the -onited States. 

(TS#SII/~IF) Bulk Metadata Needed for Effective Contact 
Chaining 

(TS//STt.W//SI//OC/NF) Effective contact chaining requires 
large amounts of metadata, sometimes called 

ITS//STJ:JN/JSI//00/P~F) Under PSP 
obtained a daily average of ap]prctxirnaltely 
telephony metadata records and an 
Internet metadata records. Metadata uu •. CLLL .......... 

authorities was stored in a protected database, to which only 
cleared and trained personnel were given access. NSA 
analysts were able to access and chain through metadata 
records, but they could view only records associated with an 
approved foreign intelligence target. This was a small 
fraction of the metadata available. For example, in August 
2006, NSA estimated that only 0.000025 percent or one in 
every four million archived bulk telephony records was 
expected to be viewed by trained SIGINT analysts.JS 

LS{f&'.'SWt>II9 This estimate was presented in the August 2006 application for the Business Records Order, the 
FISC Order that permitted NSA's collection of call detail records. Although this estimate applies to collection 
and analysis of telephony metadata conducted under the Business Records Order, the same processes and 
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(T&IJ&I#II\IF) PSP Operations: Content 

PSP content 
separate activities: tasking selectors 

for content collection, collecting the content of 
communications associated with tasked selectors, and 
analyzing the content collected. To comply with the 
Authorization, NSA management combined standard 
minimization procedures and specially designed procedures 
to task domestic selectors, collect the resulting 
communications, and analyze and report the foreign 
intelligence they contained. Over the life of the Program, NSA 
tasked approximatel~foreign and domestic selectors 
for content collection. 

('"fSt!Sti/NF} Tasking Selectors for Content Collection 

l[fS//STbW//SiflOC/NF) "Tasking'' is the direct levying of 
SIGINT collection requirements on designated collectors. 
Analysts must task selectors to obtain a target's 
communications. 

as described in guidance issued by OGC in 
2005. Second, the purpose of the collection had to be the 
prevention and detection of terrorist attacks in the United 
States. The OGC provided the same guidance for tasking 
selectors for content collection as it had for contact chaining. 
Specifically, because the President had determined that al­
Qa'ida presented a threat within the United States, regardless 
of where its members were located, linking a target selector to 
designated international terrorist groups or al-Qa'ida and its 
affiliates, established that the collection was for the purpose 
of detection and prevention of terrorist acts within the United 
States. 

techniques were used under the PSP, making this a reasonable comparison. This estimate was based on data 
available in August 2006 and cannot be replicated. 
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fFSHSI/fNF) Approvals to Task Domestic Selectors for Content 
Collection 

(Tg//SI//M¥) NSA analysts determined whether foreign 
selectors met the Authorization criteria and tasked them 
without further approval. However, because NSA leadership 
considered selectors located in the United States to be 
extremely sensitive, the associated tasking process required 
extra documentation, reviews, and approvals than foreign 
selector under the PSP. 

16(U) From 2005 to 2007. SID, Analysis and Production leadership titles changed. The Primary Production 
Center Manager became the primary approval authority for tasking packages. 
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\TSi'fSit'!Nfi}. Most Selectors Tasked for Content Collection Were 
Foreign. 

-ffl'.:T+-J~:'b'ti'H--JHSt~~'ffl¥t In 2008, NSA reported to a 
member of Congress tic telephone numbers 
and .. domestic were tasked for PSP 
content collection from October 2001 to January 2007. 
Domestic selectors were located in the United States and 
associated with al-Qa'ida or international terrorism and were 
not necessarily used by U.S. citizens. Attorney 
General Certification, NSA reported foreign 
telephone numbers and in excess Internet 
addresses bad been targeted from October 200 i through 
December 2006, which spans all but one month of the 
Program. NSA could not precisely estimate the number of 
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foreign Internet addresses targeted because the tools used by 
analysts before September 2005 did not accurately account 
for the number of individual addresses targeted. 

(TSii'SiifNP) In 2006, the OJG Found that Justifications for 
Tasking Domestic Selectors Met Authorization Criteria. 

(TS' 'STI:.nr 1 18! 1 10C 1NF) Dunn' g a 2006 review the OIG (( ~· 71 II I , 
found that all items in a randomly selected sample of tasked 
domestic selectors met Authorization criteria. Based on a 
statistically valid sampling methodology, the OIG was able to 
conclude with 95 percent confidence that 95 percent or more 
of domestic selectors tasked for PSP content collection could 
be linked to al-Qa'ida, its associates, or international terrorist 
threats inside the United States. Justification packages for 
all sample items tested were supported by one or more of the 
following of information: 

o Information associated with or obtained through FBI 
investigations. 
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('fSI/SifiNF) In 2005, the OIG found that the largely manual 
process to task and detask selectors for co.t collection 
was unreliable. Specifically, the OIG faun errors when 
comparing records of domestic telephone numbers and 
Internet identifiers approved for PSP content collection as of 
November 2004 with those actually on collection. The errors 
consisted of selectors that had not been removed from 
collection after being detasked, had not been put on 
collection after having been approved, had been put on 
collection because of a typorarhical error, or had not been 
accurately recorded in the In response 
to the OIG finding, management took immediate steps to 
correct the errors and set up a process to reconcile approved 
tasked selectors with selectors actually on collection. 

(TSHSIIINFJ Collecting the Content of Communications 

(U / /FOUO} Collection refers to the process of obtaining 
communications after selectors associated with intelligence 
targets are tasked for collection at designated sites. Data 
collected under the PSP was stored in protected partitions in 
NSA databases. Access to the partitions was restricted to 
PSP-cleared personnel. 

(TSI/SI/Il'TF) :rhe Authorization required that a collected 
communication originate or terminate outside the United 
States. NSA did not inten~..,4 ..... u~ 

purpose was 
However, management stated that: 

There are 
within 
guarantee no collected. 
Issues of this kind inevitably arise from time to 
time in other SIGINT operations, as foreseen by 
Executive Order 12333, and are thus not peculiar 
to [the PSPJ. 
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{61/NF) The Program Management Office identified four ways 
that NSA might have unintentionally collected non-target 
data: 

" A target could have been correctly tasked using valid 
selectors, but, in addition to collecting the desired 
target communications, non-target communications 
were inadvertently collected. 

o A valid target selector could have generated target­
specific collection that ultimately proved the target not 
to be related to al-Qa'ida. 

" A technical, human, or procedural error in the target 
identification or tasking process could have resulted in 
unintentional collection of communications not related 
to al-Qa'ida. 

• Technical collection system problems could have 
resulted in unintentional collection of non-al-Qa'ida 
related targets, even when all steps in the target 
identification and tasking process had been properly 
executed . 

..:mL/NF) Over the life of the Program, NSA reported 
-ncidents of unintentional collection of domestic 

communications an~incidents in which the wrong 
selector had been tas=. (See Appendix F for details.) In 
those cases, personnel followed USSID SPOOlS procedures 
and were given detailed instructions to report the violations 
or incidents, adjust tasking, and delete collection records 
from NSA and other databases. 

{TSHSIHNF) Analyzing the Content of Collected Communications 

(TS//SI//N-Fl Analysis of content collected under the PSP 
involved the same practices and techniques used in non-PSP 
operations. One NSA manager 

tool 

comm were necessary, and 
processed to make them useful for intelligence analysis and 
reporting. Analysis included not only listening to or reading 
the contents of a communication, but drawing on target 
knowledge, coordinating and collaborating with other 
analysts, and integrating collateral information, metadata, 
and information from databases and published intelligence 
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reports to determine whether the communications included 
foreign intelligence that was timely, unique, actionable, and 
reportable. 

17(U/~ A serialized report is a formatted intelligence product produced pursuant to USSID CR1400 that 
has a reference serial number, contains foreign intelligence information derived from SIGINT, and goes to 
approved users of intelligence. • 
18(T5W,tgTI.'N//8JI/OCftfF) NSA issued additional reports between 17 January 2007 and December 2008 
that were based on analysis of data previously collected under PSP authority. 
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(TSNSIIINF) Metadata Analysis Reports (Tippers) 

fFS//STIJ.'/f/81/ /00/-P'lF) NSA retained documentation of 
the analysis, supporting customer request or lead 
information, and a description of the link to terrorism for 
tippers based on PSP collection. Documentation of analysis 
was not retained unless a tipper was written. 
Counterterrorism personnel updated information in a 
computer tracking system to reflect the disposition of all 
metadata analysis requests. From October 2001 through 
January 2007, NSA issued-tippers to FBI and CIA: 

• tippers were based on Internet metadata analysis . 

• • tippers were based on telephony metadata 
analysis when telephone numbers had only direct 
contact (one degree of separation) with a known 
terrorist as defined by the Authorization. 
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o were based on more detailed telephony 
metadata analysis that included contacts with two 
degrees of separation from known terrorists. 

o lltippers were based on telephony and Internet 
metadata analysis. 

(TS/JSIHNF) Content Reports 

(U//POttO) Protection of U.S. Person Information in Reporting 

f£S//SI//Nfi1 Before sending PSP reports to customers, NSA 
removed unnecessary U.S. person information, as required 
by minimization procedures in USSID SPOOl B. The CT 
Product Line reviewed PSP reports to ensure that they had 
been written in accordance with these procedures. SID's 
Oversight and Compliance office then reviewed PSP reports 
containing U.S. person information. Oversight and 
Compliance personnel reviewed U.S. person information in 
reports, determined if it was necessary to understand the 
foreign intelligence in the reports, and submitted 
recommendations for the inclusion of U.S. person 
information to SID, Chief of Information Sharing Services for 
final approval. For example, if an individual's name was not 
necessary to understand the foreign intelligence in the report, 
the name was deleted or changed to "a U.S. person." 

TOP Sfct.tE'WSTtW'/YCOMINtYl'OKCON/NOFORN 
42 

lOf> SECRIET/,'STlW#IHICSI'COM~M1FOORCOI\ll/NOfORN 



TOP SECRIETI/STLWf/HCS/COMINT/iOR~~~Q~~ELEAsE 

TOP SECRET#STLTN#COMFNTHORCON/NOfORN ST-09-0002 

(TS//SlffNF) Oversight and Compliance did not review 
tippers based on metadata analysis. When NSA began to 
issue tippers based on the content of communications, SID 
adapted its procedures for the dissemination of U.S. person 
information. Additional Oversight and Compliance personnel 
were cleared for the Program to assist with reviews. They 
gave PSP and other terrorism reporting priority for review 
over other Agency reporting. 

(U) Use of SIGINT Product 

This information is provided only for intelligence 
purposes in an effort to develop potential 
investigative leads. It cannot be used in court 
proceedings, subpoenas, or for other legal or 
judicial purposes. 

(U//POUO) Value of the PSP 

(TS//Slf/NFj Referring to portions of the PSP in 2005, 
General Hayden said there were probably no communications 
more important to NSA efforts to defend the nation than 
those involving al-Qa'ida. NSA collected communications 
when one end was inside the United States and one end was 
associated with al-Qa'ida or international terrorism in order 
to detect and prevent attacks inside the United States. 
General Hayden stated that "the program in this regard has 
been successful." During the May 2006 Senate hearing on 
his nomination to be CIA Director, General Hayden said that, 
had the PSP been in place before the September 2001 
attacks, hijackers Khalid Almihdhar and Nawaf Alhazmi 
almost certainly would have been identified and located. 

(TS//SII/NF) In May 2009, General Hayden told us that the 
value of the Program was in knowing that NSA SIGINT 
activities under the PSP covered an important "quadrant" 
(terrorist communications between foreign countries and the 
United States). This coverage provided confidence that there 
were "not additional terrorist cells in the United States." 
NSA's Deputy Director, who was the SID Deputy Director for 
Analysis and Production on 11 September 2001, echoed 
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General Hayden's comment: "The value of the PSP was in the 
confidence it provided that someone was looking at the seam 
between the foreign and domestic intelligence domains." 

(TS/ISI//NF) The former SID Deputy Director for Data 
Acquisition said that the 

(TS 11 STI.P1 1 1SI ''OC 'l'W) Current-I I rvy; 71 I 

-

der cited SIGINT reporting on 
as the most important SIGINT success of the PSP. 

Alexander said, "probably saved more lives" than any other 
111 ... I t I I • - ' • ~ ! e - - - • - • • -•• ,. • 

fFS//SI/INF) From an operational standpoint, the PSP 
enabled NSA to: 

• Support customers 

• Provide SIGINT that contributed to customers' 
investigative work 

n 

(UIIFOUO) Support to Customers 

account for requests submitted before NSA 
began to use an automated tracking system in April 2002. 

(TS//SI//NF) Based on ..... , .. , .. .uJ 

authority, NSA sen 
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and FBI. In the early days of the Program, the FBI said that 
the large number of tippers from NSA was causing them 
unnecessary work because agents treated each tipper as a 
lead requiring action. General Hayden said that NSA's 
intention was that SIGINT information be added to FBI's 
knowledge base, not that the FBI act on each piece of 
information. When NSA realized that it was sending too 
much data to the FBI, the Agency made appropriate 
adjustments. 

(UIIFBIJQ} PSP Reporting Contributed to Customers, Investigative Work. 

FBI briefing dated 4 May 
continues to provide timely and carefully vetted in~nce 
to support FBI's investigations in connection with­
operations]." 

(TS/fSTU.V//SI/fOC/NF)-FBI did not routinely 
provide feedback on NSA reporting under the PSP, and NSA 
had no mechanism to track and assess the effectiveness of 
SIGlNT reporting in general or PSP reporting in particular.J9 
Tracking PSP contributions because -General Hayden 
noted that success over time as intelligence 
became more integrated and it became more difficult to 
attribute success to any one activity. 

(TS//STI.l.1l/ISI//OC/NF) The Program Management Office 
provided the following that helped 

, .... ,rr .. n as The 
include cases in which NSA provided reporting 

that contributed to FBI investigations, FBI confidential 
human sources, FISA warrants, arrests, and convictions. 

1~F) In July 2007, SID initiated a fonnal effort to ass~s the effectiveness of its CT efforts. By the fall of 
2007, that effort was struggling. 
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ffSf/Sif/N~) On 12 March, the President directed DoJ to 
continue working on the legal issues, and on 15 March OLC 
issued a three page memorandum to the Deputy Attorney 
General stating that, while it had only begun to analyze the 
issues and w~ed to issue a final opinion, it 
believed that---types of collection authorized 
under the PSP were legally supportable. 
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(U I /FOUO} The OIG issued a report for each of the 
13 investigations and reviews described above. Ten 
reports on PSP activity resulted in 11 recommendations to 
management; 10 have been closed, and one remains open. 
Three reports on FISC-approved activity previously 
authorized by the PSP contained nine recommendations to 
management; three have been closed and six remain open. 

(TS 1 'STLnr 1 181 1 100 1NF) Beginning in Janu"'ru 2007 I I " I I I I I -J • 

violations that had occurred under the Authorization and 
violations related to PSP activity transitioned to court orders 
were reported quarterly to the President's Intelligence 
Oversight Board (through the Assistant to the Secretary of 
Defense for Intelligence Oversight}. 
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(U) Recently Reported Incidents 

were purged from NSA therefore, it was 
not possible to determine the exact nature and extent of that 
collection. The NSA OIG will close out this incident in an 
upcoming report to the President's Intelligence Oversight 
Board. 

(TS//81//NF) On 15 January 2009, the Department of 
Justice reported to the FISC that NSA had been using an 
"alert list'' to compare incoming business records FISA 
metadata against telephone numbers associated with 
counterterrorism targets tasked by NSA for SIGINT collection. 
NSA had reported to the Court that the alert list consisted of 
numbers for which NSA had determined that a reasonable 
articulable suspicion existed that were related 
~tionas 
.....__H:owever, the majority of selectors on the 
alert list had not been subjected to a reasonable articulable 
suspicion determination. The NSA OIG has reported this 
incident to the President's Intelligence Oversight Board and 
has filed updates as required. The alert list and a detailed 
NSA 60-day review of processes related to the Business 
Records FISC order were the subject of several recent 
submissions to the FISC and of NSA briefings to 
Congressional oversight committees. 
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(U/ /Fetfe) Other IG Program concerns were documented in 
the 2003-2008 reports. Presidential Notifications are listed 
and described in Appendix F. The 2008 report described the 
adequacy of Program decompartmentation plans. · 
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(U) ACRONYMS AND ABBREVIATIONS 

(TS// Sff/NF) 

Bps Bits per Second 

BR Business Records 

CDR 

CIA 

CO MINT 

CT 

DCI 

DNI 

DoD 

DoJ 

EO 

FAA 

FBI 

FISA 

FISC 

GC 

Gbps 

HPSCI 

IG 

LAN -NSA 

NSA/CSS 

O&C 

ODNI 

OGC 

OIG 

OIPR 

OLC 

Call Detail Records 

Central Intelligence Agency 

Communications Intelligence 

Counterterrorism 

Director of Central Intelligence 

Director of National Intelligence 

Department of Defense 

Department of Justice 

Executive Order 

FISA Amendments Act 

Federal Bureau of Investigation 

Foreign Intelligence Surveillance Act 

Foreign Intelligence Surveillance Court 

General Counsel 

Gigabits per Second 

House Permanent Select Committee on Intelligence 

Inspector General 

Local Area Network 

National Security Agency 

National Security Agency/Central Security Service 

Oversight and Compliance 

Office of the Director of National Intelligence 

Office of the General Counsel 

Office of the Inspector General 

Office of Intelligence Policy and Review (now the Office of 
Intelligence, National Security Division) 

Office of Legal Counsel 
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PM 

PR/TI 

PSP 

RFI 

SID 

SIGINT 

SSCI 

TS/SCI 
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Program Manager 

Pen Register /Trap & Trace 

President's Surveillance Program 

Request for Information 

Signals Intelligence Directorate 

Signals Intelligence 

Senate Select Committee on Intelligence 

Top Secret/Sensitive Compartmented Information 

(TS I 'SI "NF) I I I I 
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(U) GLOSSARY Of TERMS 

(U) COMINT 

(U) E.O. 12333 

(U) FISA 

(TS//81//NF) METADATA 

(U) SANITIZATION 

(U) Communications Intelligence - technical 
and intelligence information derived from 
foreign communications by someone other 
than the intended recipients 

(U) Executive Order 12333 -United States 
Intelligence Activities- provides goals, duties, 
and responsibilities with respect to the 
national intelligence effort. It mandates that 
certain activities of U.S. intelligence 
components are to be governed by 
procedures issued by agency heads and 
approved by the Attorney General. 

(U) The Foreign Intelligence Surveillance Act 
of 1978, as amended, governs the conduct of 
certain electronic surveillance activities 
within the United States to collect foreign 
intelligence information. 

(SflSI//NF) Analytic tool for contact 
chaining used by analysts to do target 
discovery by quickly and easily navigating 
global communications metadata 

(T~//~I//Nlf} Header, router, and 
addressing-type information, including 
telecommunications dialing-type data, but 
not the contents of the communication 

(8//NF) NSA's primary storage, search, and 
retrieval mechanism for SIGINT text 

(U) The process of disguising CO MINT to 
protect sensitive intelligence sources, 
methods, capabilities, and analytical 
procedures in order to disseminate the 
information outside COMINT channels. 
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(U} SIGNALS INTELLIGENCE 

(U) TEAR LINE REPORTS 

(U) TELEPHONY 

(U} TIPPERS 

(U) A category of intelligence comprising 
individually or in combination all 
communications intelligence (COMINT), 
electronic intelligence (ELINT) and foreign 
instrumentation intelligence (FISINT), 
however transmitted. 

(U) Reports used to disseminate SIGINT­
derived information and sanitized 
information in the same record. The 
sanitized tear line conveys the same facts as 
the COMINT-controlled information, while 
hiding COMINT as the source. 

(U) The technology associated with the 
electronic transmission of voice, fax, and 
other information between parties using 
systems historically associated with the 
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(U) Objectives 
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(U) About the Review 

(U) The Foreign Intelligence Surveillance Act (FISA) 
Amendments Act of 2008, which was signed into law on 
10 July 2008, requires that the Inspectors General of 
Intelligence Community elements that participated in the 
President's Surveillance Program (PSP) conduct a 
comprehensive review of the Program. The NSA Office of the 
Inspector General (OIG) reviewed NSA's participation in the 
PSP. The specific review objectives were to examine: 

o (U) The establishment and evolution of the PSP as it 
affected NSA 

o (U) NSA implementation of the PSP, including 
preparation and dissemination of product under the 
PSP 

o (U) NSA access to legal reviews of the PSP and access 
to information about the Program 

o (U) NSA communications with and representations 
made to private sector entities and private sector 
participation 

o (U) NSA interaction with the Foreign Intelligence 
Surveillance Court (FISC) and transition of PSP­
authorized collection to court orders 

o (U) Oversight of PSP activities at NSA. 

(U) Scope and Methodology 

(U) This review was conducted in accordance with generally 
accepted government auditing standards, as set forth by the 
Comptroller General of the United States and implemented by 
the audit manuals of the DoD and NSA/ CSS Inspectors 
General. 

(U) The review was conducted from 10 July 2008 to 15 May 
2009 in coordination with the Inspectors General of the 
Department of Defense, Office of the Director of National 
Intelligence, CIA, and DoJ. 
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(U I /FOUO} The scope of this review was limited to NSA's 
participation in the PSP from 4 October 2001 to 17 January 
2007. The review included NSA activities before and after 
the terrorist attacks of 11 September 2001 that led to the 
Presidential Authorization on 4 October 2001. It also 
inclu9,ed the transition of PSP-authorized activity to FISC 
orders . 

.fffi//t'TF) To satisfy review objectives, we interviewed 
-current and former NSA personnel who participated in the 
PSP including NSA Directors and Deputy Director, General 
Counsels, Deputy General Counsels, Associate General 
Counsels for Operations, and the Inspector General 
responsible for Program oversight from 
August 2006. We 
as well as l<>art .... ., 

Signals Intelligence n;.-.. ,..tcnr,,t .. 

fFS//SI//NFJ Interviews of the former Director of NSA, 
General Hayde eneral Counsel 
for Operations, were conducted 
with other IG offices involved in the joint PSP review. 

(U I /FOUO) We requested White House documentation of 
meetings at which General Hayden or NSA employees 
discussed the PSP or the Terrorist Surveillance Program with 
the President, Vice President, or White House personnel, but 
did not receive a response before publication of this report. 

(UI I~) We reviewed NSA records dated 27 July 1993 to 
10 July 2008 that pertained to review objectives. Records 
included NSA policies and regulations, correspondence, 
e-mail, briefings, notes, reports, calendars, and database 
reports. 

(8/ /t'JF) Numbers of selectors tasked and reports issued 
were based on information provided by the PSP Program 
Management Office and were not independently verified 
during this review. 
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(U) Prior Coverage 
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(U/ /~OUO) Information about individuals cleared for access 
to Program information was based on records provided by the 
PSP Project Security Officer and were not independently 
verified during this review. 

(U //FOYO) The DIG began oversight of the PSP and related 
activities in August 2002 and issued twelve reports dated 
21 February 2003 through 30 June 2008 (Appendix E.) The 
DIG also issued 14 Presidential notifications from 
March 2003 to October 2006 (Appendix F). Detailed 
discussion of the OIG's oversight of the PSP is included in 
Section VIII of this report. 

(T~//~I//'NF) As portions of the Program were transitioned 
to FISC orders for the collection of internet metadata and 
telephony business records, the OIG reviewed the execution 
and adequacy of controls in ensuring compliance \'lith the 
orders. The OIG did not test the efficacy of controls for 
metadata collected under the authority of the PSP or court 
orders. Three reports summarized OIG investigations into 
possible misuse of the Authority or violations of FISC orders. 
One report summarized the OIG's oversight of the PSP, and 
the last report reviewed the adequacy of Program 
decompartmentation plans. 
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(U) The Presidential Authorizations 
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(U) The Presidential Authorizations 

(TS//STLW//SI//OC/fXV!J The Authorization documents that contained the terms 
under which NSA executed special Presidential authority were addressed to the 
Secretary of Defense and were titled "Presidential Authorization for Specified 
Electronic SUrveillance Activities during a Limited Period to Detect and Prevent Acts 

" flrst Authorization consisted o-
There 
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(U/IFSOO) Signature of President 

fFS//STLW//81/fOC/NF} The Authorizations were signed by 
the President, followed by a place and date of signature. All 
but one authorization was signed in Washington, D.C. 

(U) Other Signatures 

(TS/PaTbl.V//SI//00/NF) Under the phrase "approved for 
form and legality," the Attorney General signed all but one of 
the Authorizations. The other authorization and the two 
modifications were signed by the Counsel to the President. 
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(U) Tlmeline of Key Events 

(U/ /FOUO) This timeline includes key events that occurred during NSA's 
implementation of the President's Surveillance Program (PSP). In addition to 
issuances of the Authorization, the timeline includes selected communications 

Foreign Intelligence Surveillance Court (FISC), 
Because the timeline is limited to documented 

2001 
4-0ct-01 1st Presidential Authorization signed 

4-0ct-01 General Hayden briefs White House (President, Vice President [VPJ, 
VP Counsel, VP Chief of Staff, White House Counsel) 

25-0ct-01 NSA briefs Chair and Ranking Member of House Permanent Select 
Committee on Intelligence (HPSCI), Chair and Vice Chair of Senate Select 
Committee on Intelligence (SSCI) 

2-Nov-01 2nd Presidential Authorization signed 

14-Nov-01 NSA briefs Chair and Ranking Member, HPSCI, Chair and Vice Chair, 
SSCI 

30-Nov-01 3rd Presidential Authorization signed 

4-Dec-01 NSA briefs Chair, Senate Defense Appropriations Subcommittee, and 
Ranking Member, Senate Defense Appropriations Subcommittee 

5 Dec 01 NSA briefs FBI Director Mueller 

2002 

11-Jan-02 NSA briefs Department of Justice, Office of Intelligence Policy and Review 
(DoJ, OIPR), James Baker 

NSA briefs FISC Pr<>•.,;rt;,,n 

5-Mar-02 NSA briefs Chair and Ranking Member, HPSCI, and Vice Chair, SSCI 
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1 0-Apr-02 NSA briefs Chair SSCI 

1n-.... u~"''"'-

17-May-02 NSA briefs incumbent FISC Presiding Judge Kollar-Kotelly 

12-Jun-02 NSA briefs Chair, HPSCI, and Ranking Member HPSCI 

24-Jun-02 -B-Jul-02 

12-Aug-02 

13-Aug-02 

10-Sep-02 

11-Sep-02 

• I ;. I '! ! _ I t • ' I t I :. 1 

NSA briefs Chair and Ranking Member SSCI 

.•.. ·-•~! •. -·· •. -. 

NSA briefs FISC Presiding Judge Kollar-Kotelly at the White House 

NSA Inspector General (I G) cleared for the PSP 

10th Presidential Authorization signed 

NSA GC, Deputy General Counsel (GC), Associate GC for Operations, 
and IG meet to discuss PSP n\/Pr<:annr 

:. .l ~ I t • • I t I - I 

16-Dec-02 NSA IG advises General Hayden to Issue "Delegation of Authority Letters" 
to "units that administer the projecr 

2003 
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-13-Jan-03 FBI Director visits NSA for briefing 

29-Jan-03 NSA briefs Chair and Ranking Member, HPSCI, Chair and VIce Chair, 
SSCI 

7-Feb-03 14th Presidential Authorization signed 

4-Mar-03 General Hayden issues first Delegation of Authority letter to key Signals 
Intelligence (SIGINT) Directorate operational personnel 

17-Mar-03 15th Presidential Authorization signed 

11-Jun-03 17th Presidential Authorization signed 

14-Jul-03 18th Presidential Authorization signed 

17 -Jul-03 NSA briefs Chair and Ranking Member, HPSCI, Chair and Vice Chair, 
SSCI 

10-Sep-03 • I • - ~ . • 
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8-0ct-03 NSA-FBI-CIA conference at NSA to discuss PSP operations and customer 
needs 

15-0ct-03 20th Presidential Authorization signed 

1-Dec-03 NSA IG announces a review of NSA PSP operations 

8-Dec-03 NSA IG asks VP Counsel for access to PSP legal opinions and Is told that 
a request should come from General Hayden 

9-Dec-03 21st Presidential Authorization signed 

9-Dec-03 IG memo asks General Hayden to ask VP Counsel's permission for NSA 

2004 
6-Jan-04 

8-Jan-04 

9-Mar-04 

10-Mar-04 

10-Mar-04 

10-Mar-04 

11-Mar-04 

11-Mar-04 

11-Mar-D4 -12-Mar-04 

19-Mar-04 

IG and GC to obtain or PSP 

NSA briefing to DoJ Mr. Philbin, Mr. Goldsmith for Mr. Goldsmith's 
orientation to the PSP and other NSA Signals Intelligence efforts against 
terrorism 

meet to discuss the PSP 

General Hayden briefs Director of Central Intelligence (DCi) on value of 
the PSP 

General Hayden briefs White House Counsel and Chief of Staff, Deputy 
DC I, Deputy AG, and FBI Director on value of the PSP 

General Hayden briefs Speaker of the House, Senate Majority and 
Minority leaders, House Minority Leader, Chairman and Ranking Member, 
HPSCI, and Chair and Vice Chair, SSCI 

General Hayden briefs Secretary of Defense, DoD Principal Deputy GC 

23rd Presidential Authorization signed 

NSA IG and Acting GC discuss new Authorization signed by President's 
Counsel rather than the AG 

NSA briefs House Majority Leader 

General Hayden briefs House Majority Leader 

Revision to 23rd Presidential Authorization signed 

, ..... , .. , .. I.! ·I,:. .... I •t,.. I I .. 

• 

---- -
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2-Apr-04 2nd Revision to 23rd Presidential Authorization signed 

4-Apr-04 General Hayden briefs DoD Principal Deputy GC 

iiiil 
20-May-04 NSA briefs the Minority Leader of the Senate 

14-Jul-04 Initial PRfiT Order approved by FISC 

9-Aug-04 26th Presidential Authorization signed 

23-Aug-04 General Hayden briefs National Security Advisor and Homeland Security 
Advisor 

23-Sep-04 Presidential "further direction" of 9 August 2004 expires 

NSA briefs Chair, HPSCI 

17-Nov-04 28th Presidential Authorization signed 

2005 
5-Jan-05 NSA briefs National Security Advisor and White House Counsel 

11.Jan.Q5 29th Presidential Authorization signed 
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-3-Feb-05 
SSCI 

25-Feb-05 General Hayden briefs White House Counsel and Counsel to Deputy AG 

1-Mar-05 30th Presidential Authorization signed 

22-Apr-05 General Hayden briefs Director of National Intelligence (DNI) 

23-May-05 Two-level PSP clearance structure discontinued 

1-Jun-05 Discussions to seek FISC orders to authorize content collection begin with 
DoJ OLC 

26-J I 05 33 d P ld tl I A th • tl d . - --- - ---------- -- ---- -----

3-Aug-05 Principal Deputy DNI Hayden briefs new NSAICSS Director General 
Alexander on the PSP 

10-Sep-05 34th Presidential Authorization signed 

14-Sep-05 NSA briefs Chair and Ranking Member, HPSCI, Chair and Vice Chair, 

13-Dec-05 36th Presidential Authorization signed 

16-Dec-05 New York Times says that President secretly authorized NSA 

-20-Dec-05 DoD IG receives letter, signed by 39 Congressmen, requesting a review of 
the PSP. DoD IG faxes the letter to the NSA IG on 10 Jan 06 

21-Dec-05 NSA briefs DNI 

TOP SECRB1WSTEVWCOs.UIN1i]lORCONfNOF01tiV 
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2006 
3-Jan-06 NSA IG and DoD IG discuss letter from 39 Congressmen requesting 

DoD IG review of the PSP 

9-Jan-06 NSA briefs nine FISC judges and three FISC legal advisors 

11-Jan-06 NSA briefs Speaker of the House, Senate Majority Leader, Chair of 
HPSCI, Chair and Vice Chair, SSCI 

20-Jan-06 NSA briefs Senate Minority Leader, House Minority Leader, Chair SSCI, 
and Ranking Member HPSCI 

27-Jan-06 37th Presidential Authorization signed 

31-Jan-06 -11-Feb-06 

16-Feb-06 

28-Feb-06 

3-Mar-06 

9-Mar-06 

10-Mar-06 

13-Mar-06 

14-Mar-06 

21-Mar-06 

21-Mar-06 -27-Mar-06 

29-Mar-06 

NSA briefs Chair SSCI 

NSA briefs Speaker of the House and Chair, HPSCI 

NSA briefs Chair and Ranking Member, House Appropriations 
t t II II t ;,: f I I : - I : 

NSA briefs Vice Chair, SSCI 

NSA briefs Chair and Vice Chair, SSCI, and Members of SSCI Terrorist 
SuNeillance Program (TSP) Subcommittee (Roberts, Rockefeller, Hatch, 
DeWine, Feinstein, Levin, Bond) with SSCI Minority and Majority Staff 
Directors, Senior Director for Legislative Affairs, National Security 
Counsel, VP, AG, White House Counsel, and VP Chief of Staff 

NSA briefs Mr. Bond, Member, SSCI TSP Subcommittee 

NSA briefs Chair, SSCI TSP Subcommittee, Members SSCI TSP 
Subcommittee (Roberts, Feinstein, and Hatch), SSCI Majority and Minority 
Staff Directors, and SSCI Counsel at NSA 

NSA briefs Mr. DeWine, Member, SSCI TSP Subcommittee at NSA 

38th Presidential Authorization signed 

NSA briefs FISC Judge Bates 

NSA briefs Mr. Levin, Member, SSCI TSP Subcommittee and Minority 
Staff Director at NSA 

NSA briefs Chairman and Ranking Member HPSCI TSP Subcommittee, 
TSP Subcommittee Members (Hoekstra, Harman, McHugh, Rogers, 
Thornberry, Wilson, Davis, Holt, Cramer, Eshoo, and Boswell), Majority 
General Counsel, Staff Member, and Minority General Counsel 
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7-Apr-06 

28-Apr-06 

11-May-06 

16-May-06 

17-May-06 

17-May-06 

24-May-06 

5-Jun-06 

7-Jun-06 

7-Jun-06 

9-Jun-06 

15-Jun-Q6 

26-Jun-QB 

30-Jun-06 

6-Jul-06 -10-Jul-06 

18-Jul-06 

NSA briefs Chairman of the HPSCI TSP Subcommittee, HPSCI TSP 
Subcommittee Members (Hoekstra, McHugh, Rogers, Thornberry, Wilson, 
and Majority General Counsel, Staff Member, and Minority General 

NSA briefs Ranking Member, HPSCI TSP Subcommittee, Members of 
HPSCI TSP Subcommittee (Harman, Wilson, and Eshoo), Majority 

Counsel at NSA 

NSA briefs Chair and Ranking Member House Appropriations Committee 
Defense Subcommittee 

39th Presidential Authorization signed 

Chair SSCI, Members, SSCI (Roberts, Hagel, Mikulski, Snowe, DeWine, 
Bayh, Chambliss, Lott, Bond, Levin, Feingold, Feinstein, Wyden, Warner), 
SSCI Staff Member, SSCI Majority Staff Director, and SSCI Counsel 

HPSCI Chair, HPSCI Members (Hoekstra, Harman, Wilson, Eshoo, 
Rogers, Thornberry, Holt, Boswell, Cramer, LaHood, Everett, Gallegly, 
Davis, Tiahrt, Reyes, Ruppersberger, and Tierney), Majority General 

First Business Records Order approved by the FISC 

NSA briefs Ms. Feingold, SSCI Member at NSA 

NSA briefs Ranking Member, Senate Defense Appropriations 
Subcommittee, and SSCI Staff Director 

NSA briefs President's Privacy and Civil Liberties Oversight Board 

NSA briefs Chair, SSCI, SSCI Members (Mikulski, Wyden, and Hagel), 
SSCI Minority Staff Director, SSCI Counsel, and SSCI Staff Director 

NSA briefs Chair, SSCI and SSCI Members (Roberts, Mikulski, Feingold, 
Bayh, Snowe, Hatch, Lett, and Bond), and Minority Staff Director 

NSA briefs Chair, Senate Defense Appropriations Subcommittee, and 
House Minority Leader 

NSA briefs Mr. Bayh, SSCI Member at NSA 

40th Presidential Authorization signed 

NSA briefs Ms. Snowe, SSCI Member and SSCI Counsel at NSA 

NSA briefs Mr. Chambliss, SSCI Member at NSA 
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-24-0ct-06 42nd Presidential Authorization signed -20-Nov-06 NSA briefs President's Privacy and Civil Liberties Oversight Board 

8-Dec-06 43rd and final Presidential Authorization signed -
2007 

1 0-Jan-07 Content orders approved by the FISC 

17-Jan-07 AG letter to Congress: Presidential program brought under the FISC 

1-Feb-07 NSA briefs Presidenfs Privacy and Civil Liberties Oversight Board 

1-Feb-07 Presidential Authorization expires 
(TS I ISTJ.)XT I 1SI I 'OG 1 l'TF) Tl n fl I I } 
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APPENDIX D 

(U) Cumulative Number of Clearances for the 
President's Surveillance Program 
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(U) Cumulative Number of Clearances for the 
President's-Surveillance Program4 
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APPENDIX E 

(U) NSA Office of the Inspector General Reports on the 
President's Surveillance Program and Related Activities 
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(U) NSA Office of the Inspector General Reports on the 
President's Surveillance Program and Related Activities 

'(fS//SI//NF) This appendix lists and describes OIG investigation and review 
reports of activity conducted under the PSP, also referred to as the STELLARWIND 
Program, and related activities such as the Pen Register Trap and Trace (PR/TT) 
Order and the Business Records Order. These reports are limited to activity 
conducted between 4 October 2001 and 17 January 2007. 

(U) OIG Investigations 

(U) Report of Investigation of Two Violations 

(Sf/NF) 0-the OIG issued a report on 
what it believed to be the first two violations of Authorization, 
both of which were unintentional. 

{S//NFt NSA OIG found that in neither incident had NSA 
personnel acted with intent to disregard their authority. 
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Both incidents occurred, at least in part, because early in the 
Program the terms of the Authorization were so closely held 
that few, if any, operational personnel working under the 
Authority were permitted to see the Authorization or its 
operative provisions. It was unreasonable to hold person~ 
accountable for violating an order that they had not seen, 
when the order was too complex to be easily committed to 
memory. Accordingly, the OIG did not recommend 
disciplinary action, but did recommend that the NSA Director 
issue formal written delegations of authority to the Signals 
Intelligence Director and specified subordinates so that 
personnel working the Program would know the precise 
terms of the Authorization. Management concurred with the 
recommendations and made appropriate notifications. 

(U / /FOUO) This report was sent to SSCI on 31 May 2006 
and HPSCI on 2 January 2008. 

Material acquired under the Order 
protected in PSP channels. 

(TS 1 'STbm' '8{ 1 1 0€ 1PfF) On I I ~"ff il I OIG 
issued a report on an in a management 
breakdown that had resulted in unintentional ftltering 
violations of the FISC Order. The Order permitted NSA to 

from communications involving 

manager discovered the 
violations The following day, the 
questionable ... u"'"' ... l~uu was stopped and to the OIG 
and the OGC. With the exception OIG 
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found no reason to believe that any violations resulted in the 
collection of resexved 
judgwent 

····-· The OIG evaluation led directly to the replacement of the Program Manager and 
to changes in Program management, leadership, and cpain of 
command. 

(U I IFOU9t This report was sent to sscr on 31 May 2006 
and HPSCI on 2 January 2008 and was redacted at the 
request of the White House. 

·-- '' . 

follow-up investigation of the 

(U) OIG Reviews 

no additional 

(U I /li'OU'O) This report was sent to SSCI on 31 May 2006 
and HPSCI on 2 January 2008. 

14 May 2004 ·(U) Need for Documentation and Development of Key 
Processes (ST-04-0024) 

ffS//Sf//NF) This OIG report concluded that a continuing 
deficiency in clear, written procedures governing the 
collection, processing, and dissemination of PSP material 
created undue risk of unintentional violations of the 
Authorization. The report noted that Program officials had 
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made progress in addressing some of these deficiencies, but 
found that processes had not been fully documented in the 
form of management directives, administrative policies, or 
operating manuals. The NSA OIG recommended that 
Program officials formally adopt rigorous, written operating 
procedures for the following key processes: 

o Approvals for content collection by the appropriate 
named officials 

o Reporting of violations ofthe Authority, similar to 
procedures for documenting violations of Legal 
Compliance and Minimization Procedures5 

" Evaluation of dual FISA and PSP content collection 

" Systematic identification and evaluation of telephone 
numbers and Internet identifiers for detasking.6 

(U I /FOUO) Corrective action was taken in response to the 
four recommendations. 

(U I~) This report was sent to sscr on 31 May 06 and 
HPSCI on 2 January 2008. 

(51/Atr) Need for Increased Attention to Security-Related 
Aspects of the STELLARWIND Program (ST-04-0025) 

(UI /FOOO) This OIG report disclosed weaknesses in Program 
security. The Program was particularly vulnerable to 
exposure because it involved numerous organizations inside 
and outside NSA. 

(UI /FOUO) While the Program Manager placed a strong 
emphasis on personnel security, he did not take a proactive 
and strategic approach to physical and operational security. 
In particular, better use of the Program Security Officer 
would have helped to improve special security practices for 
handling Program material and strengthen operations 
security (OPSEC). 

(U / /-I'BUe) The Program Manager and the Associate Director 
for Security and Counterintelligence concurred with the 
findings and implemented corrective measures. In particular, 
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the Staff Security Officer was freed from other responsibilities 
and took a more active and effective role in Program security. 
Management did not conduct a formal OPSEC survey as 
recommended; however, steps taken by management to 
implement OPSEC practices met the intent of the original 
recommendation. 

(U //FOUO) This report was sent to SSCI on 31 May 2006 
and HPSCI on 2 January 2008. 

(TS#SII.JNF} Review of the Tasking Process for 
STELLARWIND U.S. Content Collection (ST-04-0026) 

(TS//STT WjjSl/100/NF) This report identified material 
weaknesses in the tasking and detasking process under the 
PSP. The process to task and detask telephone numbers for 
content collection under the Program was inherently fragile 
because it was based on e-mail exchanges and was not 
automated or monitored. 

(TS//STLW//SI//OC/NF) The OIG examined-telephone 
numbers and Internet identifiers approved for content 
collection on the date in November 2004 when the audit 
began and identified the following types of errors: 

• - involved under-collection; identifiers were 
not put on collection quickly enough or were not put 
on collection until the OIG discovered the errors. 

• -involved unauthorized collection caused by a 
typographical error. 

• -involved over-collection; they were not 
removed from collection quickly enough. 

• • record-keeping errors in the Program's tracking 
database 

('fS • 'S'fir' I 'SI 1 'OO '~Jll!) In II ••1 I If I 
unauthorized collection caused by a error, NSA 
personnel did not review the collected information before 
destroying it, nor did NSA issue any report based on, or 
t I - a,l . ~ - seminate, any information from the 

of untimely detasldng. However, without a 
robust and reliable collection and tracking process, NSA 
increased its risk of unintentionally violating the 
Authorization. NSA also increased the risk of missing 
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valuable foreign intelligence by failing to task telephone 
numbers and Internet identifiers in a timely manner. 

(U //FOUO) NSA DIG recommended that all errors be swiftly 
resolved, that specific procedures be adopted to prevent 
recurrences, and that identifiers tasked for collection be 
promptly reconciled with identifiers approved for tasking, and 
repeated every 90 days. Management implemented the 
recommendations. 

(U I fFOUO} This report was sent to SSCI on 31 May 2006 
and HPSCI on 2 January 2008 and was redacted at the 
request of the White House. 

(TSHSJHNF) Review of Compliance with Authorization 
Requirements for STELLARWIND U.S. Content Collection 
(ST-04-0027) 

FfS//STLW/ISI//00/NFj 'fhis report determined that, based 
on a statistical sample, Program officials were adhering to the 
terms of the Authorization and the Director's delegation 
thereunder; that tasking was appropriately approved and 
duly recorded under the Authorization; and that tasking was 
justified as linked to al-Qa'ida or affiliates of al-Qa'ida. The 
report recommended improvements in record-keeping 
practices. 

(8//NF) Due to a lack of sufficient and reliable data, the NSA 
OIG could not reach a conclusion on the tasking approval 
process for two PSP-related collection programs. The OIG 
recommended that management responsible for the affected 
programs, design and implement a tasking and tracking 
process to allow managers to audit, assess timeliness, and 
validate the sequencing of tasking activities. Management 
agreed to install automated tracking of tasking and 
de tasking. 

ITS//Sil/PlF) Although the collection architecture was 
designed to produce one-end-foreign communications, 
inadvertent collection of domestic communications occurred 
and was addressed. The OIG recommended changes in 
management reporting to improve the tracking and resolution 
of inadvertent collection issues. 

(U / /-FOUe) Corrective action has been completed for one of 
the two recommendations. 
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(U I fFOUO} This report was sent to SSCI on 31 May 2006 
and HPSCI on 2 January 2008 and was redacted at the 
request of the White House. 

j'TSHSIHNF) Supplemental Report to Review of Compliance 
with Authorization Requirements for STELLARWIND U.S. 
Content Collection (ST-04-0027.01} 

(TS//STV.lf/181//0C{NF) After issuing the original report, 
the NSA OIG conducted further research to determine 
whether Program officials were approving content tasking 
requests based solely on metadata analysis. Using the 
statistical sample in the original audit, the OIG found no 
instances of metadata analysis as the sole justification for 
content tasking. In all cases tested, there was corroborating 
evidence to support the tasking decision. 

(U/ /li'OtlO) This report was sent to SSCI on 13 February 
2007 and HPSCI on 2 January 2008. 

(TS#SIII.'IFJ Report on the Assessment of Management 
Controls for Implementing the Foreign Intelligence 
Surveillance Court Order: Telephony Business Records 
(ST-06-0018} 

FfS//S'fLW//SI/J'OC/NF) On 24 May 2006, the telephony 
metadata portion of the PSP was transferred to FISC Order 
BR-06-05, In reApplication of the Federal Bureau of 
Investigation for an Order Requiring the Production 

retain telephony metadata to protect against international 
- ..... : .. ·~ : 

ffS//SI//NF) On 10 July 2006, in a memorandum with the 
subject FISA Court Order: Telephony Business Records (ST-06-
0018}, the NSA OIG issued "a report to the Director of NSA 
45 days after the initiation of the activity (permitted by the 
Order] assessing the adequacy of the management controls 
for the processing and dissemination of U.S. person 
information." This report was issued with the Office of the 
General Counsel's concurrence as mandated by the Order. 

(TS/ f SI/fNF) The "Report on the Assessment of Management 
Controls for Implementing the Foreign Intelligence Surveillance 

TOP SECRET!ISTlWHHGS,(GOMINTHORCON/NOFORN 17~ 



TOP SECRETHSTL\fu'ffHCSJCOMINTHOR~Qf'~ELEAsE 

ST-09-0002 

Court Order: Telephony Business Records (ST-06-0018)," 
5 September 2006, provided the details of the findings of the 
10 July memorandum and made formal recommendations to 
management. 

('f81/8IIfNF) Management controls governing the 
processing, dissemination, data security, and oversight of 
telephony metadata and U.S. person information obtained 
under the Order were adequate and in several aspects 
exceeded the terms of the Order. However, due to the risk 
associated with the collection and processing of telephony 
metadata involving U.S. person information, the NSA OIG 
recommended three additional controls regarding collection 
procedures, reconciliation of audit logs, and segregation of 
duties. 

(TSJJSINNF) Collection Procedures 

fFS//SI//PfF} During an OIG review of collection procedu.a. 
Prr,oro,., management discovered that NSA was obtaining­

have 

data should have been suppressed from 
the flow. Immediately, management blocked 
the data from analysts' view. Further, working with the 
providers, Program management completed suppression of 
the suspect data on 11 October 2006 and agreed to 
implement additional procedures to prevent the collection of 
unauthorized data. 

(TSHSIHNF) Reconciliation of Audit Logs 

(TS//81//PlF) Management controls were not in place to 
verify that telephone numbers approved for querying were the 
only numbers queried. Although audit logs documented the 
queries of the archived metadata, the logs were not in a 
usable format, and Program management did not routinely 
use them to audit telephone numbers queried. Management 
concurred with the recommendation to conduct periodic 
reconciliations; however, action was contingent on the 
approval of a Program management request for two additional 
computer Programmers. 

10~ SECRETIISTLWHI ftCSJCOM~~T/,'ORCON/NOfOR~ 
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(CJ!Niii) Lack of Segregation of Duties 

(C//NF) The seven individuals with the authority to approve 
queries also had the ability to conduct queries under the 
Order. Standard internal control practices require that key 
duties and responsibilities be divided among different people 
to reduce the risk of error and fraud. Although Program 
management concurred with the finding, it could not 
implement the recommendation due to staffing and 
operational needs. As an alternative, Program management 
agreed to develop a process to monitor independently the 
queries of the seven individuals. This action plan was 
contingent on the development of usable audit logs 
recommended above. 

(U I fFOUO) Corrective action has been completed for one of 
the three recommendations. 

(U I fFOUe) This report was sent to SSCI on 13 February 
2007 and HPSCI on 2 January 2008. 

(SIINF) Summary of OIG Oversight 2001·2006 
STELLARWIND Program Activities {ST·01-0011) 

(S/INF) On 20 December 2006, the OIG issued a report 
summarizing OIG's oversight of the STELLARWIND Program 
after five years of implementation. 

(U I lii'etffl') This report was sent to SSCI on 13 February 
2007 and HPSCI on 2 January 2008 and was redacted at the 
request of the White House. 

(TSHSIHNF) Assessment of Management Controls to 
Implement the FISC Order Authorizing NSA to Collect 
Information Using Pen Register and Trap and Trace 
Devices (ST-06-0020) 

(TS//SI//NF) OIG reported that the 
management collection, 
dissemination, and data security of electronic 
communications metadata and U.S. person information 
obtained under the FISC Order authorizing NSA to collect 
Internet metadata using PRITT devices were adequate and in 
several aspects exceeded the terms of the Order. Due to the 
risk associated with the processing of electronic 
communications metadata involving U.S. person information, 
additional controls were needed for processing and 
monitoring queries made against PRITT data, documenting 
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oversight activities, and providing annual refresher training 
on the terms of the Order. 

(U I IFeYG) Corrective action has been completed for two of 
the six recommendations. 

(UIIFSYQ)T 
andHPSCI o 

- . . . - . to SSCI 

{TSHSIIl•\'F) Domestic Selector Tasking Justification Review 
(ST-07-0017) 

(U I /1"000) The OIG conducted this review to determine 
whether tasking justification statements were supported with 
intelligence information consistent with sources cited in the 
justifications. The OIG identified some justifications 
containing errors, but there was no pattern of errors or 
exaggeration of facts or intentional misstatements. 

(UI /FOUO) This report was sent to SSCI on 28 January 2008 
and HPSCI on 28 January 2008. 

30 June 2008 (TS#SIIINF} Advisory Report on the Adequacy of 
STELLARWIND Decompartmentation Plans (ST-08-0018) 

(TS/{811/NF) At the request of the SID Program Manager for 
CT Special Projects, the OIG assessed the adequacy of NSA's 
plans to remove data from the STELLARWIND compartment, 
as authorized by the Director of National Intelligence. On 
30 June 2008, the OIG reported that NSA management had a 
solid foundation of planning for decompartmentation. In 
particular, the content, communication, and assignment of 
supporting plans were adequate to provide reasonable 
assurance of successfully removing data from the 
STELLARWIND compartment, while complying with laws and 
authorities. Management was also diligent in assessing the 
scope and complexity of this undertaking. Although the OIG 
made no formal recommendations, it suggested 
improvements to develop more detailed plans, set finn 
milestones, and establish a feedback system to ensure that 
plans were successfully implemented. 

(U I /FOUO} This report was not sent to SSCI or HPSCI. 
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(U) Presidential Notifications 

(TS//STVJI//SI//00/NF) Executive Orders 12333 and 12863 require intelligence 
agencies to report to the President, through the President's Intelligence Oversight 
Board, activities they have reason to believe may be unlawful or contrary to 
executive order or presidential directive. Knowing that Board members were not 
cleared, however, the NSA Director or Deputy Director reported the following 
violations of the Presidential Authorization and related authorities to the President 
through his Counsel, rather than through the Board. Each notification was 
approved if not actually drafted by OIG. Some of the notifications were not the 
subject of the OIG reviews or investigations discussed in Appendix E. 

(U) Date (U) Summary of Notification 

TOP SECRET#STLl'I#COMHVT#ORCONJ'l•lOFORN 
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(U} Date 

2 Aug 2005 

II 

APPROVED FOR PUBLIC RELEASE 

fFS/{STT:.W//81/{0C/NFJ, Although most of th~ 
was also properly acquire~ 

to statute, the dataflow was 
terminated immediately upon discovery. Also, because the 
improperly collected metadata had been forwarded to non­
STELLARW[ND databases, the Agency removed non-compliant 
metadata from all affected databases, including those in which 
STELLARWIND data is normally stored. 
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(U) Summary of Notification 

(TS//FYPT:.W//SI//OC/~ Dei:>Cribes 
authorized targeting of nr,,n,.rhr 

telephone numbers 

ST-09-0002 



TOP SECRETI/STI:WNHCSfCOMINT/fO~WS1Qf\9~~LEAsE 

ST-09-0002 

This page intentionally left blank. 

TOP Sl1CRETh'STLYW€0i'tffNT#ORCON/NOFORN 



I 

I 

I 

f I 

1 

TOP SECRETNSTlWl/HCS/COMINTffORCQ~ELEAsE 

ST-09-0002 

APPENDIXG 

(U) United States Signals Intelligence Directive 
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Procedures 



TOP SECRETI/STLVif/HCSJCOMINTHOR§Q~;Qfp~ELEAsE 

ST-09-0002 

This page intentionally left blank. 



TOP SECRETh'STLWHIICSICOMINTHORGQNAJQFQRMELEAsE 

S:I!ZC1t:li1' 

NATIONAL SECURITY AGENCY 
CENTRAL SECURITY SERVICE 

Fort George G .. MeadeJ Maryland 

UNITED STATES 

SfGf\JALS fB'JTELLJGEi\j(GE 

DIRECTIVE 

18 

27 July 1993 

INCLIJDES CI-L:.\NGES 1 and 2 

See Letter of Promulgation for lnstructlons on reproduction or release of this documen-. 

OPC: IJ2 
CLASSIFIED BY NSAiCSSM Hm-1! 
DECLASSIFY OU: ORIGif4ATitJ6 AGENCY 5 OETERMII~AIION REQUIRED 

Il.:\:SULE JHA COJ\HNT CIL\:NNELS ONLY 

SECRET 



TOP SEGRET#STL'IJHHGSICOMINTNOR~Qf~aEAsE 

This page intentionaHy left blank. 



~ -

l 
l 

TOP S!CR!TffSTLWf/HCSlCOMINT/fORQQM~ELEAsE 

SECRET 

NATIONAL SECURITY AGENCY 
CENTRAL SECURITY SERVICE 

Fort George G. Meade, Maryland 

27 July 1993 

UNlTED STATES SIGNALS INTELLIGENCE DIRECTIVE 

(USSID) 

18 

LEGAL COMPLIANCE AND MINIMIZATION 
PROCEDURES {FOUO) 

LETTER OF PROMULGAT~ON 

(U) This lJSSID prescribes policies at~d procedures and assigns resp-onslbllilies to ensure that the 
missions and functions of the United Staras SIGINT Sy$tem (lJSSS) are conducted in a ma"lf:ar thai 
s~feguards the constitutional rights ol U.S. persons. 
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otherwise, request appro'lal !rom DIRNSAJCHGSS hefore destroying ih!s USSIO. 

{FOUO) Release or axposur!} of this documern to contractors and cansu~tants without apprcvar rrorr'l 
the US SID Manager is prohit)it.:d, Jn;;truc:li::ons app!rcable to release cr exposure of USSID t•:> contractors and 
consultants rr'<W be found in USSID 19. 

(j;QIJO) Questions and comments ccnce~ou'd be addressed 10 the Oili<;e ol the 
General Counsel, NS/I.fCS$, NSTS 963-3121 o~ 
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LEGAL COMPLfANCE AND 
MINIMIZATION PROCEDURES (U) 

St;CTION 1 -PREFACE 

27 July 1993 

1.1. (U) The Fourth Amendment to the United Slates Constitution protecis all U.S. persons an!J'\ here 
in the world and all persons within the United Slates rrom unreasonable searches and seizures by any person 
or ager.cy actfng on behalf of the U.S. Govarnmenl. The Supreme Court has ruled that lha interc~plion ot 
electronic communications is a search and seizure within the rneanlng of the Fourth Amena·mer.t. It is 
therefor-e mandatory that signals intelligence (SIGINT) operations be condutied pursuant to prc·csdvtef1 
which meet tho:! reason<Jb:en-ass requirements of the Fourth Amendment. 

1.2. (U} In de(ermfning whether United srate.s SfGINT System (USSS) operations are "reasonc;bre." 
it is necessary to balance the U.S. Government's need for foreign intelligence info(mation and the privacy 
in!erests of person~ protected by the Fourth Amendmenl. Striking that balance has consumed mucn time 
and effort by all branches of tho!l United s:ates Governrnent. The rssurts of !hat elfQrt art) reflec:ed In the 
reterences listad in Section 2 below. Together. these refererlees require the minimization of U.S. person 
Information collected, processed, retained or disseminated by the USSS. Tha pwpose of this document is 
to implement these minimization requirements. 

1.3. (U) Severa~ themes rrJn throughout this USSID. The most important is !hat ;ntelligence operz.tions 
and the protection of constitu:ional rights are not incompalibte. It is not necessar; to deny legitimate !o:e~gn 
inlellfgence coltection or suppfess legitimate foreign intelligence information to pro~ect the Fc·Urth Arner.c:.ment 
rights of LJ.S. persons. 

L4. (U) i=inally, these minimiz<ttlon procedures implement the constitutional principia of 
"masonablenass• by giving difterent categories ol Individuals and entities different levels of protection, These 
levels range from the slrlngant prote<;tion accorded U.s. citrz..:ms and permanent resident aliens in the United 
States to p~ovislons relating to rorel~n diplomats in the U.S. Thsse differences re!lect 1e1 anoth~r main them~ 
of these procedures, that is, that the focus or all forei~n intelligence operations is on romion er.:ities and 
persons, 

SECT[ON 2- REFERENCES 

2,1. (U) Referer.ces 

a. 50 u.s.c. 1801. et seq .. Foreign Intelligence Surveillance Act (FISA) of I 978, Public Law 
No. 95·5tt. 

b. E:<eculiva Order 12333, ·•United Slatas lntelfigenee Activities." dated 4 D~c:crrlber 1931. 
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c. DoD Directive 5240. f, uActivitit3S ol DoD lntt!Uig~nce Components that Alfecl u.s. Persons, ·• 
dated 25 April1988. 

d. NSNCSS Directive No. 10..30, "Procedures Governing ACtivities or NSNCSS lhat Aiiect 
u.s. Parsons:• dated 20 Seprsmber 1990. 

SECTION 3- POLICY 

3.1. (U) The policy of !he USSS i$ lo TARGET or COLLECT only FOREIGN COMMUNICATIONS. • 
The USSS will not intentionally COLLECT communlca!ions to, from or about U.S. PERSONS or perscns or 
en1ities in the U.S. elCcept as set forth In tnfs USSIO. rr the USSS lnadllartenlly COLLECTS such 
comml,lnicaiions,lt will process. retain and disseminate them only in accordance wilh lhfs USSID. 

~ECTION 4- COLLECTION 

arc kno·,11n lobe to. rrom or abo1,1t a u.s. PEP.SO~· 
not be Intentionally intercepted, or $eleeted through the use 

""11''-""',-, Instances: 

a. With the app:oval or the United States Foreign lnlelligence Surv~lllance Cnurt under the 
conditrcns outlined in Anr.e.< A o! this USSID. 

b. WHh the ar::provaJ of ths Attorney G-aneral ol the United Stales, if: 

(1) Trle COLLECTION is directed against the following: 

(a) Com~ur.ications to cr from U.S. PERSONS outside the UNITED STATES. or 

(wherever located). 
(c) Communications •,·,•h!ch are not to or from but merery about U.S. PERSONS 

(2) The person fs <Jn AGcNr OF A FOREIGN POWER, and 

(3) Th~ purpo::e of the COLLECTION is to acquire significant FOREIGN INTELLIGE~ ICE 
itlfQrniaiion. 

c. With lhc approval o! :he 0Jrector, National Security AgencyiChief, Central Security Seric:~ 
{DIRNSA1CHCSS}, so long as the COLLECTION need not be approved by the Foreign ln!e!ligence 
SJsveil'ance Court or the Attorney General, ar.d 

(I) The person has CONSENTED to lhe COLLECTION by exettJ!In·:J one of tha 
CONSENT fDrms contained in ·"nne:;; H. or 
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• Capitali:l!ed word!i! fn S!!ctlons !3 through 9 arm defined tarms in Sectron 9. 

(2) The person is reasonably believed to be he!d captive by a FOREIGN POWER or gfolip 
engaged In INTERNATIONAL TERRORISM, or 

and the OIRNSNCHCSS has approved lhe COLLECTION In accordance with Annex 
I. or 

(4) The: CpLLECTION Is directed against between a U.S. 
PERSON in the UNITED STATES and a foreign entity outside th~ UNITED STATES, lha lARGEr i:r the 
foreign entity, anti the OIRNSNCHCSS has approved the COLLECTION In accordance wiih Anna>:!<, tJr 

{5) Technical devices (e 
timil ~cqulsltion by the USSS to comm 
communications used by lne TARGET 
tha COLLECTION is directed againsr 
communicalions with one COMMUNICANT 
isllll; 

(a) A non-U.S. PERSON located outsida the UN liED STATE. 

(b) 

(6) Copies of a_oprovals granted by lhe OIRNSNCHCSS under lhese- provisions will be 
reta ned in tha Office of General Counsel for revi.:w by the A;torn-ey Gcne;al. 

d. Emergency Situations. 

(l) In emergency siluatians, DIRNSAICHCSS may authorize the COLLECnON or 
information to, fm:n, or a.toul a U.S. PERSON who is o•Jtslde the UNITE;O STATES when s~curing tile prior 
approval of th~ Attorney Generat !s not practical because: 

(a} The time required to obialn such approval would result in the loss oC s~gr.iiicant 
FOREIGN INTELLIGENCE and •:,•auld cau$e substantial harm to th~ national sacuri:y. 

(b) A person's life or physical safety Is reasonably befiev~d :o be in /mmedi<!hJ 
danger. 

(c) Th-a physical security of a defense installation or government proparty ls 
reasonably believed to be in immediate danger. 

(2) In lhose cases where the DIRNSIVCHCSS authorizes emergenc1• COLLECTlON, 
except ror actions taken under paragraph d.{1 )(b} above. DIRNSA/CHCSS shall lind I hat thee~ is probable 
cause that the TAAGE;T rneets one {)f the following criteria: 

(a) A person•.vho, for ar on behalf or a FOREIGN POWER, is er;gagad in dar.d'estine 
intelligence activities (Including CO'Iert ac!ivities intended to af!ecllhe political or governmental pr<Jcess), 
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sabolaga, c;:.r INTERNATIONAL TERRORIST activitfes, or activities in preparation for INTERNATIONAL 
TERRORIST activities; or who conspires with, or knowingly aids and abets a person engaging ir. such 
ac!ivities. 

{b) A person who Is an ofticer or employee ol a FOREIGN POWER.. 

(c) A person unlawfully acting for, or pursuant to the di(ectlon of, a FOREIGN 
POWER. The msra fact that a person's activities may benefit or further the aims of a FOREIGN POWER is 
not enough to bring that persOC'ILJnder this subsection, a.bsent e'lide.nce that the person ls taking direction 
from, cr acting in knowing corrcert with, the F'OREIGN POWER. 

(d) A CORPORATION or other entity that is QWned or controlled directly or indirectly 
by a FOREIGN POWER. 

(e) A per .son in contact 'o'o'i!h, or acting In collaboration with, an intelligence or se curi~f 
serlice or a lort~ign power for the purpose of providing access to information or material ClassitieO: t y the 
United Sta:cs to which such persc-n has ac~ess. 

(Jl In all cases whe•e Emergency coll::ctlon is autnori4e<1, the following steps shait ba 

started. 
(a} The Geoaral CounseL will be notllied immediately that the COLLECTtOt-. has 

(b) The General Counsel will initiate Immediate eHorts to obtain Aaorney Ge;-Jeral 
<lp~rovalto con:ir.ue the cotlcction H .A.!tornt!:t G.;on.;ral approval Is not obtained within sev.:nty two hour~:. tr.e 
COLLECTION will b-e terminated. If the Mtorney General approves In·<! COLlECTION, it may con tim. a for 
lhe perfc-d specilied In the approval. 

e. Annual reports lrJ the AitornGy General are required lor COLLECTION conductad urtder 
paragraphs 4. t.c.(3) and (4). Responsible .anal}rt:c ofiices will provide such reports through the Deputy 
Dire.c:or tor Op-:!ta:ions (000) and the General Counsel to ihe DIRNSAlCHCSS for lransmitlal to the .-\ttcrrtey 
General by 31 January of each year. 

4.3. (U} tncldenlal AC')ulsith:m of u.s. PERSON Information. fnlormalion to, from or about U.S. 
PERSONS acquired Incidentally as a resul~ of COLlECTION directed against appropriate FORE!GN 
INTELLiGENCE TARGETS may be retaine-d and processed 111 accordance with Section 5 and Section ·3 of 
ihls USSID. 
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4A. (S GC~ Nonresldent Alien TARGETS Entering lhe UNITED STATES. 

a It th.e communications of a nonresident allen located abroad are being TARGETED and the 
USSS learns that th~ individual has entered the UNITED STATES, CdLLECTION may continue tor a period 
ot 12 hours provided that the DIANSAICHcss ls advised Immediately and: 

(1) Immediate efforts ara [nltiated to obtain Attorney General approval, or 

- (2) A determination [s made within the 72 hour period that 

b. If Altomey General appro•:tal is obtained. the COLLECTION may continue for the tength of 
time speciffed fn the approval. 

c. If itls determined 
al Lhe diSCretion of the nr.<>rM''"'::~I 

cl. 
hours. COLLECTION must be rt:Jrrnn'l~u<>r 
ob!ained, or th~ Individual leaves the UNITED 

COLLECTCON may continue 

Js not Qbtained within 72 
Attorney General approval is 

4.5. (€ GCO) U.S, PERSON TARGETS Entering the UNITED STATES. 

a. If communfca1ians ~o. from or ctbcut a U.S.. PERSON located outside the. UNITE> ST.UES 
are being COLLECTED under At1orne.y General approval described in Section. 4.l.b. abova, the 
COUECTION must stop when the USSS learns tl'latlhe ir.dividual has entered U1e UNITED STATES. 

b. Whlre the indivicfual is in the UNITED STATES. COLtECTION may be resumed onty w1tn the 
approval of H1~ United Sl<'les F'oraign Intelligence Surveillance cour1 as described rn Annex A. 

4.6. 
P!::RSON 
the 000 

otooo~;ars ror COLLECTION aga1nst u.s. 
must be submited' throt.:gh 

4.7. (O•OOffl Oirei:tion Finding. Use ol o1reclion finding solely to determine the location of a 
transmitter located culslde o! the UNITED STATES does not constilUte ELECTRONIC SURVEILLANCE or 
COLLEcnm-1 even if directed at transmitters b.slie•1ed to be used b~· U.S. PERSONS. UnJ•1ss COLLECTION 
oi thr3 communications is otherwise authorized und~r these procedures, lhe contents of communic.lllions to 
which a U.S. PERSON is a party monitQred In the course of diteo;tion finding may only be used to tdeo:ify the 
uar,smitter. 

4.$. {U) Distress Signals. Distress signals may ba intr~ntionaliy collected, prctessed. retained, ar.d 
dissominated without regard to the restrictia11s con!alnad in tnis USSID. 

4.9. (UI COMSEC Monitoring and Security Testing of Automated Information Sysrems. Monitoring 
for communicailons security purposes must be conducted with the consent of the person being monitored 
and in accordance with the procedures establisne-d in National Telecornmunicatiorts and Information Systems 
Secucity Dir.active 600, Communications Security (COMSEC) Monitoring, dated fO April i 990. Moil:to:il1g lor 
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communications securily· purposes is not governed by this USSID. Intrusive security testing to a3sess 
security vurnerabifflias in automated information systems likewise Is not governed by this USS!D. 

SECTION 5- PROCESSING 

5.1. (9 CCO) Use ol Selecilan Terms During Processing. 
When a SELECTION TERM is Intended to INTERCEPT a communication on the basis of the content of the 
communication, or because a communicatfon Is er.cipilered. rather than on the basis or the Identity of the 
COMMUNICANT or tM fact that the communication mentions a particular inciivldtJal, the following rules :;ipply: 

a. No SELECTION TERM that fs reasonably I 
ASON (wherever •n,.,ou:"m 

may be used unless therf:l 
will ba obtained by use of su·:h SELECTION TERM. 

b. No SElECTION TERM :hat has resulted in the INTERCEPTION of a slgnilicanl numb~r oi 
communications to or !rom such persons or entities may b13 used un:ess there is raason to br.liev.;, that 
FOREIGN INTELLIGENCE .,,·ill ba obtained. 

c. SELECTION TERMS that have resulted or ar~ rea$cnab[y likely to result ir. the 
INTERCEPTION of communlcatLCns to or from such persons or enli!ies shaH be designed to defeat, t J the 
grea:e$1 exter.t p;aciicable under the circum5tances, the INTERCEPTION of those ccmmunlcalions •t.•hlch 
do notcon!;tln FOREIGN I~JTt:LUGENCE_ 

5.2. (S GCO} Annual Review by 000. 

a .. A.Il SELECTION TERMS !hat are reasonl'lbly liKely to resullln the INTERCEPTION of 
ccrnmunk:atior.s to or !rem a U.S. PERSON or terms that hav~ resulted in the INTERCEPTION or a signifi;;ant 
nurnb~r of such communications shall be reviewed ar.nually by tM DOO or a desfgnee. 

b. T.1e purpose of the review shall be to determine whether there is reason to bell~ve that 
FOREIGN INTELUGENCE will ba obtained, or will contir~ue to b,; obtained, by the use of these SELECTION 
TERMS. 

c. A copy of the results or the revie•.v will be provided to the fnspectot General and the Gen:!ral 
Counsel. 

5.3. (C•CCO) Forwarding ot lnt9rcep:ed Material. FOREIGN COMMUNICATIONS collected by the 
IJSSS mayl'ltl forv..-arderl as lr.tercepled to NSA. int~rmea"iate processing facilhies. and collaborating cen~ers. 

5.4. (S GOO) Nonforafgn Communications. 

a. Communications between persons In !he UNITED STATES. Private radio communiC<ll ons 
solely oatween persons fn lht:l UNITED STATES fnaovertently imarcepted during the COLLECTION ol 
rOAEIGN COMMUNICATIONS will be promplly destroyed unless the Attorney General determines thai tha 
conten:s irdrcate a threat ol death or serious oodi,y harm to any person. 
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b. Communications between U.S. PERSONS. Communications sole£y between u.s. 
PERSONS will bs created. as fotlows: 

(1) Communications solely between U.S. PERSONS inaclverten!ly interc~ted during the 
COLLECTION of FOREIGN COMMUNICATIONS will be destroyed upon recognition, if t.;chn:cally possible. 
except as provided In paragraph 5.4.d. belOw. 

(2} Notwithstanding the pre~diog provlstan, cryptologic data (e.g., signal and 
encipherment information) and technical communications data (e.g., circult usaQe) may be extracted and 
retained from those communications if necessary to: 

(a) Establish or maintain lntercept, or 

(!J) Minimize unwanted Intercept, or 

(c) Support cryptolO•:;JiC operations related lo: FOREIGN COMMUNIC .. \TIONS. 

c. Communications Involving an Ohicer or Employee of the U.S. Government. 
Communica!ions to or from any officer or employee of tha U.S. Government, or an'/ state or local government, 
w~l not be rmenticnally intercepted. Inadvertent INTERCEPTIONS of such cammunicalfcns (including those 
between lorelgn TARGETS and U.S. officials) will be treated a.s Indicated in paragraphs 5.4.a. and b., above. 

d. exceptions: Nolwithstancing lhe provisions of paragraphs 5.4.b. and c., th,;~ 
DIANSAICHCSS may waive the destruction requirement for intemaiional communicalions containfng, Inter 
alia, the loilowlng types of Information: 

(1) Significant FOREIGN iNTELLiGENCE. or 

(2) Evidence of a crim.;! or threat of death or serious bodily harm !o any p~rson, cr 

(3) Anornalie$ that reveal a potential vulnerability to U.S. communications security. 
Communications for which the Attorney Gsneral or DIRNStVCHCSS's waiver is sought shculd be for.varded 
to NS.AJCSS, Attn: P02'. 

5-.5. (S CCO} Radfo Communications with a Termlnalln the UNITED STATES. 

a. Ail radio communications lhat pass over channels 'o'lith a terminC\t in ths UNITED STATES 
must be processed ihrougn a can:putar scan dict:Onar1 or similar dev:c~ untess those communicailons occur 
over channels used exclusively by a FOREIGN POWER. 

b. Intern 1 pass over channels W.lh a term!nal 
in tM UNITED STATES communications, may be processed 
without the use of a computer scan dictionary or Similar device if necessary to determine whether a channel 
contains communicatiMs ol- FOREIGN INTELUGENCE interest '.'.•hlch NSA may wlsl'lto .collect. Such 
processing may not exceed 1'.·.-o hours without the specl:ic prior written appro\•aJ of the DDO and. In any event. 
shall be limi~ed to the minimum amount of tima necessary to determine the nature of cornrnunicalions on the 
chanr~el and the amount of such communications tllat include FOREIGN INTELLIGENCE. Onc9 ii is 
dete-rmined that tM channel contains sufficient communications or FOREIGN INTELLIGENCE Interest to 
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warrant COLLECTION and axploitation to produce J=OAEIGN INI~WGENCE, a computer scan dictional)' 
or similar device must be usad for additional p(ocessing. 

c. Copies of all DDO written approvals made pur~uanl to S.S.b. must be provided [a the General 
Counsel and the Inspector General. 

SECTION 6- RETENTION 

6.1. (S GCO) Retention of Communications to, from or About U.S. PERSONS. 

a. Except as otherwise ptovided in. Artnex A, Appendix 1. Section 4. communications to, from 
or about U.S. PERSONS lhat are intercepted by lha USSS may be retained in their orlgfn~l or lransc,;he<f 
form only as tallows: 

( 1} Uncnciphereo communications no! thought to contain secret meaning rnay be reta'ned 
fer liv~ 'fe-ars unfes.-. the DDO determines in ·.witir.g that rcteroticn fer a :ongar period Is requirt!ld to respond 
to authorized FOREIGN !NTELL!GEMCE reqlJir;monls. 

(2) Communications necessary to maintain technical d'ata bases for cr;ptanafytlc or traffic 
analytic {lllrposes may be retained for a period suf11cient to allow a thorough e:<ploitaliori and to permit access 
l•::l dala 1na1 ar·3, or are reasonably believed hksly to beccme, relevant to a current or future FOREiGN 
INTELLIGENCE requirement. sufficient durallon ma:t vary 'Nith the nature of lhEt exp!oltat!cn and may consist 
of any period of time du:tr.g which the technical data base is subject to, or of use rn. cryptanalysis. If a U.S. 
PERSON'S iden:it'IIS not necessary to ma'nlaimng technical d~ta bases, it should be deleted or repla·::ed by 
a generic term when practicable. 

b. Communications whict1 could be disseminated under Section 7, be!ow (i.e., without 
eliminalfon or referenc•JS to u.s. PERSONS} may be retained In their original or transcribed form. 

6-.2. (8-CCot ,1\ccess. Access to raw traffic storage systems which contain ldentilfes of U.S. 
PERSONS must be limited to SIGINI production r::ersonnel. 

SECTION 7- DISSEMINATION 

7 .1. (C•CCO) Focus of SIGH'·IT Reports. All SIGINT reports will be written so as :o focus solely on 
th•3 act1V1tles of foreign e:r.:itles and persons ar.d th.?ir ag:~nts. Except as provided in Sect!on 7.2 .. FOREIGN 
INTELLIGENCE i~lormation concerning U.S. PERSONS must be disseminated in a manner which dces not 
identify the U.S. PERSON. Generic or general terms oc phrases must be substituted for the identity (e.g., 
··u.s. f!rrn·• for the specific nama of a U.S. COf:IPORATION or ~u.s. PERSON" Cor the specific nama or a U.S. 
PER SON). F1les containing !he identifies of U.S. persons deleted from SIGINT reports will be maintained for 
a ma.drnum period oi o11e year and any requests from SIGINT customers for such identities should be referred 
to P02. 

7.2. (C COO~ Dissemination of U.S. PERSON Identities. SIGINT reports may rnclude the 
identificati~n or <1 U.S. PERSON only if one olthe !ollowing concilUons is met and a determ:Oa~ion Is made 
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by the appropriate approval authanly lhat tha.recipient has a need fot the identity for the performance of his 
official dulies: 

a. The U.S. PERSON has CONSENTED to !he cfrsseminalion of communicat1ons of, or about, 
him or her and has executed the CONSENT foliil. found In Annex H of this USSID, or 

b. The- information fs PUBLICLY AVAILABLE {i.e., the rnformatlon is derived from uncfassifiea 
Information av<~irable to the general public}, or 

c. TM Identity of tha U.S. PERSON Is necessary to unders!and the FOREIGN IN1ELLfGENCE 
Information c1r assess its importance. Tl'le following nonexclusive list contains examples of lhe typa ol 
inforrn<Ition that meet this standard: 

(1) FOREIGN POWER or AGENT OF A FOREIGN POWER. Tna Information Indicates 
that the U.S. PERSON is a FOREIGN POWER or an AGENT OF A FOREIGN POWER. 

(2) Unaulhorized Disc!osure of Classified lnforma;ion. Tna Information indicates that ihe 
U.S. PERSON may be engag-ed in tM ur1a.uthorized dfsclosure of classified Information. 

(3) International Narcotics Activity. The lnrormatfon Indicates that the Individual may ba 
engaged In International narcotics lralfickin!J aclivities. (See Annex J of th'is USSID for rurther lntorma:ion 
concerning Individuals invotved In lmemat1onal narcotics trafficking). 

(4) Criminal Activity. The information is evidence thallhe individual may be involvt:d ;n a 
crime that has been, is being, or I$ about to be committed, provided that the dissemination is ior ~aw 
enforcement purposes. 

(5) lntelli!;enca TARGET. Tha Information indicates that lha U.S. PERSON may be rh~ 
TARGEf of hostiiP. in!elligenc~ activities of a FOREIGN POWER. 

(6) Threat to Safety. The information indicates that tM identity of thg U.S. PERSON is 
pertinent to a possible lhtflat to :ha safety of ar1y (.h~llson or organization, inchming those who are TARGETS. 
victims or hostag~s of INTERNATIONAl TERAORfST organiz.atioi'lS. Reporting units $hall idanti:y to P02 
any report containing the ioentity of a U.S. PERSON reported ur:der this subsec;lon (6). Field repor1fng to 
P02 should be in the form of a CRITrCOMM message (001 X.b.O) and includ~ lhe report dat~-Ume-group 
(DTG), product serial number and I he reason lor ir.cluslon of the U.S. PERSON'S identity. 

m Senior Executive Brar.cll Officials. Th~ iden~ty is that of a senior oliic;ia! of the executive 
Branch or tlla u.s. GovernrnerH. In this case only !Ill~ official's ti-ile will ba diss-Jminated. Domestic po~t:Gai 
or personal intormaHon on such {ndivldu.;~ls •.viii be neither disseminated nor retained. 

7.3-. (C•COO) Approval Authorities. Approval aulhorities for the release of identities of U.S. persans 
under Sect1on 7 are as follows: 

a. DIRNSNCHCSS. DIRNSNCHCSS must approve dissemination oF; 

(1) The identities of any senator, congressman, officsr. cr gmpioy!!e of the LegislaLive 
Branch of the U.S. Government. 
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b. Ffafd Units and NSA Headquarters Elements. r'\11 SIGINT production organizations are 
aumo:ized to disserninate tha identilies of U.S. PERSONS Whl1n: 

(1) The fdentily Is pertinent to the safely of any person or organization. 

(2) The identity is that of a senior official of the Executive Branch. 

(3) The U.s. PERSON has CONSENTED under paragraph 7.2.a. above. 

c. DOD and Designees. 

( 1) In all other c.qses, u.s. PERSON identities may ba releasetl oniy with the prfor appmval 
of the Deputy Director tor Opefations, the Assis!ant Deputy Director for Operations. the Chfer, P02, lhe 
De putt Chief. P02, or, In their absence, the Senior Operations Oiiicer of the Nalicnal S!GINT Operat:ons 
G-enter. The DCO cr ADDO shall reviE:•.v all U.S. :a·emit:·~s raleased by these designees as soon as praci:cable 
aile:- tht! release is mada. 

(1) For law eniorcernent purposes involving narcotics related information, DIRNSA has 
granted to the DOO authority lo disseminaie U.S. identities. This authority may not be rurth~r delegat&d. 

7.4. (U) Privileged Cornmunications and Criminal Activity. All proposed disseminations of 
information consti:uting U.S. PERSON pri•Jtleged communications (e.g .. a:tomey/cllent, doctor/patient) and 
a:t •nrormmion concernir.g criminal activities or criminal or judicial proceedings in the UNITED STATES must 
be re.'.'i~:.wed by the Office of Gener~l Counsel prior !o dissemination. 

7.5. tU) Improper Di.ssemir.aiion. lltila name of a U.S. PERSON is improperly disseminated, th9 
incident should be reporte.j to P0-2 Within 2•1 hours or d;s~overy of the error. 

SECTION a -RESPONSIBILITIES 

6.1. lU) lnspe·:::lor General. 
The ln.spec:or General sh311: 

a. Concluct r~gular inspections and parforrn gen~ral oversighi or NSNCSS activities to ensura 
cornplianc.o; with tt:is USSID. 

b. Establish proced~r.as fer reponf:lg by Key Com~onent and Field Chiefs of their activities. and' 
praCtiC:?-S for o·~erslgl!: purpn~es. 

;;. Repor1 to the DIRNSA.ICHCSS. annuall:t by 3 t October, concerning NSA/CSS compiiar.ce 
wilh :his. USSID. 

'-'· Report quarierl:t with the DIRNSA/CHCSS and General Counsel to lila Presid-ant's 
lnt~llig-a!1cs Ovi;rsight Board through !he Assistant to lha Secre:ary of Defense {Intelligence Ov-arsight). 
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a. Provide legal advice and assistance to an elements of the USSS regarding SIGINT ac:iviUes. 
Requests for legal advice on any aspect of th-shou d e sent by CRITICOMM to DOl XDI, or 
by NSAlCSS secure telephone 963-3121, or 

b. Prepare and process all applications for Foreign lntelllgence SurJeillance Court orders and 
requests for Attorney General approvals required by these procedures. 

c. Advise the Inspector General in Inspections and oversight or usss a~tlvities. 

d. fleview an'-' assess for legal Implications as requested by the D!RNSA/CHCSS, Deputy 
Oi(ector, Inspector General or Kay Components Chief, all new major requirements and Internally generatad 
USSS activities. 

e. Ac;Msa USSS personnel of new !eg!sla!IQn and case !aw that may affect usss missions. 
n.:nctions, operations. acl[vilie$, Qr practices. 

I. Report as required to the Al1omey General and lh& Pms1dent's Intelligence Oversight Board. 
and provide copies or such reports to !h~ DIRNSNCHCSS and affected agency e!emeots. 

g. Process requesfs from any DoO fnteUigenca component for authority :o use signals ::\S 
described in Procedure 5, Part 5, at DoD 5240.1-R, for periods In excess of 90 days in tha development. tast, 
or calibration of ELECTRONIC SURVEILLANCE equipment and otner equfpmtmt that can interct;!pt 
communicallons. 

8.3. (U) Deputy Director for Operations (DDO). 
The DDO shalf: 

a. Et'!sur9 that aiG SIG!NT prcdt.:ctl-on perscnr.el understand and maintain a high degree a! 
a,wareness and sensitfvHy to the requirements. of this. USSIO. 

b. Apply lhil provfslons of !his USSID 10 air SIG!NT prod'uct!on activities. tn~ D!JO staff fecal 
pain; for USSlD 18 matters Is P02 (use CRITJCOMM DOl XAO). 

c. Conduct nacessary revf~N~s of SIGINT production acti'tities and practices to ensure 
consistency with this USSIO_ 

d. Ensure !haf all naw ma!cr requiren-ents levied on the USSS or intl1rnaljy generated act1v:ties 
are considered ror reviEIV-' by the Genaral Couns~L All activities that raise questions of law or th~ r.mlper 
interpretation of this USSID must be reviewed by the General Cauns~l prior to acceptance or execution. 

8.4. (U) AU Elements of the USSS. All elements ol t!"'e USSS shnn: 

a. Implement this directive upcm roaceipl. 

b. ~repare new procedures or amend or supplement exfsting procedures as r~qulr~d to ensure 
adherence to !his USSID. A copy ot such procedures shall i:le forwarded to NSNCSS, .~~n: F02. 
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c. Immediately Inform the DDO of any tasking or in$truclrons that appear to require actlc ns at 
•tariance with lhis USSID. 

d. Promptly report to the NSA Inspector General and c<lnsult w~h the NSA General Counsel 
on all activities I hal may raise a question of compliance with this USSJO. 

SeCTION 9- DEFINITIONS 

9.1. (S CCO) AGENT OF A FOR!::IGN POWER means: 

a. Any person, other than a U.S. PERSON, who: 

{1) Acts in the UNITED STATES as an officer or emplcyee of a FOREIGN POWER, .;r as 
a memjar cia group engaged In INTERNAl"IO~JAL TE~AORISM or ac!ivities in preparation 1herefor; or 

(2) Acts for. or on behalf or, a FOREIGN ?OWER that engages In clande.5tlna lntemg 3nce 
acti\·ities :n the- UNITED Sl'ATES contrary t() the interasts of the lJNITEO STATES. when the circumsta 1cas 
of such person's pres~nce in the UNITED STATES indicate that such psrson may engage in such acti\ ·ities 
in the UNITED STATES. or when such person knowingly aids or abets any person In the conduct of 3uch 
activiries ot j(nawingly conspires with <lOY person to engage In such activities; or 

b. Any person, including a U.S. PERSON, who: 

(1) 1\nowir.gly engag~ in clllndestina fntelligance gatlleting activities tor, or on bel)aif ot 
a FOREIGN POWER, Vthich activitia::; frwoive, or may Involve, a viplaHon of the criminal stalutes o· the. 
UNITED STATES; or 

(2) Pursuant to the direction of an intelligence ser\•ice or network of a FOF)EIGN POWER. 
knowing:y eng:.JgP.s in any other clande~tine inlel!lg\lnce aclivilies for, or on behalf of, sutil FORE!GN 
POWER. which act.viliss involve or a(a about to lnvo!ve, a violation of the criminal statutes or the UNITED 
STATES; or 

(3) t<nowingly engages in sabotage or INTERNATIONAL TERRORISM, or activities that 
am in preparatmn therefor, for or on behalf of a FOREIGN fl'OINER; or 

(4) Knowit1gly aids or abets any j::er~on inlhc conciu{;t of aclivitle$ described in paragrc.phs 
9.1.b.{1) thro~.;gh {3) or knowingly conspires Wtlll any r.erson to ~ngage in thosa activities. 

c. For alt purposes other rhan rha conduct of ELECTRONIC SURVE!Ll.ANCE as defined by 
the Foraign ln;el!igence. Sur1eillance Act (see Anne.l( .o\}, the phrase ",-\GENT OF A FOREIGN POWER" .~so 
m~ans any pee son. Including U.S. PERSONS outside the UNITED STAT~S, who are oflicers or employees 
of a FOREIGN POWER. ar who act unlawfully for or pursu<!nt to the direction of a FOREIGN PO'NEF, or 
•,·,·M are in contact with cr acting in corlaboralion vlith an inieUigence or security service of a FORE GN 
POWER for tile purpose of providing access to inlormatlon or material classilied by the UNITED STA"="ES 
Government and to which the person has or has had access. The mere I act that a person's ?.ctivi!les nay 
t:enefi! or fl.jrther the alms of a FOREfGN POWER is not enough to bring that person under this pravls·cn, 
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absel'tt evidence that the parson is taking direction kom or acting in knowing cdncert with a FOREIGN 
POWER. 

~2. ~ COLLECTION means fn!entional tasking or SELECTION of identified nonpublic 
communications for suosequent processing aimed at reporting ot retenUon as"' me record. 

9.3, {U) COMMUNICANT means a sender or tntended recipient of a communication. 

9.4. (lJ) COMMUNICATIONS ABOUT A U.S. PERSON are those in which the U.S. PERSmJ is 
Identified in the communication. A U.s. PERSON is ldsnliifed w~en the person's nama, unique titre, address, 
or other personal Identifier Is revealed in the communication in the context of activities condu~ted by that 
person or activitie$ conducted by others and. related to that person. A mere n;ference to a pro<fuct by trand 
name or manufacturer's name, e.g .• "Boefr.g 707' is not an identification of a U.s. person. 

9.5. (U) CONSENT. for SIGINT purP1)ses, m-eans an a~reemenl by a pers~n or organization to p~rmil 
the USSS to lake partlcu!ar actions that affect tha person or crganlzalfon • . L\n agreement by an orgf!ni7:alion 
•.vith the National Sec;urity Ager.cy to permil COL.LECTION af information shall be deemed vaJ1d CONqENT 
if £ilven on behalf of suth organization by an oHic;:ial or governing bGdy determrned by tht7 General Counsel, 
N~Uiortal Security Agf!ncy, to havs actual or apparent authority to ma.l<e such an agreemertl. 

9.6. (U) CORPORATIONS, for purposes of this USSIO. are entitles legally r~ognized as separate 
from the persons who formed, own, or run them. CORPORATIONS have the nationality of the nation stat·~ 
unc;!er whose laws :hey were formed. Thus, CORPORATIONS ·ncorpotated under UNITED STATES ledera:r 
or ~tnre law are U.S. PERSONS. 

!H. (Ul ELECTRONIC SURVEilLANCE rneam;: 

a. In tl1e case or an electron!c commur.ica:ion, tile acqul$llfan or a nonpubllc: communicatio;' 
by el$c!ronic means without :he CONSENT ol a perscrt who fs a party to lhe communication. 

b. In the case or a nonelectronic communication, the acquisition of a non public communication 
by efectmnic rneans without :he CONSENT ol a person wt1o is vis:bly pn:sent at the place or commun1c:J::Ion. 

c. Toe term ELECTRONIC SURVEILLANCE does nol in~luC:e !he use of radio direction fir.ding 
equipment solely to detartnine the loca~ian- of a tra11srn itter. 

9.8. "iGJ- FOREIGN COMMUNICATION means a communication t11at has at least ons 
COMMUNICANT outside ot the UNITED STATES, or that is emirely amor.g FOREIGN PO'NERS or between 
a FOREIGN POWER a,'ld on!cials of a FOREIGN POVVER, but does not tnclude cornmunicaiions int~rc:e!)terl 
by ELECTRONIC SURVEILLANCE directed at premises In tl'lll UNI!ED STATES used predominanlf'/ for 
residential purP,oses. 

9.9. tU) FOREIGN INTHLIGENCE means information relating to the capablriti~s. rntentlons. and 
activities of FOREIGN POWERS. organizations, or persons, and for purposes of this USSIO lnc!udas noih 
positive FOREIGN INTElliGENCE and caumerint~llig~nce. 

9.10. (U) FOREIGN POWER means: 
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a. A foreign government or any component thereof, whether cr not recognized by the UNITED 

b. A tacrlon of q foreign nation or nations, not substantially composed of UNITED STHES 
PERSONS, 

c. An entity that fs openly acknowledged by a foreign government or governments t•) be 
ciracted ar.d controlled by such foreign government or governments, 

d. A group engaged In INTERNATIONAl TERRORISM or activities fn pteparallon tnerei.Jr, 

e. A foreign-based political ofgal11zation, not substantially composed ot UNITED STATES 
PERSONS, or 

I. lm entity that is directed and r::ontrol!ed by a rorelgn gcvernment or governments. 

9.11. (U) INTERCEPTION means the acquisition by ;he USSS through electronic means Jf a 
nonpub;ic communicaticn to which it is not an lnter.ded party, and the prqces.sing of U::e ccntents of lMt 
communicallcn into an intelligible fcrm, but does not include the display of signals on visual display de•1 ices 
Intended to permil the examination at !he technic~! characterlst!cs of tha signals without reference 10 tha 
rnlormat1on cement cauied by the signal. 

9.12. (U) INTERN1\TICNAL TERRORISM means activities tha,t 

a. lnvnl•1e violent acts or ae1.s dangerous to human li!a that ara a 'Jiolation of the crfrninallsws 
oi t:'le UN! lED STATES or of any State, or tilat v.oou:d be a criminal v:clallon if committed wilhi;\ the jurisdiction 
C·i the UNITED STATES or any Sta!a. and 

b. A~pear to iJe.lnt~nct:d: 

{l) to in:imidate or coerc'3 a civilian population, 

(2) lG influence the policy o~ a govasnment by intimidation or coercion, or 

(3) to affect tr.e conduct ol a gav~roment by assassinaticn or kidnapping. and 

c. Occur totally ot,llsids the UNITED STATES, or transcend national bOllndarles in terms of {ho!l 
means by which they are accomprished, th~ person3 they appear intended lo coarca or lntimidare, or the 
locafe in which their perperratoro operate or seek as~lum. 

9. 13. (U) PUBLICLY :\VAILABLE INFORMATION means information !hat has bE?~n publishec or 
broad' cast lor g,:neral public consumption, rs av~rlable O:l request to a m!!mber of the g~neralpublic, has b ~en 
seen or heard by a casual obseNer, or is made available at a me~ting open to the general public. 

means the 
telaphona number •• 

tfle purpose cf :dentif; ing 
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9.15, -4Cf. SElECTION TERM means the composite or individual cerms u$t;Jd to eHect or defear 
SELECTION of part[curar communications for tile purpose or INTERCEPTION. It comprises the entire term 
or series of terms so used, but not any segregable term contained therein. II apPlies to calh electronic and 
manual processing. 

9.16. (U) TARGET, OR TARGETING: See COLLECTION. 

9. t7. {U) UNITED ST.A.TES, when used geographically, incrudes the 50 stares and the Dislricr of 
Columbja, Puerto RfcQo, Guam, Arnerican Samoa. the U.S. Virgin [slands. the Northern Mariana Islands, :;r:d 
any other territory or possession over which tho UNITED STATES exercises sovereignty. 

9.18. -t6f-W,IITED STATES PERSON: 

a. J\ citizen at the UNITED ST.~TES, 

b. An atien la·ufully admiued for p.gtmanent rcsld'enc·~ in the UNI'rEo STATES, 

c. Unincorporat.;!d groups and assccia;ions a substantial number or the members of ..... t,ich 
C:Qnslltuta a. or b. above, or 

d. CORPORATIONS it.corporated In the UNITEO STATES, including U.S. fl<tg 
nongo'lernmental aircraft or vessels. but nut including !hcse entlties which are openly acknowtedgec by e 
foreign government or governments to b"! directed and corHrolled by them. 

e. The following guidelines apply In determinictg whether a person is a U.S. PERSON: 

(1) A 1=erscn known ll) pe currentty in lhe Ur.it~d States will be treated as a U.S. PERSON 
unless; that person is reasonab:y ldenlili~d GiS an alien who has not been admitted for p:;!rmanen< r~sidem;~ 
or if tne nature of the person's r::ommurrications or other lnd:cia i11 the con:ents or clrcums!ances of sud) 
communications give rise to a reasonable b~1it;! that such person Is fl<'lt a U.S. PERSON. 

{2} 1\ pers¢n known lQ be currt!ntly outside the UNITED STATES, cr whose lc-cation is r.ot 
known, will not bfl treated as a U.S. PERSON unless such person fs reasonai}ly identified as :~uch or tile 
na:ure of the perso11's communications or other Indicia in illt; contents or circumstances of such 
communications give rise to a reasonabre belie! that such perscnls a U.S. PERSON. 

(3} A person kno•.vrt to b~ an a!fen admitted for permanent cesidence may be assun-:ed to 
h<l'IO lost status as a U.S. PERSON il the p'<!rson Jea•tes U1e UNITED STATES and i! is known tr.-at the p~rson: 
lS not ir1 corr.pliance with the administr<itive lormal;!ies pravicle<f by law (8 U.S.C. SecUQn 1203} that Mablo} 
such persons to reenter the l)NIT~D STATES without regatd to the provisions ollaw ;hat would otner .... isg 
restrict an alien's enll"tlnlo lhe UNITED STATES. Tila failuc13 to follow the staMory procedures provi jes a 
reasonable basis to concrude Ina! such al·en has abandoned any intention or maintaining; status as a 
parmanenl resident alien. 

(4) An unrncorporated associalion whose headquarters are located outside !he: UNtiED 
ST.o\TES may be presumed not to b~ a U.S. PERSON unless the USSS has Information ind!cating :h~3 a 
substantial number of members are citizens or the UNITED STATES tr aliens lawfully adrnitted for perm~nent 
raside~cQ, 
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(5) CORPORATIONS have the nationaiity of the nallon-state in which they are 
lncorpcrated. CORPORATIONS formed under tJ..S. federal or state raw are thus U.S. petson!i, even 1f the 
corporals stock Is foreign-owned. lW, only exception set forth abQ'/1} is CORPOR.o\TJONS which are openly 
acknowledged to be directed ar.d controlled by foreign govarnrnents. Corwersefy, CORPORATIONS 
incorporated rn foreign countries are not U.S. PERSONS even if that COAPORA110N Is a subs;diary of a 
U.S. CORPORATION. 

{o) NongovernMental ships and aircraft are regal entilfas and have the nationality of :he 
ccuntr11n which they are regist~red. Ships ar.d aircraft lly lha fla!J and are subfect to the law of their f:lace 
of registration. 
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'fOP 3ECRE'I'//~'ILW//~I//O~CON/MOE'O~N 

-(SiN¥}. REVIEW OF THE PARTICIPATION OF THE 
OFFICE OF THE DIRECTOR OF NATIONAL INTELLIGENCE 

IN THE PRESIDENT'S SURVEILLANCE PROGRAM 

(U) EXECUTIVE SUMMARY 

(TS/tS'fLW//SD'lOCfl(F) The Office of Inspector General (OIG), Office of the 
Director of National Intelligence (ODNI), was one of five Intelligence Community 
Inspectors General that conducted a review of their agency's participation in the 
President's Surveillance Program (hereafter "the Program"), a top secret National 
Security Agency (NSA) electronic surveillance activity undertaken at the direction of the 
President. The Program became operational on October 4, 2001, three weeks after the 
deadly terrorist attacks of September 11,2001. The review examined the ODNI's 
involvement in the Program from the period beginning with the stand-up of the ODNI in 
April2005 through the termination of the Program in January 2007. 

(TSJ,tSTLW//Sf/fOCfNfi') The ODNI's primary role in the Program was the 
preparation of the threat assessments that summarized the at Qaeda terrorist threat to the 
United States and were used to support the periodic reauthorization of the Program. That 
role began in April2005, shortly after the ODNI stand-up and contemporaneous with the 
arrival of General Michael Hayden as the first Principal Deputy Director of National 
Intelligence (PDDNI). Prior to his ODNI appointment, Hayden was Director ofNSA. 
In April2005, ODNI personnel in the National Counterterrorism Center (NCTC) began 
to prepare the first of 12 Program threat assessments. In coordination with the 
Department of Justice (DOJ), then Director of National Intelligence (DNI) John 
Negroponte or PDDNI Hayden approved 12 ODNI-prepared threat assessments over an 
18-month period. Once approved by the DNI or PDDNI, the Program threat assessments 
were reviewed and approved by the Secretary of Defense, and were subsequently used by 
DOJ, NSA, and White House personnel in support ofthe Program reauthorization. In 
addition to the preparation of the threat assessments, we found that NCTC used Program 
. fi t' . d . lyt' 1 d t th t di t 'b t d t . IC I 

IIIU I I I • .It ~1: 

(TS/fSTLW//SflfOCflW) During the review, we made several related fmdings 
and observations. We learned that the ODNI usage of Program-derived information in 
ODNI intelligence products was consistent with the standard rules and procedures for 
handling NSA intelligence. We learned that ODNI personnel were not involved in 
nominating specific targets for c While ODNI personnel 
were identified as having contac regarding the 
Program, we found that those communications were limited in frequency and scope. We 
also found that the ODNI intelligence oversight components - the Civil Liberties 
Protection Officer (CLPO), Office of General Counsel (OGC), and the OIG --had little 
involvement in oversight of the Program and had limited opportunity to participate in 
Program oversight due to delays in ODNI oversight personnel being granted access to the 

TOP SEGRBT//STLW//SI / /OR:COll/!iOFOR:tf 2 

= - =- ===,, 'Ct r:::. ,:::: n , • ., , ga !!5I '2\ P'Ft n , 



218 

APPROVED FOR PUBLIC RELEASE 

TOIP' SIECRIE'fUS'flWHHCS>JCOM~~fHORCO~/~OfOIR~ 

TOP SECRB'i'//S'PU'f//SI/ /ORCOli/HOE'ORU 

Program and temporary resource limitations attendant to the stand-up ofthe ODNl. 
Finally, we found that the 2008 amendments to Executive Order 12333 and the current 
ODNI staffing levels provide the ODNI oversight components with sufficient resources 
and authority to fulfill their current oversight responsibilities, assuming timely 
notification. 

II. (U) INTRODUCTION 

(TS//STLW/JSf/IOC/NF) The Foreign Intelligence Surveillance Act Amendments 
Act of2008, Pub L. No. 110-261, 122 Stat. 2438 (hereafter "FISA Amendments Act") 
required the IGs of the DOJ, ODNI, NSA, Department of Defenses (DOD), and any other 
element of the intelligence community that participated in the President's Surveillance 
Program to conduct a comprehensive review of the Program.' The FISA Amendments 
Act defmed the "President's Surveillance Program" as the "intelligence activity involving 
communications authorized by the President during the period beginning on September 
11,2001, and ending on January 17,2007, including the program referred to by the 
President in a radio address on December 17, 2005." In response to this tasking, the lGs 
of the following five agencies were identified as having a role in Program review: DOJ, 
ODNI, NSA, DOD, and the Central Intelligence Agency {CIA). 

(SN~W) The participating IGs organized the review in a marmer where each OIG 
conducted a review of its own agency's involvement in the Program. CIA IG John 
Helgerson was initially designated by the IGs to coordinate the review and oversee the 
preparation of an interim report due within 60 days after the enactment of the Act, and a 
later final report due not later than 1 year after the enactment of the Act. 2 Because of IG 
Helgerson's recent retirement, DOJ IG Glenn Fine was selected to coordinate the 
preparation of the fmal report. This report contains the results ofthe ODNI OIG review. 

ffi. (U) SCOPE AND METHODOLOGY 

(TS//STLW/f8Y/O~IF) We sought to identifY the role of the ODNI in 
implementing the Program beginning with the stand-up of the ODNI in April2005 
tlu-ough the Program's termination in January 2007. This review examined the: 

A. Role of the ODNI and its component the National Counterterrorism Center 
{NCTC) in drafting and coordinating the threat assessments that supported the 
periodic reauthorization of the Program; 

1 (S/ftoiF) The Progrdm is also known within the fntelligencc Community by the cover term STELLAR WIND. 
The Program is a Top Secret/Sensitive Compartmented fnformation (SCI) program. 

2 (U) The participating IGs submitted an interim report, dated September 10, 2008, to the Chairman and Ranking 
member of the Senate Select Committee on Intelligence (SSCI) and a revised interim report, dated November 24, 2008, 
to the Chairman and Ranking member of the House of Representatives Permanent Select Committee on Intelligence 
(HPSCI). 
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B. NCTC's use ofProgram infonnation to support counterterrorism analysis; 

C. NCTC's role in identifying Program targets and tasking Program collection; 

D. 

F. Role of the ODNI in providing compliance oversight of the Program. 

(TS//STLWI/St'/Qc,q..W) During the review, we interviewed 23 current or 
former ODNI officials and employees involved in the Program. The ODNI personnel we 
interviewed were cooperative and helpful. Our interviews included the following ODNI 
senior officials: 

John Negroponte, former Director of National Intelligence 
Michael McConnell, former Director of National Intelligence 
Michael V. Hayden, former Principal Deputy Director of National Intelligence 
Ronald Burgess, former Acting Principal Deputy Director of National Intelligence 
David R. Shedd, Deputy Director ofNational Intelligence for 

Policy, Plans, and Requirements 
Alexander W. Joel, Civil Liberties Protection Officer 
Edward Maguire, former Inspector General 
Benjamin Powell, former General Counsel 
Corin Stone, Deputy General Counsel and Acting General Counsel 
Joel Brenner, former National Counterintelligence Executive3 

John Scott Redd, former NCTC Director 
Michael Leiter, NCTC Director 

(!i;/~W) In addition to the interviews noted above, we reviewed Program-related 
documents made available by the NSA OIG, the DOJ OIG, and the ODNI OGC. 

IV. (U) DISCUSSION OF FINDINGS 

(TS//STLVl!/Sfi/OC/Nif) The following discussion contains our findings 
regarding the topics identified above. First, we briefly describe the terrorist attacks of 
September 11, 2001, and the initial government response to the attacks, including the 
authorization of the President's Surveillance Program. Next, we discuss the ODNI and 
NCTC role in implementing the Program. Finally, we set forth our conclusions and 
observations. 

A. (U) Initial Response by the President and Congress 
to the Terrorist Attacks of September 11, 2001 

(U) The devastating al Qaeda terrorist attacks against the United States quickly 
triggered an unprecedented military and intelligence community response to protect the 

3 (U) Brenner was the NSA Inspector General before joining the ODN£. 
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country from additional attacks. The following quote describes the initial terrorist attacks 
and the intended al Qaeda goal to deliver a decapitating strike against our political 
institutions. 

(U) On September 1 L, 2001, the al Qaeda terrorist network launched a set of 
coordinated attacks along the East Coast ofthe United States. Four commercial 
airliners, each carefully selected to be fully loaded with jet fuel for a 
transcontinental flight, were hijacked by al Qaeda operatives. Two of the jetliners 
were targeted at the Nation's financial center in New York and were deliberately 
flown into the Twin Towers of the World Trade Center. The third was targeted at 
the headquarters of the Nation's Armed Forces, the Pentagon. The fourth was 
apparently headed toward Washington, D.C., when passengers struggled with the 
hijackers and the plane crashed in Shanksville, Pennsylvania. The intended target 
of this fourth jetliner was evidently the White House or the Capitol, strongly 
suggesting that its intended mission was to strike a decapitation blow on the 
Government of the United States- to kill the President, the Vice President, or 
Members of Congress. The attacks of September 1 L th resulted in approximately 
3,000 deaths -the highest single-day death toll from hostile foreign attacks in the 
Nation's history.4 

(U) On September 14, 2001, in response to the attacks, the President issued a 
Declaration of National Emergency by Reason of Certain Terrorist Attacks stating that 
"(a) national emergency exists by reason ofthe terrorist attacks at the World Trade 
Center, New York, New York, and the Pentagon, and continuing immediate threat of 
further attacks on the United States."5 

(U) On September 18, 2001, by an overwhelming majority in both the Senate 
and House ofRepresentatives, a joint resolution was passed that authorized the use of 
United States military force against those responsible for the terrorist attacks launched 
against the United States. The joint resolution, also known as the Authorization for Use 
of Military Force (AUMF), is often cited by White House and DOJ officials as one ofthe 
principal legal authorities upon which the Program is based. In relevant part, the AUMF 
provides:6 

(a) IN GENERAL- That the President is authorized to use all 
necessary and appropriate force against those nations, 
organizations, or persons he determines planned, authorized, 
committed or aided the terrorist attacks that occurred on September 
11, 200 1, or harbored such organization or persons, in order to 

4 (U) This summary of the events of September II, 2001, was prepared by DOJ personnel and is set forth in the 
unclassified DOJ "White Paper" entitled Legal Authorities Supporting the Activities of the National Security Agency 
Described by the President, dated January 19, 2006. 

s (U) Proclamation 7463, 66 Fed. Reg. No. 181, September L4, 2001. 

5 (U) Amhorizotionfor Use of Military Force, Section 2(a), Pub. L. No. 170-40, 115 Slat. 224, September 18,2001. 
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prevent any future acts of international terrorism against the United 
States by such nations, organizations or persons. 

(TS/fSTL\W/SflfOCfNF) On October 4, 200 l, three days before the start of overt 
military action against the al Qaeda and Taliban terrorist camps, the President authorized 
the Secretary ofDefense to implement the President's Surveillance Program.7 The 
Program, a closely held top-secret NSA electronic surveillance project, authorized the 
Secretary of Defense to employ within the United States the capabilities of the DOD, 
including but not limited to the signals intelligence capabilities of the NSA, to collect 
international terrorism-related foreign intelligence information under certain specified 
circumstances. Each Program reauthorization was supported by a written threat 
assessment, approved by a senior Intelligence Community official, that described the 
threat of a terrorist attack against the United States. 

(U) On October 7, 200 l, in a national television broadcast, the President 
announced the start of military operations against al Qaeda and Taliban terrorist camps in 
Afghanistan. 8 

(TS//STLWHSfi/OCfNF) On April22, 2005, the ODNI began operations as the 
newest member of the Intelligence Community. The ODNI was created, in part, in 
response to the findings of the Independent National Commission on Terrorist Attacks 
Upon the United States (hereafter 9/11 Commission) that recommended the creation of a 
national "Director ofNational Intelligence" to oversee and coordinate the planning, 
policy, and budgets of the Intelligence Community.9 In late April2005, ODNI personnel 
began to prepare the threat assessments used in the periodic reauthorization ofthe 
Program. In June 2005, ODNI officials began to approve the threat assessments. 

B. (TS//STLW//Sif/0€/NF) ODNI Role in Preparing Threat Assessments 
in Support of the Program Reauthorizations 

('fS//SR!vV/fSffi{)Cfl<ff) Prior to the ODNI's involvement in the Program, the 
Program was periodically reauthorized approximately every 30 to 45 days pursuant to a 
reauthorization process overseen by DOJ, NSA, and White House personnel. Each 
reauthorization relied, in part, on a written threat assessment approved by a senior 
Intelligence Community official that described the current threat of a terrorist attack 
against the United States and contained the approving official's recommendation 
regarding the need to reauthorize the Program. Before the ODNI's involvement in the 

7 (l=S/.I&TbW/tsL'/0~11"3 The NSA materials we reviewed identified October 4, 200 I, as the date of the first Program 
authorization. 

8 (U) The CNN.com webpage article entitled President announces opening of a/lack, dated, October 7, 200 I, provides 
a sununary of the President's announcement and describes !he national television broadcast. 

9 (U) While the Intelligence Rl!jorm and Terrorism Prevemion Act of Z004 (IRTPA) that created the ODNI was 
signed by the President on December 17, 2004, the actual ODNI stand-up occurred months later. The official ODNI 
history, A Brief History of tire ODNI 's Founding. sets April22, 2005, as the date when the ODN£ commenced 
operations. 
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Program, every threat assessment prepared by the Intelligence Community in support of 
the Program reauthorization identified the threat of a terrorist attack against the United 
States and recommended that the Program be reauthorized. Accordingly, the Program 
was regularly reauthorized during the approximately 3-year period prior to the 
involvement of the ODNI. During that period, the Director of Central Intelligence or his 
designee approved 31 threat assessments in support of the reauthorization of the Program. 

(T5tl:S'fLWIISf!IOCY+W) In reviewing the circumstances that led to the decision 
to transfer responsibility for preparing the Program threat assessments to the ODNI, we 
found that the ODNI does not have identifiable records regarding that decision. Senior 
ODNI officials involved wilh the Program told us that after the merger of the Terrorist 
Threat Integration Center (TfiC) into the NCTC, and the later incorporation ofNCTC 
into the ODNI, it made sense for the ODNI to take responsibility for preparing the 
Program threat assessments as both TTIC and NCTC previously handled that task. 
Former PDDNI Hayden told us that the primary reason that the ODNI become involved 
in the Program was the statutory creation of the new DNI position as the senior 
Intelligence Community advisor to the President. When Ambassador Negroponte was 
confirmed as the first DNI, Hayden and other senior intelligence officials believed that 
DNI Negroponte, as the President's new senior intelligence advisor, should make the 
Intelligence Community's recommendation to the President regarding the need to renew 
the Program. Hayden commented that the new DNI's involvement in this important 
intelligence program enhanced the DNI's role as the leader of the Intelligence 
Community and gave immediate credibility to the ODNI as a new intelligence agency. 

(TS/lSTLW//Sf!IOG'NF) Once the ODNI became involved in the Program, the 
preparation and approval of the threat assessments became the ODNI's primary Program 
role.10 Beginning in April2005, and continuing at about 30 to 45 day intervals until the 
Program's termination in January 2007, ODNI personnel prepared and approved 12 
written threat assessments in support of the periodic reauthorization of the Program. We 
found that the ODNI threat assessments were drafted by experienced NCTC personnel 
who prepared the documents following an established DOJ format used in earlier 
Program reauthorizations. NCTC analysts prepared the threat assessments in a 
memorandum format, usually 12 to 14 pages in length. Senior ODNI and NCTC officials 
told us that each threat assessment was intended to set forth the ODNI's view regarding 
the cutTent threat of anal Qaeda attack against the United States and to provide the DNI's 
recommendation whether to continue the Program. NCTC personnel involved in 
preparing the threat assessments told us that the danger of a terrorist attack described in 
the threat assessments was sobering and "scary," resulting in the threat assessments 
becoming Imown by ODNI and Intelligence Community personnel involved in the 
Program as the "scary memos." 

10 (TSffS"fL'IlllSIIIOCfUF) The joint interim report prepared by the participating IGs notified congressional 
oversight committees that the review would examine the CONI's involvement in preparing "threat assessments and 
legal certifications" submitted in support of the Program. Because we did not identify any ODNI officials executing a 
legal certification, we treated our review of the legal certifications to be the same as the review of the threat 
assessments. The Attorney General made legal certifications in support of the Program that are addressed in the DOJ 
OIGrcport. 
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(TS//STLWI/SlJIOC~W) During interviews, ODNI personnel said they were 
aware that the threat assessments were relied upon by DOJ and the White House as the 
basis for continuing the Program and further understood that if a threat assessment 
identified a threat against the United States, the Program was likely to be reauthorized. 
NCTC analysts also said that on a less frequent basis they prepared a related document 
that set forth a list of al Qaeda-affiliated groups that they understood were targets of the 
Program Both the threat assessments and the less frequent list ofal Qaeda-affiliated 
groups underwent the same ODNI approval process. 

(TS/JSTI),Jli/.SJJ/OCLNB) We examined the ODNI process for preparing the 
Program documents, particularly the threat assessments, and found that the documents 
were drafted by experienced NCTC analysts under the supervision of the NCTC Director 
and his management staff, who were ultimately responsible for the accuracy of the 
information in the documents. We determined that the ODNI threat assessments were 
prepared using evaluated intelligence infonnation chosen from a wide-variety of 
Intelligence Community sources. ODNI personnel told us that during the period when 
the ODNI prepared the threat assessments, the Intelligence Community had access to 
fully evaluated intelligence that readily supported the ODNI assessments that al Qaeda 
terrorists remained a significant threat to the United States. 

(TSILSUWUSI.l/OCLNE) Once the ODNI threat assessments were approved 
within NCTC and by the NCTC Director, the documents were forwarded through an 
established approval chain to senior ODNI personnel who independently satisfied 
themselves that the documents were accurate, properly prepared, and in the appropriate 
format. Throughout the ODNI preparation and approval process, the threat assessments 
were also subject to varying degrees of review and comment by DOJ and OGC attorneys, 
including then General Counsel Benjamin Powell and Deputy General Counsel Carin 
Stone. Powell said his review of the threat assessments was not a legal review, but was 
focused on spotting issues that might merit fi.trther review or analysis. Powell said he 
relied on DOJ to conduct the legal review. Once the draft threat assessments were 
subjected to this systematic and multi-layered management and legal review, the 
documents were provided to the DNI or PDDNI for consideration and, if appropriate, 
approval. Overall, we found the process used by the ODNI to prepare and obtain 
approval of the threat assessments was straightforward, reasonable, and consistent with 
the preparation of other documents requiring DNI or PDDNI approval. 

(TS/fSTLV/}}SI//OrnW) Negroponte told us that because of time-sensitive 
issues present in 2005 relating to the ongoing ODNI start-up as a new agency and other 
Intelligence Community matters requiring his attention, he tasked his deputy, then 
PDDNI Hayden, to oversee the ODNI approval of the threat assessments and related 
documents. Negroponte told us that when making this decision, he was aware of 
Hayden's prior experience with the Program during Hayden's earlier assignment as 
Director ofNSA. In June 2005, shortly after his arrival at ODNI, Hayden received and 
approved the first ODNI threat assessment. Hayden later approved the next six ODNI 
threat assessments. After Hayden left the ODNI in May 2006 to become Director of 
CIA, Negroponte approved the next five ODNI threat assessments, including a December 
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2006 threat assessment used in the final reauthorization of the Program. In total, 
Negroponte and Hayden agproved 12 ODNI threat assessments prepared in support of the 
Program reauthorizations. 1 

('fSii8TLW17'5I1fCC/N'F) In discussing the ODNI process used to prepare and 
approve the threat assessments, Negroponte told us he was "extremely satisfied" with the 
quality and content of the threat assessments provided for his approval. He did not recall 
any inaccuracies or problems relating to preparation of the ODNI threat assessments. 
Negroponte said the al Qaeda threat information described in the Program threat 
assessments was consistent with the terrorism threat information found in The President's 
Daily Briefing and other senior-level Intelligence Community products he had read. 
Hayden had a similar view. Negroponte and Hayden separately told us that when they 
approved the threat assessments, credible intelligence was readily available to the 
Intelligence Community that demonstrated the ongoing and dangerous al Qaeda terrorist 
threat to the United States. Similarly, Negroponte and Hayden each told us that the 
nature and scope of the al Qaeda terrorist threat to the United States was well 
documented and easily supported the ODNI threat assessments used in the Program 
reauthorizations. 

(TS/ISTL'li//ST:IIOCfWii') Because of questions raised in the media about the 
legal basis for the Program, we asked the ODNI personnel involved in the preparation or 
approval of the threat assessments about their concerns, if any, regarding the legal basis 
for the Program. We found that ODNI personnel involved in the Program generally 
understood that the Program had been in operation for several years and was approved by 
senior Intelligence Community and DOJ officials. During our interviews, ODNI officials 
told us they were satisfied with the legal basis for the Program, primarily because of their 
knowledge that the Attorney General and senior DOJ attorneys had personally approved 
the Program and remained directly involved in the Program reauthorization process. We 
did not identify any ODNI personnel who believed that the program was unlawful. 

(TS//STLWI/SI//OCINF) Former ODNI General Counsel Powell told us that after 
his Program briefings in early 2006, he had questions regarding the DOJ description of 
the legal authority for the Program but lacked the time to conduct his own legal review of 
the issue given the many time-sensitive ODNI legal issues that required his attention. 
Powell said he understood the rationale ofDOJ's legal opinion that the Program was 
lawful and described the DOJ opinion as a "deeply complex issue" with "legal 
scholarship on both sides." Powell said he recognized that he was a latecomer to a 
complex legal issue that was previously and continuously approved by DOJ, personally 
supported by the Attorney General, and was being transitioned to judicial oversight- an 
idea he strongly supported. Powell said he relied on the DOJ legal opinion regarding the 
Program and directed his efforts to supporting the Program's transition to judicial 
oversight under traditional FISA, the 2007 Protect America Act, and the subsequent FISA 
Amendments Act of2008. 

11 {TS//STLW//SJhiQ~IP') The DNI and PDDNI together approved 12 of the 43 threat assessments used in support 
of the Program reauthorizations. CIA officials approved the other 31 threat assessments. 
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(TS//STVNI/Sl//OC~W) Negroponte recalled having regular contact with senior 
NSA and DOJ officials who raised no legal concerns to him about the Program. He said 
he remembered attending a Program-related meeting that included members of the FISA 
Court who did not raise any legal concerns to him about the authority for the Program 
and seemed generally supportive of the Program. Negroponte also recalled attending 
meetings in which the Program was briefed to congressional leadership who not did raise 
legal concerns to him. Overall, the direct involvement of DOJ and other senior 
Intelligence Community officials in the Program resulted in Negroponte and other ODNI 
personnel having few, if any, concerns about the legal basis for the Program. 

C. (1'8/lS'fLWNSII/OCJNF) NCTC Use of Program Information to Support 
Counterterrorism Analysis 

(TSI/STLWf/SltfOCfUF) The Program information was closely held within the 
ODNI and was made available to no more than 15 NCTC analysts for review and, if 
appropriate, use in preparing NCTC analytical products.12 Generally, the NCTC analysts 
approved for access rf'r.l~lvf•n 

NCTC analysts told us they received training regarding proper 
handling ofNSA intelligence. They said they handled the NSA intelligence, including 
Program information, consistent with the standard rules and procedures for handling NSA 
intelligence information, including the minimization of U.S. person identities. 

-H,~~b¥o~twbJt~l4- Hayden told us that during his tenure as Director of 
much information as ossible to the 

-+ffif+FT~Wf:ffi!HeiEI:INFr During our review, NCTC analysts told us they often 
them was derived from the rrcnm1m. 
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On those occasions when the NCTC analysts 
knew that a particular NSA intelligence product was derived from the Program, the 
analysts said they reviewed the Program information in the same manner as other NSA 
intelligence products and, if appropriate, incorporated the Program information into 
analytical products being prepared for the DNI and other senior intelligence officials. 
They identified the President's Terrorism Threat Report and the Senior Executive 
Terrorism Report as examples of the types of finished intelligence products that would, at 
times, contain Program information. 

(TSIISTilN//SIIIOCfNF) NCTC analysts with Program access said they had 
broad access to a wide variety of high quality and fully evaluated terrorism related 
intelligence. In particular, NCTC analysts told us that by virtue of their NCTC 
assigrunents, they had access to some of the most sensitive and valuable terrorism 
intelligence available to the Intelligence Community. NCTC analysts characterized the 
Program information as being a useful tool, but also noted that the Program information 
was only one of several valuable sources of information available to them from numerous 
collection sources and methods. During interviews, NCTC analysts and other ODNI 
personnel described the Program information as "one tool in the tool box," "one arrow in 
the quiver," or in other similar phrases to connote that the Program information was not 
of greater value than other sources of intelligence. The NCTC analysts we interviewed 
said they could not identify specific examples where the Program information provided 
what they considered time-sensitive or actionable intelligence, but they 

analysts uniformly told us that during 
the period when NCTC prepared the threat assessment memoranda, the intelligence 
demonstrating the al Qaeda threat to the United States was overwhelming and readily 
available to the Intelligence Community. 

(TS/+STIJN#~I.l/OctNE) When asked about the value of the Program, Hayden 
said "without the Program as a skirmish line you wouldn't know what you don't know." 
He explained that by using the Program to look at a "quadrant of communications" the 
Intelligence Community was able to assess the threat arising from those communications, 
which allowed Intelligence Community leaders to make valuable judgments regarding the 
allocation of national security resources. He said looking at the terrorist threat in this 
manner was similar to soldiers on a combat patrol who look in all directions for the threat 
and assign resources based on what they learn. Hayden said that NSA General Counsel 
Vito Potenza often described the Program as an "early warning system" for terrorist 
threats, which Hayden thought was an accumte description of the Program. Hayden told 
us the Program was extreme da , ,.- ... - ... - -. ,- ......... .. 
terrorist attack. Hayden cite I 
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E. (TS//STLWh'SIIIOCINF} No NCTC Role i11 Identifying Program Targets 
and Tasking Collection 

(TS/lSTLWI/Sl//OCiNf<) We did not identify any information that indicated that 
ODNI or NCTC personnel were involved in identifying or nominating targets for 
collection within the Program. ODNI personnel told us that ODNI and NCTC are non­
operational elements of the Intelligence Community and were not involved in nominating 
targets for Program collection. 

F. (S/NF) ODNI Oversight of the Program 

(TS//STLW//~11/0~W) We examined the role of the ODNI oversight 
components-- CLPO, OIG, and OGC -- in providing compliance oversight for the 
Program We found that while the Program was subject to oversight by the NSA OIG, 
the ODNI oversight components had a limited role in providing oversight for the 
Program. During the review, we learned that within the first year of the Program, then 
NSA Director Hayden obtained White House approval allowing the NSA IG and 
designated NSA OIG officials to be read into the Program to provide compliance 
oversight for the Program. In furtherance of the NSA oversight program, the NSA IG 
provided compliance reports and briefings to the NSA Director, NSA General Counsel, 
and cleared White House pers01mel, including the Counsel to the President. 16 

(TSNSTLW/ISfNOC/Nf) In reviewing the ODNI oversight role regarding the 
Program, we found that the ODNI oversight components had limited involvement in 
oversight of the Program. We found that the opportunity for the ODNI to participate in 
Program oversight was limited by the fact that ODNT oversight personnel were not 

16 (SI~lF) According to the General Counsel to the President's fntelligence Oversight Board (IOB), the IOB members 
and staff were not read into the Program and did not receive compliance reports from the NSA !G. 
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granted timely access to the Program by the White House personnel responsible for 
approving access. In addition, we found that the newly formed ODNI oversight offices 
were in varying stages of agency stand-up and lacked the necessary experienced staff and 
resources to effectively participate in oversight of the Program. 

(TS//8TLW/1Sfh'001ffi') For example, General Counsel Powell received 
Program access after his arrival in January 2006, but his predecessor, then Acting 
General Counsel Corin Stone, was not read into the Program until a few days before 
Powell in January 2006, several months after the Program became operational within 
ODNI and only after she had read about the Program in a December 2005 newspaper 
artic!e. 17 Similarly, CLPO Alexander Joel, who is responsible for reviewing the privacy 
and civil liberties implications of intelligence activities, requested but did not receive 
Program access until October 2006, shortly before the Program terminated. 18 Joel told us 
that Negroponte and Hayden supported his request for Program access, but White House 
staff delayed approval for several months. Joel said that while waiting for approval of his 
Program access, Hayden gave him some insight about the Program that did not require 
the disclosure of compartmented infonnation. Joel found this information helpful in 
planning his later review. Finally, then ODNI Inspector General Edward Maguire and 
his oversight staff did not obtain Program access until 2008, long after the Program had 
tenninated. 19 

('fSf/S'fL'N/fSfi/OffiW) Once read into the Program, Powell and Joel were 
provided with reasonable access to NSA compliance reports and briefings relating to the 
NSA OIG oversight program. Powell told us that he was satisfied that the NSA IG 
provided a reasonable degree of Program oversight. Similarly, Joel said he believed that 
he had received full disclosure regarding the NSA oversight program and found the NSA 
oversight effort to be reasonable. 

(TS/ISTLW/,lSJJ/OC~JF) We also learned that the members of the President's 
Privacy and Civil Liberties Oversight Board (PCLOB) reviewed the Program, in part, in 
association with Joel. 20 The PCLOB review was contemporaneous with Joel's review 

17 (U/~ Powell was appointed General Counsel in January 2006 and served in that position as a recess 
appointment until his Senate confirmation in April2006. Prior 10 his appointment, Powell was an Associate Counsel to 
the President and Special Assistant to the President where he worked on initiatives related to the fntelligence 
Community. However, Powell was not read into the Program while serving at the White House. 

18 (U/~ Joel is the Civil Liberties Protection Officer (CLPO) with the responsibility for ensuring that the 
protection of privacy and civil liberties is incorporated in the policies and procedures of the Intelligence Community. 
The CLPO responsibilities arc set forth in the Section I 03d of Intelligence Refonn and Te1rorism Prevention Act of 
1004. 

19 (S/~lf) While OIG personnel were not read into the Program until 2008, OIG officials were alerted to the existence 
of the NSA collection program through a December 2005 newspaper report. Shortly after that report, the NSA lG told 
ODN[ OlG officials that the NSA 010 was conducting oversight of that NSA program. PDDN£ Hayden also told !G 
Maguire that the NSA program was subject to NSA OIG oversight. 

20 (U) The PCLOB was created by the fntelltgence Refomr and TeiTOrism Prevention Act of2004 (IRTPA), which 
requires the Board to "ensure that concerns with respect to privacy and civil liberties are appropriately considered in the 
implementation oflaws, regulations, and executive branch policies related to efforts to protect the Nation against 
terrorism (P.L. 108-458, 2004). 
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and resulted in an independent and generally favorable finding regarding the NSA 
implementation of the Program. After the PCLOB review, a PCLOB board member 
published an editorial article, in part, quoted below, that summarized his observations 
regarding the NSA effort in implementing the Program. 

There were times, including when the Board was "read into" and given 
complete access to the operation of the Terrorist Surveillance Program that 
I wondered whether the individuals doing this difficult job on behalf of all 
of us were not being too careful, too concerned, about going over the 
privacy and liberties lines - so concerned, with so many internal checks 
and balances, that they could miss catching or preventing the bad guys 
from another attack. And I remember walking out of these briefing 
sessions in some dark and super-secret agency with the thought: I wish the 
American people could meet these people and observe what they are 
doing.21 

(S/fNF) In sum, the ODNI oversight components had limited and belated 
involvement in the oversight of the Program However, once read into the Program, 
Powell and Joel determined that the Program was subject to reasonable oversight by the 
NSA OIG. Moreover, the initial White House delay in granting ODNI oversight 
personnel access to the Program occurred prior to the 2008 revision to Executive Order 
(EO) 12333, which expressly grants ODNI oversight components broad access to any 
information necessary to performing their oversight duties. In particular, EO 12333 
provides in relevant part that: 

Section 1.6 Heads of Elements of the Intelligence Community. The heads 
of elements of the fntelligence Community shall: 

(h) Ensure that the inspectors general, general counsels, and agency 
officials responsible for privacy and civil liberties protection for their 
respective organizations have access to any information or intelligence 
necessary to perform their duties. 

(TSHSTLVf//Sf//OCIMF) EO 12333, as amended, clarifies and strengthens the 
ODNI's ability to provide compliance oversight. In light of the recent change to EO 
12333, and with current staffing, we believe that ODNI's oversight components have 
sufficient resources and authority to perform their responsibilities to conduct oversight of 
closely held intelligence activities, assuming timely notification. 

21 (U) The quote is taken from a May 5, 2007, article by former PCLOB member Lanny Davis, entitled, u/Yhy I 
Resigned From The President's Privacy and Civil Liberties Oversight Board- And Where We Go From Here. "The 
article was published on wcbpage ofThe Huffington Post, www.hufiinglonpost.com. 

':FOP SBCRE'f'//S'f'Uil/S I //ORCOH/NOF0Rt4 l5 

TOP SECRETh'STLWHHCSJCOMINTHORCON.'NOFOR~ 



I 
,_ 

APPROVED FOR PUBLIC RELEASE 

101P SIEtCRET/l$'fl"I)VHIHICS>lCOM~INFlFHOIRCOINIJIN!OIFORINJ 

TOP ggcRl!::T//gTlW//SI//GRC:GN/WOi'O~W 

V. (U) CONCLUSION 

(TSI/STLW//Sfi/OCfN'F) We found that the ODNI's primary role in the Program 
was the preparation of 12 ODNI threat assessments approved by the DNI or PDDNI for 
use in the Program reauthorizations. The ODNI-prepared threat assessments set forth the 
ODNI's view regarding the existing threat of an al Qaeda terrorist attack against the 
United States and provided the DNI's recommendation regarding the need to reauthorize 
the Program. We found that the ODNI threat assessments were drafted by experienced 
NCTC personnel under the supervision of knowledgeable NCTC supervisors. We noted 
that the threat assessments were subject to review by OGC and DOJ attorneys before 
approval. Additionally, we found that the process used by the ODNI to prepare and 
obtain approval of the threat assessments was straightforward, reasonable, and consistent 
with the preparation of other documents requiring DNI approval. Overall, we found the 
ODNI process for the preparation and approval of the threat assessments was responsible 
and effective. 

(TS/tSTI .. WhlSIIIOCA>fF) We also found that the ODNI oversight components 
played a limited role in oversight of the Program. The limited ODNI oversight role was 
due to delays in obtaining Program access for ODNI oversight personnel and to 
temporary resource limitations related to the stand-up of the agency. However, we 
believe that the 2008 amendments to EO 12333 and improved staffing levels provide the 
ODNI oversight components with sufficient resources and authority to fulfill their current 
oversight responsibilities, assuming timely notification. 
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CHAPTER ONE 
INTRODUCTION (U) 

On October 4, 2001, three weeks after the terrorist attacks of 
September 11, 2001,' the President issued a Top Secret Presidential 
Authorization to the Secretary of Defense directing that the signals 
intelligence capabilities of the National Security Agency (NSA) be used to 
detect and prevent further attacks in the United States. The Presidential 
Authorization stated that an extraordinary emergency existed permitting the 
use of eiectronic surveillance within the United States for counterterrorism 
purposes, without a court order, under certain circumstances. For over 6 
years, this Presidential Authorization was renewed at approximately 30 to 
45 day intervals to authorize the highly classified NSA surveillance program, 
which was given the cover term "Stellar Wind."1 (TS//STLVl//61//0C/NF) 

Under these Presidential Authorizations and subsequently obtained 
Foreign Intelligence Surveillance Court (FISA Court) orders, the NSA 
intercepted the content of intemational telephone and e-mail 
communications of both U.S. and non-U.S. persons when certain criteria 
were met. In addition, the NSA collected vast amounts of telephony and 
e-mail meta data- that is, communications signaling information showing 
contacts between and among telephone numbers t 

!:!,_ .... ,,~~F. the contents of the communications. 

Within the Department of Justice (Department or Justice Department) 
and the Intelligence Community, the different types of information collected 
under the NSA program came to be referred to as three different "baskets" of 
information. The collection of the content of telephone and e-mail 

1 This program is also known as the President's Surveillance Program (PSP). In 
Title III of the Foreign Intelligence Surveillance Act Amendments Act of 2008 (FISA 
Amendments Act), the President's Surveillance Program is defmed as 

the intelligence activity involving communications that was authorized by the 
President during the period beginning on September 11, 2001, and ending 
on January 17, 2007, including the program referred to by the President in a 
radio address on December 17, 2005 (commonly known as the Terrorist 
Surveillance Program). 

FISA Amendments Act, Title III, Sec. 301(a)(3). (U) 
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communications was referred to as basket 1. The collection of telephone 
meta data- including information on the date, time, and duration of the 
telephone call, the telephone number of the caller, and the number receiving 
the call- was referred to as basket 2. The collection of e-mail meta data­
including the "to," "from," "cc," "bee," and "senf' lines of an e-mail, but not 
the "subject" line or content of the e-mail - was referred to as basket 3. 
(TS I 

1STL'TT I 
181 I 'OC 'NF) 

The content and meta data information was used by the NSA, working 
· · to · 

U.S. telephone numbers 
... - ...... a ...... addresses "tipped" to the FBI as leads, the vast 

majority of which were disseminated to FBI field offices for investigation or 
other action. Some Stellar Wind-derived information also was disseminated 
to the larger Intelligence Community through traditional intelligence 
reporting channels. 3 (Tg/ / gTUV/ / g{/ / OC/ NF) 

In addition to the FBI's receipt of information from the program, the 
Justice Department was involved in the program in other ways. Most 
significantly, the Department's Office of Legal Counsel (OLC) provided advice 
to the White House and the Attorney General on the overall legality of the 
Stellar Wind program. In addition, the Department's Office of Intelligence 
Policy and Review (now called the Office of Intelligence in the Department's 
National Security Division) worked with the FBI and NSA to justify the 
inclusion of Stellar Wind-derived information in applications seeking orders 
under the Foreign Intelligence Surveillance Act (FISA), and when unable to 
do so, to exclude such information from the applications. The Department's 
National Security Division (NSD) also submitted classified ex parte legal 
filings in federal courts to address any Stellar Wind reporting concerning 
defendants during discovery in intemational terrorism prosecutions. 
(TS 1 1 81'LVir 1 'SI 1 'QC 'NF) rr•n rr 1 

Beginning in December 2005, aspects of the Stellar Wind program 
were publicly disclosed in media reports, originally in a series of articles by 
The New York Times. Mter these articles disclosed the telephone and e-mail 
content collection (basket 1), the President, Attorney General Alberto 
Gonzales, and other Administration officials publicly confrrmed the 

3 The larger Intelligence Community also includes components within other 
Departments, such as the Departments of Homeland Security, Treasury, Defense, and 
State. (U) 
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existence of this part of the program. However, the other aspects of the 
program - the collection of telephone and e-mail meta data- have not been 
publicly confirmed. r:r~//~TV.V//~1//0C/NF) 

The President and other Administration officials labeled the NSA 
collection of information that was publicly disclosed as "the Terrorist 
Surveillance Program," although this name was sometimes used within the 
Intelligence Community to refer to the entire Stellar Wind program. The 
program was also referred to by other names, such as the "Warrantless 
Wiretapping Program" or the "NSA Surveillance Program." As discussed 
above, the technical name for the program, and the term we generally use 
throughout this report, is the Stellar Wind program. 4 (8/ /NF) 

This report describes the Office of the Inspector General's (OIG) review 
of the Department's role in the Stellar Wind program. Our review discusses 
the evolution of the Stellar Wind program, including the changes in the 
Department's legal analyses of the program, the operational changes to the 
program, and the eventual transition of the program from presidential 
authority to statutory authority under FISA. The report also assesses the 
FBI's use of information derived from the Stellar Wind program, including 
the impact of the information in FBI counterterrorism investigations. 
(TS 1 18TL·w 1 'sr' 'Oc 'NF) I I .r7 f T I I 

I. Methodology of OIG Review (U) 

During the course of this review, the OIG conducted approximately 80 
interviews. Among the individuals we interviewed were former White House 
Counsel and Attorney General Gonzales; former Deputy Attorney General 
James Corney; former NSA Director Michael Hayden; FBI Director Robert 
Mueller, III; former Counsel for Intelligence Policy James Baker; former 
Assistant Attorneys General for OLC Jay Bybee and Jack Goldsmith; former 
Principal Deputy and Acting Assistant Attorney General for OLC Steven 
Bradbuzy; former Deputy Assistant Attorney General for OLC and Associate 
Deputy Attorney General Patrick Philbin; and former Assistant Attorneys 
General for the NSD Kenneth Wainstein and Patrick Rowan. We also 
interviewed senior FBI Counterterrorism Division officials, the FBI General 
Counsel and other FBI attorneys, FBI special agents and intelligence 
analysts, and senior officials in the Department's Criminal and National 
Security Divisions.s (U) 

4 Stellar Wind is classified as a Top Secret/Sensitive Compartmented Information 
program. (8//l'IF) 

s Although the FBI is a component of the Department of Justice, references in this 
report to Department officials generally mean non-FBI Department officials, This 

(Cont'd.) 
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We attempted to interview former Attorney General John Ashcroft, but 
he declined our request for an interview. (U) 

In addition, we attempted to interview former Deputy Assistant 
Attorney General for OLC John Yoo, who drafted the early legal memoranda 
supporting the legality of the Stellar Wind program. Yoo, through his 
counsel, declined our request for an interview. (TS//81//NF) 

We also attempted to interview White House officials regarding the 
program, including Andrew Card, former Chief of Staff to President George 
W. Bush. We made our request for an interview of Card both directly to 
Card and through the Office of the Counsel to the President (White House 
Counsel's Office). Card did not grant our request for an interview. 
Similarly, we attempted to interview David Addington, former Counsel to 
Vice President Richard B. Cheney. We contacted the Office of the Vice 
President, but that office did not respond to our reque&t for an interview of 
Addington. (U) 

We believe that we were able to obtain a full picture of the evolution of 
the program and the theories supporting its legality. However, the refusal 
by White House officials, former Attorney General Ashcroft, and former 
Deputy Assistant Attorney General Yoo to be interviewed hampered our 
ability to fully investigate the process by which the White House and the 
Justice Department arrived at the initial legal rationale to support the 
program. In addition, because of our inability to interview Ashcroft, we 
could not fully determine what efforts the Department took to press the 
White House for additional Department attorneys to be read into Stellar 
Wind to work on the legal analysis of the program during its first two years 
of operation. (T8//81//NF) 

In our review, we also examined thousands of electronic and hard 
copy documents, including the Presidential Authorizations and threat 
assessments, OLC legal memoranda supporting the program, 
contemporaneous notes and e-mails of various senior Department and FBI 
officials, and FISA Court pleadings and orders. We also reviewed NSA 
materials, including NSA OIG reports on the Stellar Wind program and 
correspondence between the NSA Office of General Counsel and the 
Department. (TS//81//NF) 

In addition, we received from the FBI an electronic database of its 
collection of Electronic Communications (EC) that were used to disseminate 

distinction is especially relevant to our discussion of the number of Department personnel 
read into the Stellar Wind program, as distinguished from the number of FBI personnel 
.read into the program. (U / f,li:GUO)" 
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Stellar Wind-derived leads to FBI field offices. This database contained 
approximately-ECs, including leads to the FBI's 56 field offices, and 
responses from those field offices, among other documents. The OIG used 
this database to confirm information it obtained through interviews and to 
assist in our analysis of FBI investigations that were based on Stellar Wind 
information. (TS//STDN//BI//00/NF) 

II. Organization of this Report (U) 

Chapter Two of this report provides an overview of the primary legal 
authorities that are relevant to the Stellar Wind program. This chapter also 
discusses the Presidential Authorizations that were issued to approve the 
program. (U // FOUO} 

Chapter Three describes the inception and early implementation of 
the Stellar Wind program from September 2001 through April2003. This 
chapter includes a description of the early OLC legal memoranda on the 
legality of Stellar Wind, how the program was technically implemented, the 
FBI's early participation in the program, and the FISA Court's first 
awareness of the program. (TS//81//NF) 

Chapter Four covers the period from May 2003 through May 2004 
when the legal rationale for the program was substantially reconsidered by 
the Justice Department. This chapter details in particular the events of 
March 2004 when the White House decided to continue the program 
without the Department's certification of a Presidential Authorization. 
During this time, Attorney General Ashcroft was hospitalized and Deputy 
Attorney General Corney temporarily exercised the powers of the Attomey 
General in his capacity as Deputy Attorney General. Corney declined to 
recertify the Presidential Authorization approving the program based on 
legal advice he received from OLC Assistant Attorney General Jack 
Goldsmith, who questioned the adequacy of the legal support for aspects of 
the program. Corney's decision prompted a significant dispute between the 
White House and the Justice Department, which resulted in White House 
Counsel Gonzales and White House Chief of Staff Card visiting Ashcroft in 
his hospital room in an unsuccessful attempt to have Ashcroft recertify the 
program. This chapter also describes the background to the dispute, the 
events related to the hospital visit, the threat by Department officials to 
resign over the dispute, and the eventual resolution of the dispute. 
(TS I tgi' 'NF) I T I I 

Chapter Five discusses the transition, in stages, from a program 
based on Presidential Authorizations to collection activities authorized 
under the FISA statute. This transition took place in stages between July 
2004 and January 2007. This chapter also summarizes legislation in 2007 
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and 2008 designed to modernize certain provisions of FISA. 
(TS I 1 8TVJT I 18I I 'OC 'NF) I I •rr f I I I 

Chapter Six discusses the use of Stellar Wind information by the FBI. 
It describes the process by which the FBI disse~ Wind-derived 
leads to FBI field offices under a program called- as well as the 
impact and effectiveness of the Stellar Wind program to the FBI's 
counterterrorism efforts. (TS//STLlJI//81//0C/NF) 

Chapter Seven examines the Department's handling of discovery 
issues related to Stellar Wind-derived information in international terrorism 
prosecutions. (T8//8TV.V//'~I//OC/NJl) 

Chapter Eight analyzes tes'timony and public statements about 
aspects of the Stellar Wind program by Attorney General Gonzales. We 
assess whether the Attorney General's statements, particularly his 
testimony to the Senate Judiciary Committee in February 2006 and July 
2007, were false, inaccurate, or misleading. (8//NF) 

Chapter Nine contains our conclusions and recommendations. (U) 
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CHAPTER TWO 
LEGAL AUTHORITIES (U) 

This chapter summarizes the primary legal authorities referred to 
throughout this report concerning the Stellar Wind program. These 
authorities include Article II, Section 2 of the Constitution; the Fourth 
Amendment to the Constitution; the Foreign Intelligence Surveillance Act; 
the Authorization for Use of Military Force Joint Resolution (AUMF) passed 
by Congress after the terrorist attacks of September 11, 200 1; Executive 
Order 12333; and the Presidential Authorizations specifically authorizing 
the Stellar Wind program. Other authorities, including relevant criminal 
statutes and judicial opinions, are discussed throughout the report. 
('fS I 'SI ( 'NF) 77 71 

I. Constitutional, Statutory, and Executive Order Authorities (U) 

A. Article II, Section 2 of the Constitution (U) 

Article II, Section 2 of the Constitution, which was one of the primary 
authorities cited in the Presidential Authorizations in support of the legality 
of the Stellar Wind program, provides in relevant part: 

The President shall be Commander in Chief of the Army and 
Navy of the United States, and of the Militia of the several 
States, when called into the actual Service of the United States; 
he may require the Opinion, in writing, of the principal Officer 
in each of the executive Departments, upon· any Subject relating 
to the Duties of their respective Offices .... (Tg//gl//NF) 

B. The Fourth Amendment (U) 

The Fourth Amendment to the Constitution, which also was raised as 
an important factor in the analysis of the legality of the Stellar Wind 
program, provides: 

The right of the people to be secure in their persons, houses, 
papers, and effects, against unreasonable searches and 
seizures, shall not be violated, and no Warrants shall issue, but 
upon probable cause, supported by Oath or affirmation, and 
particularly describing the place to be searched, and the person 
or things to be seized. (TS//81//P.lFJ 
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C. The Foreign Intelligence Surveillance Act (lFISA)6 (U) 

The Foreign Intelligence Surveillance Act (FISA), 50 U.S.C. § 1801, et 
seq., was enacted in 1978 to "provide legislative authorization and 
regulation for all electronic surveillance conducted within the United States 
for foreign intelligence purposes." S. Rep. No. 95-701, at 9 (1978), reprinted 
in 1978 U.S.C.C.A.N. 3973, 3977. Three major FISA issues are covered in 
this report. First, as discussed in Chapter Four, FISA was central to a 
controversy that arose in late 2003 and early 2004 when officials in the 
Office of Legal Counsel (OLC) and others viewed FISA as potentially in 
conflict with the legal rationale for at least one aspect of the Stellar Wind 
program. OLC officials reasoned that if courts viewed FISA in isolation, they 
might conclude that Congress intended to regulate the President's power to 
conduct electronic surveillance during wartime, thereby raising questions 
about the legality of aspects of the program. '{FS//STLW//81//0C/NF) 

Second, after the FISA Court was informed about the Stellar Wind 
program in January 2002, it required the government to carefully scrutinize 
each FISA application to ensure that no Stellar Wind-derived information 
was relied upon in support of a FISA application without the Court's 
knowledge, and later without its consent. This process, known as 
"scrubbing," is discussed in Chapters Three and Six. 
fFS I I STL'l'T I 

181 I 
10C 1NF) if vvlf II I 

Third, beginning in July 2004, the Stellar Wi:r:Id program was brought 
under FISA authority in stages, with the entire program brought under FISA 
authmity by J In SA 

m1gra program 
to FISA authority, as well as legislation 

subsequently enacted to modernize FISA, is discussed in Chapter Five. 
(TS I 'STI.UT I '~HI 'OC I~TJl) I JNTJ I I I 

In the following sections, we summarize relevant provisions of FISA as 
they related to the Stellar Wind program. (TS//SI//NF) 

1. Overview of FISA (U) 

FISA authorizes the federal government to engage in electronic 
surveillance and physical searches, to use pen register and trap and trace 

6 Unless otherwise indicated, all references to FISA are to the statute as it existed 
prior to the Protect America Act of 2007 and the FISA Amendments Act of 2008. (U) 
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devices, and to obtain business records to acquire inside the United States 
foreign intelligence information by, in some instances, targeting foreign 
powers and agents of foreign powers.7 FISA also permits the targeting of 
foreign powers and their agents who are located outside the United States. 
As a general rule, the FISA Court must first approve an application by the 
government before the government initiates electronic surveillance. FISA 
applications must identify or describe the 11target" of the surveillance, and 
must establish probable cause to believe that the target is a "foreign power" 
or "agent of a foreign power" and that "each of the facilities or places at 
which the electronic surveillance is directed is being used, or is about to be 
used, by a foreign power or an agent of a foreign power.''B 50 U.S.C. 
§ 1804(a)(4)(A) & (B). {TS//SI//NF) 

FISA provides four exceptions to the requirement of obtaining judicial 
approval prior to conducting electronic surveillance: (1) for electronic 
surveillance directed at certain facilities where the Attorney General certifies 
that the electronic surveillance is solely directed at communications 
transmitted by means used exclusively between or among foreign powers or 
from property under the open and exclusive control of a foreign power, 50 
U.S.C. § 1802; (2) where the Attorney General determines an emergency 
exists and authorizes emergency surveillance until the information sought is 
obtained, the after-filed application for an order is denied, or the expiration 
of72 hours from the time of Attorney General authorization, 50 U.S.C. 
§ 1805(f); (3) for training and testing purposes, 50 U.S.C. § 1805(g); and (4) 
for 15 days following a congressional declaration of war, 50 U.S.C. § 1811.9 
(U) 

The 15-day war declaration exception to FISA's warrant requirement 
was particularly relevant to the events of 2004, when OLC reassessed its 
prior opinions concerning the legality of the Stellar Wind program. 
(Tg I 'Sf I 1NF) I I II 

7 This report is primarily concerned with the provisions of FISA that authorize 
electronic surveillance, pen register and trap and trace devices, and access to certain 
business records. ffSf/SI//NF) 

8 The terms "foreign power" and "agent of a foreign power" are defined in FISA at 50 
U.S. C. § 1801(a) & (b). "Foreign power" is defined, inter alia, as "a group engaged in 
international terrorism or activities in preparation therefor; .... " 50 U.S.C. § 1801(a)(4). 
An "agent of a foreign power" may be a U.S. person, defined at 50 U.S.C. § 180l(i) to mean, 
inter alia, a United States citizen or permanent resident alien. The term "facilities" is not 
defined in FISA. (U) 

9 The Attorney General's emergency surveillance authority under 50 U.S.C. 
§ 1805(f) was extended to 7 days under Section 105(a) of the FISA Amendments Act of 
2008. (U) 
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Another FISA provision prohibits persons from intentionally engaging 
in electronic surveillance "under color of law except as authorized by 
statute[.]" 50 U.S.C. § 1809(a)(l). As discussed in Chapter Eight, in 2006 
the Justice Department asserted in a publicly released legal analysis that 
this provision did not preclude certain warrantless electronic surveillance 
activities because such surveillance was "authorized by" subsequent 
legislative enactments - principally the AUMF. The Department also 
asserted that the AUMF "confirms and supplements the President's 
constitutional authority" to conduct warrantless electronic surveillance 
against the enemy during wartime. (U) 

2. FISA Applications and Orders (U) 

FISA applications were presented to the FISA Court by the 
Department's Office of Intelligence Policy and Review (OIPR).lO Department 
and FBI officials familiar with the preparation and presentation of FISA 
applications described this process as extremely time-consuming and labor 
intensive. (U) 

Each application must be approved and signed by the Attorney 
General (or Acting Attorney General) or Deputy Attorney General and must 
include the certification of a federal officer identifying or describing the 
target of the electronic surveillance; a "statement of the facts and 
circumstances relied upon by the applicant to justify his belief' that the 
target is a foreign power or agent of a foreign power and that the electronic 
surveillance is directed at the facilities or places used or to be used by the 
target; a statement of proposed minimization procedures; and a detailed 
description of the nature of the information sought and the type of 
communication or activities to be subjected to the surveillance. 50 U.S.C. 
§ 1804(a)(l)-(6).11 The application must also include the certification of a 

10 The Office of Intelligence Policy and Review became a part of the Department's 
National Security Division, which was created in September 2006. As of April2008, the 
Office of Intelligence Policy and Review was renamed the Office of Intelligence. This 
organizational change did not affect the FISA application process. (U) 

11 FISA defines minimization procedures as 

[s]pecific procedures, which shall be adopted by the Attorney General, that 
are reasonably designed in light of the purpose and technique of the 
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high-ranking executive branch official or officials designated by the. 
President from among those executive officers employed in the area of 
national security or defense that the information sought is deemed to be 
foreign intelligence information, that such information 1'cannot reasonably 
be obtained by normal investigative techniques," and that a "significant 
purpose" of the surveillance is to obtain foreign intelligence information.l2 
Id. at§ 1804(a)(7). (U) 

FISA orders authorize electronic surveillance of U.S. persons for 90 
days. FISA orders may be renewed upon the same basis as the underlying 
order. 50 U.S.C. § 1805(e). As noted, FISA also provides for the emergency 
use of electronic surveillance. When the Attorney General reasonably 
determines that an emergency situation exists, the use of electronic 
surveillance may be approved for a period of up to 72 hours (and under the 
FISA Amendments Act of 2008, up to 7 days) without a FISA order. 50 
U.S.C. § 1805(f). (U) 

3. FISA Court (U) 

The FISA statute established the FISA Court to review applications 
and issue orders. The FISA Court initially was composed of seven U.S. 
District Court judges designated by the Chief Justice of the U.S. Supreme 
Court to serve staggered, non-renewable 7-year terms.I3 50 U.S.C. 

particular surveillance, to minimize the acquisition and retention, and 
prohibit the dissemination, of non publicly available information concerning 
unconsenting United States persons consistent with the need of the United 
States to obtain, produce, and disseminate foreign intelligence 
information .... 

50 U.S.C. § 180l(h)(l). (U) 

12 As initially enacted, FISA required officials to certify that "the purpose" of the 
surveillance was to obtain "foreign intelligence information." However, the Uniting and 
Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct 
Terrorism Act (the USA PATRIOT Act) was enacted in October 2001 and amended this 
language in FISA to require only that officials certify that "a significant purpose" of the 
surveillance was to obtain foreign intelligence information. 50 U.S. C.§ 1804(a)(71(B). This 
amendment, along with post-September 11 changes to Attorney General guidelines on 
intelligence sharing procedures and a ruling by the FISA Court of Review, removed the 
so-called "wall" that had existed between intelligence-gathering activities and criminal 
investigations. See Memorandum from the Attorney General to Director of the FBI, et al., 
entitled ''Intelligence Sharing Procedures for Foreign Intelligence and Foreign 
Counterintelligence Investigations Conducted by the FBI" (March 6, 2002); In reSealed 
Case, 310 F.3d 717, 727 (For. Int. Surv. Ct. Rev. 2002)(FISA did not "preclude or limit the 
government's use or proposed use of foreign intelligence information, which included 
evidence of certain kinds of criminal activity, in a criminal prosecution."). (U) 

13 To achieve staggered terms, the initial appointments ranged from one to seven 
years. 50 U.S.C. § 1803(d). (U) 
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§ 1803(a} & (d). The number of judges serving on the FISA Court was 
increased to 11 by the USA PATRIOT Act of 2001. (U} 

D. Authorization for Use of Military Force (U) 

On September 18, 2001, in response to the terrorist attacks of 
September 11, Congress approved an Authorization for Use of Military Force 
Joint Resolution (AUMF). In conjunction with the President's 
Commander-in-Chief authority under Article II of the Constitution, this 
legislation has been cited in support of the President's authority to conduct 
electronic surveillance without judicial approval. See, e.g., Legal Authorities 
Supporting the Activities of the National Security Agency Described by the 
President, January 19, 2006 (Justice Department White Paper), at 6-17. 
The AUMF states, in pertinent part: 

To authorize the use of the United States Armed Forces against 
those responsible for the recent attacks launched against the 
United States. 

Whereas, on September 11, 2001, acts of treacherous violence 
were committed against the United States and its citizens; and 

Whereas, such acts render it both necessary and appropriate 
that the United States exercise its rights to self-defense and to 
protect United States citizens both at home and abroad; and 

Whereas, in light of the threat to the national security and 
foreign policy of the United States posed by these grave acts of 
violence; and 

Whereas, such acts continue to pose an unusual and 
extraordinary threat to the national security and foreign policy 
of the United States; and 

Whereas, the President has authority under the Constitution to 
take action to deter and prevent acts of international terrorism 
against the United States: Now,. therefore, be it 

Resolved by the Senate and House of Representatives of the 
United States of America in Congress assembled, 

SEC. 2. AUTHORIZATION FOR USE OF UNITED STATES 
ARMED FORCES 

(a) IN GENERAL - That the President is authorized to use all 
necessary and appropriate force against those nations, 
organizations, or persons he determines planned, authorized, 
committed, or aided the terrorist attacks that occurred on 
September 11, 2001, or harbored such organizations or 
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persons, in order to prevent any future acts of international 
terrorism against the United States by such nations, 
organizations or persons. (U) 

Pursuant to this authority, the President ordered the U.S. armed 
forces to invade Afghanistan to combat al Qaeda terrorists and overthrow 
the Taliban government that had given them refuge. (U) 

In 2004, OLC took the position that the AUMF was "expressly 
designed to authorize whatever military actions the Executive deems 
appropriate to safeguard the United States[,r including the use of electronic 
surveillance to detect and prevent further attacks. See Office of Legal 
Counsel Memorandum, May 6, 2004, at 31, citing 50 U.S.C. § 1811. In 
addition, the Justice Department asserted in the 2006 White Paper that in 
enacting FISA Congress contemplated that a later legislative enactment 
could authorize electronic surveillance outside the procedures set forth in 
FISA itself, and cited the AUMF as such a legislative enactment. See Justice 
Department White Paper at 20-28, citing 50 U.S.C. § 1809(a)(1). 
(TS I 'STVH I 'SI I 'OC 1NF) II nfl II I 

E. Executive Order 12333 (U) 

On December 4, 1981, President Reagan signed Executive Order 
12333 as part of a series of legal reforms that followed abuses of 
intelligence-gathering authority documel)ted by the Church Commission in 
the 1970s.14 Executive Order 12333 placed restrictions on intelligence 
collection activities engaged in by Executive Branch agencies, including the 
NSA, while also seeking to foster "full and free exchange of information" 
among these agencies.l5 Executive Order 12333 at 1.1. (U) 

Executive Order 12333 provides that the Attorney General is 
authorized "to approve the use for intelligence purposes, within the United 
States or against a United States person abroad, of any technique for which 
a warrant would be required if undertaken for law enforcement purposes, 
provided that such techniques shall not be undertaken unless the Attorney 
General has determined in each case that there is probable cause to believe 
that the technique is directed against a foreign power or an agent of a 
foreign power." Id. at 2.5. Executive Order 12333 also provides that 

14 See http:ffwww.aarclibrary.org/publib/church/reportsjcontents.htm. Volumes 
5 and 6 of the Church Commission report address abuses of intelligence-gathering 
authority by the NSA and the FBI. (U) 

15 Executive Order 12333 was amended on July 30, 2008, by Executive Order 
134 70. This report refers to Executive Order 12333 as it existed prior to that amendment. 
(U) 
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electronic surveillance, as defined under FISA, must be conducted in 
accordance with FISA.l6 (U) 

Executive Order 12333 prohibits the collection of foreign intelligence 
information by "authorized [agencies] of the Intelligence Community ... for 
the purpose of acquiring information concerning the domestic activities of 
United States persons." Id. at 2.3(b). (U) 

previou , the rationale advanced for this exemption was that the 
Authorization for Use of Military Force and the President's 
Commander-in-Chief powers gave the President the authority to collect such 
information, notwithstanding the FISA statute. ('FS//S'PLW//SI//00/NF) 

II. Presidential Authorizations (U) 

The Stellar Wind program was first authorized by the President on 
October 4, 2001, and periodically reauthorized by the President through a 
series of documents issued to the Secretary of Defense entitled "Presidential 
Authorization for Specified Electronic Surveillance Activities During a 
Limited Period to Detect and Prevent Acts of Terrorism Within the United 
States" (Presidential Authorization or Authorization). A total of 43 
Presidential Authorizations, not including modifications and related 
presidential memoranda, were issued over the duration of the program from 
October 2001 through February 2007.17 Each Authorization directed the 

I6 Prior to September 11, 2001, Executive Order 12333 and FISA were generally 
viewed as the principal governing authorities for conducting electronic surveillance. For 
example, in 2000 the NSA reported to Congress that 

(U) The applicable legal standards for the collection, retention, or 
dissemination of information concerning U.S. persons reflect a careful 
balancing between the needs of the government for such intelligence and the 
protection of the rights of U.S. persons, consistent with the reasonableness 
standard of the Fourth Amendment, as determined by factual 
circumstances. 

(U) In the Foreign Intelligence Surveillance Act (FISA) and Executive Order 
(E.O.) 12333, Congress and the Executive have codified this balancing. 
(Citations omitted.) 

NSA Report to Congress, Legal Standards for the Intelligence Community in Conducting 
Electronic Surveillance (2000). (U) 

17 The Presidential Authorizations were issued on the following dates: October 4, 
2001; November 2, 2001; November 30, 2001; Janua.Iy 9, 2002; March 14, 2002; Apri118, 
2002; May 22, 2002; June 24, 2002; July 30, 2002; September 10, 2002; October 15, 
2002; November 18, 2002; January 8, 2003; February 7, 2003; March 17, 2003; l\pril22, 

(Cont'd,) 
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the met certam 
criteria are in detail in Chapters Three and Four of this report. 
('fS 1 'S'fLm 1 1 81 1 1 0C 1 NF} If vv]f (f I 

A. Types of Collection Authorized (8//NF) 

The scope of collection permitted under the Presidential 
Authorizations varied over time, but generally involved intercepting the 
content of certain telephone calls and e-mails, and the collection of bulk 
telephone and e-mail meta data. The term "meta data" has been described 
as "information about information." As used in the Stellar Wind program, 
for telephone calls, meta data generally refers to "dialing-type information" 
(the originating and terminating telephone numbers, and the date, time, and 
duration of the call), but not the content of the call. For e-mails, meta data 
generally refers to the "to," "from," "cc," ''bee," and "sent" lines of an e-mail, 
but not the "subject" line or content. (TS//STVH/P~I//OC/'MF) 

The information collected through the Stellar Wind program fell into 
three categories, often referred to as "baskets": 

• Basket 1 (content of telephone and e-mail communications); 

• Basket 2 (telephony meta data); and 

2003; June 11, 2003; July 14, 2003; September 10, 2003; October 15, 2003; December 9, 
2003; January 14, 2004; March 11, 2004; May 5, 2004; June 23, 2004; August 9, 2004; 
September 17, 2004; November 17, 2004; January 11, 2005; March 1, 2005; April19, 
2005; June 14, 2005; July 26, 2005; September 10, 2005; October 26, 2005; December 13, 
2005; January 27, 2006; March 21, 2006; May 16, 2006; July 6, 2006; September6, 2006; 
October 24, 2006; and December 8, 2006. The last Presidential Authorization expired 
February 1, 2007. There were also two modifications of a Presidential Authorization and 
one Presidential memorandum to the Secretary of Defense issued in connection with the 
Stellar Wind program. f!FSf/STV.V//SI/IOC{NF) 
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B. Findings and Primary Authorities (U) 

In this section, we describe certain features common to all the 
Presidential Authorizations. Each of the Presidential Authorizations 
included a finding to the effect that terrorist groups of global reach 
possessed the intent and capability to attack the United States, that an 
extraordinary emergency continued to exist, and that these circumstances 
"constitute an and vv.u..a. • .Jv.a.u.u.,; g10VI~ITtmen 

The primary authorities cited for the legality of these electronic 
surveillance and related activities were Article II of the · 

Representatives of the program "as soon as I judge that it can be done 
consistently with national defense needs." Some Presidential Authorizations 
described briefings given to members of Congress and FISA Court judges. 
(TS I 'STLJTT I '81 I 'OC 'NF) II nfl IT I 

C. The Reauthorization Process (U) 

The Presidential Authorizations were issued at intervals of 
approximately 30 to 45 days. Department officials told the OIG that the 
intervals were designed to be somewhat flexible to assure the availability of 
the principals that had to sign the Authorizations and to reassess the 
reasonableness of the collection. 1B Steven Bradbury, former Principal 
Deputy and Acting Assistant Attomey General for the Office of Legal 
Counsel (OLC), said that the main reason for periodically reauthorizing the 
program was to ensure that the Presidential Authorizations were reviewed 
frequently to assess the continued need for the program and the program's 

18 The officials who signed the Authorizations included the Attorney General, the 
President, and the Secretary of Defense (or other high-ranking Department of Defense 
official). (U/ /FOUO~ 
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value. As the period for each Presidential Authorization drew to a close, the 
Director of Central Intelligence (DCI), and as of June 3, 2005, the Director of 
National Intelligence (DNI) prepared a threat assessment memorandum for 
the President describing potential terrorist threats to the United States and 
outlining intelligence gathered through the Stellar Wind program and other 
means during the previous Authorization period. The DCI (and later the 
DNI) and the Secretary of Defense reviewed these memoranda and signed a 
recommendation that the program be reauthorized. 
fFS I 

1 S'FVlT I 
1 91 I 'OC 1NFj (] YV (/ I I I 

Each recommendation was then reviewed by the OLC to assess 
whether, based on the threat assessment and information gathered from 
other sources, there was "a sufficient factual basis demonstrating a threat of 
terrorist attacks in the United States for it to continue to be reasonable 
under the standards of the Fourth Amendment for the President to 
[continue] to authorize the warrantless searches involved" in the program. 
The OLC then advised the Attorney General whether the constitutional 
standard of reasonableness had been met and whether the Presidential 
Authorization could be certified "as to form and legality." 
(T~ IISTV11 11 SI 1100 'NF) Tl 17TI II I 

D. Approval "as to form and legality" (U) 

As noted above, the Presidential Authorizations were "[a]pproved as to 
form and legality" by the Attorney General or other senior Department 
official, typically after the review and concurrence of the OLC. The lone 
exception to this practice was the March 11, 2004, Authorization which we 
discuss in Chapter Four. (TS//SI//NF) · 

However, there was no legal requirement that the Authorizations be 
certified by the Attorney General or other Department official. Former 
senior Department official Patrick Philbin told us he thought one purpose 
for the certification was to give 

"look like tion. n 

us 
as official confirmation that the Department had determined that the 

activities carried out under the program were lawful. 
('I'S I 'STUU I 'Sf' 'OC 'NF) r r vvJf r r r . 

Former Attorney General Gonzales told us that certification of the 
program as to form and legality was not required as a matter of law, but he 
believed that it "added value" to the Authorization for three reasons. First, 
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he said that the NSA was being asked to do something it had not done 
before, and it was important to assure the NSA that the Attorney 

of the n1"r\0'1"!C1'T\ 

political considerations" the 
Attorney General's approval of the program would have value "prospectively'' 
in the event of congressional or Inspector General reviews of the program. 
(TS 1 1STLn1' 1 18£ 1 10G ':PJF) II Wff (( I 
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CHAPTER THREE 
INCEPTION AND EARLY OPERATION OF STELLAR WIND 

(SEPTEMBER 2001 THROUGH APRIL 2003) ~8//NF) 

This chapter describes the early operation of the Stellar Wind 
program. The five sections of the chapter cover the time period from 
September 2001 to April 2003. (S//NF) 

In Section I, we provide a brief overview of the National Security 
Agency (NSA) and the inception of the Stellar Wind program, including a 
description of the legal authorities relied upon to support the program and 
the scope of collection authorized under the Presidential Authorizations. In 
Section II, we describe key of the 

tial Authorizations 
the Lv'-·~.u,,~..,c:u. 

operation of program, and process analyzing and 
disseminating the information collected. In Sections III and IV, we describe 
the FBI's and the Office of Intelligence Policy and Review's early knowledge 
of and involvement in Stellar Wind. In Section V, we describe measures the 
FBI implemented to improve its management of information derived from 
the program that the FBI disseminated to its field offices. 
fLT'O t •smLTT> I 'Sf I 'ee !N!j'l \to/ f J.uvvfl ff /HY 

I. Inception of the Stellar Wind Program (U //FOUO) 

A. The National Security Agency (U) 

The NSA was established on October 24, 1952, by President Truman 
as a separate agency within the Department of Defense under the direction, 
authority, and control of the Secretary of Defense. See Presidential 
Memorandum to the Secretary of State and the Secretary of Defense, 
October 24, 1952. By Executive Order 12333 (December 4. 1981), the NSA 
was given responsibility within the U.S. Intelligence Community for all 
signals intelligence, including the "collection of signals intelligence for 
national foreign intelligence purposes" and the processing and 
dissemination of such intelligence for counterintelligence purposes.l9 (U) 

19 Signals intelligence is defined as: 

1. A category of intelligence comprising either individually or in combination 
all communications intelligence, electronic intelligence, and foreign 
instrumentation signals intelligence, however transmitted. (U) 

2. Intelligence derived from communications, electronic, and foreign 
instrumentation signals. (U) 
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The NSA's two primary missions are to protect U.S. government 
information systems and to collect, process, and disseminate foreign signals 
intelligence information. This twofold mission is reflected in the NSA's 
organizational structure, which consists of two operational directorates: 
The Information Assurance Directorate, which conducts defensive 
information operations to protect information infrastructures critical to the 
United States' national security interests, and the Signals Intelligence 
Directorate (SID), which controls foreign intelligence collection and 
processing activities for the United States. (U) 

The SID is divided into three major components two of which -
Analysis and Production-and DataAcquisitioniiliiiii- are relevant to the 
Stellar Wind program. The work of these components with respect to the 
Stellar. Wind program is discussed in more detail in Section II below. 
(8/ /l'lF) 

B. Implementation of the Program 
(September 2001 through November 2001) (8//NF) 

Immediately following the September 11 terrorist attacks, the NSA 
modified how it conducted some · 
activities. 

George Tenet, the Director of Central Intelligence at the time, 
mentioned the modification of these NSA collection activities during a 
meeting with Vice President Cheney shortly after the September 11 attacks 
to discuss the intelligence community's response. According to Hayden, 
who did not attend the meeting but was told about it by Tenet, Cheney 
asked Tenet to inquire from the NSA whether there were additional steps 
that could be taken with respect to enhancing signals intelligence 
capabilities. Tenet related this message to Hayden, who responded that 
there was nothing further the NSA could do without additional authority. 
According to Hayden, Tenet asked him a short time later what the NSA 
could do if additional authority was provided. {'fS/ /Sl//NF) 

Department of Defense Dictionary of Military and Associated Terms, Joint Publication 1-02, 
484. (U) 
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Hayden consulted with experts from the NSA's SID and attorneys from 
the NSA's Office of General Counsel about how the NSA could enhance its 
collection capabilities consistent with considerations of operational 
usefulness, technical feasibility, and legality. Hayden said he then attended 
a meeting at the White House to discuss how NSA signals intelligence 
collection capabilities could be modified to respond to the September 11 
attacks. (TS//81//NF) 

Hayden told us he highlighted two issues at this meeting. First, 
Hayden stated at the meeting that the FISA statute's applicability to evolving 
telecommunications technology h 
~o intercept 

- to 
Order 12333 

Thus, the~ not 
teuugemc:e couecno,n activities­

without having to flrst obtain FISA Court 
(TS//SI//NF) 

The second issue Hayden highlighted at the meeting concerned the 
meta data associated with telephonic and e-mail communications. Hayden 
said that obtaining access to the meta data of communications to and from 

2o The FISA statute defmes "wire communication" as "any communication while it is 
being carried by a wire, cable, or other like connection furnished or operated by any person 
engaged as a common carrier in providing or operating such facilities for the transmission 
of interstate or foreign communications." SO U.S.C. § 1801(1). By its terms, FISA governs 
the acquisition of wire communications to or from persons in the States if such 

See 50 U.S.C. 1801 
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the United States, as well as communications within the United States, 
would significantly enhance the NSA's analytical capabilities. (TB//BI//NF) 

Hayden said he attended two additional meetings with Vice President 
Cheney to discuss further how NSA collection capabilities could be 
expanded along the lines described at the White House meeting. Vice 
President Cheney directed Hayden to meet with the Counsel to the Vice 
President, David Addington, to continue the discussion, which Hayden said 
he did. According to Hayden, Addington drafted the first Presidential 
Authorization for the Stellar Wind program based on these meetings.22 
(TS I 1 STLJU I 18! I 100 1NF) II niJ II I 

The Stellar Wind program officially came into existence on October 4, 
2001, when President Bush signed the Presidential Authorization drafted by 
Addington. The Authorization directed the Secretary of Defense to employ 
the signals intelligence capabilities of the NSA to collect certain foreign 
intelligence by electronic surveillance in order to prevent acts of terrorism 
within the United States.23 The Presidential Authorization stated that an 
extraordinary emergency existed because of the September 11 attacks, 
constituting an urgent and compelling governmental interest permitting 
electronic surveillance within the United States for counterterrorism 
purposes without judicial warrants or court orders. 
(TS I 1STLJTT I 1SI I 10C 1NF) fl nJJ II I 

Access to the Stellar Wind program was very tightly restricted. 
Former White House Counsel and Attorney General Alberto Gonzales told 
the OIG that it was the President's decision to keep the program a "close 
hold." Gonzales stated that the President made the decision on all requests 
to read in non-operational persons, including Justice Department officials, 
and that as far as he was aware this decision-making authority had not 
been delegated either within the White House or to other agencies 
concerning read-in decisions for operational personnel, such as NSA and 

22 Hayden told us he could not recall the Justice Department having any 
involvement in or presence at meetings he attended to discuss enhancing NSA collection 
capabilities. Hayden said this mildly surprised him but that he assumed someone was 
keeping the Department briefed on these discussions. Gonzales, who was the White House 
Counsel at the time, also told the OIG that he would be "shocked" if the Department was 
not represented at the White House meetings, and further stated that in the immediate 
aftermath of September 11, he met often with lawyers from the NSA, CIA, DOD, and the 
Justice Department with the objective of "coordinating the legal thinking" concerning the 
United States' response to the attacks. Because we were unable to interview Addington, 
former Attorney General Ashcroft, and John Yoo, we do not know what role if any the 
Department played in drafting or reviewing the flrst Presidential Authorization. 
(TS//SI//NF) 

23 The program was given the cover at 
which time the cover term was changed to "Stellar 
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FBI employees.24 However, as indicated in the NSA Office of the Inspector 
General's report on the President's Surveillance Program (NSA OIG Report), 
decisions to read in NSA, CIA, and FBI operational personnel were made by 
the NSA. According to the NSA QIG Report, NSA Director Hayden needed 
White House approval to read in members of Congress, FISA Court judges, 
the NSA Inspector General, and others. See NSA OIG Report at V. (S/ /NF) 

1. Pre-Stellar Wind Office of Legal Counsel Legal 
Memoranda (U) 

In this section, we summarize the initial legal memoranda from the 
Justice Department supporting the legal basis for the Stellar Wind program, 
and we describe the key aspects of the first Presidential Authorization for 
the program. f[FS//STUvV//SI//OC/NF) 

a. Hiring of John Yoo (U) 

OLC Deputy Assistant Attorney General John Yoo was responsible for 
drafting the first series of legal memoranda supporting the program.2s As 
noted above, Yoo was the only OLC official "read into" the Stellar Wind 
program from the program's inception until he left the Department in May 
2003.26 The only other non-FBI Department officials read into the program 
until after Yoo's departure were Attomey General Ashcroft, who was read in 
on October 4, 2001, and Counsel for Intelligence Policy James Baker, who 
was read in on January 11, 2002.27 fPS//STUvV//8!//0C/NF) 

24 Gonzales testified before the Senate Judiciary Committee on July 18, 2006, that 
"[a]s with all decisions that are non-operational in terms of who has access to the program, 
the President of the United States makes the decisions, because this is such an important 
program[.)" (U) 

2s The Office of Legal Counsel typically drafts memoranda for the Attorney General 
and the Counsel to the President, usually on matters involving significant legal issues or 
constitutional questions, and in response to legal questions raised by Executive Branch 
agencies. In addition, all Executive Orders proposed to be issued by the President are 
reviewed by the Office of Legal Counsel as to form and legality, as are other matters that 
require the President's formal approval. (U) 

26 The process of being "read into" a compartmented program generally entails 
being approved for access to particularly sensitive and restricted information about a 
classified program, receiving a briefing about the program, and formally acknowledging the 
briefing, usually by signing a nondisclosure agreement describing restrictions on the 
handling and use of information concerning the program. (U) 

27 Daniel Levin, who served as both Chief of Staff to FBI Director Robert Mueller 
and briefly as Ashcroft's national security counselor, also was read into the program along 
with Mueller in late September 2001 at the FBI. According to Levin, White House Counsel 
Gonzales controlled who was read into the program, but Gonzales told him that the 
President had to personally approve each request. ffS//S'fL'•V//01/fOC/ffF') 

23 
TOP SJeCRE'f//S'if'LW//HCS/Sf./ /ORCON/NOFORN 



APPROVED FOR PUBLIC RELEASE 

TOP SECRET//STI.W//HGS/81//0RCON/NOFORN 

Jay Bybee, the Assistant Attorney General for the Office of Legal 
Counsel from November 2001 through March 2003, provided the OIG with 
background information on how Yoo came to be involved in national 
security issues on behalf of the OLC. Bybee's nomination to be the OLC 
Assistant Attorney General was announced by the White House in July 
2001. Bybee was not confirmed by the Senate as the Assistant Attorney 
General until late October 2001.28 For several weeks after the 
September 11, 2001, terrorist attacks, Bybee remained a law professor at 
the University of Nevada-Las Vegas, and was swam in as OLC Assistant 
Attorney General in late November 2001. (TS//81//NF) 

Bybee told us that he traveled to Washington, D.C., sometime in July 
2001 to interview applicants for Deputy Assistant Attorney General slots in 
OLC. In early July 2001, Kyle Sampson, at the time a Special Assistant to 
the President and Associate Director for Presidential Personnel assigned to 
handle presidential appointments to the Department of Justice, told Bybee 

· that John Yoo was already under consideration for one of the OLC Deputy 
Assistant Attorney General slots. Bybee said Sampson asked him whether 
he would agree to have Yoo be one of his deputies. Bybee said that he knew 
Yoo only by reputation but was "enthusiastic" about the prospect of having 
Yoo as a Deputy. Bybee told the OIG that he regarded Yoo as a 
"distinguished hire." Bybee said that after speaking with Sampson he called 
Yoo and asked him to work at OLC as a Deputy Assistant Attorney General. 
(U) 

In addition to speaking with Yoo, Bybee interviewed other prospective 
OLC Deputies, and hired several individuals, including Patrick Philbin and 
Ed Whelan, for those positions.29 The White House recommended, and 
Bybee agreed, that Whelan be designated Principal Deputy. Bybee stated 
that he knew Yoo would be disappointed because Yoo had wanted that 
position, and Bybee said that Yoo "didn't hide his disappointment." Bybee 
told us that Yoo asked him whether since he was not selected for the 
Principal Deputy slot he could be guaranteed the "national security 
portfolio." Bybee agreed to Yoo's request. Bybee told the OIG that this was 
an easy decision because Yoo had more national security experience than 
any of the other deputies. (U) 

.28 Bybee told us that Daniel Koffsky was the Acting Assistant Attorney General at 
this time. (U) 

2!1 Bybee told us that all Deputy candidates were also interviewed by the White 
House. As described in Chapter Four of this report, Philbin played a central role in the 
Department's reassessment of the legal basis for the Stellar Wind program after John Yoo 
left the Department in May 2003. ('fS//SI//NF) 
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Bybee said that Yoo began working in OLC in July 2001 and that all 
of the Deputies were in place before Bybee began serving as head of the OLC 
that November. (U) 

Bybee told us he was never read into the Stellar Wind program and 
could shed no further light on how Yoo came to draft the OLC opinions on 
the program. However, he said that Yoo had responsibility for supervising 
the drafting of opinions related to national security issues by the time the 
attacks of September 11 occurred.30 Bybee described Yoo as "articulate and 
brilliant," and also said he had a "golden resume" and was "very well 
connected" with officials in the White House. He said that from these 
connections, in addition to Yeo's scholarship in the area of executive 
authority during wartime, it was not surprising that Yoo "became the White 
House's guy" on national security matters. (U) 

b. Yoo's Legal Analysis of a Warrantless Domestic 
Electronic Surveillance Program (TS//SI//NF) 

Before the start of the Stellar Wind program under the October 4, 
2001, Presidential Authorization, Yoo drafted a memorandum evaluating the 
legality of a "hypothetical'' electronic surveillance program within the United 
States to monitor communications of potential terrorists. His 
memorandum, dated September 17, 2001, was addressed to Timothy 
Flanigan, Deputy White House Counsel, and was entitled "Constitutional 
Standards on Random Electronic Surveillance for Counter-Terrorism 
Purposes." f{f8//8TVN//SI//OG/NF) 

Yoo drafted a more extensive version of this 
October 2001 for White House Counsel Gonzales. 

JO As noted above, Yoo, Ashcroft, Card, and Addington declined or did not respond 
to our request for interviews, and we do not know how Yoo came to deal directly with the 
White House on legal issues surrounding the Stellar Wind program. In his book "War by 
Other Means," Yoo wrote that "[a]s a deputy to the assistant attorney general in charge of 
the office, I was a Bush Administration appointee who shared its general constitutional 
philosophy .... I had been hired specifically to supervise OLC's work on [foreign affairs 
and national security]." John Yoo, War by Other Means, (Atlantic Monthly Press, 2006), 
19-20. (TS/(SI//l'lFJ 
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31 As discussed below, however, his description of how communications would be 
collected and used under the program differed in key respects from the actual operation of 
the Stellar Wind program. In fact, in a January 23, 2006, address to the National Press 
Club, former NSA Director Hayden stated: t'fS//91//NF) 

Let me talk for a few minutes also about what this program is not. It is not a 
drift net over Dearborn or Lackawanna or Freemont grabbing conversations 
that we then sort out by these alleged keyword searches or data-mining tools 
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Yoo's September 17 and October 4 memoranda were not addressed 
specifically to the Stellar Wind program, but rather to a "hypothetical" 
randomized or broadly scoped domestic warrantless surveillance program. 
As discussed below, the first Office of Legal Counsel opinion explicitly 
addressing the legality of the Stellar Wind program was not drafted until 
after the program had been formally authorized by President Bush on 
October 4, 2001. (TS//SI//OC/NF) 

Gonzales told the OIG that he did not believe these first two 
memoranda fully addressed the White House's understanding of the Stellar 
Wind program. Rather, as described above, these memoranda addressed the 
legality of a "hypothetical" domestic surveillance program rather than the 
Stellar Wind program as authorized by the President and carried out by the 
NSA.35 However, Gonzales also told us that he believed these first two 
memoranda described as lawful activities that were broader than those 
carried out under Stellar Wind, and that therefore these opinions "covered" 
the Stellar Wind program. (TS/ /81/ /NF) 

2. Presidential Authorization of October 4, 2001 
(TS,'/SI//NF) 

On October 4, 2001, President Bush issued the first of 43 Presidential 
Authorizations for the Stellar Wind · · 

35 Gonzales noted that Deputy White House Counsel Timothy Flanigan, the 
recipient of the first Yoo memorandum, was not read into Stellar Wind. (U / /POUO) 
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In short, this first Authorization allowed NSA to intercept the content of any 
communication, including those to, from, or exclusively within the United 
States, where probable cause existed · 

~~;"'"" in international ,.,.,..rnr1 
o allowed 

data where one end of the 
communication was foreign or neither communicant was known to be a U.S. 
Cl.ti.zen 36 (TS 1 1STLnr 1 181 1 100 'NF) • ]/ 9f'<IJ If I 

The Authorization stated that it relied primarily on Article II of the 
Constitution and on the recently passed Authorization for the Use of 
Military Force {AUMF) to support the intelligence-gathering activities. The 
Authorization also stated that the President's directive was based on threat 
assessments indicating that terrorist groups remained determined to attack 
in the United States. The Authorization stated that it was to terminate-
-from the date of its execution. 

C/NF) 

As several Office of Legal Counsel and other Department and NSA 
officials acknowledged, in addition to allowing the interception of the 
content of communications into or out of the United States, the literal terms 
of paragraph 4(a)(ii) of this frrst Authorization would have allowed NSA to 
intercept the content of purely domestic communications. NSA Director 
Hayden told us he did not realize this until Addington specifically raised the 
subject during a meeting the two had to discuss renewing the first 
Authorization. According to Hayden, he told Addington that he did not want 
the NSA conducting such domestic interceptions and cited three reasons for 
this. First, he said the NSA was a foreign intelligence agency. Second, the 
NSA's collection infrastructure would not support the collection of purely 
domestic communications. Third, Hayden said he would require such a 
high evidentiary standard to justify intercepting purely domestic 
communication that such cases might just as well go to the FISA Court. 37 

(TS J 'STVH I 'SI I 100 'NF) (t ••it II I 

37 Hayden said Addington did not pressure him on the subject and simply modified 
the next Authorization to provide that the NSA may only intercept the content of 
communications that originated or terminated in the United States. We discuss the 
modifications to the Authorization in the next part of this chapter. 
fFS/ /S'fLW//Si/ I OCJPlFI 
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As a result, Hayden said the NSA did not exercise the apparent 
authority in the first Authorization to intercept domestic-to-domestic 
communications. Goldsmith stated that Hayden's position that the NSA not 
involve itself in domestic spying related back to NSA's "getting in a lot of 
trouble" for its abuses during the 1970s. In addition, former Deputy 
Attomey General Corney told us that Hayden had said he was willing to 
"walk up to the line, but would be careful "not to get chalk on [his] shoes." 
(T5/ I 't!ffLW/ /SI/ / OC/ NF) 

As discussed above, subsection (b) of paragraph 4 of the Authorization 
covered the acquisition of both e-mail and telephony meta data. The e-mail 
meta data included the "to," "from," "cc," "bee," 

meta data acquisition 
billing data, such as the 

originating and terminating telephone number and the date, time, and 
duration of the telephone calls, but not the content of telephone calls. 
Under the Presidential Authorization, collection of both e-mail and 
telephony meta data was limited to circumstances in which one party to the 
communication was outside the United States or no party to the 
communication was known to be a U.S. citizen. (TS//STLVl//SI//OC/P.TF) 

Attorney General Ashcroft approved the first Presidential 
Authorization as to "form ~d legality" on October 4, 2001,. According to 
NSA records, this was the same day that Ashcroft was verbally read into the 
Stellar Wind program. Daniel Levin, who in October 2001 was both a 
national security counselor to Attorney General Ashcroft and FBI Director 
Mueller's Chief of Staff, told us that, according to Ashcroft, the Presidential 
Authorization was "pushed in front of' Ashcroft and he was told to sign it,3B 
Levin stated that he was not with Ashcroft when this occurred and therefore 
he did not have an opportunity to advise Ashcroft about the Authorization 
before Ashcroft signed it. (TS//STVN//SI//OC/NF) 

James Baker, Counsel for Intelligence Policy, told us that Levin had 
given him the same account of how Ashcroft came to approve the October 4, 
2001, Presidential Authorization. According to Baker, Ashcroft was told 
that the program was "critically important" and that it must be approved as 
to form and legality. Baker said that Levin told him Ashcroft approved the 

as According to Hayden, Addington typed the Presidential Authorizations and 
personally couriered them around for signatures. However, the OIG was unable to 
determine whether Addington presented the first Authorization to Ashcroft for signature, 
because both Ashcroft and Addington declined or did not respond to our requests to 
interview them. fS//NF) 
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Authorization on the spot. According to Baker, Levin also told Baker that 
when he learned there was no memorandum from the Office of'Legal 
Counsel concerning the program, Levin told Yoo to draft one. 
(T8 I 1STVIT I 1SI I 'OC 1NF} I I n If f( I 

Levin's account to us of the instruction that Yoo draft a memorandum 
concerning the legality of the program differed slightly from Baker's account. 
Levin told us that he said to Ashcroft that it "wasn't fair" that Ashcroft was 
the only Justice official read into the program, and that for Ashcroft's 
protection Levin advised Ashcroft to have another Department official read 
into the program for the purpose of providing advice on the legality of the 
program. Levin said he learned that Ashcroft was able to get permission 
from the White House to have one other person read into the program to 
advise Ashcroft, although Levin was not certain how Yoo came to be selected 
as that person.39 As discussed below, Gonzales told us that it was the 
President's decision to read John Yoo into the program. 
(T8 I 18W111 181 110C 'NF) II n11 II I 

C. Presidential Authorization is Revised and the Office of 
Legal Counsel Issues Legal Memoranda in Support of the 
Program (November 2001 through January 2002) 
(TS//STLW//81/ /OC/NF) 

1. Presidential Authorization of November 2, 2001 
(TS I I Sl' 'l'lFt YY II 

On November 2, 2001, with the first Presidential Authorization set to 
expire, President Bush signed a second Presidential Authorization. The 
second Authorization relied upon the same authorities in support of the 
President's actions, chiefly the Article II Commander-in-Chief powers and 
the AUMF. The second Authorization cited the same findings in a threat 
assessment as to the magnitude 
of their occurrence in the future. 

J9 By October 4, 2001, Yoo had already drafted two legal analyses on a hypothetical 
warrantless surveillance program and therefore already had done some work related to the 
program prior to October 4 when Ashcroft was read in. fFS//SI//NF) 
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In addition, former OLC Principal Deputy 
General Steven Bradbury described 

2. Yoo Drafts Office of Legal Counsel Memorandum 
Addressing Legality of Stellar Wind 
tTS I 'STLW I 'SI ''OC 'NF) IY fl If I 

The Stellar Wind program was first authorized by President Bush and 
certified as to form and legality by Attorney General Ashcroft on October 4, 
2001, without the support of any formal legal opinion from the Office of 
Legal Counsel expressly addressing Stellar Wind. (TS//SI//NF) 

The first OLC opinion directly supporting the legality of the Stellar 
Wind program was dated November 2, 2001, and was drafted byYoo. His 
opinion also analyzed the legality of the first Presidential Authorization and 
a draft version ofthe secondAuthorization.40 fFS//81//NF) 

In his November 2 me:miJrana.u 
t the Stellar Wind nrn.ar!:l 

As discussed in Chapter Four of report, 
however, perceived deficiencies in Yoo's memorandum later became critical 
to the Office of Legal Counsel's decision to reassess the Stellar Wind 
program in 2003. We therefore describe Yoo's legal analysis in his 
November 2 memorandum. FfS//SI//NF} 

Yoo acknowledged at the outset of his November 2 memorandum that 
"[b]ecause of the highly sensitive nature of this subject and the time 
pressures involved, this memorandum has not undergone the usual editing 
and review process for opinions that issue from our Office [OLCJ." The 
memorandum then reviewed the changes to NSA's .... v.u.;;•~u.!/..! 

40 The second Authorization was issued on November 2, 2001. In developing his 
legal memorandum, Yoo analyzed a draft of the second Authorization dated October 31, 
2001. The OIG was not provided the October 31 draft Presidential Authorization, but based 
on Yoo's description in his November 2 memorandum, it appears that the draft that Yoo 
analyzed tracked the language of the fmal November 2, 2001, Authorization signed by the 
President. ('fS/ / Sij' / NFI 
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Yoo did acknowledge in his memorandum that the first Presidential 
Authorization was "in tension with FISA." Yoo stated that FISA "purports to 
be the exclusive statutory means for conducting electronic surveillance for 
foreign intelligence," but Yoo then opined that "[s]uch a reading of FISA 
would be an unconstitutional infringement on the President's Article II 
authorities."41 Citing advice of the OLC and the position of the Department 
as presented to Congress during passage of the USA PATRIOT Act several 
weeks earlier, Yoo characterized FISA as merely providing a "safe harbor for 
electronic surveillance," adding that it "cannot restrict the President's ability 
to engage in warrantless searches that protect the national security." 
fFS I 'STUTT I '81 I 'OC 'NF) I 7 ~vI I I 7 I 

4 1 As discussed in Chapter Four, Goldsmith criticized this statement as conclusory 
and unsupported by any separation of powers analysis. (U/ {FOUO) 
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Regarding whether the activities conducted under the Stellar Wind 
program could be conducted under FISA, Yeo wrote that it was pro~ 
that FISA required an application to the FISA Court to describe the­
or "facilities" to be used by the target of the surveillance. Yoo also _s~ 

that a FISA Court would grant a warrant to cover­
as contemplated in the Presidential 

Au Authorization could be viewed as a violation 
of FISA's civil and criminal sanctions in 50 U.S.C. §§ 1809-10, Yoo opined 
that in this regard FISA represented an unconstitutional infringement on 
the President's Article II powers. According to Yeo, the ultimate test of 
whether the government may engage in warrantless electronic surveillance 
activities is whether such conduct is consistent with the Fourth 
Amendment, not whether it meets the standards of FISA. 
(TS 1 'STLm 1 1 81 1 100 1NF) If ~•11 f1 I 

Citing cases applying the doctrine of constitutional avoidance, Yoo 
reasoned that reading FISA to restrict the President's inherent authority to 
conduct foreign intelligence surveillance would raise grave constitutional 
questions. 42 Yoo wrote that "unless Congress made a clear statement in 
FISA that it sought to restrict presidential authority to conduct warrantless 
searches in the national security area- which it has not- then the statute 
must be construed to avoid such a reading."43 fFS//STLVl//81//0C/NF) 

42 Yoo's memorandum cited the doctrine of constitutional avoidance, which holds 
that "where an otherwise acceptable construction of a statute would raise serious 
constitutional problems, the Court will construe the statute to avoid such problems unless 
such construction is plainly contrary to the intent of Congress." Edward J. DeBartolo Corp. 
v. Florida Gulf Coast Building & Construction Trades Council, 485 U.S. 568, 575 (1988}. Yoo 
cited cases supporting the application of this doctrine in a manner that preserves the 
President's "inherent constitutional power, so as to avoid potential constitutional 
problems." See, e.g., Public Citizen u, Department of Justice, 491 U.S. 440, 466 (1989). 
(TS/f'a'TPHffSI/fOC/~V:, 

43 On March 2, 2009, the Justice Department released nine opinions written by the 
OLC from 2001 through 2003 regarding "the allocation of authorities between the President 
and Congress in matters of war and national security" containing certain propositions that 
no longer reflect the views of the OLC and "should not be treated as authoritative for any 
purpose." Steven G. Bradbury, Principal Deputy Assistant Attorney General, Office of Legal 
Counsel, Deparbnent of Justice, Memorandum for the Files, "Re: Status of Certain OLC 
Opinions Issued in the Aftermath of the Terrorist Attacks of September 11, 200 I," 
Januazy 15, 2009, I, 11. Among these opinions was a February 2002 classified 
memorandum written by Yoo which asserted that Congress had not included a clear 
statement in FISA that it sought to restrict presidential authority to conduct warrantless 
surveillance activities in the national security area and that the FISA statute therefore does 
not apply to the president's exercise of his Commander-in-Chief authority. In a 
January 15, 2009, memorandum (included among those released in March}, Bradbury 
stated that this proposition "is problematic and questionable, given FISA's express 
references to the President's authority" and is "not supported by convincing reasoning." 
(TS 'STLW I '9.1' 'OC 'NF) I •IT II I 
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Yeo's analysis of this point would later raise serious concerns for 
other officials in the Office of Legal Counsel and the Office of the Deputy 
Attorney General (ODAG) in late 2003 and early 2004.44 Among other 
concerns, Yoo did not address the 15-day warrant requirement exception in 
FISA following a congressional declaration of war. See 50 U.S.C. § 1811. 
Yeo's successors in the Office of Legal Counsel criticized this omission in 
Y oo's memorandum because they believed that by including this provision 
in FISA, Congress arguably had demonstrated an intention to "occupy the 
field" on the matter of electronic surveillance during wartime. 45 

(TS 1 1STLm 1 'SI 1 10C 1NF} I I ~rr If I 

Yoo's memorandum next analyzed Fourth Amendment issues raised 
by the Presidential Authorizations. Yoo dismissed Fourth Amendment 
concerns regarding the NSA surveillance program to the extent that the 
Authorizations applied to non-U.S. persons optside the United States. 
Regarding those aspects of the program that involved interception of the 
international communications of U.S. persons in the United States, Yoo 
asserted that Fourth Amendment jurisprudence allowed for searches of 
persons crossing the border and that interceptions of communications in or 
out of the United States fell within the "border crossing exception." Yoo 
further opined that electronic surveillance in "direct support of military 
operations" did not trigger constitutional rights against illegal searches and 
seizures, in part because the Fourth Amendment is primarily aimed at 
curbing law enforcement abuses. ('fS//STV.V//SI//00/NF) 

Finally, Yoo wrote that the electronic surveillance described in the 
Presidential Authorizations was "reasonable" under the Fourth Amendment 
and therefore did not require a warrant. In support of this position, Yoo 
cited Supreme Court opinions upholding warrantless searches in a variety 
of contexts, such as drug testing of employees and sobriety checkpoints to 
detect drunk drivers, and in other circumstances "when special needs, 
beyond the normal need for law enforcement, make the warrant and 
probable cause requirement impracticable," Veronia School Dist. 47J v. 
Acton, 515 U.S. 464, 652 (1995) (as quoted in November 2, 2001, 
Memorandum at 20). Yoo wrote that in these situations the government's 
interest was found to have outweighed the individual's privacy interest, and 
that in this regard "no governmental interest is more compelling than the 
security of the Nation." Haig v. Agee, 435 U.S. 280, 307 (1981). According 

44 One of these officials was Patrick Philbin, who following Yoo's departure was 
"dual-hatted" as both an Associate Deputy Attorney General and a Deputy Assistant 
Attorney General in the Office of Legal Counsel. (U) 

45 We discuss the OLC's reassessment and criticism ofYoo's analysis in Chapter 
Four. (U) 
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to Yoo, the surveillance authorized by the Presidential Authorizations 
advanced this governmental security interest. (TS//STLW//SI//OC(MF) 

Yoo also omitted from his November 2 memorandum- as well as from 
his earlier September 17 and October 4, 2001, memoranda- any discussion 
of Youngstown Sheet & Tube Co. v. Sawyer, 343 U.S. 579 (1952), a leading 
case on the distribution of government powers between the Executive and 
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Legislative branches.47 As discussed in Chapter Four, Justice J~ckson's 
analysis of President Truman's Article II Commander-in-Chief authority 
during wartime in the Youngstown case was an important factor in the 
Office of Legal Counsel's reevaluation in 2004 ofYoo's opinion on the 
legality of the Stellar Wind program. ·(TS//81//NF) 

3. Additional Presidential Authorizations (U) 

On November 30, 2001, the President signed a third Authorization 
authorizing the Stellar Wind program. The third Authorization was virtually 
identical to the second Authorization of November 2, 2001, in fmding that 
the threat of terrorist attacks in the United States continued to exist, the 
legal authorities cited for continuing the electronic surveillance, and the 
scope of collection. (TS//STUll//8!//0C/NF) 

OLC Principal 
told the OIG 

Presidential Authorization, signed on January 9, 2002, modified the scope of 
collection to provide: 

47 In Youngstown, the Supreme Court held that President Truman's Executive 
Order directing the Secretary of Commerce to seize and operate steel plants during a labor 
dispute to produce steel needed for American troops during the Korean War was an 
unconstitutional exercise of the President's Article II Commander-in-Chief authority. In a 
concurring opinion, Justice Jackson listed three categories of Presidential actions against 
which to judge the Presidential powers. First, "[w)hen the President acts pursuant to an 
express or implied authorization of Congress, his authority is at its maximum[.]" Id. at 
635. Second, Justice Jackson described a categoxy of concurrent authority between the 
President and Congress as a "zone of twilight" in which the distribution of power is 
uncertain and dependant on "the imperatives of events and contemporary imponderables 
rather than on abstract theories oflaw." Id. at 637 (footnote omitted). Third, "[w]hen the 
President takes measures incompatible with the express or implied will of Congress, his 
power is at its lowest ebb, for then he can rely only upon his own constitutional powers 
minus any constitutional powers of Congress over the matter." ld. Justice Jackson 
concluded that President Truman's actions fell within this third categoxy, and thus "under 
circumstances which leave Presidential power most vulneraple to attack and in the least 
favorable of possible constitutional postures." Id. at 640. IU) 
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Presidential Authorization, January 9, 2002. fFS//S'FLTN//Sl//00/PlF) 

The language of the Authorization as modified 
m anuary 2 collection standard in subsequent 
Presidential Authorizations extending the Stellar Wind Program, until the 
disputed Presidential Authorization in March 2004, which we discuss in 
Chapter Four. ('FS/ /S'fLVl//Sl//00/NF) 

4. Subsequent Yoo Opinions (U) 

Several identical Presidential Authorizations recertifying the Stellar 
Wind program were signed in 2002. (U I /FOUO) 

In October 2002, at Attorney General Ashcroft's request, Yoo drafted 
another opinion for Ashcroft concerning the Stellar Wind program. This 
memorandum, dated October 11, 2002, reiterated the same basic analysis 
. b d . fth • • !. 

• • 

48 As in the November 2, 2001, memorandum, Yoo's October 11, 2002, 
memorandum included the following caveat: "Because of the highly sensitive nature of this 
subject and its level of classification, this memorandum has not undergone the usual 
editing and review process for opinions that issue from our Office (OLCJ." 
('fS 1 'S'fL\*r 1 'SJ 1 'QO 'NF) II ?ff 7 I I 
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5. Yoo's Communications with the White House (U) 

As the only Office of Legal Counsel official who had been read into the 
Stellar Wind program through early 2003, Yoo consulted directly with White 
House officials about the program during this period. Because we were 
unable to interview Yoo, we could not determine the exact nature and extent 
of these consultations. We were also unable to determine whether Ashcroft 
was fully aware of the advice Yoo was providing directly to the White House 
about the program. (8//NFJ 

Gonzales told the OIG that Yoo was among those with whom the 
White House consulted to develop advice for the President on the program, 
but he asserted that Yoo was not sought out to provide approval of the 
program for the Department. However, Gonzales told us that he did not 
know how Yoo came to be the primary Justice Department official that the 
White House consulted during this period about the program. (8//NF) 

In fact, Jay Bybee, who served as the OLC Assistant Attorney General 
for most of this period and was Yoo's supervisor, was never read into the 
Stellar Wind program. Bybee told the OIG that during his tenure as 
Assistant Attorney General he did not lrnow that Yoo was working alone on 
a sensitive compartmented program and he had no knowledge of how Yoo 
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came to be selected for this responsibility. Bybee told us that he was 
"surprised" and "a little disappointed" to learn in media accounts that he 
was not privy to Yeo's work on what Bybee had later learned to be a 
compartmented counterterrorism program involving warrantless electronic 
surveillance. Bybee said that it would not be unusual for a Deputy 
Assistant Attorney General such as Yoo to have direct contact with the 
White House for the purpose of rendering legal advice, but that the OLC 
Assistant Attorney General must be aware of all opinions that issue from 
the OLC. Bybee said that the Assistant Attorney General has an obligation 
to "see the whole picture" and is the person in the office who knows the full 
range of issues that are being addressed by the OLC and who can assure 
that OLC opinions remain consistent. (TS//SI//~lF) 

6. Gonzales's View of the Department's Role in 
Authorizing the Stellar Wind Program (8//NF) 

The OIG asked Gonzales about how he, as White House Counsel, 
viewed the role of the Justice Department during the early phase of the 
Stellar Wind program. Gonzales stated that he and others at the White 
House tried to be very careful to understand what could be done legally, and 
they wanted to have "constant communications with the Department" in the 
first few months following the September 11, 2001, terrorist attacks. 
Gonzales also stated that it was the President, and not the Attorney General 
or the White House Counsel, who authorized the warrantless surveillance 
activity under the Stellar Wind program. However, Gonzales acknowledged 
that the President's decision was based on advice from the Attorney General 
and White House Counsel, among others. tTS//81//NF) 

The OIG also asked whether Gonzales had a personal belief about the 
justification for having a single attorney - Yoo - speak on behalf of the 
Department regarding the legality of the program. Gonzales stated that it 
was up to the Attorney General to make that determination or calculation. 
Gonzales stated that he understood the Department's position was that the 
program was legal and that Yoo would sit down with Attorney General 
Ashcroft to answer any legal questions when the Presidential Authorizations 
were presented to Ashcroft for his signature. Gonzales said he understood 
that the Yoo opinions represented the legal opinion of the Department. 
However, as noted previously, for the first year and a half of the program the 
Department read-ins included only Yoo, Ashcroft, and Baker. (TS//81//NF) 

Gonzales also stated that it was Ashcroft's decision as to how to 
satisfy his legal obligations as Attorney General. However, when the OIG 
asked whether Gonzales was aware if Ashcroft ever requested to have 
additional people read into Stellar Wind, Gonzales stated that he recalled 
Ashcroft wanted Deputy Attorney General Larry Thompson and his Chief of 
Staff, David Ayres, read in. Gonzales acknowledged that neither official was 
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ever read into the program. Gonzales said that Ashcroft complained that it 
was "inconvenient" not to have Thompson and Ayres read in, but Gonzales 
also stated that he never got the sense from Ashcroft that it affected th,e 
quality of the legal apvice the Department provided to the White House. 
Gonzales stated that other than Ashcroft's request that Thompson and 
Ayres be read in, he did not recall Ashcroft requesting to have additional 
Department officials read in.49 (8//PlF) 

II. NSA's Implementation of the Stellar Wind Program (U //FOUO~ 

In this section, we describe the NSA's initial implementation of the 
Stellar Wind program. We first describe how the NSA acquired the 
communications data authorized for coll~ction under the program. We also 
discuss the process the NSA used to analyze the information received from 
the Stellar Wind program and how this information was provided to the FBI. 
(U/ /FOUO) 

A. Implementation of Stellar Wind (U //FOUOt 

Our description of the implementation of the Stellar Wind program is 
based on NSA and Justice Department documents we obtained during our 
review, as well as interviews of NSA and Department personnel with 
knowledge of Stellar Wind's technical · · · · 
basic overview of how the NSA o 

- the information authorized for coue,cuon .................... ... 
information is also important for later sections of this report that describe 
significant modifications to the Authorizations regarding the manner and 
scope of collection, the Department's re-assessment of the legal rationale 
supporting the Stellar Wind program during late 2003 and early 2004, and 
compliance · · 
collection 

49 Gonzales stated that Ashcroft, as the Attorney General, would be well-positioned 
to request the President to allow additional attorneys to be read into the program. Drawing 
on his own experience as Attorney General, Gonzales cited his request to the President in 
2006 that the then head of the Office of Professional Responsibility (OPR) and several 
attorneys within OPR be granted security clearances in order to conduct an inquiry into the 
professional conduct of Department lawyers with respect to the Stellar Wind program. 
Gonzales said he made his request both through White House Counsel Harriet Miers and 
clirectly to the President. However, the President initially declined the request, and the 
request was not granted until October 2001. (U I /Fetfe) 
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As discussed 
ca under Stellar 

Wind that came to be commonly referred to as the three "baskets." Basket 1 
referred to collection of the content of telephone and e-mail 
communications; basket 2 referred to collection of meta data associated 
with telephone communications; and basket 3 referred to colle 
data associated with e-mail and other Internet communications. 

s1 We describe in Chapter Four changes made in March and 2 
~der Presidential Authorization following a dispute between 

the Stellar Wind 

52 Title 18 of the United States Code generally prohibits the interception and 
disclosure of wire, oral, or electronic communications, and .... .,.,..,.,,,..,., 

C. 

43 
'fOP SECRE'i'//STLW//HCS/SI//ORCON/NOFORN 



APPROVED FOR PUBLIC RELEASE 

TOP SECRET/ /STLW//HGS/81//0RGON/NOFORN 

The meta data collected 
under Stellar Wind (baskets 2 , as as meta 
with communications targeted for content collection under the program, 
was placed into an NSA database system called- which according 

· is a configuration of databases and analytical tools. 
databases are segregated into "realms" organized by the specific 

au allowing the particular data to be collected. 53 The content data 
collected under the Stellar Wind program was placed in a separate NSA 
repository. 54 (TS/ /STUN// 8I // OC/ NF) 

1. Basket 1 - Telephone and E-Mail Content Collection 
(TS I 'STL\11' I 'SI I 'OG 1 NF) f1 -.11 II I 

a. Telephone Communications (U) 

In this section we describe briefly the technical means used by the 
NSA to access the international telephone system to accomplish the 
collection of international calls under the Stellar Wind program.ss 
(TS I 18TbllT I 1€U I 'OC 1NF) I f*, I I I f I 

53 NSA officials said the realms also establish a system of access control to ensure 
that only authorized users access certain data. (S//NF) 

54 As discussed in Chapter Five of this report, the NSA created an additional realm 
in July 2004 when the government obtained FlSA authority to collect e-mail meta data, and 
another realm in May 2006 when it obtained authority under FISA to collect telephony 
meta data. These realms were separate from the realms that contained information 
collected under Stellar Wind. (TS//STJ).¥1/SI//OGJNF) 

55 The NSA's interception of international telephone communications under Stellar 
Wind highlighted the dramatic change in telecommunications technology that had been 
taking place for nearly 20 years. In 1978, when FISA was enacted, telephone calls placed 
by and to individuals within the United States (domestic calls) were carried mostly on 
copper wires, while telephone calls placed to or from individuals outside the United States 
(international calls) generally were transmitted by satellites. FISA reflected the state of 
technology then by defining the term "electronic surveillance" to be the acquisition of the 
contents of certain wire and radio (satellite) communications. FISA stated that as to radio 

(Cont'd.) 
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communications specifically, and thus as to most international communications, the 
interception of calls constituted "electronic surveillance" only if the acquisition intentionally 
targeted a particular !mown U.S. person in the United States, or if all participants to the 
communication were located in the United States. See 50 U.S.C. §§ 1801(f)(l) and (3). 
Accordingly, government surveillance that targeted foreign persons outside the United 
States generally was not considered electronic surveillance under FISA, and the 
government was not required to obtain a FISA Court order authorizing the surveillance 
even if one of the parties to the communication was in the United States. 
(TSf/STI»lJ/Sl//OC/NFJ 
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The NSA informed the FISA Court of this issue in the government's December 2006 
FISA application that sought to bring 

Five of 
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routing Information that includes the originating and terminating telephone 
number of each call, and the date, time, and duration of each call. The call 
detail records do not include the substantive content of any communication 
or the name, address, or financial information of a subscriber or customer. 
fFS I 'STLHT I 'SI I 'OC 'NF) II nJj II I 

s 
pe:rtainl.ng to one party was outside the 
United States, where no party was known to be a United States citizen, or 
where there was reaso.nable articulable suspicion to believe the 
communication related to international terrorism. As noted in Chapter One, 
the NSA interpreted this authority to also permit it to collect telephony and 
e-mail meta data in bulk so to 

the meta data. 
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SO OrJga:Jniz:ed 

mto a by NSA analysts responsible for analyzing 
the information under the Stellar Wind program. The data was archived 
into an NSA analytical database that contained exclusively Stellar Wind 
information and that was accessible only by specially authorized NSA 
personnel read into the program. tfS/,UaTV.lf//SI//OC/NF) 

63 While the magnitude of the bulk collection was enormous, the 
NSA did not retrieve or review most of this data because access was 
authorized only with respect to telephone communications that satisfied the 
Presidential Authorizations "acquisition" standard. In fact, the NSA 
reported that by the end of 2006, .001% of the data collected had actually 
been retrieved from its database for analysis. (TS//STVvV//SI//00/NF) 

li3 We describe these techniques in part B of this section. (U) 
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3. Basket 3 - E-MaU Meta Data Collection 

The meta data the NSA obtained from e-mail communications 
included the information that appeared on the "to," "from," "cc," "bee," and 
"sent" lines of a standard e-mail. Thus, the NSA collected the e-mail 
address of the sender, the e-mail addresses of any recipients, and the 
information concerning the date and time when the e-mail was sent. 
(TS I 

1 STU1'T I 
1 81 I 

10C 'NF) If nJ( Tl I 

The meta data collection did not include information 
from the "subject'' or "re" lines of thee-mails or the body of the e-mails.64 
(TS I 18TVIT I 18I I I OG 1"P'fF) TT "I I I I I 
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B. NSA Process for Analyzing Information Collected Under 
Stellar Wind (S/ /NF) 

The NSA conducted two functionally distinct types of review of the 
massive amount of data it collected under the Stellar Wind program. First, 
the NSA conducted procedures intended to ensure that it only reviewed or 
"acquired" the information that was within the scope of the Presidential 
Authorizations. Second, the NSA conducted substantive analysis of the 
acquired information to determine whether it had intelligence value that 
should be disseminated to customer agencies such as the FBI and the CIA. 
(TS// Sl//NF) 

The NSA procedures to ensure that the acquisition and dissemination 
standards were satisfied became more formalized over time. We describe 
below how the NSA handled the enormous volume of data it was collecting 
with the Stellar Wind program. (T8//8I/ I NF) 

1. Basket 1: Content tasking, Analysis, and 
Dissemination (TS//STLW/ /81/ /OG/NF) 

Stellar Wind's "basket 1" content database contains telephone and 
e-mail communications of individuals. The NSA refers to the telephone 
numbers and e-mail addresses tasked for interception as "selectors." To 
task a selector under the Presidential Authorizations, the NSA was required 
to establish probable cause to believe the intercepted communications 
originated or terminated outside the United States and probable cause to 
believe a party to the communications was a group engaged in international 
terrorism, or activities in preparation therefor, or any agent of such a 
group 65 (TS I 'STUH I 1SI 110C 'NF) • I I •YJ I I I I 

The NSA had two processes for tasking selectors under Stellar Wind. 
One process applied to tasking foreign selectors, or selectors believed to be 
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used by non-U.S. persons outside the United States. The other process 
applied to tasking domestic selectors, or selectors believed to be used by 
persons inside the United States or by U.S. persons abroad. A foreign 
selector could be tasked for collection under Stellar Wind based upon an 
NSA analyst's determination, following some amount of documented 
research and analysis about the selector, that the terms of the 
Authorizations were satisfied. The NSA did not require any additional levels 
of approval before a foreign selector could be tasked. 66 

(TS I 1STV1T I 'SI ''OC 'ME) II ••11 II I 

A domestic selector could be tasked only after the NSA analyst 
obtained specific approvals. The rigor of the process to task a domestic 
selector evolved over time, but essentially it required an analyst to draft a 
formal tasking package that demonstrated, through analysis and 
documentation, that the selector satisfied the terms of the Authorizations. 
This package was reviewed by a designated senior official who could approve 
or reject the package, or request that additional information be provided. 
(TS I 'STVTT I 

1 81 I 
100 1 NF) II n I I 71 I 

In emergency situations, ~ould commence content 
interception on a selector withi~ of identifying a number or address 
that satisfied the criteria in the · tions. In other cases, 
interception commenced wi for urgent or priority taskings 
and within a week for routine~ .... ., ........... 

The NSA conducted 15-, 30-, and 90-day reviews of tasked foreign 
and domestic selectors to assess whether the interception should continue. 
The NSA stated that the selectors were "de-tasked" if the user was arrested, 
if probable cause could no longer be established, or if other targets took 
priority. (TS//STV.V/ /SI//OC/NF) 

The content intercepted under taskings was sent to the NSA and 
placed in a database accessible by NSA analysts cleared into the Stellar 
Wind program. The analysts were responsible for reviewing the 
communications and assessing whether a Stellar Wind should be 
ge1:1ez~ated for the FBI and the CIA. 
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2. Baskets 2 and 3: Telephony and E~Mail Meta Data 
Queries, Analysis, and Dissemination 
(TS IISTL\1' 1181' 'OC 'NF) r 1 ..rt I I I I 

The NSA received massive amount of telephony and 
e-mail meta data (basket that was stored in a realm 
accessible only by NSA analysts assigned to the Stellar Wind program. The 

rT'\'"'"'" of the collection was to facilitate the identification of connections 
among particular telephone numbers and e-mail address~ 

u."''""'-"-U. analytical techniques called "contact chainin~ tms 1 'STLUT 1 18 r 1 ~ee INP'l 
fT r 1 -ro'tYJJ x1 r ' nr-1 

As described by the NSA in declarations flled with the FISA Court, 
contact chaining is used to determine the contacts made by a particular 
telephone number or e-mail address (tier one contacts), as well as contacts 
made by subsequent contacts (tier two and tier three contacts). The NSA 
uses computer algorithms to identify the first two tiers of contacts an e-mail 
address makes and the first three tiers of contacts a telephone number 
makes. According to the NSA, multi-tiered contact analysis is particularly 
useful with telephony meta data because a telephone does not lend itself to 
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As previously noted, the NSA interpreted the Presidential 
Authorizations to permit it to collect telephony and e-mail meta data in 
bulk. 67 The NSA "queried" the databases that held this data to identify meta 
data for communications to or from a particular telephone or e-mail address 
(the "selector," also known as the "seed number" or "seed account"). NSA 
analysts queried the database using a selector for which there was a 
reasonable articulable suspicion to believe that the number or account had 

~~~unications related to international terrorism. 58-

As with proposals to task selectors, an NSA shift coordinator typically 
reviewed for approval proposals to query either the e-mail or telephony meta 
data bulk databases using particular selectors. If the shift coordinator 
agreed that the reasonable articulable suspicion standard was met, the 
selector was approved and the analyst was authorized to query the meta 
data bulk database to identify all of the other telephone numbers or e-mail 
addresses that had been in contact with the seed account. Each contact 
along the chain of contacts that originated with the selector was referred to 
as a "hop," meaning that a telephone call from the seed account to 
telephone number A was considered "one hop out," and a call from 
telephone number A to telephone number B was considered "two hops out" 
(relative to the seed account), and so on. NSA analysts used specialized 
software to chain and analyze the contacts identified by each query. The 
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NSA told us that Stellar Wind analysts were permitted to chain the results 
of queries up to three hops out from the selector. f(fS//STI.W//SI//OC/WF) 

The results of each query were analyzed to determine whether any of 
the contacts should be reported, or "tipped," to Stellar Wind customers­
primarily the FBI, CIA, and the National Counterterrorism Center. In the 
first months of the Stellar Wind program, the NSA reported to the FBI most 
contacts identified between a U.S. telephone number or e-mail address and 
the selector used to query the meta data realm, as well as domestic contacts 
that were two and three hops out from a selector. As discussed in Chapter 
Six of this report, over time the NSA and FBI worked to improve the 
reporting process and the quality of the intelligence being disseminated 
under Stellar Wind. (T'a//STLVI//81//0C/NF) 

The domestic contacts from specified numbers or e-mail addresses, 
called "tippers," were provided to the FBI by the NSA. These tippers were 
included in reports that contained two sections separated by a dashed line, 
commonly referred to as a "tearline," made to appear as a perforation 
extending across the width of a page. The purpose of the tearline was to 
separate the compartmented information above the tearline, which could 
identify the specific sources and methods used to obtain the information, 
from the non-compartmented information that the FBI could further 
disseminate to its field offices. Only FBI personnel read into the Stellar 
Wind program could have access to the full Stellar Wind reports from NSA. 
('f8 1 'S'fbm 1 'SI 1 'OC 1NF) II vvjj II 1 

The information that appeared above the tear line typically was 
classified Top Secret/ SCI and identified Stellar Wind 

The information included .,..,. .. ,.,,,1 

The information that appeared below the tear line of a report generally 
was classified Secret or Confidential and did not identify Stellar Wind as the 
source of the intelligence. The text typically included some version of the 
following statement: 

• I I U • '. • •. t . • I • • • • • • - • • 
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provided the date or dates of the contacts, 
or the period of time in which contact was made. (Tg//STL¥l//SI//OG/NF) 

During the flrst several months of the Stellar Wind program, nearly all 
reports · 

As examples, the following Stellar Wind reports were among those 
disseminated to the FBI in November 2001. We have excerpted only the 
information below the tearline, which is often referred to simply as "tear line 
information." In addition, we did not provide the actual telephone numbers 
provided by the NSA to the FBI. fFS//SI//NF) 
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ill. FBI's Early Participation in the Stellar Wind Program (S//NF) 

Stellar Wind was not an FBI program, nor was the FBI involved in the 
program's creation. However, as the lead agency for counterterrorism in the 
United States, the FBI received much intelligence produced under Stellar 
Wind. In the following sections, we describe how the FBI became involved in 
the Stellar Wind program, the personnel resources allocated to handle 
Stellar Wind information, and the initial procedures the FBI established to 
receive, control, and disseminate the program information. 
(TS I 'STL'"IT I 'Sf I 'OC 'NF) I I •'YI 7 71 I 

69 In addition to the queries the NSA conducted on a case-by-case basis, the NSA 
also maintained a list of foreign and domestic telephone numbers and e-mail addresses for 
which, based on NSA analysts' assessments, there was a reasonable basis to believe were 
associated \\ith international terrorism. These selectors, called "alerts," were querfed 
against the incoming meta data automatically on a daily basis, and any contacts with a 
domestic telephone number or e-mail address were directed to NSA analysts for review and 
possible reporting to the FBI. The NSA regularly updated the alert list by adding or 
removing selectors, depending on the available intelligence. As we discuss in Chapter Five 
in connection with the transition of Stellar Wind's bulk meta data collection from 
presidential authority to FISA authority, the FISA Court found that the NSA's use of the 
alert list to query incoming telephone meta data did not comply with terms of the Court's 
Order. ('fS//S'fLWI/ST//06/NF) 
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A. FBI Director First Informed of Stellar Wind Program 
(U//F'OUO) 

Director Mueller told us that his earliest recollection of the Stellar 
Wind program was a meeting he attended at the White House with Attorney 
General Ashcroft, which occurred either after the decision had been made to 
move forward with the presidentially authorized program or shortly after the 
October 4, 2001, Authorization was issued. Mueller told us the meeting was 
"more than a formal read-in" and that Director Hayden may have attended. 
Mueller said that at or around this time he also briefly reviewed the 
October 4, 2001, Presidential Authorization, which he characterized as 
"relatively complex " (T~ 1 1 SI 1 1 OC 1 NF) • II II I 

Director Mueller said his impression at the time was that the terms of 
the Presidential Authorization might allow for collecting purely domestic 
telephone and e-mail communications. Mueller said he discussed the 
matter with Ashcroft and asked whether OLC had issued an opinion on the 
program. Mueller said that he recalled being told that OLC might have 
opined orally on the program and Mueller said he suggested to Ashcroft that 
OLC issue a formal written opinion. Mueller told us that he did not think 
the NSA ever exercised authority under the Authorization to collect purely 
domestic communications. (TS//STLVl//91//0C/NF) 

Mueller stated that based on the meeting he attended at the White 
House and his brief review of the October 4, 2001, Presidential 
Authorization, he understood the FBI's role in the Stellar Wind program was 
to be a "recipient'' of intelligence generated by the NSA, and to provide any 
technical support to the NSA as necessary to support the program. 
(TI; I 1SI I 1NF) I I I I 

B. 
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70 Executive Order 12333 authorizes the FBI to provide operational Intelligence 
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Attorney General formally directing the FBI to support the NSA program. 
Mueller said that he also requested the order because he wanted a "record 

t ti. · t· " ('PSI 1S!ffr' I 'Sf' 'ee 'NF} as o our par c1pa ton.7 Jvv 1 IT r 1 

In response, on October 20, 2001, Attorney General Ashcroft sent a 
memorandum to Director Mueller stating: 

As part of the Nation's self defense activities, the National 
Security Agency (NSA) is engaged in certain additional collection 
activities, the details of which you are aware. Those activities 
are legal and have been appropriately authorized, and the 
Federal Bureau of Investigation should cooperate with NSA as 
necessary for it to conduct those activities. ('fS//SI//NF) 

According to Mueller, the combination of this memorandum from the 
Attomey General and the November 2, 2001, memorandum prepared by the 
Department's Office of Legal Counsel regarding the legality of Stellar Wind 
gave him comfort at that time with the FBI's participation in the1 program. 
(TS I '81 I 'NF) r r 1 1 

Bowman also told us that the White House officials primarily 
responsible for Stellar Wind, who he identified as the Vice President and 
Addington, were "amateurs" when it came to intelligence work. Bowman 
stated that one of the potential consequences of severely limiting the 
number of individuals read into a program is that uncleared personnel who 
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occupy positions placing them in close proximity to program-related 
activities might construe certain actions as questionable or illegal and 
report that activity, thereby potentially compromising the activities. 
Bowman said that this is what occurred with Stellar Wind. For this reason 
and others, Bowman did not agree with the decision to so severely limit 
access to the program. (!fS//STVli//SI//00/NF} 

C. FBI Begins to Receive and Disseminate Stellar Wind 
"Tippers" fS//D) 

In the immediate aftermath of the September 11 terrorist attacks, the 
FBI had created a task force of agents and analysts to analyze the flood of 
telephone numbers it received from multiple sources, including agencies 
within the U.S. Intelligence Community, foreign intelligence services, and 
concemed citizens. The task force, called the Telephone Analysis Unit 
{TAU), was located at FBI Headquarters and consisted of approximately 50 
FBI employees working on shift rotations 24 hours per day, 6 days per 
week. The operation was supervised by FBI supervisors working out of the 
FBI's Strategic Information and Operations Center. As described below, 
personnel assigned to this task force were among the first at the FBI to 
handle Stellar Wind-derived information. (TS//STV.V//SI//OC/MF) 

1. FBI Initiates 

In October or N 
what came to be called was the FBI's effort 
to manage the Stellar Wind-derived information being received from the 
NSA. The information, referred to as Stellar Wind "tippers," consisted of 
telephone numbers and e-mail accounts derived from NSA meta data 
analysis, and sometimes content intercepted from par~ 
e-mail communications. The essential purpose of the­
was to receive Stellar Wind tippers from the NSA and disseminate the 
information to FBI field offices for investigation in a manner that did not 
reveal the source of the information or the methods by which it was 
collected. (TS//STLVl//81//0C/NF) 

Working alternating shifts in the FBI's Strategic Information and 
Operations Center, two FBI analysts were primarily responsible for 
managing Stellar Wind tippers in the initial months of the program. These 
analysts told the OIG that until December 2001, the Stellar Wind tippers 
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consisted nearly exclusively of telephone numbers. According to the 
analysts, the process for handling Stellar Wind tippers began when the NSA 
liaison co-located at FBI Headquarters provided one of the analysts the 
information below the tearline from a Stellar Wind report containing one or · 
more tippers. The analyst then queried FBI databases for any information 
about each tipper, such as whether the tipper appeared in any pending or 
closed FBI inve tions. The analyst also queried the tipper against the 
FBI's database, which is the FBI's central repository 
for telephone subscriber data acquired during the course of investigations. 
In addition, the analyst checked each tipper against public source 
databases for relevant information, such as the identity of a telephone 

b b 'b {'fS' 1 S!fl:rr' 'SI' '88 'NF) num er su sen er.r 7vv 111 r 1 

After completing these database checks, the analyst drafted an 
Electronic Communication, or EC, from FBI Headquarters to the 
appropriate FBI field office. The EC described the tearline information 
about the tipper contained in the Stellar Wind report together with any 
additional information the analyst was able to locate. 
(TS 1 'STbnr 1 1SI 1 108 1NF) II ~VIJ T1 I 

ECs disseminated to field offices included 
several fea nature of the information and how it could 
be used. First, the ECs advised the field offices that the information being 
provided was "derived from an esta and that it 
was "being addressed by the TAU as the 

Second, the ECs included a caveat about the use of the information 
being provided, stating that the information "is for lead purposes only and is 
intended solely for the background information of recipients in developing 
their own collateral leads. It cannot be used in affidavits, court proceedings, 
subpoenas, or for other legal or judicial purposes." The FBI said this 
language was included in each EC to protect the source of the information 
and the methods by which it was collected. {S//l'JF) 

Third, the ECs provided an explanation about the qualitative rankings 
the NSA as 

(Cont'd.) 
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Fourth, the ECs instructed the field. offices how the tippers should be 
addressed. These instructions were provided as "leads/' for which the FBI 
had three categories: ActionJ Discretionary, and For Information. An Action 
lead instructed a field office to take a particular action in response to the 
EC. An Action lead was "covered" when the field office took the specified 
action or conducted appropriate investigation to address the information in 
the EC. A Discretionary lead allowed the field office to take whatever action 
it deemed appropriate. A field office that receives a ''For Information" lead 
was not expected to take any specific action in response to the EC other 
than possibly route the communication to the office personnel whose 
investigations or duties the information concerned. (8/ /NF) 

After the FBI analyst completed this process and drafted the EC, an 
FBI Supervisory Special Agent read into the Stellar Wind program reviewed 
the EC, in part to ensure that it did not reveal the source of the information 
or the method by which the information was obtained. Once approved, the 
analyst entered the EC into the FBI's Automated Case Management System 
and the receiving field offices were notified electronically to review the 
communication. (TS I I SI/ I NF) 

EC typically contained multiple tippers and 
therefore was d1 to field offices. The receiving field offices 
were responsible for handling the leads that concerned tippers falling in 
their respective geographic jurisdictions. (8//NF) 

Most of the that disseminated Stellar Wind 
tippers were designated Action leads. As noted, during this period the 
tippers were almost exclusively TPr~·nn the 

d the field office to 

m 
office to report the investigative results to the Telephone Analysis Unit. 
(TS I 'SI I 'NF) I I I I • 

The two analysts told us that the focus of their 
work in the frrst months ber 11 attacks was to detect what 
many believed was an imminent second attack. During this period, nearly 
all of the Stellar Wind tippers the FBI received were disseminated to a field 
office for investigation as quickly as possible. (8//NF) 

In addition to tippers containing the content of intercepted telephone 
and e-mail communications (content tippers), in approximately December 

65 

ITS I 'SI I 'NF) fl {/ 

TOP SECRET//S'fU'tt//HCS/SI//ORCON/NO:FORi\1 



APPROVED FOR PUBLIC RELEASE 

TOP SEORET//STLW/ /IICS/Si//ORCON/NOFORN 

2001 the NSA began providing the FBI tippers derived from the NSA's e-mail 
meta data analysis (e-mail tippers). These e-mail tippers initially were 
routed to the same two analysts who were managing the telephot1e tippers. 
The analysts told us that the e-mail tippers were processed and 
disseminated in the same manner as the telephone tippers. Content 
tippers, which according to the analysts were received very infrequently · 
during this early period, generally were also disseminated by EC to the 
appropriate field offices, but little if any research regarding the information 
was conducted. The analysts said they considered the content tippers 
particularly time-sensitive and for that reason occasionally transmitted the 
ECs directly to the appropriate field offices or called the offices to advise that 
the information was being loaded into the FBI's Automated Case 
Management System. In 2002, responsibility for e-mail tippers was 
reassigned to the Electronic Communications Analysis Unit. 
(TS I '~Tl}tT I 1SI I 'OC 'N'F) II hfl II I 

~February 2002, one of the two FBI analysts left the 
-after being selected for a management position in a different 
analytical section within the FBI's Counterterrorism Division. The 

for managing the Stellar Wind 
a situation that continued for 

approximately the next 12 months. The analyst told us that while her work 
hours during this period were "ridiculous," she did not feel there was any 
pressure to add analysts to the project because 1'the process was working 
Well, (TS I 1 81 I 1 NF) • I f I I 

In early 2002, FBI management instructed the lone 
-analyst to conduct some of her work while physic 
NSA Headquarters at Fort Meade, Maryland. This created an unusual 
arrangement for the analyst. The analyst continued to receive the NSA's 
daily Stellar Wind reports at FBI Headquarters, and she would then drive to 
the NSA with the reports to draft the ECs (the analyst had remote access to 
FBI databases from an NSA workstation). The analyst told us that 
interaction with NSA counterparts during these daily visits was minimal. 
After the ECs were drafted, the analyst returned to FBI Headquarters to 
obtain approval to disseminate the communications to the FBI's field offices. 
The analyst's impression was that FBI management created this unusual 
arrangement "for show'' and that its purpose was to establish an FBI 
"presence" at the NSA in connection with Stellar Wind. 
(T~ 1 1gTLHT I 'SI I 'OC 'NF) 71 •rrr Tf I 

The analyst continued working on Stellar Wind matters until 
approximately February 2003, when a small team of FBI personnel were 

66 
TOP SECRS'I'/ /S'FLW//JI!GS/81//0RCON/NOFORW 



APPROVED FOR PUBLIC RELEASE 

TOP SEORBT/ /S'fLW//HOS/SI{/ORGON/NOFORN 

assigned permanently to the NSA to manage the FBI's participation in the 
Stellar Wind program.74 (S//NF) 

2. FBI Field Offices' Response 
Leads (S//Ni') 

According to the two FBI 
Wind information under the approximately 
October 2001 to February 2003, some agents m FBI field offices grew 
frustrated · · · they were receiving under the program. 

that disseminated the tippers to the 
as Action leads, this required that the 

(8//NF) 

Under ordinary operating procedures, investigative leads for 
international terrorism matters are set by FBI Headquarters' International 
Terrorism Operations Section. In addition, the ECs assigning international 
terrorism leads typically identified a Supervisory Special Agent within ITOS 
as the point-of-contact for any questions field offices might have. Because 
the Stellar Wind program was ~ented, the leads sent 
during this early period by the-----were not coordinated 
with ITOS, and the FBI Headquarters point-of-contact identified in the ECs 
for any questions generally was one of the analysts. 
(~I 'NF) I I 

According to one of the analysts, agents 
responsible for covering the that the lack of 
background information provided in the ECs about the tippers made it 

· tive could or should be taken. 

74 This co-location of FBI personnel at the NSA is discussed below. -tt::rf+f'li't­

the FBI was 

The FBI's practice of issuing national 
information is discussed in Chapter Six of this report. -fH+-H~-
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received calls from agents requesting additional information about the 
source of the intelligence provided in the ECs to help the agents decide 
whether there was sufficient predication to open an investigation on the 
telephone number or to issue a national security letter for subscriber 
information. (TS //'ill// l>TV) 

The analyst stated that in response to these calls he could only 
reiterate to the agents that the information was provided by a reliable, 
sensitive source. The analyst said this situation produced a "dichotomy'' 
with the tippers. On the one hand, there was a demand in the International 
Terrorism Operations for the telephone numbers 
because of their · and the prevailing concern 
that there would be a second terrorist on the other hand, the limited 
and vague information contained in caused 
some confusion and frustration among agen the lead. 
(8//NF) 

Agents also complained that many tippers were 
FBI from past or pending investigations and that 
~ding "circular reporting."76 However, according to one 
-analyst, this generally did not occur. The analyst """".t" ............ 
that an agent in the field assigned to cover a lead on a telephone number 
did not know the NSA was the source of the intelligence. Consequently, 
when the agent discovered that the number was identical to a number the 
agent w air d · ti ting or was aware of, it appeared to the agent 
that th simply had identified a previously known 
number, conducted some additional research that the field office likely had 
already done, and disseminated the information back to the field as new 
reporting. Because the analysts could no~ource of the 
intelligence, the agent did not realize the -reporting in 
fact reflected a new foreign connection to the telephone number. 
(TQ I /QTLJIT I l£J "OC {'1\l£\ -ro r I e"'H:: Vi I r a r I I ~,p., 

Another frustration voiced by agents to 
analysts was that leads disseminated under the project that were 
designated "Action leads" frequ~ntly did not yield significant investigative 
results, such as· · 

76 For example, circular reporting might have occurred when the FBI passed a 
Stellar Wind-derived telephone number or e-mail address to another agency within the U.S. 
Intelligence Community, that agency in turn requested the NSA to analyze the information, 
and the NSA subsequently disseminated the results back to the FBI in a Stellar Wind 
report (TS 1 'STLm 1 'Sf 1 'QC 'NF) • {( YIIJ (/ } 
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~.!;~~~ponded to this frustration by implementing 
-rankings described earlier to provide the agents some 
guidance on prioritizing 1;he tippers. In addition, the FBI analysts toid us 
that they became more adept at at their 
game" by eliminating low value being 
disseminated to field offices. According to FBI documents, the F~ 
sought additional information from the NSA about tippers ranked­
before the FBI disseminated these tippers to the field for investigation. 
(T£ IISTVH I 181 I 10C 1 NF) II "(( /( I 

3. FBI's Efforts to Track Stellar Wind T~te 
Executive Management on Status of­
Leads (8//NF) 

Typically, FBI ECs originate from a specific investigative or 
administrative case file number. A file number is also required for an EC to 
be loaded into the FBI's Automated Case Management System and to enable 
the sending office to assign a lead to the receiving office. How~ 
~arters did not initially open an investigative me for the­
-ECs that disseminated Stellar Wind tippers to field offices. One of 
the original analysts assigned to the project told the OIG that he was 
familiar with a telephone analysis project in the FBI's drug program and 
that as a result he decided to issue the first Stellar Wind-related EC from 
that drug investigative file. This confused some field offices receiving the 
earliest ECs because counterterrorism leads were being disseminated under 
a drug investigation file number. (TS//S'fV.V//81//0C/NF) 

In mid-October 2001, the FBI created a subfl.le under the FBI's 
investigation of the September 11 terrorist attacks to disseminate Stellar 
~ormation. The FBI used this subfile, referred to as 
-until September 2002, when a more fi m for 
disseminating Stellar Wind information, called was created. 77 

(TS 11 STV11 
I 'SI' 100 1 NF) IT Nfl If I 

The analysts also told us that they created a 
database to attempt to status of leads disseminated to the field 
offices. The database identified each tipper by field office and the status of 
the lead that was assigned. One analyst stated that the response rate from 

77 We describe this more formal program in Chapter Six of this report. (U) 
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field offices was uneven during these early months, and their supervisors 
instructed the analysts at one ~t the head of each field office 
to determine the status of the -leads for which each office was 
responsible. (8//PlF) 

analysts used the database they created to 
produce status reports senior FBI officials who were read into the Stellar 
Wind program. These reports provided statistics regarding the quantity and 
ran inated tippers, as well as brief synopses of the status of 
the leads. The Stellar Wind program was viewed as an 
emergency response to the September 11 attacks and these status reports 
were intended to provide FBI executives information about how the program 
was contributing to the FBI's counterterrorism efforts. ('fS//81//NF) 

IV. Justice Department Office of Intelligence Policy and Review's 
(OIPR) and FISA Court's Early Role in Stellar Wind 
(TS ''STI.\111 181 110C 'NF) 17•11 II I 

When the President signed the first Authorization for the program on 
October 4, 2001, only two Department officials outside the FBI were read 
into the Stellar Wind program: Attorney General John Ashcroft, who 
certified the Authorization as to form and legality; and John Yoo, the Deputy 
Assistant Attorney General in the Office of Legal Counsel responsible for 
advising the Attorney General on the matter and for drafting the 
Department's first memorandum on the legality of the program.78 The 
Department's Office of Intelligence Policy and Review (OIPR), despite its 
expertise in FISA matters, was not asked to consider how FISA might affect 
the program's legality or implementation, nor was OIPR asked to consider 
how the program might affect the Department's FISA operations. 
(TS ''~I' 'NF) 

In this section, we provide an overview of OIPR, how James Baker, the 
head of OIPR, inadvertently came to learn about Stellar Wind soon after it 
was initiated, and the subsequent role that OIPR played in the program's 
operation. We also describe the circumstances surrounding the decision to 
have the FISA Court Presiding Judge and his successor read into the Stellar 
Wind program, and the Court's response to the program. 
(TS IISTUXTI 'SI I 'OC '~JF) I F I T (/ I 

iS Levin told us that he did not believe Yoo was read into Stellar Wind before the 
October 41 2001, Presidential Authorization was signed, and we were not able to determine 
precisely when Yoo's read-in occurred. However, Yoo's November 2, 2001, memorandum 
analyzes the legality of the October 4, 2001, Authorization and the draft of the November 2, 
2001, Authorization. Thus, it appears that Yoo was read into the program not later than 
November 2, 2001. ffS//S'FLWf/SI//00/NF) 
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A. Overview of OIPR (U) 

At the time of the implementation of the Stellar Wind program, OIPR 
was responsible for advising the Attorney General on matters relating to the 
national security activities of the United States. 79 Created shortly after 
enactment of the Foreign Intelligence Surveillance Act of 1978, OIPR 
reviewed executive orders, directives, and procedures relating to the 
intelligence community, and approved certain intelligence-gathering 
activities. OIPR also provided formal and informal legal advice to the 
Attorney General and U.S. intelligence agencies regarding questions of law 
and procedure relating to U.S. intelligence activities. In addition, OIPR 
advised the Attorney General and agencies such as the CIA, FBI, and 
Defense and State Departments concerning questions of law relating to U.S. 
national security activities and the legality of domestic and overseas 
intelligence operations. (U I I FOUO) 

OIPR also represented the United States before the FISA Court. OIPR 
was responsible for preparing and presenting applications to the FISA Court 
for orders authorizing electronic surveillance and physical searches by U.S. 
intelligence agencies for foreign intelligence purposes in investigations 
involving espionage and international terrorism. When evidence obtained 
under FISA was proposed to be used in criminal proceedings, OIPR sought 
the necessary authorization from the Attomey General, and in coordination 
with the Criminal Division and U.S. Attorney's Office prepared the motions 
and briefs required by the federal court whenever surveillance under FISA 
was challenged. (U) 

The head of OIPR was referred to as the Counsel for Intelligence Policy 
and was supported by two Deputy Counsel and a staff of attorneys, 
paralegals, and administrative professionals. James Baker served as the 
Counsel for OIPR from May 2001 to January 2007. so (U) 

B. OIPR Counsel Learns of Stellar Wind Program (U //POUO) 

Baker told us that while standing outside the Department one evening 
several weeks after the September 11 attacks, he was approached by an FBI 
colleague who said, "There is something spooky going on," that it appeared 

79 In September 2006, the Justice Department moved OIPR into the newly created 
National Security Division (NSD). In April 2008, NSD modified OIPR's structure and name. 
The new organization is called the Office of Intelligence and includes operations, oversight, 
and litigation sections. For purposes of this report we use the term OIPR to reflect the time 
period our review encompasses. (U) 

so Baker served as Acting Counsel for OIPR from May 2001 to January. 2002, and 
as Counsel from February 2002 until January 2007. Baker officially resigned from the 
Justice Department in October 2007. (U) 
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foreign-to-domestic collection was being conducted without a FISA order, 
and that some FBI personnel "were getting nervous." The FBI colleague 
asked Baker whether he knew anything about the activity, and Baker 
responded that he did not. (TS//STLVlf/SI//00/NF) 

Baker said that while reviewing a FISA application several weeks after 
this conversation, a particular passage regarding international 
communications ((leapt out at" him. According to Baker, the passage 
contained "strange, unattributed language'' and information that was "not 
attributed in the usual way." Baker told the OIG that the information 
concerned connections between telephone numbers, but he could not recall 
if the information simply identified a link between individuals or also 
included the content of communications. (TS//SI//NF} · 

Baker asked the OIPR attorney responsible for the application about 
the information in the passage, and the attorney responded that nobGdy at 
the FBI would disclose where the information had come from, only that it 
was part of a "special collection." Baker therefore contacted the FBI about 
the application. Unable to obtain any answers to his questions, Baker 
informed the FBI that he would not allow the application to be filed with the 
FISA Court. Baker said that, to the best of his recollection, he did not 
believe the application was filed with the Court. (TS//81//PlF) 

Soon thereafter, Baker spoke with Daniel Levin, who at that time was 
serving as both Counselor to the Attorney General and Chief of Staff to the 
FBI Director. Levin told Baker that approval from the White House was 
needed before he could tell Baker about the special collection. Levin told us 
that he successfully pressed the White House for Baker to be read into 
Stellar Wind. Baker stated that David Addington, counselor to Vice 
President Cheney, was the individual who approved his clearance into the 
program. f:FS//STLW//SI//OC/NF) 

According to NSA records, Baker was read into Stellar Wind in 
January 2002.81 He said his read in essentially consisted of Levin providing 
him a short briefing and a copy ofYoo's November 2, 2001, memorandum 
regarding the legality of the program. Baker told us that his initial reaction 
was that the program, and Yoo's memorandum, were flawed legally. Baker 
said he did not consider himself a constitutional law scholar, but was 

8 ' Baker told us that he initially was read into the program in December 2001 by 
Levin. Baker said he later received a more formal briefing on the program at the NSA, 
where he was allowed to read the Presidential Authorizations and discuss the program with 
NSA attorneys. This formal briefmg appears to be the event that the NSA considers Baker's 
official read-in, which according to NSA records occurred on January 11, 2002. We used 
this date for purposes of calculating the number of Justice Department employees read into 
the program. (U / /-filffiffi) 
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nevertheless surprised that while Stellar Wind was in his view "overriding a 
criminal statute" on the basis of the President's power as Commander in 
Chief, Yoo's memorandum did not even cite an important U.S. Supreme 
Court opinion on presidential authority during wartime, Y.oungstown Sheet 
& Tube Co. Baker said he believed that it is important to exercise some 
"humility" when dealing with national security matters because of the 
complexity and importance of the issues, and he therefore reserved final 
judgment on the memorandum until he researched the legal issues further. 
Yet, Baker said his initial opinion that the memorandum was flawed legally 
did not change over time. (TS//STVN//81//0C/NF) 

We asked Baker whether at the time he thought the collection 
authorized under Stellar Wind could have been accomplished under FISA. 
Baker said that his thinking on this issue has evolved over time, but that he 
staunchly believed that "FISA works in wartime." He stated that although it 
is difficult to do, FISA can be made to work under the circumstances that 
existed following the September 11 attacks, but that it also was easy to 
"make FISA not work" under these circumstances. 
rrs I 

1STLnr I 181 I 
100 'NF) I I Wff If I 

Baker cited a lack of resources as the primary impediment to using 
the FISA process, rather than Stellar Wind, to collect foreign intelligence 
following the September 11 attacks. Baker said that he did not believe 
OIPR, as staffed in October 2001, had sufficient resources to process the 
volume of telephone numbers the NSA was tasking for content collection 
under Stellar Wind at that time. However, Baker explalned that in his view 
FISA is "scalable" and that to some degree the statute's utility is limited by 
the resources allocated to OIPR.82 (TS//STUJI//SI//00/NF) 

Baker also pbserved that to bring Stellar Wind's content and meta 
data collections fully under FISA authority would have required a different 
approach to the statute. Baker said that developing such an approach 
would have been possible only by convening a working group to examine 
constitutional and practical issues. Baker, one of only three people in the 
Justice Department read into Stellar Wind as of January 2002, said he did 
not have the ability or the authority to do this himsel£.83 Baker stated that 
his belief in this approach -was informed by his own experience with and 
participation in a small, informal group composed of U.S. Intelligence 
Community officials that had worked periodically since shortly before the 

82 Baker also observed that OIPR could have been staffed with detailees from the 
Department of Defense and other components within the Justice Department. (U) 

83 Baker also said that he did not have the legal resources within OIPR to 
"challengea Yoo's November 2, 2001, legal analysis of the Stellar Wind program, although 
he believed it was flawed. (TS/fSTLW//Sif/00/PfF) 
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C. Jli'ISA Colllrt is J[nformed of Stellar Wind fT8//8X/lNJF) 

Baker told the OIG that sometime in the December 2001 to January 
2002 time period he cohcluded, based on his awareness that information 
derived from Stellar Wind had been used to support at least one request for 
a FISA application, that the FISA Court also needed to be made aware of the 
Stellar Wind program. Baker said that the Department's counterterrorism 
efforts rely on good relations with the FISA Court and that candor and 
transparency are critical components of that relationship. According to 
Baker, OIPR had a policy of full disclosure with the Court that he said 
served the Department well when problematic issues arose. Baker also 
attributed the Department's record of success with FISA applications and 
the improved coordination between intelligence agents and prosecutors to 
the strong relationship that the Department had built with the Court. 
Baker believed it would be detrimental to this relationship if the Court 
learned later that information from Stellar Wind was included in FISA 
applications without notice to the Court. (TS//STVN//81//0G/NF) 

Baker said he raised the issue of the FISA Court not being informed 
about Stellar Wind with Levin, who first responded by suggesting that the 
Attorney General order Baker not to disclose the program to the Court while 
the issue was being considered. Baker initially agreed to this approach and 
drafted a memorandum from Ashcroft to Baker to this effect. He said that 
Levin edited the document and presented it to Ashcroft, who signed it. The 
memorandum, dated January 17, 2002, stated that Ashcroft understood 
FISA Court applications would include information obtained or derived from 
Stellar Wind, and that these applications would seek authorizations to 
conduct surveillance of targets already subject to surveillance under Stellar 
Wind. Ashcroft's memorandum also stated that he was considering Baker's 
recommendation that the Department brief the FISA Court on the program. 
The memorandum stated further: 

In the interim, I am directing you to flle applications with the 
Foreign Intelligence Surveillance Court without informing the 
court of the existence of the Stellar Wind program or any aspect 
thereof. I am also directing you not to brief any other 

B+ This type of collaborative effort ultimately developed the legal theories used to 
transition Stellar Wind's collection activities to FISA authority. However, as we discuss in 
Chapter Five, while the transition was successful with respect to bulk meta data collection, 
the legal theory to transition Stellar Wind's content collection, while initially approved by 
one FISA Court judge, subsequently was rejected by a second judge. 
(TS I 'S'fL'tr I 'SI I 'OC 'f(F) fl '<v fl II I 
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individuals in the Department of Justice, including the FBI, 
regardiJ?.g Stellar Wind without my prior authorization. 
(TS I 

1 ST~T I 1Sl I 10C 1NF) IT *if fl I 

Levin told us that he, as well as Ashcroft, soon came to agree with 
Baker that the FISA Court should be made aware of the program. Levin 
said he told Ashcroft during this time that Baker had done a "remarkable 
job" building a relationship with the FISA Court that greatly benefited the 
Department's counterintelligence and counterterrorism efforts. Levin said 
he advised Ashcroft, "We should do what Baker thinks is right." According 
to Levin, Ashcroft agreed. (TS//STV.V//Si//00/NF) 

Levin said that he informed Gonzales and Addington at some point of 
Baker's position that the FISA Court should be made aware of Stellar Wind, 
but said they initially rejected the idea of reading any judges into the 
prograr:p_. Levin stated that he continued to pres~ the issue without success. 
(TS I 'STJ:.UTII£1 110C 'NV) . fl ~•1 ( I I I 

However, the issue came to a head on a weekend in January 2002 
when Baker reviewed a second FISA application that contained the ttstrange, 
unattributed language" Baker understood to indicate that the information 
referenced was obtained from the Stellar Wind program. This second FISA 
application sought .,..,..,,P.rcrP.n 

electronic 

Because 
be the frrst application to this particular 
subject's telephone communications, Baker recognized that the NSA had 
already engaged in some level of electronic surveillance in the United States 
of a domestic telephone number without a FISA order. 
(TS I 'STU¥ ''SI I 10C 'NF) I T · Tl (I I 

Although Baker viewed the memorandum from Ashcroft directing him 
not to inform the FISA Court about Stellar Wind as "cover'' for him not to 
inform the FISA Court about Stellar Wind, he remained uncomfortable 
about filing an application that contained Stellar Wind information without 
informing the FISA Court. Baker therefore approached the Chief of the 
Justice Department's Professional Responsibility Advisory Office (PRAO) to 
discuss his ethical responsibilities to the FISA Court under circumstances 
where a FISA application contains certain information that is material to the 
Court's decision, but Baker was not authQ!ized to disclose the source of the 
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information.ss Baker stated that the PRAO Chief told him that he had an 
affirmative duty of candor to the Court, and that this duty of candor was 
heightened due to the ex parte nature of the FISA proceedings.B6 Baker 
concurred with this guidance, which Baker felt also was compelled by his 
position as a federal officer and officer of the Court. Baker said he therefore 
concluded, and informed Levin, that he would not sign the pending 
application or present to it to the FISA Court, nor would he allow any OIPR 
attorney do so. According to Baker, Levin spoke to David Addington about 
the situation, but Addington nevertheless declared that the Court would not 
be read into the program. (TS//STLW//SI//OC/NF) 

According to Baker, the White House, the Attorney General, and Levin 
then decided that Levin, rather than Baker, would sign the FISA application 
and present it to Judge Claude M. Hilton, the FISA Court judge responsible 
for hearing FISA matters that weekend. 87 Baker told us that he notified 
Judge Hilton in advance that the application was being handled in this 
manner. Levin said he brought the application to Judge Hilton's residence 
and explained that he, instead of the OIPR Counsel, was presenting the case 
because it involved a "special classified program." Levin told us that Judge 
Hilton approved the application without asking any questions. According to 
Levin, when he later told Addington how the matter was resolved, and that 
he agreed with Baker's position that the Court should be briefed into the 
program, Addington responded that Baker should be fired for 
insubordinati.on for not signing the application. (T8//8TU.ll//8I//OC/NF) 

According to Baker, a consensus formed after this episode among the 
Attorney General, the FBI, and the White House that future FISA matters 
could not be handled in the same fashion, particularly in view of the 
anticipated increase in FISA applications resulting from the intelligence 
collected and disseminated under Stellar Wind. as Baker said that the 

85 The Professional Responsibility Advisory Office provides advice to Department 
attorneys with respect to professional responsibility issues. (U) 

86 Baker cited Rule 3.3 of the American Bar Association's Model Rules of 
Professional Conduct as the specific rule implicated by the situation. That rule provides, in 
relevant part, that "in an ex parte proceeding, a lawyer shall inform the tribunal of all 
material facts known to the lawyer which will enable the tribunal to make an informed 
decision, whether or not the facts are adverse." Baker stated that he also consulted with 
two officials from the Office of the Deputy Attorney General on the matter and that they 
provided the same advice as PRAO. (U) 

87 Director Mueller and Attorney General Ashcroft already had signed the 
application. (U) 

88 We asked Baker whether he thought the FBI's restrictions on the use of Stellar 
Wind-derived leads disseminated to field offices, as described above, were sufficient to 
guard against including Stellar Wind information in FISA applications. B!U<er stated that 
his experience with FBI record-keeping practices did not give him a high degree of 

(Cont'd.) 
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decision was therefore made to brief the FISA Court's Presiding Judge, 
Royce Lamberth.s9 f!FS//STb\¥//SI//OC/NF) 

Judge Lamberth was read into Stellar Wind on January 31, 2002. 
The briefing was conducted in the Attorney General's office at the 
Department, and was attended by Ashcroft, Hayden, Mueller, Levin, Yoo, 
and Baker. According to a memorandum of talking points prepared for the 
briefing, Ashcroft provided Judge Lamberth a, brief summary of the 
program's creation, explaining that the President had authorized a sensitive 
collection technique in response to the September 11 attacks in order to 
obtain foreign intelligence information necessary to protect the United 
States from future attacks and acts of international terrorism. Ashcroft said 
the NSA, at the instruction of the Secretary of Defense, implemented the 
collection, which was code named Stellar Wind. (TS//STVll//SI//OC/NF} 

According to the talking points, Ashcroft also discussed the factors 
the President considered in determining that an "extraordinary emergency 
exists" to support electronic surveillance without a warrant. The factors 
cited to Judge Lamberth paralleled those contained in the Presidential 
Authorizations, including "the magnitude and probability of death from 
terrorist attacks, the need to detect and prevent such attacks with secrecy, 
the possible intrusion into the privacy of American citizens, the absence of a 
more narrowly-tailored means to obtain the information, and the 
reasonableness of such intrusion in light of the magnitude of the potential 
threat of such terrorist acts and the probability of their occurrence." 
(TS I 'STL''Ir I 18! I 'OC 1NF) 11 ~~II IT I 

According to the talking points, Ashcroft stated that he determined, 
based upon the advice of the Office of Legal Counsel, that the President's 
actions were lawful under the Constitution. Levin told us that Ashcroft 
emphasized to Judge Lamberth that the FISA Court was not being asked to 
approve the program. (TS//STLW//81//0C/NF) 

Following Ashcroft's summary, the briefing continued in three parts. 
First, Hayden described how the program worked operationally. Second, 
Yoo discussed legal aspects of the program. Third, Baker discussed a 

confidence that such separation could be consistently maintained. In addition, Baker 
believed that the nature of FBI international terrorism investigations would make it difficult 
to track Stellar Wind-derived information. According the FBI OGC, Baker did not share 
with the FBI his concerns about whether its record-keeping practices would keep Stellar 
Wind information from being used in FISA applications. f[f8/f8TJ,X'l//'af//OC/"M~ 

89 The Presiding Judge for the FISA Court is appointed to a 7-year term by the Chief 
Justice ofthe Supreme Court of the United States. Judge Lamberth was appointed as 
Presiding Judge in 1995. (U) 
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proposal for handling FISA applications that contained program-derived 
information. (TS/ / STLW/ / SI/ / OC / NF) 

Levin told us that when the briefing concluded, Lamberth 
acknowledged he was not being asked to approve the program and 
expressed his appreciation fat being read in. According to Baker, Lamberth 
also remarked, "Well, it all depends on whether you can get five votes on the 
Supreme Court, but I'm comfortable with it." For the next 4 months, until 
the end of his term in May 2002, Judge Lamberth was the only FISA Court 
judge read into Stellar Wind. fFS//STLVI//81//0C/NF) 

D. OIPR Implements "Scrubbing" Procedures for Stellar Wind 
Information in International Terrorism FISA Applications 
(1?8 I 'STLW I 'SI' 'OC 'NF) II if II I 

Following Judge Lamberth's read-in to the Stellar Wind program, 
Baker implemented procedures in OIPR to address two scenarios in which 
Stellar Wind could affect international terrorism FISA applications.90 First, 
information obtained or derived from Stellar Wind might be included in a 
FISA application to establish probable cause that the target of the 
application is a foreign power or an agent of a foreign power and that the 
target is using or is about to use a particular "facility" (a term used in FISA 
generally to refer to a specific telephone number or e-mail address) at which 
the electronic surveillance is directed. Second, a FISA application might 
target facilities that were also targeted by Stellar Wind, a situation referred 
to as "dual coverage" because the targeted communications were collected 
under two separate authorities. Baker's procedures, referred to as 
"scrubbing'' procedures, applied to initial FISA applications as well as to 
renewal applications seeking to continue existing coverage of targets 
(electronic surveillance under FISA generally is authorized for 90-day 

. d ) ('TS I 'STb~TT I 'SI' '86 'NF} peno s .fJvv Ill II 

Judge Lamberth required that all applications that contained NSA 
information derived from Stellar Wind or that would produce dual coverage 
of a facility be filed with him only. Baker told the OIG that the scrubbing 
process was his idea, with Judge Lamberth's full concurrence, and that it 
had as its core principle OIPR's obligation to inform the Court of all material 
facts contained in a FISA application. According to Baker, the scrubbing 

'IO The procedures implemented by Baker only applied to international terrorism 
FISA applications, not to counterintelligence FISA applications. As Baker later explained in 
a letter to Judge Lamberth's successor as FISA Presiding Judge, this limitation was based 
on the understanding that the Stellar Wind program targeted only certain international 
terrorist communications "and there is no reason to believe that the fruits of Stellar Wind 
collection would appear in a counterintelligence FISA application." 
(T5/f'!lfLVv'f/SI//OG/!)1FJ 
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procedures were a means of implementing his ethical duty of candor to the 
Court without disclosing the existence of the Stellar Wind program to 
uncleared attorneys and judges. Baker also said that Judge Lamberth 
wanted to be informed of applications that contained Stellar Wind 
information and of dual coverage situations, and that Judge Lamberth 
believed that the procedures devised by Baker were an appropriate and 
acceptable means of accomplishing this. According to Baker, the scrubbing 
process made him and Judge Lamberth "comfortable the Court was being 
told what it needed to be told."91 (TS//STL\V//SI//00/NF) 

We describe below the initial two scrubbing procedures implemented 
by Baker as well as the difficulties they created for the FISA application 
process. (TS//STV.V//SI//OG(PTF) 

1. Initial Scrubbing Procedures (TS//SI}}NF) 

Each international terrorism FISA application was "scrubbed" for 
Stellar Wind information and dual coverage before it was flied. However, 
Baker, as the only person in OIPR read into Stellar Wind, was unable to 
explain to his staff why the scrubbing was being conducted. With the NSA's 
cooperation, Baker initially scrubbed the applications without any 
assistance from OIPR staff. Baker said the time and effort he expended on 
this practice was not sustainable, and within weeks of beginning the 
scrubbing procedures Baker enlisted the assistance of OIPR's Acting Deputy 
Counsel for Intelligence Operations, Peggy Skelly-Nolen. Skelly-Nolen stated 
to the OIG that Baker told her at that time that he "needed to tell me 
something that he couldn't tell me," but was able to convey that he needed 
her and the office's assistance to process international terrorism FISA 
applications because the supporting declarations contained information that 
required special handling. (TS// STI..W/ I SI/ I OC/NE) 

The scrubbing process, or "the program check" as it came to be 
known within OIPR, had two purposes. The frrst purpose was to identify 
draft applications that contained Stellar Wind-derived information in 
support of probable cause to believe that the target of the application was a 
foreign power or an agent of a foreign power and was using or was about to 
use a particular facility. The second purpose was to identify applications 
that targeted facilities that were already actively targeted under the Stellar 
Wind program. f!FS//STU.V//SI//00/NF) 

91 The FBI OGC told us that Baker never disclosed to it that the FISA Court was 
concerned about risks presented by the inclusion of Stellar Wind information in FISA 
applications, nor did Baker inform the FBI that OIPR implemented procedures to address 
these concerns. FfS//&fLW//81//0C/NF"j 
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To accomplish the first purpose, OIPR attorneys were required to 
identify any information in applications attributed to the NSA, even if there 
was no suggestion the information was derived from a special program. The 
OIPR attorneys provided by e-mail the relevant excerpts from the 
applications to a designated OIPR legal assistant, who in tum compiled the 
information and transmitted it to the NSA by secure e-mail or facsimile. 
Upon receipt, the NSA conducted a check of the identified information 
against the Stellar Wind reports database, among others, to determine 
whether the information was derived or obtained from the program (as 
distinguished from being obtained by some other NSA signals collection 
activity). The NSA provided OIPR the results of its search by return e-mail 
or facsimile, writing next to each excerpt either "yes" or "no" to indicate 
whether the information was Stellar Wind-derived. Judge Lamberth did not 
require that Stellar Wind-derived information be removed from FISA 
applications, only that any such applications be filed with him exclusively 
and the Stellar Wind information identified to him orally.92 

(TS 1 'STV17 1 1SI 1 10C ':NF) f T .VJ I I I I 

The second purpose of the scrub - to identify dual collection 
applications - followed similar steps. On approximately a weekly basis, an 
OIPR legal assistant requested that OIPR attorneys transmit to him all 
facilities targeted for electronic surveillance in applications scheduled to be 
filed with the FISA Court that week. The legal assistant created a single list 
of all targeted telephone numbers and e-mail accounts and e-mailed or 
faxed the information to the NSA. The NSA in turn checked the Stellar Wind 
database to determine whether any of the listed facilities were tasked for 
content collection under the program. The NSA provided OIPR the results of 
tlus check by return e-mail or facsimile, writing next to each facility either 
"yes" or "no" to indicate whether the facility was tasked under Stellar Wind. 
(TS I 18TVlT I '81 I 'OG 'NF) II vwJf II I 

Baker proposed to Judge Lamberth that OIPR 

international terrorism FISA applications 
Wind information to support the application. 
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would inform Judge Lamberth directly that it was a 
"Lam case to indicate it was connected to Stellar Wind. 
(TS//STLW//SI//OC/NF) 

2. Complications with Scrubbing Procedures 
1TS//81//Ni') 

Skelly-Nolen told us that no one in OIPR, including her at that time, 
was aware that the checks Baker was requiring the office to make concerned 
a specific compartmented program. However, the scrubbing procedures 
generated questions from OIPR attomeys and FBI agents, particularly when 
Skelly-Nolen ins to add to an the 
descriptive phrase 
Skelly-Nolen told us was a sa response 
to the questions because she did not have the answers. (TS//SI//MF) 

Skelly-Nolen also stated that it was stressful to comply with the 
procedures, due in large part to the fact that the attorneys and agents 
responsible for the contents of the intemational terrorism applications were 
asked to follow certain procedures for filings but were not being provided an 
explanation for these measures. She said this stress was compounded by 
the concurrent anthrax scare and the prevailing belief that there would be 
another terrorist attack. Skelly-Nolen stated that OIPR staff was acting 
based on Baker's representations alone, and while Baker sought to assuage 
any concerns the OIPR attorneys had over these new procedures by 
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explaining to the office that he had spoken to the Attorney General and the 
FISA Court on the issue, some OIPR attorneys simply were not comfortable 
under these circumstances and Skelly-Nolen had to reassign the 
international terrorism cases these attorneys were handling. Baker stated 
that he regularly told attorneys that they did not have to sign applications 
that they were not comfortable with. (TS//81//NF) 

The process for filing international terrorism FISA applications was 
further complicated by the fact that of the two Justice Department officials 
authorized to approve such applications - the Attorney General and the 
Deputy Attorney General- only Attorney General Ashcroft was read into 
Stellar Wind.94 As mentioned previously, Larry Thompson, who served as 
Deputy Attorney General from May 2001 to August 2003, was never read 
into the Stellar Wind program. Alberto Gonzales, who served as White 
House Counsel from January 2000 to February 2005, stated to the OIG that 
he recalled that Ashcroft wanted Thompson, as well as Ashcroft's Chief of 
Staff, read into Stellar Wind, but that neither official ever was. Gonzales 
said Ashcroft complained that it was "inconvenient" not having these two 
officials read into the program.95 (TS//8TIJ.V//SI//OC/NF) 

The situation with Thompson caused Associate Deputy Attorney 
General David Kris, who oversaw national security matters in the Office of 
the Deputy Attorney General during Thompson's tenure, to draft a 
memorandum on January 11, 2002, advising Baker that he should not send 
Kris any FISA applications that included information obtained or derived 
from the Stellar Wind program, and that Kris intended to advise Thompson 
not to review or approve any such applications.96 The memorandum stated 
that Kris was aware of the existence of a "highly classified 
information-collection program that has the unclassified code name 'Stellar 
Wind'," but that he was "wholly unaware of the nature and scope of the 

94 Each FISA application must be approved by the Attorney General, defmed under 
§ 180l(g) to include the Deputy Attorney General or Acting Attorney General, based on the 
Attorney General's fmding that the application "satisfies the criteria and requirements of 
such application as set forth in [subchapter I concerning electronic surveillance]." 50 
U.S.C. § 1804(a). (U) 

95 As noted above, Gonzales also told the OIG that he never got the sense from 
Ashcroft that the situation affected the quality of the legal advice the Department provided 
to the White House. However, as described in Chapter Four, others had a decidedly 
different impression of Ashcroft's opinion of the legal advice he received on Stellar Wind 
du1ing this period. We were unable to interview Ashcroft about this issue. ('fSI/SI//I~F) 

96 Baker told the OIG that he had informed Kris about the existence of a classified 
program that he could not discuss further, and that it impacted FISA applications. Baker 
said he and Kris agreed that, under the circumstances, it was not appropriate for 
Thompson to sign applications if he was not fully informed about all of the material facts 
related to them. (TS/181//NF) 
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program., Kris also stated in the memorandum that his request for a 
briefing on the program had been denied and that he was aware Deputy 
Attorney General Thompson also had not been briefed on the program.97 
(TS I 1STVIT I 'SI I 'OC 'NF) rr •rr1 rr 1 

E. Judge Kollar-Kotelly Succeeds Judge Lamberth as FISA 
Court Presiding Judge (U) 

Judge Lamberth's 7-year term on the FISA Court ended in May 2002. 
On May 19, 2002, Judge Colleen Kollar-Kotelly was appointed to the Court 
to replace Lamberth as the Presiding Judge. In connection with this 
appointment, Judge Kollar-Kotelly was read into the Stellar Wind program 
and provided an opportunity to examine the Department's analysis of the 
program's legality. Judge Kollar-Kotelly also spoke with Baker on numerous 
occasions about the scrubbing procedures he implemented to account for 
Stellar Wind information in international terrorism FISA applications and to 
identify applications that would result in dual coverage. 
(TS I 1STV11 ''SI I 'OC 'NF) T/ Vij( IT I 

1. Judge Kollar-Kotelly Modifies OIPR Scrubbing 
Procedures (TS//81//NF) 

Judge Kollar-Kotelly received her frrst briefing on the Stellar Wind 
program in the Attorney GeneraFs office on May 17, 2002, 2 days prior to 
being formally appointed Presiding Judge for the FISA Court. Baker, who 
attended the briefmg, told us that the presentation was similar to the 
briefmg initially provided to Judge Lamberth. Judge Kollar-Kotelly had 
several questions concerning the scope of the President's authority to 
conduct warrantless surveillance, and the Department responded that same 
day with a letter signed by OLC Deputy Assistant Attorney General Yoo that 
outlined the legal basis for the activity. The letter essentially replicated 
Yoo's November 2, 2001, memorandum regarding the legality of Stellar 
Wm. d (TS' 'STLHT I 'SI I 

100 'NF) • I 7 "Yfl 77 I 

According to Baker, Judge Kollar-Kotelly met at the White House with 
Addington, Gonzales, and Yoo to read Yoo's letter, but she was not 
permitted to retain a copy or take any notes. Judge Kollar-Kotelly later 
wrote in a letter to Baker that Yoo's letter "set out a broad overview of the 
legal authority for conducting [Stellar Wind], but did not analyze the 
specifics of the [Stellar Wind] program." f'I'S/ /SI/ j:NF) 
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Judge Kollar-Kotelly also requested an opportunity to review the 
Presidential Authorization initiating Stellar Wind. On August 12, 2002, she 
reviewed the October 4, 2001, Authorization. {TS//SI//NF) 

Baker said that he met with Judge Kollar-Kotelly on several occasions 
after her initial Stellar Wind briefing to discuss how OIPR had been 
handling Stellar Wind's impact on FISA applications. Baker described for 
her the existing procedures to account for NSA information contained in 
FISA applications derived from Stellar Wind, and to identify applications 
that, if approved, would produce dual coverage of a facility. 
(TS I 1 8TVTT I 18! I 'OG 'NF) I I •q T I I I 

Judge Kollar-Kotelly also was interested in identifying whether a 
facility targeted in a FISA application had been tipped to the FBI as 
Stellar-Wind derived information. Baker told the OIG that at this time he 
did not believe the FBI and NSA had the ability to track Stellar Wind tips on 
a timely basis. Baker said he mistakenly believed that as tips passed from 
the NSA to FBI Headquarters, and from there to FBI field offices for 
investigation, it would be exceedingly difficult to trace the specific source of 

. the information in a sufficiently timely manner for inclusion in a FISA 
application. Baker provided his understanding to Judge Kollar-Kotelly, 
likening the Stellar Wind information in tips to the FBI as "salt in soup" that 
is impossible to extract once added. Based on Baker's representations, 
Judge Kollar-Kotelly did not require the Department to identify whether a 
facility targeted in a FISA application was ever provided to the FBI under 
Stellar Wind.98 fPS//STLVl//81//0C/NF) 

Judge Kollar-Kotelly decided that the scrubbing procedures 
implemented under Judge Lamberth should continue, but she directed 

· 've phrase 
as a means of 

~.~ ........ a.yv~~i3 were also targeted 
under Stellar Wind. Baker said that while Judge Kollar-Kotelly understood 
that instances of dual coverage would occur, she did not want to appear to 
judicially sanction Stellar Wind coverage. Baker told us his impression was 
that Judge Kollar-Kotelly "did not want to rule on the legality of the 
program" by appearing to "authorize" the NSA's technique for collecting the 
same information the government was seeking to collect under FISA.99 

98 Baker eventually learned that the FBI and the NSA in fact did have some ability 
to track Stellar Wind information. As discussed in Chapter Six, in March 2004 Judge 
Kollar-Kotelly added to the scrubbing process a check performed by the FBI to determine 
whether any telephone numbers or e-mail addresses contained in a FISA application had 
ever been provided to the FBI in a Stellar Wind report. ('fS//S'fUvV//SI//OG(PIF) 

'JIJ Judge Kollar-Kotelly later wrote about the dual coverage issue, in a January 12, 
2005, letter to Baker that discussed the "Stellar Wind Program and Practice Before the 

(Cont'd.) 
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Baker said he believes Judge Kollar-Kotelly was trying to protect the FISA 
Court and did not want the legality of the Court's orders called into 
question. (TS//8TV.V//£I//OC/NF) 

Judge Kollar-Kotelly also directed OIPR to excise from FISA 
applications any information obtained or derived from Stellar Wind. Baker 
told Judge Kollar-Kotelly that OIPR could implement this requirement using 
the scrubbing procedures already in place, and that where the FBI included 
NSA information in an application determined to be Stellar Wind-derived, 
OIPR would excise it. (TS//STVJ!/Pai//OC/PlF) 

Judge Kollar-Kotelly also instructed Baker to alert her of any 
instances where an application's basis for the requisite probable cause 
showing under FISA was weakened by excising the Stellar Wind 
information. In such cases, Judge Kollar-Kotelly would then decide whether 
to approve the application with the knowledge that additional relevant 
information had been excised. f:FS//STL\Vf/SI//00/NF) 

Even though Judge Kollar-Kotelly's scrubbing process was intended to 
eliminate all Stellar Wind information from international terrorism FISA 
applications, she still required that scrubbed applications be filed with her 
only. In time, Judge Kollar-Kotelly relaxed this requirement and permitted 
other judges on the Court to handle these applications, although only after 
first being filed with her.10° fPS//STV.V//8!//0C/NF) 

2. OIPR implements Judge Kollar-Kotelly's Scrubbing 
Procedure (TS//SI//NF) 

According to Baker and Skelly-Nolen, the mechanics within OIPR for 
determining whether an application contained Stellar Wind information or 
targeted a facility also targeted under Stellar Wind remained essentially 
unchanged after the transition from Judge Lamberth to Judge 
Kollar-Kotelly. However, the scrubbing process became more complex. For 

FISC." The letter memorialized the information Judge Kollar-Kotelly received from the 
government about the program and how she requested the government to proceed in 
preparing and presenting applications. On the subject of dual coverage, Judge 
Kollar-Kotelly wrote, "Without opining on [Stellar Wind]-related legal issues, I have sought 
to protect the proper functioning of the FISA process, under which separate court 
authorities are granted to conduct foreign intelligence collection against a set of targets that 
overlaps the set of [Stellar Wind] targets." We discuss this letter in Chapter Four of this 
report. ('FS/ I S'FLW/ I 81/ I oc;nFj 
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example, because only the Attorney General could sign the applications and 
Judge Kollar-Kotelly required that only she receive the applications (even 
after being scrubbed), Skelly-Nolen had to regularly visit the Attorney 
General's and Presiding Judge's residences with stacks of what Skelly-Nolen 
came to refer to as uAG-KK only'' FISA applications. 
(TS 1 'STLm 1 1 ~H 110C 1NF) II ''fl II I 

The situation was further complicated when Ashcroft was on overseas 
travel and his signature was needed for a scrubbed application ready to be 
filed. When this occurred, the classification of the application's signature 
page was "downgraded" and then sent to Ashcroft by secure fax. The actual 
application was not faxed; instead, Skelly-Nolen typically included a 
statement from her or Baker with the signature page indicating that the 
application was proper and complied with the requirements of the FISA 
statute. Skelly-Nolen observed that in these cases Ashcroft essentially 
relied on her and Baker's assessments of the applications - even though 
Skelly-Nolen was not read into Stellar Wind at this time. Scrubbed 
applications were handled similarly when Ashcroft was traveling 
domestically, although in those instances the applications could be provided 
along with the signature page ifrequested.lOl fPS//STLW//SI//OC/NF) 

Judge Kollar-Kotelly also required that hearings for the "AG-KK only'' 
FISA applications and renewals be scheduled for late in the day or on the 
weekend, either in her courtroom chambers at the District Court for the 
District of Columbia or at her residence. According to Skelly-Nolen, Judge 
Kollar-Kotelly insisted on this practice so that the "AG-KK only'' docket did 
not interfere with her regular court docket. From Skelly-Nolen's perspective, 
this practice proved to be an "enormous burden," particularly in cases 
involving applications to continue FISA coverage on targets of emergency 
authorizationsJ02 Skelly-Nolen explained that these authorizations were, 
for ccno good operations reason" that she was aware of, routinely approved 
by the Attorney General on Fridays, meaning that a FISA application had to 
be filed with the Court within 72 hours - by Monday- to continue the 
emergency surveillance coverage. However, because Judge Kollar-Kotelly 
had a regular court docket on Mondays, she required that any scrubbed 
FISA application seeking authority to continue surveillance initiated under 

1o1 Baker and Skelly-Nolen told the OIG that in their experience it was not unusual 
for an Attorney General or Deputy Attorney General to rely on OIPR's representations that 
the FISA applications presented for signature satisfied the statute's requirements~ instead 
of reviewing the full contents of each application. (U/ /FOUO) 

1o2 As previously described, under FISA during this time period, when the Attorney 
General reasonably determines that an emergency situation exists prior to obtaining a FISA 
order, the Attorney General may approve the use of electronic surveillance for a period of 
up to 72 hours without an order. (U) 
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emergency authorization be scheduled with her for Sunday. Skelly-Nolen 
stated that these cases would be in addition to the renewal applications that 
also had to be heard on Sundays so the authority for the surveillance in 
those cases did not expire and the coverage lapse. 
(TS I 1STV'lT I 181 I 

100 1NF) II nfJ II I 

Baker identified another issue that stemmed from Judge 
Kollar-Kotelly's requirement that only she receive dual coverage 
applications. The problem arose when Judge Kollar-Kotelly was out of town 
and unavailable to hear a dual coverage application. Baker's solution was 
either to fly the application to the place Judge Kollar-Kotelly was located, or 
to contact the NSA and request that it "de-task'' the facilities that the FISA 
application was targeting. In this way, the application could be presented to 
an alternative FISA Court judge because it no longer targeted facilities that 
were also targeted under Stellar Wind. (!ffj],f/STV.V//SI//00/NF) 

For example, Baker described a situation where the FBI was urgently 
interested in a particular individual whose telephone was currently tasked 
by the NSA under Stellar Wind. In this case, Baker instructed the NSA to 
de-task the telephone number so the FBI's FISA application could be 
presented to a judge other than Judge Kollar-Kotelly. To prevent any gap in 
coverage between the time the NSA detasked the telephone number and the 
Court approved the FBI's application, surveillance was initiated under 
FISA's emergency authorization provision and then presented to a FISA 
Court judge within the requisite 72 hours. According to Baker, proceeding 
in this fashion "made everyone comfortable," including the NSA. Baker told 
us that this situation occurred a couple of times each year. 
(T8 1 'S~m 1 1SI 1 10C 1NF) (JV?ff {J I 

According to Baker and Skelly-Nolen, these examples illustrate how 
having only the Attorney General and a single judge on the FISA Court read 
into Stellar Wind complicated the FISA process. Baker said that "fairly early 
on" after being read into the program, Judge Kollar-Kotelly made several 
requests for other FISA Court judges to be read into the program. Baker 
told the OIG that these requests were generally made through him, orally 
and in writing, but was aware that on at least one occasion Judge 
Kollar-Kotelly made the request directly to Attorney General Ashcroft. 
Baker said that sometime prior to March 2004 he personally advised 
Ashcroft of Judge Kollar-Kotelly's concerns, and that Ashcroft responded 
with words to the effect that the White House would not allow more judges 
to be read into Stellar Wind. (TS//STLVI//SI//OC/NF) 

In a January 12, 2005, letter to Baker, Judge Kollar-Kotelly 
summarized the situation, stating, "I have repeatedly asked that the other 
members of the FISC be given access to the same information that I have 
received regarding the [Stellar Wind] program. To date, the executive 
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branch has declined to do so, citing a need to maintain the strictest secrecy 
regarding (Stellar Wind]." (TS//STUN//SI//00/NF) 

As a consequence of only Judge Kollar-Kotelly being read into Stellar 
Wind and her insistence that she alone handle applications scrubbed of 
Stellar Wind information or that involved tasking telephone numbers or 
e-mail addresses already tasked under Stellar Wind {dual coverage), by 
November 2004 she was handling approximatel-percent of all FISA 
applications. Judge Kollar-Kotelly also tended to hear successive 
applications regarding the same targeted facilities. She discontinued this 
practice in November 2004 and permitted other judges to hear scrubbed 
applications. Judge Kollar-Kotelly later wrote that her decision was "based 
on the operational systems" OIPR had in place to scrub applications and 
that she assured her colleagues "that they could properly decide [the cases] 
based on the information in each application, without the additional 
information on which I have been briefed, but which, to date, the other 
judges have not received." (TS//STUN//81//0C/NF) 

V. FBI Initiates Measures to Improve the Management of Stellar 
Wind Information (S//NF) 

Following the terrorist attacks of September 11, the FBI had 
reallocated personnel and resources to counterterrorism operations, and 
established the Telephone Analysis Unit (TAU) to exploit telephone 
communications data. We described above 
analysts from this unit was reassigned to 
was responsible for handling the Stellar 
(S//NF) 

In approximately May 2002, the TAU was renamed the 
Communications Analysis Unit (CAU) and became one of the units within 
the newly created Communications Exploitation Section (CXS). According to 
the flrst Acting CAU Unit Chief, the FBI's vision for the unit was that it .... b-

Wmcf - - -
{S//NF} 

In this section, we describe changes the FBI implemented in late 2002 
and early 2003 to manage the intelligence it received under Stellar Wind. 
These changes included attempts to improve coordination with the NSA, 
implement a more formal program to receive intelligence from the NSA and 
disseminate it to FBI field offices, educate the FBI field offices about the 
value of the intelligence and FBI Headquarters' expectations concerning its 
use, and assign a small team of FBI personnel to work full-time at the NSA 
on Stellar Wind. (8//NF) 
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A. CAU Acting Unit Chief Evaluates FBI Response to Stellar 
Wind '(S//NF) 

When the first CAU Unit Chief arrived at FBI Headquarters in 
September 2002, CXS was newly established and most of the Section's 
15-20 staff was there on temporruy duty assignments. The CAU was staffed 
similarly at this time, but also contained some professional support 
employees from other divisions at FBI Headquarters. {8//PlF) 

The CAU Unit Chief said that the CAU's mission was to support FBI 
international terrorism investigations - al Qaeda investigations in particular 
-by analyzing telephone calling activity and e-mail communications. He 
explained that prior to September 11, 2001, the FBI analyzed telephone 
numbers sources by querying the numbers 
against the FBI's the FBI's central 
repository for su However, he said the FBI's 
database at that time was relatively small and had limited analytical 
capability. In the wake of the September 11 attacks, the FBI gained access 
to additional tools and began to utilize more sophisticated analytical 
techniques. Stellar Wind was one of those new tools. 
(TS I 18TLHT I 'SI I 100 1NF) II '"II II I 

The CAU Unit Chief said that after he was read into Stellar Wind in 
late September 2002, it was clear to him based on conversations with the 
CXS Acting Section Chief that the FBI wanted to increase its participation in 
the Stellar Wind program. As a counterterrorism agent in the FBI's Chicago 
field the Unit Chief had some exposure to Stellar Wind in the form of 

. He told us that he had recalled thinking the 
were and "not sensible." He also said that he had been 

critical of the leads because they did not provide any context to the 
information, such as that the leads did not 
adequately explain rankings associated with the 
telephone numbers, and the leads were not sufficiently specific as to what 
action the field office e. In his view, the intelligence 
disseminated by the ECs was not "actionable." The Unit 
Chief told us that he coula norfigure out why FBI Headquarters was 
"pushing this stuff out" after September 11, and that other agents in the 
field shared his views.1°3 (TS// STLV.l/ / SI/ / OC/ NF) 

fi 11 
103 As previously described, former NSA Director Hayden told us that irnrnedi~ 

· th S t b 11 terra ist attacks th NSA modified the a ' 11 f -: I ~ 

and that this resulted in a flood of telephone numbers to the FBI. Thus, it is possible that 
(Cont'd.) 
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After becoming the acting Unit Chief for the CAU and reviewing how 
the FBI was handling the S · he learned that there 
was no unit that oversaw and no guidance for how 
the NSA information should be processed by FBI analysts. He also said that 
the process in place- essentially re-typing into ECs the tearline information 
contained in Stellar Wind reports- merely "regurgitated" information that, 
by itself, was not actionable. He was not critical of the FBI analysts 
responsible for drafting the ECs, who simply performed this task as 
directed. Rather, he believed the process suffered from a lack of leadership. 
He described the FBI's involvement in Stellar Wind up to this point as 
"happenstance" and said the FBI did not have "a real good handle on it." He 
said that the deficiencies he identified were attributable in part to the 
significant resource challenges the FBI encountered after September 11, but 
he nevertheless considered the FBI's effort to respond to the Stellar Wind 
information as "half-baked." He said he therefore set about implementing 
changes within the CAU to better organize this effort, which he believed 
would improve the quality of the intelligence disseminated to FBI field 
offices. (TS//STLVI//81//0C/NF) 

B. FBI Increases Cooperation with NSA and Initiates-
- Project to Manage Stellar Wind Information 
(TS I I S'I'LW I I SJ I I oe I NF} II ~It II I 

The CAU Unit Chief said that the first step he took to improve the 
FBI's involvement in Stellar Wind was to detail to the NSA one of CAU's 
temporary duty special agents. He instructed the agent to form a working 
group at the NSA to identify any problems and evaluate the quality of the 
information provided in the NSA's Stellar Wind reports, as well as the 
information that the FBI reported back to the NSA about tips.l04 The CAU 
Unit Chief said he took this step so that the NSA gained a "case agent's 
perspective" on the type of information useful to FBI field offices, and also to 
explain to the NSA that the information that could be disseminated about 
the tippers should include "context" and "clarity" sufficient to justify the FBI 
conducting an inquiry under the FBI's investigative guidelines. lOS He said 
he did not believe that the NSA's interest in obscuring the "sources and 
methods" associated with the information had to compromise the quality of 
the information provided to the FBI. He also said that the NSA needed to 

FBI agents' early frustration with leads that provided telephone numbers was attributable 
in part to the leads generated under this NSA collection activity. fFS//STL'N//Sl//OC/1\F) 

104 The CAU Unit Chief recalled that the NSA had expressed frustration that the FBI 
never provided the NSA any responses to the tipped information. {S//PfF) 

:o5 FBI international terrorism investigations at this time were governed by the 
Attorney General Guidelines for FBI Foreign Intelligence Collection and Foreign 
Counterintelligence Investigations. (U) 
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understand how the FBI investigated intelligence that it received, and that 
FBI agents did not have to know the specific sources and methods used to 
acquire information in order to effectively investigate the information. 
(8//NF) 

The CAU Unit Chief said that this liaison effort occurred over a couple 
of weeks, with the temporary duty agent driving to the NSA daily. According­
to the Unit Chief, the agent explained to NSA personnel what the FBI was 
permitted to do with certain types of information and that the NSA would 
receive more feedback from the FBI if the quality of the disseminable 
information about the tippers improved. The Unit Chief told us that 
following this exchange the NSA improved the Stellar Wind reports by 
providing better information in both the compartmented and tearline 
portions of the reports. (S//NF) 

In addition, the CAU Unit Chief told us that he took steps to increase 
cooperation within the FBI between CAU, which was part of an analytical 
section that supported counterterrorism investigations, and FBI 
Headquarters' International Terrorism Operations Section, which was 
responsible for overseeing FBI counterterrorism investigations. The Unit 
Chief said that based on his experience in the field working 
counterterrorism cases, he believed it was important that the CAU analysts 
consult with agents in the operational section about leads the CAU 
proposed to set in the ECs. While he was confident the CAU analysts could 
identify logical investigative steps, he thought they should nevertheless 
coordinate with the operational personnel to see if there was agreement and 
to determine whether a lead potentially could affect any ongoing operations 
that the CAU was not aware of. He also noted that his CAU Unit Chief 
successors discontinued this practice, a decision he disagreed with and 
complained about to the Section Chief for CXS because he believed the 
program risked losing a measure of effectiveness and efficiency as a 
consequence. (S/ /~IF) 

Another step the CAU Unit Chief took relating to the FBI's 
management of Stellar Wind information was to open an administrative file, 
or "control file," to serve as the repository for all communications that the 
CAU sent to the field offices containing Stellar Wind information, as well as 
all communications the CAU received from field offices reporting the results 
of the investigative activi~ to assigned leads.l06 As 
explained previously, the -communications had been 
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disseminated from a subfile associated with the FBI's international 
terrorism investigation of the September 11 attacks. In the EC requesting 
that a control file be opened for Stellar Wind information, the CAU Unit 
Chief wrote that "a dedicated control file for this project will better serve the 
specific needs of the special project and will add an additional layer of 
security for the source." f(fS//STV.V//SI//00/NF) 

A control file for Stellar Wind information-as o ened on 
September 30, 2002, and given the designation From that 
point forward, all Stellar W1n tips were sent in 
connection with the 107 were classified at 
the Secret level and, similar to the Cs, included a 
vague explanation about the source of the information and a caveat 
concerning its use. lOB {'fS//S'fLW//81//0C/NF) 

107 The Unit Chief told us that Director Mueller held a telephone conference call in 
October 2002 with the heads of all FBI field offices and advised the~ 
Headquarters was working to improve the process for disseminating--­
information to the field offices by adding both context and clarity to the communications. 
Director Mueller expressed his expectation that the offices would act on the information. 
According to the Unit Chief, Director Mueller essentially was trying to sell the program and 
ensure the "tool" was being used. Director Mueller told the OIG that he did not recall 
having specific discussions with the heads of FBI field offices about Stellar Wind 
information. FfS// S'fLVv'/ /Sf// OCf NFj 
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Several months later, in January 2003, the CAU Unit Chief sent an 
EC to all FBI field offices seeking "to clarify the mission of [CAU] ... as well 
as to describe this unit's distinct role in the FBI's participation in the global 
war on terror." The EC emphasized CAU's capabilities in examining 
telephone calling activity and its liaison function with members of the U.S. 
Intelligence Community that are "in a unique position to provide potentially 
actionable intelligence to the FBI." · that many of the leads 
from the CAU were sent file. On the subject of 
investigative responses to , the EC stated: 

C. FBI Assigns CAU Personnel to NSA on Full-Time Basis 
(S//NF) 

The CAU Unit Chief also assigned a team of FBI personnel to the NSA 
on a full-time basis to manage Stellar Wind information. The Unit Chief told 
us that shortly before his temporary duty assignment to FBI Headquarters 
was set to expire, he and the CXS Acting Section Chief briefed Director 
Mueller's assistant- and later Director Mueller - about the role they 
recommended that the FBI take in the Stellar Wind program. The CAU Unit 
Chief recommended co-locating at the NSA approximately four FBI agents 
and analysts with remote access to FBI information systems. He likened the 
suggestion to a "task force environment" that would introduce the FBI's 
investigative skills at the beginning of the NSA's analysis of Stellar Wind 
information. Director Mueller approved the recommendation and told the 
CAU Unit Chief to implement it. (S//MV) 

93 
'fOP SleCRB'f'/ I STLW/ /IICS/SI//OROON/NOFORN 



APPROVED FOR PUBLIC RELEASE 

TOP SECRET//STLW//HCS/81//0RCON/NOFORN 

The Memorandum of Understanding 
facilitate the co-location was finalized in 

December 2002, and in February 2003 a CAU team began its co-location at 
the NSA to manage the FBI's involvement in Stellar Wind. This co-location 
continues today. fPS//S'PLW//81//0C/NF) 

VI. OIG Analysis (U) 

In analyzing the Department's and the FBI's involvement in the NSA's 
expanded signals intelligence collection activity after the September 11 
attacks, it is important to recognize the exceptional circumstances that 
existed at the time. Many Department and FBI officials emphasized to us 
the sense of crisis and alarm during this period, and noted the widely 
shared concern within the Intelligence Community that a second wave of 
attacks was imminent. The Stellar Wind program was conceived and 
implemented amid these challenging circumstances. (8/ /NF) 

This chapter described the role of Justice Department and FBI 
officials in the inception and early implementation of the Stellar Wind 
program, including the Department's initial reviews of the legality of the 
program. (TS//81//NF) 

We believe that a significant problem during this early phase of the 
Stellar Wind program was the lack of a sufficient number of Justice 
Department attorneys read into the program to conduct an analysis of the 
program's legality. The White House- and according to Gonzales, the 
President- determined who within the Department was permitted access to 
the program. We believe that Attorney General Ashcroft, who met frequently 
with the President on national security matters, was in a position to 
personally advocate for the read-in of an adequate number of attorneys 
necessary for the Department to perform a thorough and factually accurate 
legal analysis of the program. We know that Ashcroft's request that his 
chief of staff David Ayres and Deputy Attorney General Larry Thompson be 
read into the program was not granted. But because Ashcroft did not agree 
to be interviewed, we were unable to determine from him whether he sought 
additional Department read-ins to assist in the legal analysis of the 
program, how hard he may have pressed for these additional resources; or 
whether he believed he was receiving adequate legal advice about the 
program from Yoo alone. (TS//Sf//NF) 

As described in this chapter, John Yoo was the only Department 
attorney read in to work on the legal analysis supporting the program from 
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September 2001 through May 2003.109 As described in Chapter Four, 
Department officials who succeeded Yoo concluded that the analysis Yoo 
produced was significantly flawed and found the legal basis for aspects of 
the program to be lacking. We believe that reading in only one Department 
attorney to analyze the legality of the program impeded the Department's 
ability to conduct a thorough and factually accurate legal analysis, and 
undermined the Department's early role in the program. In Chapter Four 
we discuss the harm that resulted in late 2003 and early 2004 from the 
Department's highly restricted access to the program. (TS//SI//NF) 

We also described in this chapter how the harm attributable to the 
Justice Department's insufficient early involvement in the program extended 
beyond conducting an ailalysis of the program's legality. The Justice 
Department's relationship with the FISA Court was put at risk by not having 
officials from OIPR and members of the FISA Court read into Stellar Wind 
when program-derived information started being disseminated as 
investigative leads to FBI field offices. In our view, it was foreseeable that 
Stellar Wind-derived information would be included in FISA applications. no 
OIPR Counsel Baker told us that the Department's counterterrorism and 
counterintelligence efforts rely on good relations with the FISA Court and 
that candor and transparency are critical components of the relationship. 
Baker attributed the Department's record of success with FISA applications 
and the improved coordination between intelligence agents and prosecutors 
to the strong relationship that the Department built with the Court. Baker 
believed, and we agree, that it would have been detrimental to the 
relationship if the Court learned that information from Stellar Wind was 

109 As was the case with Ashcroft, because Yoo did not agree to be interviewed we 
were unab1e to learn from him what if any efforts he made either within the Department or 
at the White House to advocate for additional attorneys- including his supervisor in OLC­
to be read into the program to assist in his legal analysis. However, in his book "War by 
Other Means," Yoo wrote of his experience working on the Stellar Wind program: 

While meeting with Ashcroft alone reflected the importance of the issues, it 
a1so placed me in a difficult position. I could not discuss certain matters 
with my DOJ superiors, or rely on the collective resources of OLC, which 
usually assigned several attorneys to work on an opinion. Operational 
security demanded by the war on terrorism changed some of OLC's standard 
operating procedures. 

War by Other Means at 101. tS//PJF) 

110 The restrictions the FBI imposed on the use of program-derived information­
that it could be used for "lead purposes" only and not for "lega1 or judicial purposes" (such 
as affidavits)- reflected a good faith and reasonable effort. However, such restrictions 
could not ensure that program-derived information would not appear in FISA applications. 
fndeed, this eventuality led to Baker's discovery of the program. (TS//STLW//91//0C/NF) 
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included in FISA applications without the Court being told so in advance. 
(T~ ' 1STVJTI 'SI I 'OC 'NF) If H(f II I 

Yet we are not aware of any effort or consideration on the part of 
Attorney General Ashcroft or officials at the White House to account for 
Stellar Wind's impact on Justice Department FISA operations by reading in 
any OIPR officials or members of the FISA Court. In fact, as we described in 
this chapter, Baker was read into Stellar Wind only after hearing from an 
FBI colleague that "there is something spooky going on" with the collection 
of foreign-to-U.S. communications and subsequently reviewing a FISA 
application that contained "strange, unattributed" language that the FBI 
would not explain to him. Baker was read in when Daniel Levin, then 
Counselor to Ashcroft and Chief of Staff to Mueller, pressed White House 
officials for the clearance. ffS//S'fUN//81//0C/NF) 

Moreover, White House officials initially rejected the idea of reading in 
members of the FISA Court, and then took no action even as Levin, who 
together with Ashcroft agreed with Baker that the Court needed to be 
informed about the program, continued to press the issue. It was not until 
Levin was required to sign and file a FISA application that Baker refused to 
handle because it contained Stellar Wind-derived information that the 
decision was made to read in a single judge (Presiding Judge Lamberth, 
followed by Presiding Judge Kollar-Kotelly). (TS//STVJl//SI//00/NF) 

The decisions to read in Baker and a member of the FISA Court, 
which in our view were unnecessarily delayed, were important steps in 
preserving the relationship the Justice Department had built with the 
Court. However, we believe that once Stellar Wind's impact on the Justice 
Department's FISA operations became evident, limiting read-ins to a single 
OIPR official and a single FISA Court judge was unduly restrictive and 
short-sighted. This chapter described how the scrubbing procedures 
imposed by the FISA Court and implemented by OIPR to account for Stellar 
Wind-derived information created concerns among some OIPR attorneys 
about the unexplained changes being made to their FISA applications. The 
scrubbing procedures also substantially distorted the assignment of cases 
to FISA Court judges and by resulted in Judge 
Kollar-Kotelly handling percent of all FISA applications. 
In our view, once Stellar Wind began the functioning of the FISA 
process, OIPR and the FISA Court effectively became part of the program's 
operations and the number of OIPR staff and FISA Court judges read into 
Stellar Wind to manage the impact should have increased. 
(TS I 1 8TV11 I 'SI I 'OG 'NF) TT n I f I I I 

This chapter also described the FBI's handling of Stellar Wind-derived 
information in the initial weeks and months of the program. The FBI's chief 
objective during this period was to expeditiously disseminate 
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program-derived information to FBI field offices for investigation while 
protecting the source of the information and the method by which it was 
obtained. We concluded that the FBI's procedures to meet th~. · 
~y were reasonable. The FBI personnel assigned to th~ 
-developed a straightforward process for receiving Stellar Wind 
reports, reproducing the information in a non-compartmented, Secret-level 
format, and disseminating the information in Electronic :!.!.!.!·~~.!..!.!:! 
or ECs to the appropriate field offices for investigation. The 

- ECs disseminated to FBI field offices also placed appropriate 
restrictions on how the information could be used, instructing field offices 
that the information was "for lead purposes only'' and could not be used for 
any legal or judicial purpose. FBI personnel at the field offices we visited as 
part of our review generally were familiar with the restrictions. (S/ j])JJ1) 

However, we found that the exceptionally compartmented nature of 
Stellar Wind created deficiencies in the FBI's initial process for handling 
program-derived· · frustrated agents 
assigned to leads. The limited resources 
allocated to pered the analysts' ability to 
enhance Stellar relevant FBI or public source 
information before dis~eld offices for investigation. 
More significantly, the -was prohibited from disclosing 
information that agents traditionally 'ving with 
leads that required investigation. The ECs 
consequently suffered from vagueness about the source of the information 
being provided and lacked factual details about the individuals allegedly 
involved with international terrorism and with whom the domestic numbers 
being disseminated possibly were in contact. (S//NF) 

We found that the FBI sought over time to address these deficiencies 
and improve the effectiveness of its participation in the Stellar Wind 
program. In April 2002, transmitting Stellar Wind-derived leads to FBI field 
offices became a priority of the Communications Exploitation Section, and 
within it, the Communications Analysis Unit (CAU). The first chief of the 
CAU assigned a team of FBI to full-time at the NSA on 
Stellar Wind and to initiate · ct to manage the FBI's 
participation in Stellar Wind. As we discuss in this chapter and in Chapter 
Six, these measures enhanced the FBI's knowledge about Stellar Wind 
operations and gave the NSA better insight about how FBI field offices 
investigated Stellar Wind information, which improved Stellar Wind reports 
and the leads that were disseminated to FBI field offices. 
(TS I 

1 STLJTT I 
1 81 I 'OC 'PTF) (} VV({ (( f 
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CHAPTER FOUR 
LEGAL REASSESSMENT OF STELLAR WIND 

(MAY 2003 THROUGH MAY 2004, (TS//SI//NP) 

By early 2003, while the operation of the Stellar Wind program had 
evolved, particularly with respect to the means by which intelligence from 
the program was provided to the FBI, the program still remained legally 
premised on John Yeo's November 2001 and October 2002 Office of Legal 
Counsel memoranda. (TS//SI//NF) 

This chapter describes the pivotal period between May 2003 and May 
2004 during which Yeo's departure from the Office of Legal Counsel and the 
arrival of new officials at the Justice Department resulted in a 
comprehensive reassessment of the Stellar Wind program's legal basis. This 
legal reassessment led to a contentious dispute between the Justice 
Department and the White House on the legality of important aspects of the 
program. This dispute eventually resulted in modifications to the operation 
of the program, and also contributed to the decision to place at least one 
aspect of the program under FISA authority. (TS//STLJ,ll//91//0C/NF) 

Section I of this chapter discusses how personnel changes within the 
Office of Legal Counselled to a re-examination of Yeo's legal analysis, 
culminating in a Justice Department legal position against continuing to 
certify the program and the resulting dispute with the White House. Section 
II describes how, faced with the prospect that the Attorney General, Deputy 
Attorney General, FBI Director, and other senior Department officials would 
resign in March 2004 if the program continued unchanged, the White House 
agreed to modify the program to conform it to the Department's revised legal 
analysis. (TS I/ SI / / t'lF) 

I. Justice Department Reassesses Legality of Stellar Wind Program 
(TS//81//NF) 

A. Overview of Office of Legal Counsel (U) 

One of the responsibilities of the Assistant Attorney General for the 
Office of Legal Counsel (OLC) is to assist the Attorney General in his 
function as legal advisor to the President and all Executive Branch agencies. 
OLC drafts legal opinions for the Attorney General and also provides its own 
opinions in response to requests from the Counsel to the President, various 
agencies of the Executive Branch, and offices within the Department of 
Justice. OLC often deals with complex legal issues on which t\vo or more 
agencies are in disagreement, and provides legal advice to the Executive 
Branch on constitutional questions, including the review of pending 
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legislation for constitutionality. Executive Orders proposed to be issued by 
the President are reviewed by OLC as to form and legality, as are other 
matters that require ·the President's formal ap'proval. OLC also reviews 
proposed orders by the Attorney General and all regulations requiring the 
Attorney General's approval. (U) 

B. Personnel Changes within Office of Legal Counsel (U) 

John Yoo advised Attorney General Ashcroft and White House officials 
on the Stellar Wind program from the program's inception in October 2001 
through Yoo's resignation from the Department in May 2003. Upon Yoo's 
departure, Patrick Philbin told the OIG that he was selected by the White 
House to assume Yoo's role as advisor to the Attorney General concerning 
the program. III With this personnel change came a fresh review of the legal 
underpinnings of the Stellar Wind program. We describe in the following 
sections the circumstances leading to what one official described as "the 
great rethink" of the program. (TS//SI//NF) 

1. Yoo's Role in the Program 
(October 2001 through May 2003) (U) 

On September 11, 2001, and through November 2001, Daniel Koffsky 
was the Acting Assistant Attorney General for OLC. Koffsky was not read 
into the Stellar Wind program. Jay Bybee served as Assistant Attorney 
General for OLC from November 2001 until March 2003, when he became a 
judge on the U.S. Court of Appeals for the Ninth Circuit.112 Bybee also was 
never read into the Stellar Wind program. As discussed in Chapter Three, 
John Yoo, a Deputy Assistant Attorney General in OLC, had sole · 
responsibility within that office and within the Department of Justice for 
developing the legal analysis relating to the Stellar Wind program until May 
2003.113 Bybee told us he was not aware at the time that Yoo was drafting 
legal opinions in connection with a compartmented program. fFS//81//NF) 

Bybee told us that the OLC normally adheres to a tradition called the 
"two Deputy rule," so that OLC opinions are reviewed by two OLC Deputy 
Assistant Attorneys General before going to the OLC Assistant Attorney 
General for approval. Bybee said that the purpose of this rule is to ensure 

Ill On June I, 2003, Philbin became an Associate Deputy Attorney General. 
However, he told us that he still technically remained a Deputy Assistant Attorney General 
in OLC and was thus "dual-hatted." (U) 

Jl.l Bybee was nominated by President Bush to serve on the Ninth Circuit in May 
2002 but was not confirmed by the Senate until March 2003. (U) 

113 Yoo's major opinions about electronic surveillance and Stellar Wind are 
summarized in Chapter Three. (TS//81//NF) 
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the quality of the legal research and soundness of the legal analysis. In 
addition, Bybee stressed that the Assistant Attorney General must be aware 
of all opinions that issue from the OLC. Bybee said that the OLC Assistant 
Attorney General has an obligation to "see the whole picture" and is the only 
person in the office who knows the full range of issues that are being 
addressed by the OLC. Bybee also said the Assistant Attomey General is 
the only official in that office who can assure that OLC opinions remain 
consistent. Bybee stated that the Assistant Attorney General, as a 
Senate-confirmed official, has ultimate accountability for the work of the 
office. Bybee noted that, by contrast, the Deputy Assistant Attomey 
General position, though political, does not require Senate confirmation. (U) 

Bybee told the OIG that it would not be unusual for a Deputy 
Assistant Attomey General such as Yoo to have direct contact with the 
White House for the purpose of rendering legal advice. Bybee stated that it 
is '1not clear" whether or to what extent the Attorney General needs to be 
kept informed of such contacts. However, Bybee said that the Attorney 
General may appropriately decide to ask a single OLC attorney to work on a 
particular project, but that it is "not the White House's call" to make such 
assignments because the White House may not be aware of what advice the 
OLC is providing to other Executive Branch agencies. Bybee told us that 
during his tenure as Assistant Attorney General he did not know that Yoo 
was working alone on a sensitive compartmented program, and he had no 
knowledge of how Yoo came to be selected for this responsibility. (U) 

Philbin said he believed that White House Counsel Gonzales and Vice 
President Cheney's Counsel David Addington had selected Yoo to draft the 
OLC's opinions on Stellar Wind and other national security programs, and 
that Yoo was the 1'obvious choice" to assume this role because of his 
expertise in war powers issues and the authority of the 
Commander-in-Chief.114 (8//NF) 

Gonzales told the OIG he understood that Yoo had asked others 
within OLC to help out with specific legal issues during this period without 
telling them what they were being asked to assist with, and Yoo then 
aggregated that work into his memoranda concerning electronic surveillance 
and the Stellar Wind program. Gonzales also stated that Yoo did not 
consult with any experts outside the Department in drafting his 
memoranda.lls (TS//81//NF} 

JJol As discussed in Chapter Three, Yoo had been given responsibility for working on 
national security issues prior to the inception of the Stellar Wind program. (U) 

liS When Gonzales testified before the Senate Judiciary Committee on February 6, 
2006, he stated that although he was not at the Department when the program 
commenced, "I suspect- in fact I'm fairly sure -that there were not discussions with 

(Cont'd.) 
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As noted above, neither Yoo nor Ashcroft agreed to be interviewed for 
the OIG's investigation. Other witnesses gave the OIG various accounts of 
Yoo's interactions with Attorney General Ashcroft and with the White House 
concerning the program. Gonzales told us that Yoo regularly advised 
Ashcroft on the legal aspects of the program so that Ashcroft could continue 
to certify it as to form and legality. Gonzales also said that it was 
incumbent on Ashcroft as Attorney General to satisfy the Department's legal 
obligations regarding the program. Gonzales told us he thus understood 
Yoo's opinions as representing the opinions of the Department. However, 
Gonzales acknowledged that White House officials consulted with Yoo and 
sought his advice without going through the Attorney General or Bybee­
Yoo's supervisor- although Gonzales also said they did not seek 
Department approval from Yoo concerning the Stellar Wind program. 
(TS//SI//NF) 

Other witnesses described their concerns regarding Yoo's direct 
contacts with the White House, and with Addington and Gonzales in 
particular. Philbin said he told Addington that Yoo's direct access to 
Addington on legal matters was "not a good way to run things," referring to 
the lack of oversight of an OLC Deputy Assistant Attorney General by a 
supervisor. Philbin stated that there was nothing wrong with assigning a 
project to a subordinate1 but not without the head of the office knowing 
what the subordinate was doing. (U) 

Jack Goldsmith told us that when he became the Assistant Attorney 
General for the Office of Legal Counsel in October 2003, he learned that 
Yoo's contacts with the White House had had the effect of cutting the 
Attorney General "out of the loop," a practice Goldsmith said he resolved not 
to continue with any OLC attorney. (U) 

Goldsmith also told us the White House had wanted Yoo to replace 
Bybee as the Assistant Attorney General for the Office of Legal Counsel 
following Bybee's confrrrnation as ajudge on the Ninth Circuit, but that 
Ashcroft blocked the move. Yoo resigned from the Department in May 
2003.116 (U) 

outside expertise at the Department, although I don't know for sure." An NSA Associate 
General Counsel for Operations told the OIG that Yoo visited the NSA for a briefing about 
the program at some point after he had drafted his November 2, 2001, legal memorandum. 
(TS/f~H//NE) 

116 In addition to working on the legal analysis for the Stellar Wind program while 
at the Justice Department, Yoo also worked on at least one other project involving a Top 
Secret compartmented detainee interrogation program. In contrast to the Stellar Wind 
program, the OIG detennined that at least three OLC attorneys, including Bybee and 
Philbin, worked on the program's legal analysis with Yoo or participated by supervising his 
work. In addition, attorneys from the Department's Criminal Division and from other 

(Cont'd.) 
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2. Philbin Replaces Yoo (U) 

Patrick Philbin joined the Department as a Deputy Assistant Attorney 
General in the Office of Legal Counsel on September 4, 2001.117 He was 
read into the Stellar Wind program in late May 2003, just before Yoo left the 
Department. Philbin said that he, accompanied by Yoo, was read into the 
program by Addington in Addington's office in the Old Executive Office 
Building. Philbin told us that Addington provided an overview of the 
program, describing the two basic categories of collection as "content" and 
"meta data." Philbin said that later, based on his legal analysis of the 
Stellar Wind program, he developed the "three baskets" terminology to 
describe more specifically the three types of collections. 
fTS I 'STb"" 'SI I 'OC 'Nlii if ~• (/ II I -

Philbin said he was told by Addington he was being read into the 
program because Yoo was leaving the Department and another attorney was 
needed to review the threat assessments that supported the Presidential 
Authorizations and to then advise the Attorney General on recertifying the 
program as to form and legality. liS Philbin said he also was told that he and 
the Attomey General were the only Justice Department officials who were 
supposed to be involved in this "review and recertification" process. Philbin 
told us he was aware that OIPR Counsel James Baker had also been read 
into the program; however, Philbin stated that Addington told him he should 
not discuss the program with Baker and should only advise the Attomey 
General on the program. Philbin said he believed Addington did not want 
Philbin speaking with Baker about the program because Addington had 
always taken the position that the program should be kept as 
compartmented as possible.ll9 fFS//SI//f>lF) 

agencies were regularly consulted by Yoo in his drafting of the legal memoranda on the 
legality of this program. Yoo told the Department's Office of Professional Responsibility that 
Attorney General Ashcroft determined who was allowed to work on the memoranda for the 
detainee interrogation program. Transcript of Interview of John Yoo by Office of 
Professional Responsibility, June 7, 2005, at 12. FfS//S'fLW//SI/100/NF) 

117 Prior to joining the Department Philbin had been at a private law firm and had 
specialized in telecommunications law. (U) 

liS When asked whether he had any knowledge of the program prior to being read 
in, Philbin said he did not, but he recalled that in the fall of 2001 he had a discussion with 
Yoo about some general electronic surveillance issues. Yoo told Philbin that Yoo was told to 
work alone on this particular matter. Yoo did not state who had given him this instruction. 
('fSJ/31//NF) 

11 '> Baker told us he was not similarly advised to avoid discussions with Philbin 
about the program, nor was he aware that Addington had instructed Philbin not to discuss 
the program with him. In fact, according to Baker, Philbin initiated several conversations 
with Baker about the operational details of the program as Baker understood them at the 
time. (Uj 
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The day after being read into the program, Philbin moved from the 
Office of Legal Counsel to the Office of the Deputy Attorney General to 
become an Associate Deputy Attorney General, although technically he still 
retained his OLC Deputy Assistant Attorney General position and was thus 
"dual-hatted." Philbin took over the "national security portfolio" from David 
Kris, who had recently left the Department. Philbin stated he was 
"somewhat concerned" that he would be advising the Attorney General on 
the Stellar Wind program even though Deputy Attorney General Larry 
Thompson, Philbin's supervisor, was not read into the program. However, 
Philbin said he anticipated at the outset that his work on the program 
would not require a lot of his time. (3//NF) 

3. Initial Concerns with Yoo's Analysis (U) 

Philbin said that after he was read into the Stellar Wind program he 
believed he needed to do "due diligence" to learn about the program. He 
said he reviewed Yoo's legal opinions about the program and realized that 
Yo9 had omitted from his analysis any reference to the FISA provision 
allowing the interception of electronic communications without a warrant 
for a period of 15 days following a congressional declaration of war. See 50 
U.S.C. § 1811. Philbin also stated thatYoo's OLC opinions were premised 
on the assumption that FISA did not expressly apply to wartime operations, 
an assumption that from Philbin's perspective rendered the opinions 
"problematic." Philbin said that this gap in Yoo's analysis was his first 
indication that the legal reasoning underpinning the Presidential 
Authorizations would have to be revisited. fFS/fSTVJ/ffSI/fOC/NFJ 

Philbin said the second indication of problems with Yoo's analysis 
document Yoo had the 
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110 See Presidential Authorization of April 22, 2003 at para. 4(b)(i) & (ii). The 
Apri122, 2003, Authorization was the only Authorization personally approved as to form 
and legality by Yoo. He approved the Authorization on April 18, 2003, five days before the 
date of · · 
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Philbin said the errors in the Yoo's talking points document 
represented "a significant step toward the realization that the whole legal 
analysis was screwed up." Philbin told us he felt he could not rely on the 
existing analysis and that he needed to tcbuild from the ground up." 
(TS I 

1 81 I 
1PlF) 71 II 

4. Problems 

In addition to the flaws Philbin identified in Y 
Philbin told us 

112 Philbin told us he visited the NSA three times during the summer of 2003 in an 
effort to learn how the program operated. Several officials we interviewed told us that 
Philbin understood the program well, in part due to his background in telecommunications 
law. (U I I FOUO) 
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Philbin said that he and later Goldsmith recognized that the existence 
of the Stellar Wind would be disclosed at some t in the future. 
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5. Other Collection Concerns (S//NF') 

Philbin told us that during the summer of 2003 he identified other 
concerns about the Stellar Wind program. First7 Philbin said he to 
believe that the OLC memoranda failed to describe 

6. Decision to Draft New OLC Memorandum (U) 

In August 20037 Philbin brought his concerns about the OLC legal 
opinions to Attorney General Ashcroft. Philbin told Ashcroft that there were 
problems with the legal analysis supporting the program but probably not 
with the conclusions reached. Philbin told us that he believed that since 
the conclusions would not change there would be no need to "pull the plug'7 

on the analytically problematic aspects of the program. Philbin said he 
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therefore advised that Ashcroft could continue to certify the program "as to 
form and legality." ('fS//81//NF} 

However, Philbin also recommended that a new OLC memorandum be 
drafted. According to Philbin, Ashcroft concurred, told him to continue 
working on his analysis, and asked to be kept updated on Philbin's 
progress. After meeting with Ashcroft to discuss the issue, Philbin said he 
began to write a new memorandum on the legality of the entire Stellar Wind 
program.I25 ...ffS//SI//NF'J 

C. Reassessment of Legal Rationale for the Program 
(TS I 1 81 11NF) I I Yl 

1. Goldsmith Becomes OLC Assistant Attorney 
General (U) 

Jack Goldsmith told the OIG that he was recommended for the 
Assistant Attorney General position by Yoo after Yoo was not selected for the 
position. Goldsmith stated that during his interview for the position, 
Attorney General Ashcroft and Ashcroft's Chief of Staff David Ayres 
emphasized that the OLC Assistant Attorney General must keep the 
A ttomey General informed of matters the Office of Legal Counsel was 
working on and stressed the importance of keeping the Attorney General "in 
the loop.'' Goldsmith told the OIG that he believed Ashcroft and Ayres 
raised these issues as a result of their experience with Yoo. (U) 

Goldsmith was selected for the position, confrrmed by the Senate, and 
on October 6, 2003, was sworn in as the OLC Assistant Attorney General. 
{U) 

According to Goldsmith, he was told by Department colleagues that 
the procedures OLC historically followed in drafting its opinions were 
changing and that the Attorney General was being circumvented in the new 

~he was not certain at the time that Ashcroft fully understood 
th~because the subject matter was "difficult." Philbin also stated 
that for-... clfent management" purposes, he needed to first make sure that he too fully 
understood the issues before raising his concerns to others. He said he did not just want 
to be "a naysayer" identifying problems, but also wanted to propose solutions. He said that 
the program would be examined by Congress one day and that the legal analysis had to be 
"carefully done to protect the President." Philbin said he therefore believed that the OLC 
legal memoranda had to be rewritten to achieve that objective. Philbin told us he also was 
concerned that the program not appear like a "rogue operation," but rather as a responsible 
approach to collecting intelligence with adequate controls and oversight. In this regard, 
Philbin emphasized that it would be important to demonstrate that the program had 
appropriate restrictions based on the law, and that the restrictions guarded against abuses. 
(TS/ /SI/ /NF) 
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process. Goldsmith said that OLC Principal Deputy Assistant Attorney 
General Ed Whelan also told him that OLC's procedures, built on custom 
and practice but still "hugely important," had "broken down" prior to 
Goldsmith's arrival as the Assistant Attorney General. (U) 

Goldsmith told us that he also became aware that Ashcroft sensed· 
there was a White House-Office of Legal Counsel relationship over which 
Ashcroft did not have full control. Goldsmith said that when he became the 
OLC Assistant Attorney General he immediately moved to "bring things back 
to normalcy" by, for example, making sure all OLC memoranda were 
provided to client agencies for review and input and that all memoranda 
were reviewed by two OLC deputies, as was the traditional OLC practice.I26 
(U) 

With regard to the Stellar Wind program, Philbin told us he had 
always intended to request that Goldsmith be read into the program after 
Goldsmith was confirmed by the Senate. Philbin said that he went to the 
White House and asked Addington (and possibly Gonzales) to have 
Goldsmith read into the program. Philbin stated that Addington told him 
that he would have been "fine" with not allowing Goldsmith to be read in, 
and that Philbin would have to justify the reques~ before Addington would 
convey the request to the President. Philbin told us he explained to 
Addington that he would need to have the head of OLC sign off on the nev.· 
memorandum he was writing or the memorandum would lack credibility. 
(U/ /FOUO) 

On November 17, 2003, Goldsmith was read into the Stellar Wind 
program by Addington in Addington's office.l27 Philbin was also present. 
On the way to the read-in, Philbin told Goldsmith to "prepare for your mind 
to be blown." Goldsmith told us that the read-in took approximately 5 
minutes, and when it was over he remarked to Philbin, "That doesn't seem 

126 Goldsmith's view of how the OLC should operate was later echoed by a 
subsequent head of the office, Steven Bradbury. ln a May 16, 2005, internal OLC guidance 
memorandum entitled "Best Practices for OLC Opinions," Bradbury emphasized that OLC 
legal memoranda should reflect the positions and expertise of interested agencies, and he 
also stressed the importance of a rigorous peer review process within the office before 
finalizing OLC memoranda. (U) 

127 After Ashcroft, Yoo, Baker, and Philbin, Goldsmith was only the fifth non-FBI 
Justice Department official to be read into the Stellar Wind program since the program's 
inception over 2 years earlier. Philbin stated that prior to Goldsmith's arrival at the 
Department and subsequent read-in to the program, he had no one to help him draft a new 
legal memorandum and no one other than Ashcroft with whom to discuss the legal issues. 
He told the OIG that it was extremely beneficial to have another attorney working with him 
on the project. Philbin also told us he did not press the White House to read in additional 
attorneys during the summer 2003 period before Goldsmith arrived at the Department. 
('fS/ I Sf// PiF) 
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so bad." Goldsmith said that 3 weeks later, after studying the matter, he 
would'come to ~"different conclusion." {U / /FOUO) 

2. NSA Denied Access to OLC Memoranda (U //FOVO) 

One of the first Stellar Wind meetings Goldsmith and Philbin attended 
after Goldsmith,s read-in was held in the DOJ Command Center with 
Addington, NSA Deputy General Counsel Vito Potenza, and NSA Inspector 
General Joel Brenner. Goldsmith stated that the NSA Inspector General 
requested a copy of the OLC legal memoranda regarding the program as 
part of an audit the NSA Office of the Inspector General wanted to conduct 
of the program. According to Goldsmith, Addington "bit [the Inspector 
General,s] head off," and made it clear that the memoranda would not be 
provided to the NSA OIG. (TS//81//NF) 

Goldsmith said he learned either at that meeting or shortly thereafter 
that NSA,s Office of General Counsel also had been denied access to the 
OLC memoranda. Bob Deitz, the NSA General Counsel during this period, 
told the NSA OIG that he was never permitted to see Yoo's legal memoranda. 
Dietz stated that he called Addington several weeks after the first 
Presidential Authorization was signed and asked if he could see a copy of 
Yoo's memorandum (likely the November 2, 2001, memorandum), and that 
Addington responded "no." Dietz said that Addington would only read "a 
paragraph or two" from the memorandum to him over a classified telephone 
line. Deitz stated that he never advised Yoo on his legal analysis, although 
he did advise NSA Director Hayden that he thought the program was legal 
and within the President's authority. {'fS//SI//PlF) 

The OIG also in the NSA's Associate General 
Counsel for Operations during Yoo's and Goldsmith's tenure in OLC. 
-told us that he was not troubled by the fact that other senior NSA 
officials had been denied access to Yoo's legal memoranda, and that he felt 
no need to review them. -stated that his primary concern with 
respect t~ality of the program was whether "Justice was comfortable 
with it." --also stated that he assumed that the Justice Department 
would find the program legal by resolving the tension between FISA and the 
President's inherent Commander-in-Chief authority based upon the doctrine 
of constitutional avoidance. fFS//STLW//SI//OC/NF) 

Goldsmith told us he found it "shocking" that the NSA was not 
provided access to Yoo's legal memoranda. He stated that the decision to 
withhold the memoranda was one of the "most astonishing things" he 
learned about how the program was handled, and that he could not "draw a 
good inference" from that fact. Goldsmith emphasized that under the 
Stellar Wind program the NSA had been asked to do something contrary to 
its ordinary practices, and yet was not allowed to review the legal 
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justifications for being permitted to do it. Goldsmith told us he believed 
that the NSA might have identified problems or mistakes in Yeo's analysis 
early in the program had it been given access to his memoranda. 
(TS I 

181 I 'NF) I 7 I I 

Goldsmith told us that upon becoming the Assistant Attorney General 
he intended to reverse the practice of keeping OLC memoranda closely held, 
and that he also decided he would seek client agency expertise in drafting 
these documents. (U) 

3. Goldsmith Joins Effort to Reassess Legal Basis for the 
Program (TS/ / Sl// NF) 

In the two or three weeks following his read-in to the Stellar Wind 
program, Goldsmith reviewed several documents to educate himself about 
the program. These included the memorandum that Philbin had already 
begun to draft (which included a description of how the program worked 
operationally), Yeo's memoranda, and older OLC memoranda concerning 
surveillance activities. Mter Goldsmith familiarized himself with the 
program, Goldsmith provided Philbin with additional research and helped 
supplement Philbin's draft memorandum. (TS/ f STUN// SI/ /00/ NF) 

Goldsmith stated that Philbin had done an ''amazingly heroic job" in 
reviewing the program. Goldsmith believed "ninety-nine out of a hundred" 
attomeys in Philbin's position, having been asked simply to opine as to form 
and legality, would have just relied on the previous Office of Legal Counsel 
memoranda. Goldsmith said that Philbin, however, was not convinced by 
those memoranda and therefore did not rely on them. In addition, 
Goldsmith noted that Philbin sought to understand the program as it was 
actually implemented at the NSA before advising the Attomey General on its 
legality. (TS//SI//NF) 

(Cont'd.) 
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4. AUMF Bee~ Legal Rationale 
Supportin~ of the Stellar Wind 

not comply with FISA's 
requirement to obtain judicial authorization, and did not fall within any of 
the exceptions to this requirement. Goldsmith later wrote in his legal 
memorandum reassessing the legality of the program that a proper analysis 

the Stellar Wind Programn (Goldsmith Memorandum, May 6, 2004). This memorandum is 
discussed in Section II C below. t'fS//S'fL'vV/J'Sl/J'OG/PlF) 
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of Stellar Wind "must not consider FISA in isolation" but rather must 
consider whether Congress, by authorizing the use of military force against 
al Qaeda, also "effectively exempts" such surveillance from FISA. Goldsmith 
concluded that this .reading of the AUMF was correct because the AUMF 
authorized the President to use "all necessary and appropriate force" against 
the enemy that attacked the United States on September 11, 2001, and to 
"prevent any future acts of international terrorism against the United 
States" by such enemy - authority that has long been recognized to include 
the use of signals intelligence as a military tool. f(FS//8TV.V//8I//OC/NF} 

Alternatively, Goldsmith reasoned that even if the AUMF did not 
exempt surveillance under the program from the restrictions imposed by 
FISA, the question was sufficiently ambiguous to warrant the application of 
the doctrine of constitutional avoidance, and therefore should be construed 
not to prohibit the activity.l31 (TS//STLV.I//gl//00/NF) 

, Goldsmith concluded that if th~ 
ts under the AUMF did not create 

sufficient ambiguity as to trigger the doctrine of constitutional avoidance, FISA as applied 
would represent an unconstitutional infringement on the President's exclusive authority as 
Commander-in-Chief in wartime to protect the nation from attack. 
('fS I 'STLtJ1' 'SI I 'OC 'NF) 77 iV(f If I 
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5. Office of Legal Counsel Raises its Reassessment of the 
Stellar Wind Program (December 2003 through 
January 2004)133 ('fS//SI//NF) 

During late 2003, Goldsmith and Philbin continued their analysis of 
the legal bases for the Stellar Wind program. During this time Philbin and 
Goldsmith were the only two Department officials in a position to brief the 
Attorney General and White House officials on the status of their legal 
reassessment and its potential ramifications for the operation of the 
program.l34 (TS//81//NF) 

With the existing Presidential Authorization set to expire on 
December 11, 2003, Goldsmith and Philbin met with Ashcroft on 
December 8, 2003, to advise him on recertifying the program as to form and 
legality. Goldsmith wrote in notes that he maintained during this time 
period that at the meeting he and Philbin "note[d] problems gently" to 
Ashcroft. Goldsmith told us Ashcroft was ''extraordinarily supportive" of his 
and Philbin's efforts to reassess the legality of the program and made clear 
his view that the program had to be on solid legal footing. 
(TS I 18Tb"lT I 1SI I 'OC 'NF) ( (WVJ I I I I 

Goldsmith advised Ashcroft that, despite concerns about the program, 
Ashcroft should certify the December 9, 2003, Authorization. Goldsmith 

I m ~c 

Philbin, Goldsmith, Corney, Mueller, Gonzales, and others. We also relied on Philbin's and 
Goldsmith's contemporaneous notes, Goldsmith's chronology of events that he wrote during 
this period, Mueller's Program Log documenting events in March 2004, and Attorney 
General Ashcroft's FBI security detail log of events that occurred while Ashcroft was 
hospitalized from March 4 through March 14, 2004, among other documents. (U) 

134 James Corney became the Deputy Attorney General on December 9, 2003, but 
was not read into the program until over 2 months later. (U) 
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later advised Ashcroft to certify the January 14, 2004, Authorization as well. 
Goldsmith told us he made these recommendations to Ashcroft with the 
caveat that although he believed Yoo's memoranda to be flawed, Goldsmith 
had not yet concluded that the program itself was illegal. (TS//81//NF) 

Based on Goldsmith's advice, Ashcroft certified the December 9, 2003, 
and January 14, 2004, Authorizations. (TS//81//NF) 

In December 2003 Philbin and Goldsmith informed Ashcroft that they 
believed Corney, who was sworn in as the new Deputy Attorney General in 
December 2003, also needed to be read into the program. Philbin said he 
justified this request by noting that he would be traveling abroad for 2 
weeks later that month on an unrelated Justice Department matter.l35 (U) 

In December 2003, Goldsmith and Philbin met with Addington and 
Gonzales at the White House to express their growing concerns about the 
legal underpinnings for program. Goldsmith said he told them that OLC 
was not sure the program could survive in its current form. According to 
Goldsmith's notes, these discussions did not contemplate an interruption of 
the program, although the White House represented that it would "agree to 
pull the plug" if the problems with the program were found to be sufficientlY 
serious. Goldsmith told us that the White House - typically through 
Addington - told him rcseveral times" that it would halt the program if the 
Department found that it could not be legally supported. (TS//81//NF.) 

ss 
Goldsmith to continue analyzing the program and that if serious problems 
were found, the program would be shut down. f!FS//STL'N//81//0C/NF) 

On December 18, 2003, while Philbin was abroad, Goldsmith met 
again with Addington and Gonzales. Goldsmith wrote in his chronology that 
this time he conveyed with "more force" his "serious doubts and the need to 
get more help to resolve the issue [as soon as possible}." Goldsmith also 
told Addington and Gonzales that he needed more resources to continue 
examining the legality of the program. They responded to this request by 
telling Goldsmith that Philbin should devote all of his time to the project. 

135 As discussed in Chapter Three, Corney's predecessor as Deputy Attorney 
General, Larry Thompson, was never read into the Stellar Wind program despite Ashcroft's 
request to the White House on behalf of both Thompson and Ashcroft's chief of staff. 
(U/ /FOUO) 
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Goldsmith told us that he asked to have Corney read into the program. 
According to Goldsmith's notes, Addington and Gonzales "bristle[d]" at that 
suggestion. Goldsmith told us he made the request for Corney to be read in 
because he believed he would need the Deputy Attorney General's 
assistance to help "make the case" to the White House that the program was 
legally flawed. Goldsmith also stated that he wanted Corney read in 
because, as the Deputy Attorney General, Corney was Philbin's direct 
supervisor. (TS//81//NF) 

We asked Gonzales when he flrst became aware that the Department 
had concerns about the legality of the Stellar Wind program. Gonzales 
stated that he remembered that sometime after Philbin and Goldsmith 
joined the Department, they decided to conduct a programmatic review of 
the legal basis for Stellar Wind. Gonzales said that he welcomed this review, 
and that it was always important to reassess the value of or need for the 
program, as well as its legality. Gonzales told us he thought that Goldsmith 
and Philbin's review arose out of eoncems about Yoo's November 2, 2001, 
opinion and that their review was limited to that document. Gonzales said 
that Goldsmith periodically told him that Philbin was reviewing the program 
and that some questions had been raised or that some changes to the 
program might be needed as a result of their reassessment. Gonzales said 
that he told Goldsmith to let him know how the review was progressing. 
Gonzales also told us he did not recall getting into any specific discussions 
with Goldsmith about OLC's concerns until early March 2004. 
(TS I 

1 Sf I 
1 NF) rr n 

In contrast, Goldsmith told us he had been "crystal clear" with 
Gonzales and Addington that the Office of Legal Counsel had concerns 
about the legality of aspects of the program as early as December 2003, 
although Goldsmith also acknowledged that his discussions with Gonzales 
and Addington became more detailed in March 2004. Goldsmith told us 
that he gave the two White House officials the same caveats he gave 
Ashcroft when advising him on the legality of the program - that there were 
flaws in Yoo's analysis, but that OLC had not yet concluded that the 
program itself was illegal. (TS// SI/ f NF) 

Goldsmith's efforts to gain the White House's permission to have 
others (including Corney) read into the program continued through January 
2004. According to Goldsmith's notes, both Addington and Gonzales 
pressed Goldsmith on his reason for the request and continued to express 
doubt that additional resources were needed. However, in late January the 
White House agreed to allow Corney to be read in, provided that Philbin 
devoted all of his time to his analysis of the program and, according to 
Goldsmith, that the Department's legal analysis be completed by March 
2004 when the Presidential Authorization was due to be renewed. (U) 
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6. Deputy Attorney General Comey is Read into the 
Program (U) 

Corney became the Deputy Attorney General on December 9, 2003, 
and was read into the Stellar Wind program on February 17, 2004. Corney 
told us that he had no awareness of the program prior to being read in. He 
said he learned after his read-in that Addington had resisted Goldsmith and 
Philbin's efforts to have him read in earlier. Corney said Addington was the 
"gatekeeper'' for Stellar Wind and wanted to keep the program a "close hold." 
(U) 

Corney told us that NSA Director Hayden personally wanted to 
conduct Corney's read-in to the program. Hayden read in Corney at the 
Justice Command Center in a briefmg that took approximately 20 to 30 
minutes. Corney said that, at the read in, Hayden explained the "three 
baskets" to him. fPS//STVvV//SI//00/NF) 

Corney told us that after Hayden left the Command Center, Corney 
and Philbin continued discussing the program. Philbin told Corney that 
there were problems with the legality of the program and that there were 
"operational issues" as well. Corney told us that his initial reaction to the 
program was "unprintable.'' He said he thought that the NSA could not 
collect the content of certain communications covered by the program 
outside of FISA authority. Hayden told the OIG that Corney raised no 
objections to him about the program upon being read in. (U) 

Within the first month after being read in, Corney discussed the 
program with Ashcroft, Goldsmith, Philbin, and other Department officials 
who had been read in by this time, including James Baker, Counsel for 
Intelligence Policy; Chuck Rosenberg, Corney's Chief of Staff, and Daniel 
Levin, Counsel to the Attorney General. 136 Corney said he did not recall 
having any discussions about the program with FBI Director Mueller during 
this period. (U) 

Corney also recalled meeting with Scott Muller, the CIA General 
Counsel, shortly after being read into the program. Corney said that he told 
Muller about the legal concerns Philbin and Goldsmith had raised regarding 
Yoo's analysis and that Muller agreed that the concerns were well founded. 
(U) 

Corney also told us that Goldsmith had identified for Corney as a 
particular concern the notion that Yeo's legal analysis entailed ignoring an 

136 Levin had just returned to the Department after working in private practice and 
serving as a Bush Administration liaison to the September 11 Commission. Rosenberg was 
read into Stellar Wind in 2003 while serving as Counsel to FBI Director Mueller. (U) 
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act of Congress, and doing so in secret. Corney stated that Goldsmith 
described such action as 1'breathtaking." Corney agreed, describing the 
action as "unprecedented." (U) 

D. Office of Legal Counsel Presents its Conclusions to the 
White House (U) 

On March 1, 2004, Philbin completed a first draft of a revised OLC 
opinion on the Stellar Wind program. According to Goldsmith's notes, at 
this time Goldsmith and Philbin had not yet concluded "definitively" that 
there was "anything with the , with the possible 
exception of the scope 
(TS I 1STVH I 1SI I 100 1NF) IT nJJ II I 

In explaining the rationale for the revised opinion, Corney described to 
the OIG his view of two approaches or standards that could be used to 
undertake legal analysis of government action. If the government is 
contemplating taking a particular action, OLC's legal analysis will be based 
on a "best view of the law" standard. However, if the government already is 
taking the action, the analysis should instead focus on whether reasonable 
legal arguments can be made to support the continuation of the conduct.l37 
Corney said that because Stellar Wind was an ongoing program, Goldsmith 
and Philbin's analysis proceeded under the second approach. Under this 
approach, at this point they concluded that there 

,,..,...~ .... , .... to be made to continue the collection 

Corney 
get there" as 
However he 

but still had 

137 Goldsmith emphasized to us that this second situation almost never presents 
itself, and that OLC rarely is asked to furnish legal advice on an ongoing program because 
the pressure "to say yes' to the President" invariably would result in applying a lower 
standard of review. Goldsmith stated that OLC's involvement in Stellar Wind was 
"unprecedented~ because OLC is always asked to review the facts and formulate its advice 
"up front." tSf/NFj 
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On March 1, 2004, Corney met with FBI Director Mueller to inform 
him that the OLC had found pro 
Wind program, particularly with the 
According to a log Mueller kept documen m 
concerning the program, Corney said he was trying to work out these 
problems with the OLC and "other interested parties."13S Mueller told us 
that March 1, 2004, was when he first became aware of the Department's 
concerns about the legal support for the program. Mueller described the · 
FBI as "recipients of information from the program," and that the dialogue 
as to the program's legality was between the Department and the White 
House. {'fS//S'fLW//81//0C/NF) 

1. March 4, 2004: Comey Meets with Ashcroft to 
Discuss Problems with the Program (U) 

Corney told us he met with Attorney General Ashcroft for lunch on 
March 4, 2004, to discuss the Stellar Wind program. Corney reminded 
Ashcroft of the details of the program and said he used salt and pepper 
shakers and a knife to represent the three baskets during the discussion. 
According to Corney, Ashcroft agreed with Corney and OLC's assessment of 
the potential legal problems, and he instructed Corney to "just fix it'' and 
"tell them to make the changes that need to be done." 
(TS I 'STbHT I 'SI I 'OC 'NF) II :u11 II I 

Corney said he assumed Ashcroft meant that Corney should reach out 
to the NSA and the White House for the necessary changes. The 
Presidential Authorization in effect at the time was due to expire on 
March 11, 2004. Corney said Ashcroft did not discuss with him whether he 
would recertify the program as it was currently being authorized by the 
President. (TS//SI//NF) 

Corney also described Ashcroft as being frustrated, and said he was 
"beating himself up" because he was "in a box" with Yoo, yet was learning 
from Philbin, Goldsmith, and now Corney that parts of the program were not 
in their view legally supportable.I39 (Tg//gl//NF) 

After the lunch meeting on March 4, Corney traveled to Phoenix, 
Arizona, to make a speech. Three hours after their lunch meeting, Ashcroft 
was struck with severe gallstone pancreatitis and was admitted to the 

IJB Mueller told us he maintained the program log because "[t]hese were 
extraordinary circumstances about which I would one day be questioned." Mueller said the 
program log was drafted "relatively contemporaneously" with the events described in it. (U) 

139 By the time Ashcroft received OLC's preliminary findings concerning the legality 
of the program in December 2003, he had already certified the program as to form and 
legality approximately 20 times. (TS//81//~IF) 
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George Washington University Hospital. Mter being informed that Ashcroft 
was hospitalized, Corney returned to Washington the next morning on an 
FBijet. (U) 

2. March 5, 2004: Comey Determines Ashcroft is 
''Absent or Disabled" (U) 

On March 5, 2004~ Goldsmith advised Corney by memorandum that 
under the circumstances of Ashcroft's medical condition and 
hospitalization, a "clear basis" existed for Corney to determine that <~this is a 
case of 1absence or disability' of the Attorney General" within the meaning of 
28 U.S.C. § 508(a). This statute provides: 

In case of a vacancy in the office of Attorney General, or of his 
absence or disability, the Deputy Attorney General may exercise 
all the duties of that office, and for purposes of section 3345 of 
title 5 the Deputy Attorney General is the first assistant to the 
Attorney General. (U) 

Goldsmith's memorandum further advised Corney that he could serve 
as Acting Attorney General until Ashcroft's absence or disability no longer 
existed, and that Corney could exercise uall the power and authority of the 
Attorney General, unless such power or authority is required by law to be 
exercised by the Attorney General personally." See 28 C.F.R. § 0.15(a). 
Goldsmith noted in the memorandum that there are "very few duties" that 
can be exercised only by the Attorney General. Goldsmith wrote that, 
except for these duties, Corney could opt to exercise the duties of the 
Attorney General as Deputy Attorney General rather than as Acting Attorney 
General, noting, "Your office has informed us that this is your intention."14o 
(U) 

Goldsmith's memorandum to Corney referenced an attached draft 
memorandum for Corney's review, which would memorialize Corney's 
decision to invoke 28 U.S.C. § 508(a) in writing, although Goldsmith advised 
that it was not necessary to do so. The 1'cc" line of Goldsmith's 
memorandum to Corney indicated that a copy of the memorandum was also 

140 According to an e-mail sent on March 5, 2004, at 9:15a.m. from OLC Special 
Counsel Daniel Koffsky to OLC Principal Deputy Assistant Attorney General Edward 
Whelan and other Department officials, among the duties that can only be exercised by the 
Attorney General or his designee is the authority to approve FISA applications to engage in 
electronic surveillance of a specific type of agent of a foreign power based on requests of 
certain high level officials. 50 U.S. C.§ 1804(e)(2)(A). This section represents an exception 
to FISA's general conferral of authority on the Attorney General, a term that is defined to 
include the Acting Attorney General and the Deputy Attorney General. See 50 U.S. C. 
§ 1801(g). (U) 
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sent to White House Counsel Gonzales.l41 As discussed below, a significant 
dispute between White House and Department officials later arose over 
whether the White House in fact received notice of Corney's decision to 
assume the powers of the Attorney General, whether as Deputy Attorney 
General or otherwise. (U) 

3. March 5, 2004: Goldsmith and Philbin Seek 
Clarification from White House on Presidential 
Authorizations (U) 

On the afternoon of Friday, March 5, 2004 - 6 days before the 
Presidential Authorization then in effect was set to expire- Goldsmith and 
Philbin met with Addington and Gonzales at the White House to seek 
clarification on two key issues related to the Authorizations. (U / /FOUO) 

briefing the President on this new legal approach to justifying the program. 
(TS I 'STV1' II~H 110C 'NF) r; 0 11 II I 

141 A March 12, 2004, e-mail from Ashcroft's Chief of Staff David Ayres to Deputy 
White House Counsel David Leitch detailing the Department's efforts to inform the White 
House Counsel's Office of Ashcroft's hospitalization and Corney's assumption of Ashcroft's 
duties shows that Ayres confirmed the White House's receipt of a facsimile from OLC 
advising the White House of Corney's decision to exercise "all the power and authority of the 
Attorney General ... in [his] capacity as Deputy Attorney General." Ayres also wrote in the 
e-mail that a copy of OLC's "legal memorandum" was sent to White House Counsel 
Gonzales. Ayres also wrote in the e-mail that he personally called Harriet Miers, a White 
House Deputy Chief of Staff, and informed her that Corney "had assumed the Attorney 
General's responsibilities[.]" Ayres wrote in the e-mail that he also informed others at the 
White House of Corney's status, including another White House Deputy Chief of Staff [Joe 
Hagin] and the White House Cabinet Secretary [Brian Montgomery]. (U) 
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created a serious issue. Gonzales stated 
that Goldsmith's argument on this point was that Congress had spoken on 
the matter by enacting FISA, but Yoo previously had opined that FISA was 
unconstitutional to the extent it infringed on the President's 
Commander-in-Chief authority to conduct electronic surveillance without a 
judicial warrant.142 f:r'a//STV.V//SI//OC/NF) 

Gonzales also told us that the March 5, 2004, meeting with Goldsmith 
and Philbin represented the frrst substantively detailed discussion he had 
with the OLC officials regarding their concerns with the existing legal 
analysis and their reservations about continuing the program as it had been 
operating. As noted above, Goldsmith said that he had informed Gonzales 
and Addington about his general concerns with Yoo's legal analysis of the 
program as early as December 2003. (TS//8!//NF) 

Later that day on March 5, Gonzales called Goldsmith to request a 
letter from the OLC stating that Yoo's prior OLC opinions "covered the 
program." Philbin told the OIG that Gonzales was not requesting a new 
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opinion that the program itself was legal, but only that the prior opinions 
had concluded that it was. (TS//81//NF) 

4. March 6 to 8, 2004: The Department Concludes That 
Yoo's Legal Memoranda Did Not Cover the Program 
(U) 

As a result of Gonzales's request on March 5, Goldsmith re-examined 
Yoo's memoranda with a view toward determining whether they adequately 
described the actual collection activities of the NSA under the 
Authorizations. Goldsmith told us that after a brief review, he called Philbin 
to tell him he agreed with Philbin's assessment that Yoo's memoranda were 
problematic from a factual standpoint. Philbin said that through this 
re-examination he and Goldsmith confirme · 

Goldsmith's account of the response to Gonzales's request was 
similar. Goldsmith also stated that his and Philbin's usion that Yods 
memoranda failed to adequately describe 
meant that OLC could not tell the White House that the program could 
continue under the authority of those legal memoranda. Goldsmith stated 
that he and Philbin realized at this point that the program had been 
conducted for 2 years without a proper OLC review. Specifically, both 
Goldsmith and Philbin stated that they had always viewed Yoo's legal 
analysis as poorly reasoned; however, they were now realizing that Yoo's 
factual description of the program was inaccurate and incomplete as well, 
and thus did not "cover" aspects of the program. Goldsmith said Gonzales's 
request for ratification ofYoo's memoranda "forced [the Office of Legal 
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Counsel's] hand" and was the point at which the "presumption in favor of 
legality flipped."l44 fFS//STL\Vf/SI//00/NF) 

On Saturday, 
~the 
- Goldsmith also told Corney that the White House would 
have to be notified of this development. Corney agreed with this 

d ti fFS 1 1STLnr 1 'Sf 1 'ee 'NF) recommen a on.11vv 111 T 1 

Later on March 6, Goldsmith and Philbin went to the White House to 
............. F'. .. .., ...... and Gonzales to their conclusions that the 

According to Goldsmith's of these events, 
Gonzales "reacted calmly and said they would get back with us." Goldsmith 
told us that the White House was now worried that it was "out there," 
meaning that it was implementing a program without legal support. 
fFS J 

1STVH I 181 I 
100 1 NF) II v'l/1 If I 

On Sunday afternoon, March 7, 2004, Goldsmith and Philbin met 
again with Addington and Gonzales at the White House.l45 According to 
Goldsmith, the White House officials informed Goldsmith and Philbin that 
they disagreed with Goldsmith and Philbin's interpretation ofYoo's 
memoranda and on the need to change the scope of the NSA's collection.l46 
Gonzales told us he recalled the meetings of March 6 and 7, 2004, but did 
not recall the specifics of the discussions. He ,said he remembered that the 
overall tenor of the meetings with Goldsmith was one of trying to "fmd a way 
forward "147 (TS 1 1SI' 'NF} · I I f7 

144 As noted in Chapter Three, Gonzales told us that he believed Yeo's memoranda 
described as lawful activities that were broader than those carried out under Stellar Wind, 
and that therefore these opinions "covered" the Stellar Wind program. ('FS//SI//NF) 

145 Gonzales told us that White House Chief of Staff Card may also have been 
present for this meeting. Goldsmith's chronology indicates that only Addington and 
Gonzales were present. (U) 

146 In discussing these early March meetings with the OIG, Goldsmith told us that 
Addington had stated on more than one occasion that Goldsmith was the head of OLC and 
if he determined that the program needed to be shut down, it would be shut down. 
Goldsmith told us he believed that the White House officials' references to "shutting down 
the program" extended only to those aspects of the program for which no legal support 
could be found. Goldsmith also told us that he did not know whether Addington and 
Gonzales were keeping the President informed of OLC's concerns. (TS//81//NF) 

147 As noted above, Gonzales was represented by counsel during his interview with 
the OIG. Also present during the interview because of the issue of executive privilege was a 
Special Counsel to the President, Emmitt Flood. We asked Gonzales whether the President 
had been informed by this point in time of the OLC position regarding the lack of legal 

(Cont'd.) 
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On the evening of Sunday, March 7, 20041 Goldsmith and Philbin met 
with Corney in Corney's office to again review Yoo's opinions and make sure 
all three agreed with the conclusion that the opinions failed to support the 
Stellar Wind program as it was being implemented. Philbin said that until 
Gonzales's March 5 request for a letter from the OLC stating that Yoo's prior 
OLC opinions "covered the program," he and Goldsmith had intended to 

• • ~~ - I II ~ '• • - I -

• • 

(TS I 'STLHT I 'SI I 'OC 'NF) II .v11 IT I 

According to Goldsmith's chronology, there was no interaction with 
the White House on the issue on the following day, Monday, March 8, 2004. 
Goldsmith wrote in his chronology of events for this day: "Monday, 
March 8: Silence." (U) 

5. March 9, 2004: White House Seeks to Persuade 
Department and FBI to Support Continuation of the 
Program (S//NF') 

On Tuesday, March 9, 2004, Gonzales called Goldsmith to attend an 
early morning meeting (at 6:00 or 6:30 a.m.) at the White House to discuss 
the issues regardingYoo's memoranda and the Stellar Wind program.l49 
Goldsmith called Philbin and told him to meet Goldsmith at the White 
House. According to Goldsmith, Philbin was allowed into the White House, 
but Gonzales excluded Philbin from the meeting despite Goldsmith's 
requests that Philbin be allowed to participate. fS//NF) 

support for the program and . Flood 
objected to the question on relevancy grounds and advised Gonzales not to answer, and 
Gonzales did not provide us an answer. However, when Gonzales commented on a draft of 
this report, he stated that he would not have brought Goldsmith and Philbin's "concerns" to 
the attention of the President because there would have been nothing for the President to 
act upon at that point. Gonzales stated that this was especially true given that Ashcroft 
continued to certify the program as to legality during this period. Gonzales stated he 
generally would only bring matters to the President's attention if the President could make 

149 Gonzales told the OIG that he did not recall this meeting. Both Goldsmith and 
Philbin told the OIG about the meeting. The meeting is also briefly described in 
Goldsmith's contemporaneous notes and chronology. (U) 
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Goldsmith said Gonzales tried first to persuade him that he and 
Philbin were wrQng to conclude that Yoo's memoranda did not provide 
sufficient legal justification to cover the parts of the program that OLC had 
identified as problematic, but that Gonzales did not persuade him on this 
point. Gonzales next argued for a "30-day bridge" to get past the upcoming 
March 11, 2004, Authorization. Gonzales reasoned that Ashcroft, who was 
still hospitalized, was not in any condition to sign the upcoming 
Authorization, and that a ''30-day bridge" would move the situation to a 
point where Ashcroft would be well enough to approve the program. 
Goldsmith told Gonzales he could not agree to recommend an extension. 
(TS I 'SI I 'NF) 11 (] 

Goldsmith said Gonzales noted that AshcrQft had certified the 
program as to form and legality for the previous two and a half years, yet 
now Corney was the Acting Attorney General. Goldsmith said the 
implication of Gonzales's statement was that not approving the March 11, 
2004, Authorization would "undercut" Ashcroft. Goldsmith said he made 
clear to Gonzales that Ashcroft was "supportive" of his and Philbin's 
analysis. Goldsmith's notes from the meeting also indicate that Gonzales 
stated that he did not "want to face" Ashcroft in the hospital. Goldsmith 
told us he recommended to Gonzales that he not visit Ashcroft. ISO 

(TS I 'SI I 'NF) I J . (I 

Goldsmith said his discussion with Gonzales lasted about 1 hour. 
Philbin was then brought into Gonzales's office and the issues were 
discussed again. According to Goldsmith's chronology, nothing was 
resolved during the meeting. (U) 

At noon that day, another meeting WCJ.S held in Andrew Card's office at 
the White House. According to Director Mueller's program log, Mueller, 
Chief of Staff Card, Vice President Cheney, CIA Deputy Director John 
McLaughlin, Hayden, Gonzales, and other unspecified officials were present. 
Corney, Goldsmith, and Philbin were not invited to this meeting. Mueller 
described this gathering as a "pre-meeting" in anticipation of another 
meeting that was to be held later that afternoon in which the Justice 
Department officials (Corney, Goldsmith, and Philbin) would be 
participating.l51 (U) 

Jso At noon on March 9, 2004, Attorney General Ashcroft underwent surgery at the 
George Washington University Hospital. The surgery was completed by 2:30p.m. (U) 

151 Mueller prepared for this meeting by meeting earlier that morning with Michael 
Fedarcyk, the Chief of the FBI's Communications Exploitation Section; General Counsel 
Valerie Caproni; and possibly others. Mueller's program log indicates that Fedarcyk 
"appears unaware of details of ho\\-is collected." ('f3/ / 3IffNF) 
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According to Mueller's notes, a presentation on the value of the Stellar 
Wind program was given by CIA and NSA representativ~ 
~group that Corney "has problems" wi~ 
-Mueller's notes state that Vice President Cheney suggested 
that "the President may have to reauthorize without [the] blessing of DOJ," 
to which Mueller responded, "I could have a problem with that," and that 
the FBI would "have to review legality of continued participation in the 

" {+S 1 'S~bnr' 19I , 'ee 'N:fi') program., r n 1 11 II 

A third meeting was held at the White House that afternoon, at 4:00 
p.m. The meeting included Corney, Goldsmith, and Philbin, in addition to 
Vice President Cheney, Card, Addington, Gonzales, Hayden, Mueller, CIA 
General Counsel Muller, McLaughlin, and approximately 10 NSA analysts. 
Gonzales told us the meeting was held to make sure that Corney understood 
what was at stake with the program and to demonstrate its value. {S//NF) 

At the beginning of the meeting the NSA analysts made a presentation 
to Corney, Goldsmith, and · sentation consisted 
of charts showing the capabilities that could 
be generated from Stellar Wind-derived information, as well ~sa description 
of "success stories" resulting from the program. Corney told us that the 
cases the analysts highlighted were not in his view the Stellar Wind 
successes that the analysts claimed, and that he felt "the NSA had no good 
stories to tell about the program."l53 Corney also told us that the collection 
of content communications under Stellar Wind was somewhat duplicative of 
existing FISA coverage, and that only the meta data collection under baskets 
2 and 3 represented truly new capabilities. However, Corney said he did not 
challenge the analysts on the assertion that Stellar Wind was a critical 
anti-terrorism tool because the value of the program was not his primary 
concern. Rather, Corney said he was willing to concede the program's value, 
and that his concern was with its legality. ('fS//S'fUJ.l//SI/jeejNF) 

Goldsmith told us that he did not believe it was his place to judge the 
value of the program from an intelligence-gathering standpoint. Goldsmith 
told us he found persuasive a remark by Hayden that even though there 
may not have been major successes under the program to date, the program 
still could produce successes in the future. However, both Goldsmith and 

15.! Mueller's notes indicate tha 
~uring the presentation. We 
--in Chapter Six. --tt'~~i::M'tl-f-f~+YIJ,;.f-~1-

153 Corney specifically questioned whether case was a legitimate 
"success story" under the Stellar Wind program. Th , as well as other cases 
cited as successes under Stellar Wind, is discussed in Chapter Six. 
('fS//S'fL\Vf/SI/fOCfNF) 
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The NSA analysts were excused after their presentation and the 
meeting continued. Corney said Vice President Cheney stressed that the 
program was "critically important" and warned that Corney would risk 
"thousands" of lives if Corney did not agree to recertify it. Corney said he 
told those at the meeting that he, as the Deputy Attorney Genen.ll.~~iPg 

""'"'''""'""'C!' of the General, could support reauthorizing-
154 

According to Corney, the White House said it could not agree to that 
modification. rrS//STVN//SI//OC/NF) 

Corney also told us he was certain the White House understood him to 
be the acting in Attomey General Ashcroft's stead during this meeting. (U) 

6. Conflict Ensues between Department and White 
House (U) 

Each of the Department witnesses we interviewed concerning the 
Department's discussions with the White House during this time period 
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emphasized the sense of pressure and anxiety that pervaded the 
discussions in March 2004. For instance, Corney said discussions during 
the meeting at the White House on March 9 became heated as he sought to 
convey to everyone how difficult it was for the Department to take the 
position it was taking, and how hard the Department officials were working 
to find a solution. Corney also stated that Vice President Cheney was 
''understandably frustrated" because the Department was changing its 
advice to the White House about the program. (U) 

Goldsmith also recalled that at ohe point during these meetings with 
the White House, Addington told him that if he narrowed the Stellar Wind 
program Goldsmith "will have the blood of 100,000 American lives on his 
hands." (8//NF) 

Goldsmith observed to us that from the White House's point of view, 
due to the timing of the events, and in particular with Ashcroft in the 
hospital, it appeared to the White House that a "palace coup" was taking 
place at the Department of Justice. Goldsmith said that this perception was 
somewhat understandable under the circumstances. (U) 

Philbin also stated that tensions were high during this period and that 
the Department and White House "started to divide into camps." Philbin 
added that Department and White House officials were "starting to attribute 
motives" to each other. Philbin said he thought Addington came to believe 
that Corney was opposed to recertifying the program for "political reasons," 
and that Corney wanted to be on the "politically right" side of the dispute. 
(U) 

Corney said that his dealings with Gonzales, Card, Addington, and 
others at the White House were generally civil. Corney acknowledged that 
there was tension between the Department and the White House during the 
March 2004 period, but believed that it resulted primarily from differences 
in legal perspectives. (U) 

II. White House Continues Program without Justice Department's 
Certification (TS//81//NF, 

The Presidential Authorization under which the program was 
operating during early 2004 was set to expire on March 11, 2004. As 
described in the preceding section, Corney concurred with the views of 
Goldsmith and Philbin, and as the Deputy Attorney General exercising the 
powers of the Attorney General Corney refused to certify the program as to 
form and legality. He conveyed this decision to the White House during the 
meeting on the afternoon of March 9, 2004. In response, as described 
below, the President decided to reauthorize the program without the Justice 
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Department's support, precipitating a serious confrontation between White 
House and Department officials. (TS//S'FLVI//SI//00/NF) 

A. White House Counsel Gonzales Certifies March 11, 2004, 
Presidential Authorization fi'S//81//NF) 

1. March 10, 2004: Office of Legal Counsel Presses for 
Solicitor General to be Read into Program (U) 

Goldsmith, Philbin, and Corney met in the early afternoon of 
March 10, 2004, to discuss the meeting at the White House the day before 
and how the Department should proceed. Goldsmith · 
reconfirmed their 'tion to that collection u .. u•u. ..... J. 

Goldsmith and Philbin also recommended to Corney that Solicitor 
General Theodore Olson be read into the program. Goldsmith told us that 
Olson had been at the Department for a long time and had valuable 
experience and credibility. Goldsmith said that given the importance of the 
decisions being made at the Department concerning the program at this 
time, he believed it was imperative to have Olson read in. (U) 

Corney agreed with Goldsmith and Philbin, and he directed Goldsmith 
to call Gonzales to reaffirm the Department';:> position on the program and 
also to request that Olson be read in. (U) 

Goldsmith called Gonzales at 2:20p.m. 
the D could not support the legality 

as then being implemented under the program. 
Goldsmith also told Gonzales of the ~~urgent need" for approval to read Olson 
into the program. Goldsmith's notes indicate that he called Gonzales twice 
that day with the request to have Olson read in, but by early evening had 
not heard back from Gonzales. (TS//STLVl//81//0G/NF) 

2. March 10, 2004: Congressional Leaders Briefed on 
Situation (U) 

Gonzales told us that after President Bush was advised of the results 
of the March 9, 2004, meeting, the President instructed Vice President 
Cheney on the morning of Wednesday, March 10, to call a meeting with 
congressional leaders to advise them of the impasse with the Justice 
Department. On the afternoon of March 10, at approximately 4:00 or 5:00 
p.m., Gonzales and other White House and intelligence agency officials, 
including Vice President Cheney, Card, Hayden, McLaughlin, and Director 
of Central Intelligence George Tenet, convened an "emergency meeting" with 
Congressional leaders in the White House Situation Room. The 
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congressional leaders in attendance were Senate Majority and Minority 
Leaders Bill Frist and Tom Daschle; Senate Select Committee on Intelligence 
Chairman Pat Roberts and Vice Chairman Jay Rockefeller; Speaker of the 
House Dennis Hastert and House Minority Leader Nancy Pelosi; and House 
Permanent Select Committee on Intelligence Chair Porter Goss and Ranking 
Member Jane Harman. This congressional group was known informally as 
the "Gang of Eight." (U) 

No officials from the Department were present at the meeting. When 
we asked Gonzales whether the White House had given any consideration to 
inviting Department officials to attend, Gonzales declined to answer on the 
advice of the Special Counsel to the President, who was present during 
Gonzales's interview with the OIG.l55 (U) 

Gonzales told us that President Bush also directed him to 
"memorialize" the meeting, although Gonzales said he could not recall 
whether the President directed him to do so before or after the meeting. 
Gonzales did not take notes during the meeting. Rather, he said he wrote 
down his recollection of the meeting within a few days of Wednesday, 
March 10, probably, according to him, the following weekend.l56 Gonzales 
said that, with the exception of a single phrase discussed below, he wrote 
his notes in one sitting in his White House office. (U) 

The notes indicate that President Bush appeared briefly at the start of 
the meeting to explain how important the meeting was. Vice President 
Cheney, who chaired the meeting, gave a general explanation of the program 
and mdicated that the purpose of the meeting was to "discuss potential 
legislation to continue the program." According to Gonzales's notes, Hayden 
then explained the c 
under the program. 

- -., .. - .. -...... -..... 
155 However, when Gonzales commented on a draft of this report, he stated that the 

Department was not invited to the meeting because the purpose of the meeting was to 
advise the congressional leaders that a legislative fix was necessary, not to describe or 
resolve the legal dispute between the Department and the White House. (U /I FOUDt 

156 Gonzales's handling of his notes from this meeting later became the subject of a 
separate OIG misconduct investigation. The OIG found that when Gonzales became the 
Attorney General in 2005, he took the notes, which contained TSfSCI information relating 
to the Stellar Wind program, from the White House and improperly stored these notes at 
his residence for an indeterminate period. When he brought the notes to the Justice 
Department, he kept them in a safe near his office that was not cleared for storage of 
TSfSCI material. The OIG also determined through this investigation that Gonzales 
improperly stored several other TS/SCI documents in the safe near his office, many of 
which concerned Stellar Wind. The OIG's report, entitled "Report of Investigation Regarding 
Allegations of Mishandling of Classified Documents by Attorney General Alberto Gonzales," 
was released by the OIG on September 2, 2008, and can be found at 
http:ffwww.usdoj .govfoigfspecialfs0809/index.htm. (S//NF) 
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157 According to Gonzales's notes, 
the remaining participants discussed the 

need for legislation so that the program's intelligence collection activities 
uld tin. fPS 1 'S% .... , 1 'SI' '96 'NF} co con ue.7 r w 111 11 

about the basis for Department's concerns about the legal support for 
the Program (TS I I STVJT I I SI I I oc I NF) · If nJI f1 I 

The notes indicate that Andrew Card stated that "it would be hard to 
explain if another attack occurred and we could have stopped it with this 
tool." Gonzales's notes then state: 

- Andy asked if anyone had any reservation and no one spoke up 
raising an objection 

- The VP said that what I am hearing is that we should go forward with 
the program for a period of 30-45 days and see if there was a 
legislative fix. ('fS//91//NF) 

The notes indicate that Vice President Cheney read aloud proposed 
language of new legislation. However, the notes do not describe the 
proposed legislation that was discussed. (U) 

According to Gonzales's notes, the reactions and comments of the 
congressional leaders were as follows: Both Hastert and Roberts "said they 
now felt an obligation to use the .. . ..- ...... ·-" .. e 

Roberts said that if Corney would not " .... ,1"1",1·" 

the Authorization "he should be fired." Harman suggested that another 
branch of government "should have some role, checks and balances on the 
program" and raised the possibility of involving the FISA Court. According 
to the notes, Gonzales responded to Harman's suggestion by volunteering 
that it would be possible to have the Presiding Judge of the FISA Court 
"approve or develop the guidelines to protect privacy rights." The notes 
state that Daschle felt it would be "impossible to get [new legislation] passed 
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without it becoming very public." Rockefeller was "concerned about privacy 
safeguards" and was advised of "the 39 steps followed [by the NSA] to make 
sure privacy concerns were addressed." According to the notes, Pelosi 
expressed concern about giving "total discretion" to the President and 
discussed the need for the proposed legislation to be periodically renewed by 
Congress and that it not be permanent. (TrejjSTV.Vjjrei//OCfNF) 

Gonzales told us he initially left a gap in one section of the notes 
where he described Pelosi's comments. He stated that a day or so later, 
after recalling what she had said at the meeting, he filled in the gap with the 
following italicized language: "Pelosi said tell DAG that everyone is 
comfortable and the program should go forward."lSB (U) 

3. March 10, 2004: Hospital Visit (U) 

Gonzales told us that following the meeting with the congressional 
leaders during the afternoon of March 10, President Bush instructed bbn 
and Card to go to the George Washington University Hospital to speak to 
Ashcroft, who was recovering from surgery in the intensive care unit. The 
events that followed, which are recounted below, are ba,sed on notes from 
Ashcroft's FBI security detail, Goldsmith's notes, and Mueller's program log; 
the OIG's interviews of Gonzales, Corney, Goldsmith, Philbin, and Mueller; 
and Corney and Gonzales's congressional testimony.J59 (U) 

At 6:20p.m. on March 10, Card called the hospital and spoke with an 
agent in Ashcroft's FBI security detail, advising the agent that President 
Bush would be calling shortly to speak with Ashcroft. Ashcroft's wife told 

158 When Gonzales testified before the Senate Judiciary Committee on July 24, 
2007, he essentially described the congressional leaders' reactions to the March 10, 2004, 
Gang of Eight briefing as he did in his handwritten notes of the briefmg, stating, "The 
consensus in the room from the congressional leadership is that we should continue the 
activities, at least for now." However, after Gonzales testified, Representative Pelosi, 
Senator Rockefeller, and Senator Daschle issued statements to the media sharply disputing 
Gonzales's characterization of their statements at the March 10, 2004, briefmg, and stating 
that there was no consensus at the meeting that the program should proceed. See 
"Gonzales, Senators Spar on Credibility," by Dan Eggen and Paul Kane, The Washington 
Post (July 25, 2007). Pelosi's office also issued a statement that she ·"made clear my 
disagreement with what the White House was asking" concerning the program. See 
"Gonzales Comes Under New Bipartisan Attack in Senate," by James Rowley, 
Bloomberg.com (July 24, 2007). We did not attempt to interview the congressional leaders 
and obtain their recollections as to what was said at this meeting, because this was beyond 
the scope of our review. (U) 

159 Corney described the events surrounding the hospital visit in testimony before 
the Senate Judiciary Committee on May 15, 2007. Gonzales testified about these issues 
before the Senate Judiciary Committee on July 24, 2007. As noted above, Attorney General 
Ashcroft and Card declined our request to be interviewed. Ayres, Ashcroft's Chief of Staff at 
the time, also declined our request for an interview. (U) 
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the agent that Ashcroft would not accept the call. Ten minutes later, the 
agent called Ashcroft's Chief of Staff David Ayres through the Justice 
Command Center to request that Ayres speak with Card about the 
President's intention to call Ashcroft. The agent conveyed to Ayres Mrs. 
Ashcroft's desire that no calls be made to Ashcroft for another day or two.I6o 
Ayres told the agent he would relay this message to Card. (U) 

However, at 6:45p.m., Card and the President called the hospital 
and, according to the agent's notes, "insisted on speaking [with Attorney 
General Ashcroft]." According to the agent's notes, Mrs. Ashcroft, rather 
than Attorney General Ashcroft, took the call from Card and the President. 
According to the agent's notes, she was informed that Gonzales and Card 
were coming to the hospital to see Ashcroft regarding a matter involving 
national security. (U) 

At approximately 7:00p.m., Ayres was advised, either by Mrs. 
Ashcroft or a member of the Attorney General's security detail that Gonzales 
and Card were on their way to the hospital. Ayres then called Corney, who 
at the time was being driven home by his security detail, and told Corney 
that Gonzales and Card were on their way to the hospital. Corney told his 
driver to rush him to the hospital. According to Corney, his driver activated 
the emergency lights on the vehicle and headed to the hospital. (U) 

According to his congressional testimony, Corney then called his Chief 
of Staff, Chuck Rosenberg, and directed him to "get as many of my people as 
possible to the hospital immediately." Corney then called FBI Director 
Mueller, who was having dinner with his wife and daughter at a restaurant, 
and told him that Gonzales and Card were on their way to the hospital to 
see Ashcroft, and that Ashcroft was in no condition to receive guests, much 
less make a decision about whether to continue the program. According to 
Mueller's program log, Corney asked Mueller to come to the hospital to 
"witness [the] condition of AG." Mueller told Corney he would go to the 
hospital right away. (U) 

At 7:05 p.m., Ayres was notified by an agent on Ashcroft's security 
detail that Corney was en route to the hospital. Ayres called the agent back 
at approximately 7:20 p.m. and told the agent that "things may get 'a little 
weird"' when Gonzales and Card arrived. Ayres instructed Ashcroft's 
security detail, which was composed of FBI agents, to give its 1'full support" 
to Corney and to follow Corney's instructions. Ayres also told the agent that 
the security detail should not allow the U.S. Secret Service agents who 

160 Ashcroft was recovering from his gallbladder surgery the prior day. He was 
described by those who saw him that night as being very weak and appearing heavily 
medicated. Philbin told us that Ashcroft was "on morphine" on the evening of March 10. 
(U) 
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would be accompanying Gonzales and Card to remove Corney from 
Ashcroft's room. The FBI agent told Ayres that the Attorney General's 
security detail would "fully back" Corney and that "this is 'our scene'." (U) 

Philbin said he was leaving work that evening when he received a call 
from Corney, who said that Philbin needed to get to the hospital right away 
because Gonzales and Card were on their way there "to get Ashcroft to sign 
something." Corney also directed Philbin to call Goldsmith and tell him 
what was happening at the hospital. Philbin called Goldsmith from a taxi 
on his way to the hospital. Goldsmith told us he was home having dinner 
when he received Philbin's call telling him to go immediately to the hospital. 
(U) 

Corney arrived at the hospital between 7:10 and 7:30 p.m.I61 In his 
congressional testimony, Corney said he ran up the stairs with his security 
detail to Ashcroft's floor, and he entered Ashcroft's room, which he 
described as darkened, with Ashcroft lying in bed and his wife standing by 
the bed. Corney said he began speaking to Ashcroft, "trying to orient him as 
to time and place, and try to see if he could focus on what was happening." 
Corney said it was not clear that Ashcroft could focus and that he "seemed 
pretty bad off[.]" Corney stepped out of the room into the hallway and 
telephoned Mueller, who was on his way to the hospital. With Mueller still 
on the line, Corney gave his phone to an FBI agent on Ashcroft's security 
detail, and according to Corney Mueller instructed the agent not to allow 
Corney to be removed from Ashcroft's room "under any circumstances." (U) 

Goldsmith and Philbin arrived at the hospital within a few minutes of 
each other. Corney, Goldsmith, and Philbin met briefly in an FBI "command 
post" that had been set up in a room adjacent to Ashcroft's room. Moments 
later, word was received at the command post that Card and Gonzales had 
arrived at the hospital and were on their way upstairs to see Ashcroft. 
Philbin told us the FBI agents in the command post called down to the 
checkpoint at the hospital entrance to ask whether Card and Gonzales were 
accompanied by Secret Service agents, which Philbin said indicated concem 
that a "stand-off" between the FBI agents and the Secret Service agents 
might ensue. (U) 

Corney, Goldsmith1 and Philbin entered Ashcroft's room. Goldsmith 
described Ashcroft's appearance as "weak" and "frail/' and observed that his 
breathing was shallow. Philbin said he was shocked by Ashcroft's 
appearance and said he "looked terrible." Philbin said that Ashcroft 

HH There is a discrepancy in the Attorney General's security detail log on the time. 
One agent wrote that Corney arrived at 7:10. Another agent wrote that Corney arrived at 
7:30. (U) 
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appeared to have lost a lot of weight, was "gray in the face," and was "almost 
out of it" because he was on morphine. Corney stated that Ashcroft was 
"clearly medicated." (U) 

Corney testified that he sat in an armchair by the head of Ashcroft's 
bed, with Goldsmith and Philbin standing behind him; Mrs. Ashcroft stood 
on the other side of the bed holding Ashcroft's arm. No security or medical 
personnel were present. (U) 

Goldsmith's notes indicate that at this point Corney and the others 
advised Ashcroft "not to sign anything." (U) 

Gonzales and Card, unaccompanied by Secret Service agents, entered 
Ashcroft's hospital room at 7:35p.m., according to the FBI agent's notes.l62 
The two stood across from Mrs. Ashcroft at the head of the bed, with Corney, 
Goldsmith, and Philbin behind them. (U) 

Gonzales stated that when he entered the hospital room, Ashcroft was 
in the bed and his wife was "at the 11:00 position." Gonzales said to us that 
he was unaware that Corney, Goldsmith, and Philbin were also present in 
the room until Card told him this later. Gonzales told us that he could 
"sense" that others were in the room, but that he was not sure who, because 
his focus was on Ashcroft. Gonzales said he carried with him in a manila 
envelope the March 11, 2004, Presidential Authorization for Ashcroft to 
sign. (U) 

According to Philbin, Gonzales first asked Ashcroft how he was 
feeling. Ashcroft replied, "Not well." Gonzales then said words to the effect, 
"You know, there's a reauthorization that has to be renewed .... " (U) 

Goldsmith told the OIG that Gonzales next reminded Ashcroft that he 
had been certifying the program for the past 2 years. Corney told us that 
Gonzales told Ashcroft, "We have arranged for a legislative remediation; 
we're going to get Congress to fix it," and that more time was needed to 
accomplish this. Corney told us he did not know what Gonzales meant by 
"legislative remediation." (U) 

Gonzales told us that he did not recall telling Ashcroft that a 
legislative remediation had been arranged, but rather may have told 
Ashcroft that White House officials had met ·with congressional leaders ''to 
pursue a legislative fix." (U) 

Corney testified to the Senate Judiciary Committee about what 
happened next: 

16l Gonzales told us he and Card arrived in Ashcroft's hospital room at 7:20. (U) 
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... Attorney General Ashcroft then stunned me. He lifted his 
head off the pillow and in very strong terms expressed his view 
of the matter, rich in both substance and fact, which stunned 
me, drawn from the hourlong meeting we'd had a week earlier, 
and in very strong terms expressed himself, and then laid his 
head back down on the pillow. He seemed spent .... And as 
he laid back down, he said, "But that doesn't matter, because 
I'm not the Attorney General. There is the Attorney General," 
and he pointed to me - I was just to his left. The two men 
[Gonzales and Card] did not acknowledge me; they turned and 
walked from the room. (U) 

Corney also testified that "I thought I had just witnessed an effort to 
take advantage of a very sick man, who did not have the powers of the 
Attomey General because they had been transferred to me." (U) 

Philbin described to us Ashcroft's statements to Gonzales and Card in 
the hospital room, stating that Ashcroft "rallied and held forth for two 
minutes" about problems with the program as had been explained to him by 
Corney, and that Ashcroft agreed with Corney. Gonzales told us that he did 
not recall Ashcroft stating that he agreed with Corney. Goldsmith's notes 
indicate that Ashcroft argued in particular that NSA's collection activities 
exceeded the scope of stating 
that he was troubled 163 Accord~ 

~h's notes Ash 1t was troubling that-
-people in other agencies" had been read into the program, but that 
Ashcroft's own Chief of Staff, and until recently the Deputy Attorney 
General, had not been allowed to be read in. Gonzales told us he responded 
to Ashcroft that this was the President's decision. (TS//8!//NF} 

According to Goldsmith's notes, Ashcroft also complained that the 
White House had "not returned phone calls," and that the Department had 
been "treated badly and cut out of [the] whole affair." Ashcroft told 
Gonzales that he was "not prepared to sign anything." (U) 

When we interviewed Gonzales about the hospital visit, he stated that 
these were "extraordinary circumstances," that the program had been 
reauthorized over the past two years, and that the sentiment of the 

t6.l As discussed in Chapter Three, Ashcroft was present for the January 31, 2002, 
briefmg of Presiding Judge of the FISA Court Royce Lamberth about the program. 
According to an outline of information to be covered during that briefing, NSA Director 
Hayden would have explained how the program functioned operationally. Because Ashcroft 
did not a~e were unable to determine what Ashcroft understood 
about the----collection prior to Philbin and Goldsmith's explanation to 
him of this aspect of the program in late 2003. ffS//S'fUUf/Sf//06/PtF) 
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congressional leadership was that it should continue. Gonzales said he 
therefore felt it was very important that Ashcroft be told what was 
happening, adding "If I were the Attorney General I would damn sure want 
to know." (U) 

In his July 2007 congressional testimony, Gonzales also explained the 
visit to the hospital by stating that it was "important that the Attorney 
General knew about the views and recommendations of the congressional 
leadership; that as a former member of Congress and as someone who had 
authorized these activities for over two years, that it might be important for 
him to hear this information. That was the reason that Mr. Card and I went 
to the hospital." Gonzales further testified, "We didn't know whether or not 
he knew of Mr. Corney's position and, if he did know, whether or not he 
agreed with it." Gonzales also disputed Goldsmith's account that Ashcroft 
stated that he was "not prepared to sign anything," and referred us to his 
July 2007 testimony where he stated: (U) 

My recollection, Senator [Feinstein], is- and, of course, this 
happened some time ago and people's recollections are going to 
differ. My recollection is that Mr. Ashcroft did most of the 
talking. At the end, my recollection is, he said, "I've been told it 
would be improvident for me to sign. But that doesn't matter, 
because I'm no longer the Attorney General." (U) 

Gonzales told us that he and Card would not have gone to the 
hospital if they believed Ashcroft did not have the authority to certify the 
Authorization and told us that as soon as Ashcroft stated he no longer 
retained authority to act, Gonzales decided not ask Ashcroft to sign the 
Authorization. In his congressional testimony Gonzales stated, "Obviously 
there was concern about General Ashcroft's condition ... [W]e knew, of 
course, that he was ill, that he'd had surgery." Gonzales also stated that 
"We would not have sought nor did we intend to get any approval from 
General Ashcroft if in fact he wasn't fully competent to make that decision." 
He also testified, "There's no governing legal principle that says that Mr. 
Ashcroft [ ... ] If he decided he felt better, could decide, 'I'm feeling better 
and I can make this decision, and I'm going to make this decision. "'164 (U) 

The Attorney General security detail's logs indicate that Gonzales and 
Card left Ashcroft's room at 7:40p.m. (U) 

164 Hearing before Senate Judiciary Committee, July 24, 2007. Gonzales also told 
us that he would not have gone to the hospital solely over the dispute concerning the scope 

rrs' 'SI · 'NFI rr 11 
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Moments after Gonzales and Card departed, Mueller arrived at the 
hospital. According to Mueller's notes, outside the hospital room Corney 
informed him of the exchange that had occurred in Ashcroft's room, and in 
particular that Ashcroft had stated that Corney was the Acting Attorney 
General, that "all matters" were to be taken to Corney, but that Ashcroft 
supported Corney's position regarding the program. Mueller's notes also 
state: "The AG also told [Gonzales and Card] that he was barred from 
obtaining the advice he needed on the program by the strict 
compartmentalization rules of the [White House]." (U) 

Mueller's notes indicate that Corney asked Mueller to witness 
Ashcroft's condition, and requested Mueller to inform the FBI security detail 
that no visitors, other than family, be allowed to see Ashcroft without 
Mueller's consent. Both Mueller's notes and the security detail log indicate 
that Mueller instructed the detail that under no circumstances was anyone 
to be allowed into Ashcroft's room without express approval from either Mrs. 
Ashcroft or Mueller. (U) 

At approximately 8:00 p.m. Mueller went into Ashcroft's room for 5 to 
10 minutes. Mueller wrote in his program log: "AG in chair; is feeble, 
barely articulate, clearly stressed." (U) 

4. March 10, 2004: Olson is Read into the Program (U) 

According to Corney's congressional testimony, while he was speaking 
with Mueller prior to Mueller's departure from the hospital, an FBI agent 
interrupted, stating that Corney had an urgent telephone call from Card. 
Corney testified that he then spoke with Card, who was very upset and 
demanded that Corney come to the White House immediately. Corney 
testified that he told Card that based on the conduct Corney had just 
witnessed at the hospital, he would not meet with Card without a witness 
present. Corney testified that Card replied, "What conduct? We were just 
there to wish him well." Corney reiterated his condition that he would only 
meet Card with a witness present, and that he intended the witness to be 
Solicitor General Olson. Corney testified that until he could "connect" with 
Olson, he was not going to meet with Card. Card asked if Corney was 
refusing to come to the White House, and Corney responded that he was not 
refusing and would be there, but that he had to go back to the Justice 
Department first. (U) 

Corney and the other Department officials left the hospital at 8:10 
p.m. Philbin stated that he returned to the Department with Corney in 
Corney's vehicle, and that the emergency lights were again activated. 
Goldsmith also left the hospital and went to the Department. At the 
Department Corney, Goldsmith, and Philbin were joined by Olson, who had 
come to the Justice Department after being contacted at a dinner party. 
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Corney told us that he believed there was an urgent need to have Olson read 
into the program because he was confident Olson would agree with Corney 
and the others that Yoo's legal analysis was flawed and that Olson would be 
a strong ally in the matter because of Olson's respected intellect and 
credibility. (U) 

During this meeting at the Justice Department, a call came from Vice 
President Cheney for Olson, which Olson took on a secure line in Corney's 
office while Corney waited outside. Corney told us he believes Vice President 
Cheney effectively read Olson into the program during that conversation. 
(U) 

Corney and Olson then went to the White House at about 11:00 p.m., 
and met with Gonzales and Card that evening. Corney testified that Card 
would not allow Olson to enter his office. Corney relented and spoke to Card 
alone for about 15 minutes. At that point, Gonzales arrived and brought 
Olson into the room. According to Corney, he communicated the 
Department's views on the dispute and that the dispute was not resolved in 
this discussion. Corney stated that Card was concemed that he had heard 
reports that there was to be a large number of resignations at the 
Department. (U) 

Gonzales told us that he recalled that Corney met first with him and 
Card while Olson waited outside the office, and that Olson joined them 
shortly thereafter. Gonzales said that little more was achieved than a 
general acknowledgement that a "situation" continued to exist because of 
the disagreement between the Department and the White House regarding 
the program.l65 (U) 

5. March 11,2004: Goldsmith Proposes Compromise 
Solution (U) 

According to a memorandum to the file drafted by Goldsmith, he met 
with Gonzales at 6:30a.m. the next morning, March 11, 2004, at the White 
House to discuss a proposal under which the Deparbnent could support 

165 Corney stated that Olson did not become deeply involved in analyzing the Stellar 
Wind program in the days that followed because he was preparing for a major argument 
before the Supreme Court. Corney told us that Deputy Solicitor General Paul Clement was 
read into the program on March 12, 2004, and reviewed all of the OLC memoranda that 
weekend. Corney said Clement agreed with Goldsmith and Philbin's analysis "one hundred 
percent" and later worked with the OLC on drafting a new memorandum on the legality of 
the program, which is discussed below. However, Bradbury told us that Corney's 
characterization of Clement's vie\v of the analysis was exaggerated. Bradbury told us that 
Clement had remarked to him after these events transpired that Goldsmith and Philbin's 
analysis "sounded reasonable to me at the time," and that Clement's view of the analysis 
was based only on a limited review of it. t'ffi//Sl//~IF) 
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Goldsmith told us that he did not specifically recall this meeting. 
Gonzales told us that he recalled conveying to Goldsmith and Philbin at 
some point during this day that the President had decided he had the 
constitutional authority to continue the program. Gonzales said he also 
expressed to Department officials the sentiment that the Department should 
continue seeking a way to "get comfortable" with the President's decision. 
(U) 

6. March 11, 2004: White House Asserts that Comey's 
Status as Acting Attorney General was Unclear (U) 

Goldsmith told the OIG that later during the morning of March 11, 
2004, he received a call from Deputy White House Counsel David Leitch. 
Goldsmith said Leitch was "yelling and screaming" about the White House 
not being informed that Corney was the Acting Attomey General. Goldsmith 
told the OIG that Leitch made two specific complaints. First, Leitch claimed 
that the White House had never received a determination from OLC on 
Corney's assumption of Ashcroft's powers and duties. Goldsmith told us 
that to rebut this charge, OLC Deputy Assistant Attorney General Edward 
Whelan was sent to the Justice Command Center to retrieve from a waste 
basket the facsimile transmittal confirmation sheet from the March 5, 2004, 
memorandum Goldsmith had sent to Gonzales entitled "Determination that 
Attorney General is absent or disabled." This confirmation sheet 
subsequently was sent to Leitch.I66 (U) 

166 In a March 12, 2004, e-mail to Ayres, Corney, Goldsmith, Philbin, and others 
(including a copy to Gonzales), Leitch offered a "clarification," asserting that the White 
House had in fact received the Goldsmith memoranda of March 5, as well as the 

(Cont'd.) 
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Leitch's second claim was that the OLC memorandum was ambiguous 
bec~use it did not specify whether the Attorney General was determined to 
be ''absent" or "disabled," a difference for purposes of the Attorney General's 
authority. According to Goldsmith, if the Attorney General was ''absent," 
the Deputy Attorney General could act as the Attorney General, although 
the Attorney General would retain his authority and technically could 
overrule the Deputy. If the Attorney General was "disabled," the Attorney 
General was divested of all authority. Goldsmith said he responded to 
Leitch by noting the inconsistency of the White House making this second 
claim because, according to Leitch, it had not received Goldsmith's 
memorandum in the first instance. (U) 

Goldsmith said he also told Leitch to "lay off' the complaints, but that 
Leitch did not. Goldsmith said he therefore reluctantly sent a detailed 
e-mail to Leitch on March 11 to support the Department's contention that it 
had properly informed the White House of Ashcroft's status. Goldsmith 
stated that in the e-mail he also made the point that his conversation with 
Gonzales on March 9, 2004 (discussed above) was premised on Gonzales's 

. knowledge that Ashcroft was ill and that Corney needed to authorize a 
"30-day bridge" until Ashcroft was well enough to sign the Authorizations 
again.I67 (U) 

Gonzales told us that he had no recollection of having seen OLC's 
March 5, 2004, memorandum entitled "Determination that Attorney General 
is absent or disabled.'? As described above, Gonzales stated that he and 
Card would not have gone to the hospital if they believed Ashcroft did not 
have the authority to certify the Authorization as to form and legality. 
Gonzales also said that while he believed Corney would be making the 
decision to recertify the program, this did not mean that Ashcroft had 
relinquished his authority or had been "recused" from making the decision. 
Gonzales said he believed that Ashcroft retained the authority if he was 
competent to exercise it and was inclined to do so.l68 (TS//81//NF) 

memorandum from Corney's Chief of Staff Chuck Rosenberg memorializing Corney's 
decision that the Attorney General was "absent or disabled" within the meaning of 28 
U.S.C. § 508(a). Leitch's clarification stated that the Rosenberg memorandum had been in 
draft form. (U) 

167 The OIG searched for but was unable to find this e-mail from Goldsmith to 
Leitch. (U) 

168 During his July 24, 2007, testimony before the Senate Judiciary Committee, 
however, Gonzales stated that he thought there had been newspaper accounts of Corney's 
assumption of the Attorney General's duties and stated that "the fact that Mr. Corney was 
the acting Attorney General is probably something that I knew of." Gonzales testified that 
he was aware that Ashcroft was ill and had undergone surgery, but Gonzales stated that 
Ashcroft "could always reclaim" his authority. (U) 
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7. March 11, 2004: Gonzales Certifies Presidential 
Authorization as to Form and Legality ('I'Sh'SI//NF) 

On the morning of March 11, 2004, with the Presidential 
At~thorization set to expire, President Bush signed a new Authorization.l69 
In·a departure from the past practice of having the Attorney General certify 
th~· Authorization as to form and legality, the March 11 Authorization was 
certified by White House Counsel Gonzales. The March 11 Authorization 
also differed markedly from prior Authorizations in three other respects. 
('fS I I S'fLW// 8I// OC/ NF) 

The first significant difference between the March 11, 2004, 
Presidential Authorization and prior Authorizations was the President's 
explicit · · · 

and Streets 
Act of 19681 18 U.S.C. §§ 2510-2521 (generally referred to as Title III) are by 
their terms the "exclusive means by which electronic surveillance, as 
defined in [FISA], and the interception of domestic wire, oral, and electronic 
communications may be conducted." 18 U.S.C. § 2511(2)(1}. This new 
language was based on the same legal rationale Yoo first advanced in 
support of the Stellar Wind program- that FISA cannot be read to infringe 
upon the President's Commander-in-Chief authority under Article II of the 
Constitution during wartime. (TS//STVN//81//0C/NF) 

Steven Bradbury told the OIG 
4<;U..._'"' ......... ~"'"' was in the March 11 Authorization 

as a way of indicating that the President did not agree with Goldsmith and 
Philbin's analysis, and to protect those who had been implementing the 
program under the prior OLC opinions. (TS//81//NF) 

16'J The March 11, 2004, Presidential Authorization stated that it would expire on 
May 6, 2004. (TS//SI//WF} 
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According to Corney and Philbin, this new language was Addington's 
"fi.x."l72 Philbin said he believed the new language was "sufficient" to 
address the D did not 
adequately describe the 
N he · 

In his OIG interview, Gonzales declined to explain the significance of 
this new language, based on an assertion from the Special Counsel to the . . 

172 Hayden and Philbin both told the OIG that Addington drafted the Presidential 
Authorizations. In his OIG interview, we asked Gonzales who drafted the March 11, 2004, 
Authorization. On the advice of the Special Counsel to the President, Gonzales declined to 
answer. (TS//Sf//NF) 
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Gonzales said he was aware 
times with NSA officials to gain an 

understanding of how the program was actually implemented. (TS//f3TT:.W//SI//OCfNF) 
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We asked Gonzales why he signed the March 11, 2004, Presidential 
Authorization even though the Department could not support it. On the 
advice of the Special Counsel to the President, Gonzales declined to answer. 
However, Gonzales stated that the White House Counsel, like OLC, provides 
legal advice to the President and that his signature on the Authorization 
simply represented his advice as to its form and legality. (TS//SI//NF) 

NSA Director Hayden told us that Addington asked him whether the 
NSA would be willing to continue the Stellar Wind program without the 
Justice Department's certification of the Presidential Authorization. Hayden 
said this was a "tough question" and that he consulted with his leadership 
team at the NSA before making a decision. Hayden said that three 
considerations persuaded him to continue the program. First, the 
congressional members briefed on the situation on March 10, 2004, were 
supportive of continuing the program without Corney's certification. 
Second, the program had been operating for the previous two and a half 
years with Department approval. Third, the NSA General Counsel's office 
told him the program was legal. Hayden said he was unsure whether 
proceeding without the Department's certification was a sustainable 
approach, but that he was comfortable doing so when the issue arose in 
March 2004. (TS//8!//NF) 

B. Department and FBI Officials React to Issuance of 
March 11, 2004, Authorization (TS//81//NF) 

Several Department and FBI leadership officials considered resigning 
after the Presidential Authorization was signed despite the Deputy Attorney 
General's refusal to certify the program based on the Department's 
determination that certain activities it authorized were without adequate 
legal support. Many of the Department, FBI, and White House officials we 
interviewed characterized the events immediately surrounding the issuance 

17-l In a closed session of the Senate Select Committee on Intelligence on June 26, 
2007, Comey described his belief regarding the new language, stating, "[T]here ·were some 
additions to the text that were an effort by someone to try and ftx the record in some 
respect." (U / fFet:jt)) 
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of the March 11, 2004, Presidential Authorization in dramatic, sharp terms. 
Several of the Department witnesses described the impasse as a "crisis" and 
described a sense of distrust and anger that permeated their relations with 
White House officials during this period. In a letter of resignation that 
Corney wrote but did not send, he described this period as an "apocalyptic 
situation." (TS//Sl//NF) 

In this section, we describe the reactions of Department, FBI, and 
White House officials to the White House decision to continue the program 
without the support of the Justice Department. (U) 

1. Initial Responses of Department and FBI Officials (U) 

White House Chief of Staff Card informed Corney by telephone on the 
morning of March 11, 2004, that the President had signed the new 
Authorization that morning. At approximately noon, Gonzales called 
Goldsmith to inform him that the President, in issuing the Authorization, 
had made an interpretation of law concerning his authorities and that the 
Department should not act in contradiction of his determinations. 
Goldsmith took notes on the call. According to his notes, Goldsmith asked 
Gonzales, "What were those determinations?" and Gonzales responded that 
he would let Goldsmith know. (TS/ / SI/ / NF) 

Later that day, Gonzales called Goldsmith again and told him that 
OLC should continue working on its legal analysis of the program. In a 
third call that day, however, Gonzales directed Goldsmith to suspend work 
on the legal analysis and to decline a request from the CIA General Counsel 
to review a draft of the new OLC memorandum. (TS//SI//NF) 

Goldsmith followed up this series of calls with a letter to Gonzales 
seeking clarification on Gonzales's instructions. Goldsmith wrote that he 
interpreted the March 11, 2004, Authorization signed by the President to 
mean that "the President has determined the legality of [the program] in all 
respects based upon the advice and analysis of your office, and that officers 
of the Department of Justice should refrain from calling into question the 
legality of [the program], or from undertaking further legal analysis of it." In 
the letter Goldsmith recounted how Gonzales had then called him to advise 
that OLC should continue its legal analysis of the program, adding, "I am 
now uncertain about your direction based on the President's exercise of his 
authority.'' Goldsmith concluded his letter by reiterating OLC's position 
that its existing legal memoranda 11Should not be relied upon in support for 
the entire program.'' Goldsmith described the document he wrote as a '1for 
the record" letter. liS As described below, Goldsmith and Philbin delivered 

175 Goldsmith said he discussed a draft of the letter with Corney, Rosenberg, Ayres, 
Olson, and others and edited it based on their suggestions. (U) 

149 
TOP SECitET//STLW/ /IICS/SI//ORCON/NOFORN 



APPROVED FOR PUBLIC RELEASE 

TOP SBCR:e'f//STLW//IICS/Sf//ORCON/NOFORN 

this letter to Gonzales at his residence at approximately 11:00 p.m. that 
night. (TS//SI//NF) 

At noon on March 11, 2004, Director Mueller met with Card at the 
White House. According to Mueller's program log, Card summoned Mueller 
to his office to bring Mueller up to date on the events of the preceding 24 
hours. Card recounted for Mueller the briefing of the congressional leaders 
the prior afternoon and the President's issuance of the new Authorization 
without the Department's approval. In addition, Card told Mueller that if no 
"legislative fix" could be found by May 6, 2004, when the current 
Authorization was set to expire, the program would be discontinued. 
(TS//SI//~JF) 

According to Mueller's notes, Card acknowledged to Mueller that 
President Bush had sent him and Gonzales to the hospital to seek Ashcroft's 
certification for the March 11, 2004, Authorization, but that Ashcroft had 
said he was too ill to make the determination and that Corney was the 
Acting Attorney General. Mueller wrote in his program log that he told Card 
that the failure to have Department of Justice representation at the 
congressional briefmg and the attempt to have Ashcroft certify the 
Authorization without going through Corney "gave the strong perception that 
the [White House] was trying to do an end run around the Acting [Attorney 
General] whom they knew to have serious concerns as to the legality of 
portions of the program." Card responded that he and Gonzales were 
unaware at the time of the hospital visit that Corney was the Acting Attorney 
General, and that they had only been following the directions of the 
President. (1'8//Si//NFj 

Mueller reminded Card that Mueller had told Vice President Cheney 
during their March 9, 2004, noon meeting that Mueller could have problems 
with the FBI's continued involvement in the program if the White House 
issued an Authorization without the Department's approval. Card said he 
understood Mueller's concern and told him to stop by Gonzales's office to 
pick up a copy of the March 11, 2004, Authorization, which Mueller did. 
(TS//SI//NF) 

Mueller met with Corney at 1:15 p.m. to review the Authorization, and 
he left a copy of it with Corney. During this meeting, Mueller told Corney he 
would be submitting a letter to Corney requesting advice on the legality of 
the FBI's continued participation in the program.I76 (TS//SI//NF} 

176 According to the Mueller's program log, Gonzales called Mueller at 2:50 p.m. to 
tell him to "assure security of copy of President's order." (U) 
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Later that day, Mueller sent Corney a memorandum, prepared by FBI 
General Counsel Valerie Caproni and an FBI Deputy General Counsel, 
seeking guidance on how the FBI should proceed in light of recent 
developments. The memorandum asked whether FBI agents detailed to the 
NSA to work on Stellar Wind should be recalled; whether the FBI should ... - .-- --· . 

Office of Intelligence Policy and Review (OIPR) Counsel James Baker 
also expressed his concern about the White House's action. On the evening 
of March 11, 2004, he drafted a memorandum to Corney containing what he 
later described as a series of "loaded questions" concerning whether it was 
"lawful and ethical" for OIPR to continue filing applications with the FISA 
Court under the circumstances. l77 (Tg I I gil I NF) 

Goldsmith and Philbin called Gonzales late in the evening of March 11 
to ask if they could visit him at his residence to deliver the letter Goldsmith 
had written earlier in the day. As described above, Goldsmith sought to 
make a record of his earlier conversations with Gonzales in which 
Goldsmith believed Gonzales had conveyed conflicting instructions 
regarding how OLC should proceed in light of the President's issuance of the 
March 11 Authorization. (TS//SI//NV) 

Gonzales told us that Goldsmith drafted the letter because Goldsmith 
was "confused" about whether OLC should continue working on its legal 
analysis of the program. Gonzales said he recalled that Goldsmith and 
Philbin were "somber" during the meeting at his house. Gonzales said that 
he told them that the President had decided to go forward with the program, 
but that they should continue working to resolve the outstanding legal 
questions they had and try to fmd a solution. He said he tried to convey to 
them his confidence that everyone would "get through this." (TS//81//NF) 

Goldsmith and Philbin told us that Gonzales was very cordial during 
the meeting and expressed regret for having gone to Ashcroft's hospital 
room that evening. Philbin stated that initially he believed that Gonzales 
had instructed him and Goldsmith "not to do our job, not to determine what 
the law is," but that it became evident to him that Gonzales "wanted to do 
the legally right thing." Goldsmith also stated that as a general proposition 

t77 These issues are described in Section II C of this chapter in connection with the 
Department's meetings with FISA Court Presi~-Kote1ly to discuss the use in 
FISA applications of information derived fro~ collected under the program 
following the March 11, 2004, Presidential Authorization and its subsequent modifications. 
(TS 1 'STLm' 'OI' 'OC 'NF) If Y¥/f II I 
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he encountered more <tpushback" from Addington than from Gonzales, and 
that Gonzales "wanted to do the right thing." (TS//SI//NF} 

2. Department and FBI Officials Consider Resigning (U) 

Corney told us he drafted a letter of resignation shortly after the 
incident in Ashcroft's hospital room on March 10. Corney said he drafted 
the letter because he believed it was impossible for him to remain with the 
Department if the President would do something the Department said was 
not legally supportable.I7B (U) 

Corney also testified that Ashcroft's Chief of Staff David Ayres believed 
Ashcroft also was likely to resign and urged Corney to wait until Ashcroft 
was well enough to resign with him. In written responses to Senator 
Charles Schumer following his testimony, Corney wrote that he believed the 
following individuals also were prepared to resign: Goldsmith, Philbin, 
Chuck Rosenberg, Daniel Levin, James Baker, David Ayres, Deputy Chief of 
Staff to the Attorney General David Israelite, and Director Mueller. Corney 
also responded to the question that he believed that "a large portion" of his 
staff also would have resigned if he had. (U) 

Goldsmith told us he was "completely disgusted" by his recent 
meetings with White House officials in connection with the Stellar Wind 
program and that he drafted a resignation letter at around the same time as 
Corney. The OIG obtained a handwritten list Goldsmith had compiled as 
these events were taking place to memorialize his grievances with the White 
House's actions during this period. The list includes: 

• the "[s]hoddiness of the whole thing," which Goldsmith told us 
referred to his belief that both the process by which the 
program was implemented and the substantive analysis 
underpinning it represented the extreme opposite of how to 
manage a program as important as the White House claimed 
Stellar Wind to be; 

178 The letter was addressed to President Bush. Also, at 5:46p.m. on the evening of 
March 11, 2004, Corney sent an e-mail to two Department colleagues stating in part: 

I have been through the roughest patch of my professional life in the last 24 
hours. You would not believe what has gone on . . . . I am hugely upset 
about the conduct of certain members of the executive branch. But I am 
also hugely proud of the Department of Justice, including SG, Associate AG, 
OLC, Ayres, my staff, the AG, and even Mrs. Ashcroft. I believe this has 
been our finest hour, although it is not over yet. . .. I suspect I will either be 
fired by the President or quit, but I \\·ill have done the right thing for my 
country. (U) 
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o "[o]ver-secrecy," both in terms of not reading in attorneys at the 
Justice Department and other agencies, and not keeping 
Congress informed; 

a the hospital incident, which Goldsmith described as "shameful"; 
"[d]isregard of law" on the part of the White House (a reference 
Goldsmith did not expand upon with more specificity during his 
interview with the OIG); and 

o the White House's claim that a legislative fiX could be achieved, 
which Goldsmith regarded as "irresponsible" because he 
believed at the time that a legislative remedy was not a viable 
option. (TS//81//NF) 

Goldsmith described three additional items on the list in particular as 
"false representations" by the White House: 

o "[l]ies re shutting down," referring to the White House's 
assurances to Goldsmith on several occasions that it would 
shut down the program if the Office of Legal Counsel could not 
find legal support for it; 

o "[l]ies retelling [the President] of problem," referring to 
representations that the President had been kept informed of 
the Department's concerns about the program; and 

• assertions by White House officials that they "[d]idn't know AG 
was incapacitated". (TS//81//NF) 

Goldsmith stated that on Thursday, March 11, Ayres asked him not to 
resign because the Attorney General should have the chance to do so first 
once he had fully recovered from his surgery. Goldsmith said he was still 
"on the fence" the following Monday or Tuesday about resigning and that 
there was great concern that his and other resignations would "spark a 
panic" that might lead to the program being revealed publicly.l79 (U) 

Philbin told us that there was an "eerie silence" at the Department on 
March 11 as he and others awaited word from the White House on the fate 
of the program. Philbin said he and others believed they would have to 
resign. Philbin said his primary concern was that the White House planned 
to go forward with the Presidential Authorization and continue the program 

17'l Goldsmith ultimately tendered his resignation in June 2004, effective July 30, 
2004. Goldsmith told us he resigned in part because he did not believe he could be an 
effective head of the Office of Legal Counsel after his "unprecedented" withdrawal of several 
legal memoranda, including those drafted by Yoo. Goldsmith added that he also resigned 
because he was "exhausted" from his work in OLC and had recently been offered a teaching 
position at Harvard Law School. (U) 
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despite the flaws that the Office of Legal Counsel had identified in its legal 
analysis. Philbin said he was "absolutely serious" about resigning, adding, 
"[If] they're going to try to strong-arm the guy on morphine, what else are 
they going to do?" (T~ 1 1 SI "NF) (( /1 

Baker told us that he also considered resigning after the President 
signed the Authorization but ultimately decided to remain in his position, in 
part because of his fear that if the White House was willing to tolerate mass 
resignations of senior government officials rather than revise the Stellar 
Wind program, "I don't know what this means in terms of the rule of law in 
this country." Baker also stated that he knew he had certain protections 
from removal for a period of time because he was a career official and that 
he wanted to remain as Chief of OIPR to protect the government's 
relationship with the FISA Court and to protect the attorneys in his office. 
(TS I 18! I 'NF) I 7 II 

Levin said he was willing to resign over the matter, and he gave a 
signed resignation letter to Corney to be used by him "however [he] felt 
appropriate." Levin said he did so "if it would help to get the White House to 
change its mind." Levin · he shared 
Goldsmith's view that legally 
without support, he thought the White House's conduct during the incident 
at the hospital had been "outrageous" and he was willing to resign on that 
basis alone. ('fS//STV.ll//81//0C/NE) 

FBI General Counsel Caproni told us that she also was prepared to 
resign. She said that the FBI's primary concern regarding the impasse 
between the Department and the White House over the program was not 
with issues of privacy and civil liberties, but rather with "the rule of law." 
(TS/ I SI/ fNF) 

At approximately 1:30 a.m. on March 12, 2004, Mueller drafted by 
hand a letter stating, in part: "[A]fter reviewing the plain language of the 
FISA statute, and the order issued yesterday by the President ... and in the 
absence of further clarification of the legality of the program from the 
Attorney General, I am forced to withdraw the FBI from participation in the 
program. Further, should the President order the continuation of the FBI's 
participation in the program, and in the absence of further legal advice from 
the AG, I would be constrained to resign as Director of the FBI." Mueller 
told us he planned on having the letter typed and then tendering it, along 
with his March 11, 2004, memorandum to Corney, but that based on 
subsequent events his resignation was not necessary. (T~//~I//NE') 
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3. Comey and Mueller Meet with President Bush (U) 

On the morning of March 12, 2004, Corney and Mueller went to the 
White House to attend the regular daily threat briefing with the President in 
the Oval Office. Corney said that following the briefing President Bush 
called him into the President's private study for an "unscheduled meeting." 
(U) 

Corney told us that President Bush said to him, "You look burdened." 
Corney told the President that he did feel burdened, to which the President 
responded, "Let me lift that burden from you." Corney told the President 
that he felt as if he were standing on railroad tracks with a train coming 
toward him to run over his career and "I can't get off the tracks." (U) 

Corney said he then explained to the President the three baskets of 
Stellar Wind collection and the issues and problems associated with each. 
President Bush responded with words to the effect, 'tyou whipped this on 
me" all of a sudden, that he was hearing about these problems at the last 
minute, and that the President not being told of these developments 
regarding the program was "not fair to the American people." Corney 
responded that the President's staff had been advised of these issues "for 
weeks," and that the President was being "poorly served" and "misled" by his 
advisors. Corney also said to the President, "The American people are going 
to freak when they hear what collection is going on." President Bush 
responded, "That's for me to worry about." fPS//S'fLW//SI//00/NF) 

According to Corney, the President said that he just needed until 
May 6 (the date of the next Authorization), and that if he could not get 
Congress to fix FISA by then he would shut down the program. The 
President emphasized the importance of the program and that it "saves 
lives." Corney told the President that while he understood the President's 
position he still could not agree to certify the program. Corney said he then 
quoted Martin Luther to the President: "Here I stand, I can do no other." At 
the end of the conversation, Corney told the President, "You should know 
that Bob Mueller is going to resign this morning.'' The President thanked 
Corney for telling him that and said he would speak with Mueller next. 
(rs' 'STL'11

' ~~n 1 'OC 'NE) 1 I"' r r r r ' ----

Corney said his conversation with the President lasted approximately 
15 minutes. Following the conversation, Corney went to Mueller, who was 
waiting in the West Wing, and started discussing his meeting with the 
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President. Word was then sent to Mueller through a Secret Service agent 
that the President wanted to meet with him.1so (U) 

Mueller later made notes in his program log about his meeting with 
President Bush. According to his notes, the President told Mueller that he 
was "tremendously concerned" about another terrorist attack and that he 
had been informed that the Stellar Wind program was essential to protecting 

another · 

President 
believed that he would be "justly held accountable" if he did not do 
everything possible to prevent another attack. The President explained to 
Mueller that for these reasons he had authorized the continuation of the 
program even without the concurrence of the Attorney General as to the 
legality of "various aspects of the program." fFS//STLVI//81//0C/NF) 

According to the notes, the President told Mueller that the 
congressional leadership had been briefed on the President's action to 
extend the program and was "understanding and supportive of the 
President's position." The President also told Mueller that he had urged 
Corney to agree to extend the program until May 6 and that he hoped for a 
legislative flx by that time, but that if no legislative solution could be found 
and the legality of the program was still in question by that time, he "would 
shut it down." (TS//81//NF) 

According to Mueller's notes, Mueller told the President of his 
concerns regarding the FBI's continued participation in the program without 
an opinion from the Attorney General as to its legality, and that he was 
considering resigning if the FBI were directed to continue to participate 
without the concurrence of the Attorney General. The President responded 
that he "wished to relieve any burden [Mueller] may be laboring under" and 
that he did not want Mueller to resign. Mueller said he explained to the 
President that he had an "independent obligation to the FBI and to the 
Justice Department to assure the legality of actions we undertook, and that 
a presidential order alone could not do that." (Tg//gi//DTF) 

ISO At this point (9:27a.m.), Corney sent an e-mail from his Blackberry to 
Goldsmith, Philbin, Ayres, Levin, and others, stating: 

President just took me into his private office for 15 minute one on one talk. 
Told him he was being misled and poorly served. We had a very full and 
frank exchange. Don't know that either of us can see a way out. He 
promised that he would shut down 5/6 if Congress didn't fix FISA. Told him 
Mueller was about to resign. He just pulled Bob into his office. 
(TS/ / SI/ /~TF) 
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According to Mueller's notes, the President expressed understanding 
for Mueller's position an<;l asked what needed to be done to address 
Mueller's concerns. Mueller responded that Corney, the Office of Legal 
Counsel, the CIA, and the NSA "needed to sit down immediately'' and assess 
the legal status of the program in light of OLC's doubts about the existing 
legal rationale and the March 11, 2004, Authorization. Mueller wrote: 

The President questioned me closely on the impact 
from di elements of the nrr'l"n"!!:IT'n 

According to Mueller's notes, the President then directed Mueller to 
meet with Corney and other principals to address the legal concerns so that 
the FBI could continue participating in the program "as appropriate under 
the law." fPS//SI//NJ:t1 

Mueller told us he met with Corney an hour later to begin 
coordinating that effort. At 4:50p.m. that afternoon, Mueller called 
Gonzales to request that additional Department lawyers be read into the 
program. lSI Mueller told us that this request originated with Corney and 
that Mueller was merely acting as an "intermediary." (U) 

The President's direction to Mueller to meet with Corney and other 
principals to address the legal concerns averted the mass resignations at 
the Department and the FBI. According to Corney and other Department 
officials, the White House's decision to seek a legal solution and allow more 
attorneys to be read into the program was a significant step toward 
resolving the dispute, and in the words of one Department official provided a 
way of "stepping back from the brink." As we describe below, these 
Department officials still faced the challenge of finding a legal and 
operational remedy for the program that would address the concerns of the 
White House, the NSA, and Department. (T~//~U//NF) 

4. Comey Directs Continued Cooperation with NSA (U) 

On the morning of March 12, 2004, Corney decided not to direct OIPR 
and the FBI to cease cooperating with the NSA in conjunction with the 
program. Corney's decision is documented in a 1-page memorandum from 

Jl!l At least three additional Department attorneys were read into the program on 
March 12, 2004, including OIPR Acting Deputy Counsel for Intelligence Operations Peggy 
Skelly-Nolen and two OLC attorneys. (U) 

157 
'fOP SECitE'f//S'fLW//HCS/SI//ORCON/NOli'ORN 



APPROVED FOR PUBLIC RELEASE 

TOP SI3CRET//STLW//IICS/81/ /OftCON/NOFORN 

Goldsmith to Corney in which Goldsmith explained why Corney's action was 
legal. (8// NF) 

In his memorandum, Goldsmith stated that the President, as 
Commander-in-Chief and Chief Executive with the constitutional duty to 
"take care that the laws are faithfully executed," made a determination that 
Stellar Wind, as practiced, was lawful. Goldsmith concluded that this 
determination was binding on the entire Executive Branch, including Corney 
in his exercise of the powers of the Attorney General.IB2 -+±~~n+~rt'+ 

5. Department Conducts Additional Legal Analysis (U) 

On March 12, 2004, an interagency working group was convened to 
continue the legal analysis of the program. In accordance with the 
President's directive to Mueller, officials from the FBI, NSA, and the CIA 
were brought into the process, although the OLC maintained the lead role. 
The working group included Deputy Solicitor General Clement, Baker, FBI 
General Counsel Caproni, Mueller, and several attorneys from OLC. Corney 
said CIA Director Tenet and his Deputy, McLaughlin, may have had limited 

ti. · ti' 11 ~s' 'S!ftn•' 'Sf' 'ee 'NF') par c1pa on as we ·f 1•v Ill 11 

On March 13, Mueller asked NSA Director Hayden to assist FBI 
General Counsel Caproni in assessing the value of the Stellar Wind 
program. Mueller said he wanted Caproni to become more familiar with the 
program and to understand how the FBI's view of the value of the program 

taz Goldsmith told us his determination that the entire Executive Branch was 
bound by the President's interpretation of law was based on his discussions with several 
other Justice Department attorneys, as well as on long-standing OLC precedent. (U) 

158 
TOP SECRET/ /STLW//IICS/SI/ /OROON/NOFORN 



APPROVED FOR PUBLIC RELEASE 

TOP SEORBT//S'PLW//IICS/91//0RCON/NOFOftff 

compared with that of the NSA.1sa Mueller said that Hayden provided slides 
highlighting cases in which the NSA believed Stellar Wind-derived 
information proved useful. ~S//NF) 

Caproni told us that during this March 2004 period she and two other 
FBI officials made an effort to determine what value the FBI was getting 
from Stellar Wind-derived information. She explained that it was difficult to 
assess the value of the program during its early stages because FBI field 
offices at that time were not required to report back to FBI Headquarters 
with information about how information from the NSA program had been 
used.l84 (S/ /NF)-

On the afternoon of Sunday, March 14, 2004, the Department 
convened a large meeting in the Justice Command Center to review OLC's 
analysis on the legality of the program. Mueller, Corney, Goldsmith, Philbin, 
Baker, CIA General Counsel Muller, Caproni, Tenet, Hayden, Olson, 
Clement, and several NSA lawyers attended the meeting. (TS//81//NF) 

Prior to the meeting, Goldsmith and Philbin prepared a detailed 
outline of OLC's current analysis, which Goldsmith described to us as his 
"most honest take" of the legal issues at that time. Goldsmith said he 
distributed the outline to meeting participants and used it to walk the group 
through the analysis. (U) 

183 Caproni had been appointed the FBI General Counsel in August 2003 and was 
read into the Stellar Wind program in September or October 2003. She told us she did not 
give much thought to the program at the time because OLC had determined that it was 
legal. She stated that in 2004 she learned that OLC was re-examining Yeo's legal analysis 
and had concerns with it. She told us she later spoke with Philbin, who conftrmed to her 
that he and Goldsmith had problems with the legal support for the program and that he 
was frustrated because the program was so tightly compartmented that he could not talk to 
anybody about it. Caproni told us that at some point she obtained a copy of Yeo's legal 
opinion. She stated that after reading it she immediately understood Philbin's concerns 
because the opinion appeared to lack analysis and simply concluded that the program was 
legal. (TS//SI/OWI 
~ FBI's Electronic Communications Analysis Unit compiled a summary of 

know~Stellar Wind tip results from January 1, 2003, through mid-December 2003. 
However, the data included in the summary was incomplete, and the sum~ 
contain any analysis of the effectiveness of these tips. Another study of the--
-tippers was conducted in 2006. The results of that study are discussed in Chapter S~ 
of this report, along with the OIG's analysis of the effectiveness of the program. 
(TS I 'STV"' 'SI J 'OC 'NF) II •'II II I 
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ta:; Goldsmith also noted that as of the March 14, 2004, meeting, the Attorney 
General had not yet reported to Congress on the program under 28 U.S.C. § 530D. 
However, as discussed above, the White House had briefed the congressional leadership 
about the program on March 10, 2004. In addition, the former Presiding Judge of the FISA 
Court, Royce Lamberth, and the current Presiding Judge, Colleen Kollar-Kotelly, had been 
read into the program by this time. (U) 
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Goldsmith told us that during his presentation of the legal analysis at 
the March 14 meeting he received "tough but fair and appropriate" 

from Mueller and Olson with to the 

Goldsmith told us that the March 14 meeting was designed to achieve 
full consensus among the principals on the issues, and that the meeting 
was successful in this regard. (U) 

That evening, Mueller called Gon 1 t t th t s had 
been made, although legal support for still had 
not been found. Mueller also told Gonzales that in the future Gonzales 
should speak directly with Corney on these matters. 
(TS I 'STLHT I 181 I 'OC 'NF) If n]J II I 

6. Comey Determines that Ashcroft Remains "Absent or 
Disabled" (U) 

Attorney General Ashcroft was released from the hospital at noon on 
March 14, 2004. The next day, Corney advised Ayres by memorandum that 
Ashcroft's doctor believed that Ashcroft required additional time to 
recuperate at home and was not yet ready to resume his responsibilities as 
Attorney General. Corney's memorandum noted that the doctor intended to 
reassess Ashcroft's condition on March 24, 2004. Corney's memorandum 
stated that, based on these circumstances, Corney continued to believe that 
Ashcroft was "absent or disabled" within the meaning of 28 U.S. C.§ 508(a). 
Corney's memorandum concluded: 

As before, notwithstanding my continued temporary capacity as 
Acting Attorney General, I intend, where possible, to exercise 
"all the power and authority of the Attorney General" pursuant 
to the authority that 28 C.F.R. § O.lS(a) delegates to me in my 
regular capacity as Deputy Attorney General. (U) 
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A copy of the memorandum was sent to Gonzales at the White House and to 
senior Department officials.l89 (U) 

7. Judge Kollar-Kotelly Briefed on Lack of Attorney' 
General Certification (U) 

As discussed earlier in this report, the extent to which OIPR could use 
Stellar Wind -derived information in FISA applications had been limited by 
Judge Kollar-Kotelly, the FISA Court's Presiding Judge. After her read-in to 
the program in May 2002, Judge Kollar-Kotelly had directed OIPR to 
continue, with some modifications, the ''scrubbing" procedures for FISA 
applications in place at that time. (Traf/STVH//SI//00/NF) 

According to an OLC memorandum, on March 14, 2004, Judge 
Kollar-Kotelly was informed that the President had reauthorized the Stellar 
Wind program, but that the latest Authorization lacked the Attorney 
General's certification as to form and legality.l90 The memorandum 
indicated that as a result of Judge Kollar-Kotelly's uncertainty about the 
implications of this development, she intended to insist on a complete 
separation of any information derived from Stellar Wind, whether directly or 
indirectly, from all FISA applications presented to the FISA Court. The 
memorandum noted that ''[b]ecause of the way tips get worked into (and lost 
in) the mix of intelligence information, that standard would have virtually 
crippled all counter-terrorism FISAs." tpg//STLW//SI//OC/NF) 

8. Comey and Gonzales Exchange Documents Asserting 
Conflicting Positions (U) 

According to Mueller's program log, on the morning of Monday, 
March 15, 2004, following the daily threat briefmg in the White House 
Situation Room, President Bush remarked to Mueller that he understood 
"progress had been made," referring to the discussions on the legal basis for 
the Stellar Wind program. Mueller called Corney shortly thereafter to convey 
the President's remark. Mueller suggested to Corney that additional 
briefings on the program should be given to Congress, including to both the 
House and Senate Judiciary Committees. (TS//SI//NF) 

Also on March 15, Goldsmith drafted for Corney a 3-page 
memorandum summarizing OLC's views with respect to the legality of the 
program. The memorandum recast in narrative form Goldsmith's outline of 

I!I<J As discussed below, Ashcroft's doctors later cleared Ashcroft to resume his 
duties as Attorney General as of March 31. (U) 

190 The memorandum was prepared in anticipation of a briefing for the Attorney 
General on March 30, 2004. IUJ 
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March 14, 2004 (discussed above), and noted that OLC had not reached any 
"final conclusions and [was] not yet prepared to issue a final opinion on the 
program." The memorandum also stated that the Stellar Wind program 
potentially implicated various congressional and intra-Executive Branch 
reporting requirements imposed both by statute and Executive Order. The 
memorandum stated that OLC was only beginning to analyze these 
reporting issues. (TS//SI//NF) 

Goldsmith and Philbin went to see Gonzales on the aftemoon of 
March 15 to explain what OLC had determined in its legal analysis to that 
point, and also to notify Gonzales that he would be hearing from Corney 
shortly about the Department's position as to the program's legality. (U) 

According to Philbin's contemporaneous notes on the events of the 
next two days, on March 16, 2004, following the morning threat briefing at 
the White House, Corney told President Bush that OLC had finished its 
preliminary legal analysis of the program..l91 Corney asked the President if 
Corney should convey the details of the analysis to Gonzales, and the 
President indicated that Corney should do so. (TS//SI//NF) 

Mter Corney returned to the Department, he signed a short 
memorandum to Gonzales that he had drafted the night before. In the 
memorandum, Corney first recounted how the President on March 12, 2004, 
had directed the Justice Department to continue its analysis of the Stellar 
Wind program and to "provide its best advice concerning ways to change the 
program to conform with the Justice Department's understanding of the 
applicable law." Corney then described the composition of the working 
group convened to accomplish this objective and how the group's efforts had 
resulted in Goldsmith's 3-page analysis, which Corney attached to his 
memorandum. (TS//SI//PlF) 

Corney then set out his advice to the President. According to the 
uJ.\..•J.J.U.IJ.a.uui...U.• .... Corney advised that the President may lawfully continue 

JCJJ Philbin told the OIG he kept notes of these events because Corney had asked 
him to "keep a record." (U) 
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ongomg coJl1ec:nc1n 
raised "serious issues" about congressional notification, "particularly where 
the legal basis for the program is the President's decision to assert his 
authority to override an otherwise applicable Act of Congress." Corney wrote 
that the Department would continue to explore the notification issue. · 
ITS t 'STbnr I lSI I loG /NEl rr 1 1 -r .. r 1 t.n ""' ' t't£'-' 

Corney instructed Goldsmith and Philbin to hand deliver the 
memoranda to Gonzales at the White House, which they did. Philbin also 
delivered copies to Solicitor General Olson. Philbin's notes indicate that 
Olson was "annoyed" that Corney had sent the memoranda to the White 
House without consulting him, and asked Philbin several times, ''What's my 
role supposed to be here?" Olson also said to Philbin that he thought the 
memoranda were a "poke in the eye" to the White House. Philbin wrote that 
Olson's reaction "raised concerns that [Corney] may have gotten himself too 
far out there alone" by not bringing Olson in on the Department's legal 
opinion in advance. (U) 

Corney told us that he· knew his memorandum would anger people at 
the White House because he had put in writing the arguments questioning 
the legality of aspects of the program and that the memorandum and 
Goldsmith's attachment would become a part of the Presidential records 
and would be discovered later by historians. He stated he believed it was 
important to "make a record." (U) 

According to Mueller's program log, Gonzales called Mueller at 1 :45 
p.m. on March 16 to discuss the situation. Gonzales explained to Mueller 

t's tentative conclusion that legal support for 
was still lacking, Gonzales would have to make a 
· t on how to proceed. Gonzales told Mueller 

he needed to know whether Mueller would · if the President decided 
Mueller responded that he 

con t that he "would have to 
give it serious consideration if the President decided to go ahead in the face 
ofDOJ's fmding." tfS//STLVl//81//0C/~JF) 

Later that afternoon on March 16, Card called Corney to the White 
House for a meeting. According to Philbin's notes, "the back channel word 

" was that President Bush might be willing to 
Prior to the meeting, Corney, Goldsmith, and Philbin 
uld the 

166 
TOP SECRlST//STiiW//IICS/81/ /ORGON/NOFORN 



I 
l 
I 
I 

APPROVED FOR PUBLIC RELEASE 

TOP SECRET//STL¥..'/ /HCS/81}/0RCON/NOFORN 

...... - ... -Philbin's notes indicate that at the meeting Car 
~tling'' with the issue of whether to 
-and would decide "very soon." Card also expressed to 

Corney his displeasure that Corney had put in writing the Department's 
position on the legality of the program. f!fg//gTI.\¥//'ai//OC/~l'i} 

That evening, while attending a farewell dinner for a Department 
colleague at a local restaurant, Philbin received a call from David Addington 
indicating that he wanted to deliver a letter Gonzales had written to Corney. 
Philbin met Addington at the Department at 8:30 p.m. that night to accept 
the letter. Philbin's notes also indicate that Gonzales had called Corney in 
advance to tell Corney "not to get too overheated by the letter." (U) 

Corney told us he recalled that Gonzales told him in the call that the 
White House would agree to work with the Department to fix the program 
and that Corney should not "overreact" to Gonzales's letter. Corney said he 
believed Addington, and not Gonzales, had actually drafted the letter, and 
that Gonzales sent it only to counter Corney's memorandum and to make a 
record on behalf of the White House. (U) 

Gonzales's letter stated that the President had directed him to 
respond to Corney's memorandum. The letter stated: 

Your memorandum appears to have been based on a 
misunderstanding of the President's expectations regarding the 
conduct of the Department of Justice. While the President was, 
and remains, interested in any thoughts the Department of 
Justice may have on altemative ways to achieve effectively the 
goals of the activities authorized by the Presidential 
Authorization of March 11, 2004, the President has addressed 
definitively for the Executive Branch in the Presidential 
Authorization the interpretation of the law.I92 

The letter also excerpted the language of paragraph 10 from the March 11, 
2004, Authorization, which recited the bases on which the President acted 
to reauthorize the program, and then concluded: "Please ensure that the 

l'll Gonzales's letter also addressed Corney's comments about congressional 
notification. Citing Department of the Navy u. Egan, 484 U.S. 518 (1988) and a 2003 OLC 
opinion, Gonzales's letter stated that the President has the constitutional authority to 
define and control access to the nation's secrets, "including authority to determine the 
extent to which disclosure may be made outside the Executive Branch." 
[TS/ / STV.\'/ / SI/ / 0 C/ N FJ 
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Department of Justice complies with the direction given in the Presidential 
Authorization."l93 fFS//S'fL\Vf/8!//0C/NF) 

c. 

t 

~·n ........ '""'~ at midnight on March 26, 2004. 
Ac ng to program log, Gonzales called Corney to advise him of 
the President's decision on March 17, 2004, and Corney passed this 
information to Mueller later that day. Corney, in an e-mail dated March 17, 
expressed relief at the President's decision, writing: 

Today, in a remarkable development, we stepped back from the 
brink of disaster. All seems well in the Government. The right 
thing was done. f!FS//STL'.lf//SI//OC/NF) 

Gonzales told the OIG during his interview that he could not say 
whether the prospect of resignations at the Department and the FBI may 
have had an impact on the President's decision.194 We were not able to 
interview others at the White House to determine what specifically caused 
the program to be modified in accord with the Department's legal position. 
(U) 

The President's directive was expressed in two modifications to the 
March 11, 2004, Presidential Authorization. These modifications, as well as 
the operational and legal implications of the President's decision for the 
Department and the FBI, are described in the next sections. (Tg//SI//NFj 

1. March 19, 2004, Modification (U) 

On March 19, 2004, the President signed, and Gonzales certified as to 
form and legality, a Modification of the March 11, 2004, Presidential 

193 Corney stated that he did not believe Gonzales wrote this letter. He stated that 
"Addington was the flame-thrower" and that Gonzales was generally more reasonable and 
moderate. Corney said that Gonzales had later apologized to both Corney and Ashcroft for 
his conduct during the March 10 incident at the hospital and had even come around to 
agree with Philbin and Goldsmith's analysis regarding the program. Gonzales told the OIG 
that he did not apologize to Ashcroft for the incident in the hospital because he had been 
instructed by the President to go there, but stated that he "regretted" the incident. (U) 

l!J-1 However, when Gonzales commented on a draft of this report, he told the OIG 
that the prospect of resignations at the Department and the FBI were not the reason for the 
President's decision. Gonzales stated that he could not elaborate on this statement due to 
executive privilege considerations. (U) 
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the existing Au 
Authorizations. 
become effective beginning at midnight on 
(TS I 1STVH I 181 I 100 1NF) II n11 II I 

language in brackets and the insertion indicated in italics, was: 
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Each Presidential Authorization had contained a directive to the 
Secretary of Defense not to disclose the program outside the Executive 
Branch without the President's approval. The Modification reiterated that 
any change was not intended to reverse the President's control over access 
to the program. (TS//STVN//SI//OC/D.JJi') 

JlJ;; The ultimate disposition of this previously obtai 
subsequently addressed in an April2, 2004, Modification, an 
2004 Presidential memorandum to the Secretary of Defense, as described below in 
subsection 6. (TS//STLW//SI//00/NF) -
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196 Bradbury was nominated to be Assistant Attorney General for OLC in June 
2005. He was not confirmed for this position, and told us that after exhausting the time 
period for use of the "Acting" title under the Vacancies Reform Act of 1998 (see 5 U.S.C. 
§ 3345 et seq.) in Apri12007, he reverted to Principal Deputy Assistant Attorney General, 
the position he had held prior to his nomination. As head of OLC, Bradbury became 
responsible for briefing members' of Congress on OLC's legal analyses concerning the 
program as well as on the Presidential Authorizations. Bradbury's access to these 
documents and the officials responsible for drafting them provided him significant 
background information on the s to the ,.,,.,,....,..,..,..., 
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5. Judge Kollar-Kotel .. •..• ~.t . • .... ·· .. 

(TS 11STL"' I '81' 'OC 'NP) II ••II Yl I 

As noted above, Judge Kollar-Kotelly was made aware on March 14, 
2004, that the March 11 Authorization had been signed by the President 
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but had not been certified as to form and legality by the Justice 
Department. On March 18, 2004, Goldsmith, Philbin, Baker, and Gonzales 
met with Judge Kollar-Kotelly to further brief her on the status of the 
program. According to an internal OLC memorandum, they advised her 
that forthcoming legal opinions from OLC would allay her concerns about 
the use of program-derived information in FISA applications.2o2 
(TS I 1STV111 1SI I 'OC 1NF) I f Wf f I I I 

The OIG reviewed a handwritten letter from Judge Kollar-Kotelly to 
OIPR C · d to have been written just after the 

ted in the March 19, 2004, 
Modification. Baker told us that the handwritten letter should be viewed as 
an informal draft designed to convey Judge Kollar-Kotelly's preliminary 
understanding of the issues raised by the changes to the Stellar Wind 
program. In the letter, Judge Kollar-Kotelly reiterated her position that 
Stellar Wind-derived information should be excluded from FISA 
applications, writing, "so there is no misunderstanding, I will not sign a 
FISA application which contains any information derived from and/ or 
obtained from the (Stellar Wind] program," including applications in which a 
Stellar Wind tip "was the sole or principal factor in starting an investigation 
by any of the agencies, even if the investigation was conducted 
independently of the tip from [Stellar Wind]." Judge Kollar-Kotelly also 
requested, as a precondition to her agreeing to sign FISA applications in the 
future, that OIPR clarify in writing its proposal for reviewing FISA 
applications to ensure that all Stellar Wind-derived information had been 
excluded. Baker told us that he had a lot of "verbal back and forth'' with 
Judge Kollar-Kotelly to explain OIPR's scrubbing procedures. 
(TS I 

1 STh\li' I 'SI I 'OC 'N~} ff 7 (1 II f --

1.- ·-··-· ese legal opinions, which addressed the legality a­
were provided to Judge Kollar-Kotelly in late March and 

early Apri12004. (TS//STbW//SI//OCfNE) 

2o3 Chapter Three, Section II B contains a description of this process. (U) 
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On March 26, 2004, OLC completed a draft memorandum for Baker 
entitled "Use or Disclosure of Certain Stellar Wind Information in 
Applications Under FISA." This memorandum address~ 
FISA applications of information derived indirectly fro~.2os 
OLC also provided Judge Kollar-Kotelly with a copy of its draft legal 
analysis.206 (TS//S'fUvV//81//0C/NF) 

204 This argument is discussed below in connection with Goldsmith's May 6, 2004, 
legal analysis. (U) 

20s With respect to the memorandum stated that the 
Department did not believe the acquisition of such information was subject to any 
constitutional restraints or statutory restrictions, but that "[t]o the extent Judge 
Kollar-Kotelly has concerns about those conclusions, we note that the analysis in this 
memorandum independently demonstrates that there are no legal restrictions on the use of 
information indirectly derived fro~ tippers in FISA applications." 
('fS//S'fLVI/ /Sf// OC/NFj 

..!OtJ The draft memorandum did not address inclusion in FISA applications of 
information derived directly from the program because OIPR had successfully managed to 
address Judge Kollar-Kotelly's order to exclude such information. 
(TS 11STl.'111 1SI' 10CIJ>lF) If '7 11 tl I 
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6. Modification (U) 

Attorney General Ashcroft's doctors cleared him to resume his duties 
as Attorney General as of March 31. Corney advised Ayres in a March 30, 
2004, memorandum that as of 7:00a.m. on March 31, the Attorney General 
was no longer "absent or disabled" within the meaning of 28 U.S.C. § 508(a), 
and that as of that time Corney could no longer exercise the duties of the 
Office of Attorney General pursuant to the statute. A copy of the 
memorandum was sent to White House Counsel Gonzales and other senior 
Department officials. (U) 

ident Bush signed, and Gonzales certified as to 
form and legality, a second Modification of the · tial 

This modification addressed 
activities of the Stellar Wind program . .ffi8+-~:r±:!W.f--f+.*"**=7f-flf¥t-
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7. Standard is Conveyed to 

authorized 
the Modifications 

and su FBI employees 
responsible for tipping Stellar Wind information to the field. 
(TS I 

1 STbnT I ~m I ~oc 1NF) ffWfl I I I 

A former Unit Chief in the Communications Analysis Unit (CAU) 
within the FBI's Communications Exploitation Section (CXS) of the 
Counterterrorism Division told us he became aware that at some po~ 

of Stellar Wind was narrowed to include onl~ 
said this information was passed along to him 

meeting with 
tice was "taken 

very seriously" by the NSA. As an Requests for 
~m the FBI to the NSA on numbers not associated with 
-were rejected by the NSA as outside the scope of the 

- -~ . ~ -d A th · · {+S' 's~nr' 'Sf I ~ee 1 NF) revtse u onzat10n., r vr1 11 r 1 

An FBI Supervisory Special Agent in the CAU's unit co-located at the 
NSA (called Team 10), told us that d 
analysis work under the program, were 
"fair " He oint the scop~ 

He said that---­
rigorously adhered to and was "scrutinized very 

closely." He said that when the FBI requested that the NSA collect 
information on a particular number, the NSA closely analyzed the number 
and requested supporting information from the FBI before querying the 
Stellar Wind database. This supervisor also stated that the NSA did a good 
job of keeping the co-located FBI personnel informed of changes to the scope 
of collections. He said this information typically would be conveyed to 
appropriate personnel during the daily '1all hands meetings." 
(TS 1 1 8Tbm 1 'SI' 100 'NF) ffN) I II I 

8. Office of Legal Counsel Assesses NSA's Compliance 
with New Collection Standards (TS//SI//N'l") 

Goldsmith told us that during the week of March 29, 2004, he and 
Philbin Stellar Wind program to ensure that the 
querying being conducted in accordance with 
the Presidential Authorizations. (T8//8TLJ.Vf/8I//OC/NF) 
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Goldsmith said that while resources were not available to conduct a 
"professional'' audit, he visited the NSA 
officials the legal parameters for 
which as discussed above required a showing of reasonable articulable 
suspicion that the target belonged to a group that was engaged in 
international terrorism.209 Goldsmith told the OIG that as part of the 
review, he -d the NSA with the new collection 
parameters (TS//STUN//SI//00/NF) 

0-, Goldsmith reported the results of his and Philbin's 
review t the Assistant General Counsel for Operations in the 
NSA's 0 Ice o ener Counsel. On-ril 22, 2004, Goldsmith 
memorialized his conversation with in a memorandum to file. In the 
memorandum, 
found in their 

9. May 5, 2004, Presidential Authorization (T&//81//NF) 

As noted above, the March 11, 2004, Presidential Authorization, as 
modified, was set to expire on May 6, 2004. On May 5, the President signed 
another Authorization extending the Stellar Wind program through June 24, 
2004. Unlike the March 11 Authorization and the two modifications that 
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followed it, the May 5 Authorization was certified as to form and legality by 
Attorney General A.shcroft. (T~//~I//NF) 

The May 5, Authorization 
Authorization the s 

With minor variations, the collection standards and other language 
set forth in the May 5, 2004, Presidential Authorization remained 
unchanged in all of the subsequent Authorizations.211 
(TS I 'STVH I 'SI I 'OC 'NF) II HJJ If I 

10. May 6, 2004, OLC Memorandum (TS//81//NF) 

On May 6, 2004, Goldsmith completed a revised OLC memorandum 
on the legality of the Stellar Wind program. The 108-page document stated 
that it was written for the Attorney General in response to his request for 
OLC "to undertake a thorough reexamination of the Stellar Wind program 
as it is currently operated to confirm that the actions that the President has 
directed the Department of Defense to undertake through the National 
Security Agency (NSA) are lawful." (TS//81/ /NF) 

The memorandum traced the history of the program and analyzed the 
legality of each of the three collection baskets in light of applicable statutes, 
Executive Orders, cases, and constitutional provisions. 
(TS I 1 8TLJTT I 18! I I oc 'PtF) rr ''II 11 1 
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The memorandum noted that Section 111 of FISA, 50 U.S.C. § 1811, 
providing that the President "may authorize electronic surveillance without 
a court order ... to acquire foreign intelligence information for a period not 
to exceed fifteen calendar days following a declaration of war by Congress/' 
made it clear that FISA expressly addresses electronic surveillance during 
wartime.2I2 The memorandum stated that the Authorization for Use of 
Military Force (AUMF) passed by Congress shortly after the attacks of 
September 11, 2001, gave the President authority to use both domestically 
and abroad "all necessary and appropriate force," including signals 
intelligence capabilities, to prevent future acts of international terrorism 
against the United States. According to the memorandum, the AUMF was 
properly read as an express authorization to conduct targeted electronic 
surveillance against al Qaeda and its affiliates, the entities responsible for 
attacking the United States. fPS//S'fVN//81//0C/NF) 

The memorandum noted that the legislative history of FISA indicates 
that the 15-day window was '1thought sufficient for the President to secure 
legislation easing the restrictions of FISA for the conflict at hand." Quoting 
H.R. Conf. Rep. No. 95-1720, at 34, reprinted in U.S.C.C.A.N. 4048, 4063 
('

1[T]he conferees intend that this period will allow time for consideration of 
any amendment to this act that may be appropriate during a wartime 
emergency"). According to the OLC memorandum, "The Congressional 
Authorization functions as precisely such legislation: it is emergency 
legislation passed to address a specific armed conflict and expressly 
designed to authorize whatever military actions the Executive deems 
appropriate to safeguard the United States." ft'S//SI//NF) 

The memorandum concluded that at a minimum the AUMF made the 
application of FISA in a wartime context sufficiently ambiguous that the 
doctrine of constitutional avoidance properly applied to avoid a conflict 
between FISA and the presidentially authorized Stellar Wind program. 
Alternatively, the memorandum argued that FISA, as applied in the 
particular circumstances of a President directing surveillance of the enemy 
to prevent future attacks upon the nation, represented an unconstitutional 
infringement on the President's Article II Commander-in-Chief powers. 
(Tg I lgTI.W I lgi I IQC INF) . I I or1 I I I I 

lll As discussed in section I of this chapter, the legal implications of this provision 
of FISA was not addressed in the memoranda John Yoo had drafted in support of the 
program in late 2001. (Tg/J'SI//f'fF) 
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Finally, the memorandum discussed the Fourth Amendment 
implications of the Stellar Wind . To determine whether 
interception violated the Fourth 
Amendment's searches, the memorandum 
analyzed whether the importance of the government's interest in this 
collection outweighed the individual privacy interests at stake. Citing 
var1ous ding Supreme Court opinions, the Federalist 
Papers, and congressional testimony, the memorandum 
concluded that "the government's overwhelming interest in detecting and 
thwarting further al Qaeda attacks is easily sufficient to make reasonable 
the intrusion into privacy involved in intercepting selected 
communications." The memorandum noted that the weight of the 

185 
TOP S:ECRET/ /STLVi/ /HCS/ SI//OR:CON/NOII'ORM 



APPROVED FOR PUBLIC RELEASE 

TOP SBCRST//S'fLWh'IICS/SI//ORCON/NOFORN 

government's interest in this regard could change over time if the threat 
from al Qaeda were deemed to recede. ('fS//S'fL'N//31//0C/NFJ 

The memorandum also analyzed telephone and e-mail meta data 
collection under the Fourth Amendment. The memorandum concluded, 
based on the Supreme Court's holding in Smith v. Maryland, 442 U.S. 735, 
742 (1979), that there is no legitimate expectation of privacy in the numbers 
dialed to place telephone calls. Referring to cases holding that no 
expectation of privacy attached to the address information on either letter 
mail or e-mail, the memorandum concluded that no Fourth Amendment 
privacy interests were implicated in the collection of e-mail meta data. 
('fS 1 'STbm 1 181 1 100 1NF) 71 ~YJ I ff I 

In sum, the May 6 memorandum was the most comprehensive 

III. OIG Analysis (U) 

A. Department's Access to and Legal Review of Stellar Wind 
Program Through May 2004 (TS//81//NF) 

The Justice Department's access to the Stellar Wind program was 
controlled by the White House, and Gonzales told the OIG that the President 
decided whether non-operational personnel, including Department la'l.ryers, 
could be read into the program. Department and FBI officials told us that 
obtaining approval to read in Department officials and FISA Court judges 
involved justifying the requests to Addington and Gonzales, who effectively 
acted as gatekeepers to the read-in process for non-operational officials. In 
contrast, according to the NSA, operational personnel at the NSA, CIA, and 
the FBI were read into the program on the authority of the NSA Director, 
who at some point delegated this authority to the Stellar Wind Program 
Manager. (TS//SI//NF) 
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Various officials we interviewed about the issue uniforml:y agreed that 
the White House sought to strictly limit overall access to the Stellar Wind 
program. We believe that this policy was applied at the Department in an 
unnecessarily restrictive manner prior to March 2004, and was detrimental 
to the Department's role in the operation of the program through that 
period. We also believe that Attorney General Ashcroft, as head of the 
Department, was responsible for seeking to ensure that the Department had 
adequate attorney resources to conduct a thorough and accurate review of 
the legality of the program. Because Ashcroft did not agree to be 
interviewed for this investigation, we were unable to determine the extent of 
his efforts to press the White House to read in additional Department 
officials between the program's inception in October 2001 and the critical 
events of March 2004. (TS//81//NF) 

In Chapter Three we described how the Department's early 
involvement in the Stellar Wind program was limited to the participation of 
only three attorneys -Attorney General Ashcroft, OLC Deputy Assistant 
Attorney General John Yoo, and Counsel for Intelligence Policy James 
Baker.216 Working alone, Yoo drafted several legal memoranda in 2001 and 
2002 advising the Attorney General and the White House that the program 
was legally supported. In reliance on Yoo's advice, Attorney General 
Ashcroft certified the legality of the Presidential Authorizations to implement 
the program. -(TS//81//NF) 

Because Yoo worked alone, his legal analysis was not reviewed by 
other attorneys, either in OLC or elsewhere in the Department.217 Even 

216 Counsel for Intelligence Policy James Baker was read into the program in either 
late 2001 or January 2002. But Baker appears to have been read in only because he 
inadvertently came across information that suggested such a program existed. While Baker 
had involvement in several aspects of the program, he had no involvement in drafting or 
reviewing Yoo's legal memoranda supporting the program. Daniel Levin, who served as 
both Chief of Staff to FBI Director Mueller and briefly as a national security counselor to 
Ashcroft, also was read into Stellar Wind at the inception of the program. However, Levin 
only served for two months at the Department during this early phase of Stellar Wind and 
had very limited involvement in the program during this period. Levin told us he was read 
into Stellar Wind along with Director Mueller at the FBI and that he understood that he 
was being cleared into the program as an FBI official. We therefore consider Levin to be an 
FBI read-in, not a Department read-in. (TS//STI..llC//SI//OCfNE) 

.!t7 Gonzales told us that he thought Yoo may have assigned discrete tasks to other 
attorneys in connection with his work on the Stellar Wind legal memoranda. Because Yoo 
declined our request for an interview, we were unable to confirm this. In any event, no 
other attorneys were read into Stellar Wind and therefore would not have been permitted to 
work on or review those portions of the memoranda that contained Top Secret/ Sensitive 
Compartmented Information (TS/SCI) related to the Stellar Wind program. By contrast, 
Yoo had at least one other OLC attorney to assist him in drafting other OLC legal 
memoranda on the detainee interrogation program during the 2001 to 2003 period, and 
these memoranda were reviewed by another OLC Deputy Assistant Attorney General 

(Cont'd.) 
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when Jay Bybee became the OLC Assistant Attorney General in November 
2001, and was therefore Yeo's supervisor, Bybee was not read into the 
program.21a Bybee told us he also was unaware that Yoo was providing 
advice to the Attorney General and the White House on the legal basis to 
support the program. ('fS//SI//NF) 

We believe that even before Patrick Philbin voiced his initial concerns 
with Yeo's analysis in 2003, the circumstances in 2001 and 2002 plainly 
called for additional Department resources to be applied to the legal review 
of the program and that it was the Attomey General's responsibility to be 
aware of this need and to take steps to address it. Moreover, because 
Ashcroft met frequently with the President on national security matters, he 
would have been well-positioned to request additional legal resources if he 
believed they were necessary. (TS//81//NF) 

The facts suggest that Ashcroft had some awareness and concern that 
Yoo was working on the legal justification for the Stellar Wind program 
without any Department assistance or oversight, and possibly was advising 
the White House directly of his findings. Based on accounts of the incident 
in Ashcroft's hospital room in March 2004, Ashcroft made specific 
complaints to Gonzales and Card about insufficient legal resources at the 
Department and that the Department had been "cut out of the whole affair." 
He had also expressed frustration to Corney months earlier about being "in 
a box" with Yoo. Further, according to Goldsmith, when Goldsmith first 
interviewed for the position of Assistant Attorney General for OLC in 2003, 
Ashcroft and his Chief of Staff alluded to concerns over being kept informed 
of matters the Office of Legal Counsel was working on and the importance of 
keeping the Attorney General "in the loop." We also note that Yoo's 
November 2, 2001, memorandum to Ashcroft indicated that "[b]ecause of 
the highly sensitive nature of this subject and the time pressures involved, 
this memorandum has not undergone the usual editing and review process 
for opinions that issue from our Office [OLCJ." (TS//81//NF) 

While we believe that Ashcroft may have been aware that Yoo was 
working alone on the Stellar Wind analysis and had concerns about this, we 
do not know whether or how hard he pressed the White House to read in 
additional attorneys to assist or supervise Yoo. At the same time, however, 

(Philbin) and approved by the OLC Ass'istant Attorney General (Bybee). The detainee 
interrogation progrrun also was classified as TS/SCI. We also note that Philbin's 
background in telecommunications law would have made him a logical choice to assist Yoo 
on the Stellar Wind legal analysis. (TS/ISI//NE') 

WJ In contrast, Bybee was allowed to supervise Yoo's work drafting legal 
memoranda concerning a detainee interrogation program during the same time period. 
('fS//91//UF) 
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we cannot assume that any requests by Ashcroft for additional attorney 
read-ins would have been granted by the White House. Gonzales told us 
that Ashcroft had requested that Deputy Attorney General Larry Thompson 
and Ashcroft's Chief of Staff David Ayres be read in. However, neither 
request was approved.219 Gonzales stated that he did not recall Ashcroft 
requesting additional read-ins beyond Thompson and Ayres. (U) 

In analyzing the read-in situation at the Department during Yeo's 
tenure, we also considered that Ashcroft certified the program as to its 
legality each time the program came up for renewal, and did so at a time 
when Yeo's legal advice was the only Department guidance available 
concerning the program's legality. We believe the fact that only three 
Department attorneys were read into Stellar Wind through mid-2003 may 
have been due at least in part to Ashcroft's routine recertifications of the 
Presidential Authorizations during this period. As noted in Chapter Three, 
Gonzales told us that it was up to the Attorney General to decide how to 
satisfy his legal obligations as Attorney General, and that if Ashcroft 
believed more attorneys were needed for this purpose, he could have asked 
the President to approve additional Department read-ins. Gonzales also told 
us that Ashcroft's continued certifications of the Presidential Authorizations 
supported Gonzales's belief that Ashcroft was satisfied with the quality of 
the legal advice he was receiving at the time within the Department. 
(TS I 'SI I 'NF) (/ (I 

There is evidence as well that Gonzales, as White House Counsel, was 
satisfied with Yeo's legal memoranda supporting the program. Gonzales 
told us that although he did not believe Yeo's first two memoranda fully 
addressed the White House's understanding of the Stellar Wind program, 
Gonzales believed that they described as lawful activities that were broader 
than those carried out under Stellar Wind, and that Yoo's memoranda 
therefiore "covered" the program 22o (TS 1 181 1 1 ~JF) · I I Tl 

219 Deputy Attorney General Thompson resigned from the Department in August 
2003, so Ashcroft's request to have him read into the program would have been made 
before that time. 

-

. Dd b tth min2002,and 
to be read into 

authorized these read-ins. (TS/ /SI/ / NF) 

22o We were troubled by Gonzales's suggestion that Yoo's memoranda covered the 
program because the memoranda determined to be lawful a range of "hypothetical" 
activities that were interpreted by Gonzales to be broader than those actually carried out 
under Stellar Wind. Such an approach, if deemed acceptable by the "client" (in this case 
the White House), would encourage the Office of Legal Counsel to draft broad and imprecise 

(Cont'd.) 
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However, even apart from the limited number of Department read-ins, 
we believe that the White House imposed excessively strict controls over 
access to the program in other ways that were detrimental to the 
Department's ability to provide the White House with the soundest possible 
legal advice. For instance, we found no indication that Yoo coordinated his 
legal analysis with the NSA. According to Michael Hayden, the Director of 
the NSA when Stellar Wind began, the NSA relied on its Office of General 
Counsel, and not the Department of Justice, for advice as to the legality of 
the program when it was created. However, we found that the NSA's Office 
of General Counsel did not coordinate its legal advice with the Department, 
and even as late as 2003 the NSA General Counsel was prevented by the 
White House from reviewing the Department's legal opinions on the 
program.221 Hayden also told the OIG that he was "surprised with a small 
rs"' that the Department did not participate in the early meetings with him 
and White House officials when Stellar Wind was first conceived. In 
addition, Addington instructed Philbin not to discuss the program with 
Baker, who as Counsel for Intelligence Policy was responsible for 
representing the government before the FISA Court.222 ('fS//31//NF) 

We believe that that White House should have allowed and even 
encouraged coordination between the Department and the NSA regarding 
the development of the legal analysis of the program, especially as this 
analysis was first being formulated in late 2001. Such interaction between 
the Department and other Executive agencies is a mainstay of traditional 
OLC practice, and we believe its absence here contributed to factual errors 
in Yeo's opinions regarding the operation of the program. (Tg//SI//NF) 

Although we could not determine exactly why Yoo remained the only 
Department attorney assigned to assess the program's legality from 2001 
until his departure in May 2003, we discuss below our belief that this 
practice represented an extraordinary and inappropriate departure from 
OLC's traditional review and oversight procedures and resulted in 
significant harm to the Department's role in the program. (TS//81//PlF) 

When Yoo left the Department in May 2003, he was replaced by 
Patrick Philbin, who was read into the program to advise Ashcroft whether 
he could continue to certify the Presidential Authorizations as to their form 

legal analysis and would discourage the type of careful scholarship to which the OLC 
traditionally aspires. ('fS/fSI//ftlf"} 

.w In addition, the NSA Office of the Inspector General, which wanted to conduct 
an internal audit of the program during this period, was prevented by Addington from 
reviewing the Justice Department's legal memoranda supporting the program. (U/ /FOUO) 

ll2 Philbin told the OIG that he spoke with Baker about the program despite 
Addington's instruction not to. (U) 
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and legality. When Goldsmith became the OLC Assistant Attorney General 
in October 2003, Philbin pressed Addington to have Goldsmith read in, and 
Goldsmith became the frrst head of OLC to be read into the program. As 
noted, Goldsmith's predecessor Jay Bybee was never read into the program. 
(TS//SI//NF) 

Thus, by the end of 2003, a total of only 5 Department officials- Yoo, 
Ashcroft, Baker, Philbin, and Goldsmith- had been read into Stellar Wind. 
By comparison, and as shown in Chart 4.1 below, we determined that many 
other individuals 

The assignment of only one Department attorney, John Yoo, to 
conduct a legal review of the program without assistance or oversight from 
anyone else at the Department, combined with the White House's decision 
to prevent the NSA from reviewing Yoo's work, resulted in legal opinions by 
Yoo that were later determined by OLC to be so inaccurate and incomplete 

:1:13 This table was derived from NSA read-in information. Justice Department 
read-ins includeiOIG personnel who were read into Stellar Wind in 2006. (U j /FOUO) 
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as to be regarded as not covering key aspects of the Stellar Wind program. 
Given the enormously complex nature of the program from both a technical 
and legal perspective, coupled with the fact that he was working alone, it 
was not altogether surprising that Yoo's analysis contained inaccuracies 
and omitted critical elements, particularly given the pressure to generate a 
legal analysis within weeks of the program's implementation. However, 
Yoo's analysis did not change or include a more accurate description of the 
program's operation over the course of his 20-month tenure with the OLC. 
(TS I 1 Sl I 'NF) 1 r r1 

After reviewing Yoo's legal opinions on the program, Goldsmith and 
il. . • Philbin quickly discovered what they characterized as seriou · oo's 

failure to describe 
conducted by the NSA under 

program to assess the legality of this and 
other activities as they were carried out by the NSA. 
('fS I 'S'fLHT I '81 I 'OC 'NF} I T vv I I I I I 

Specifically, both Goldsmith and Philbin stated that Yoo 
! • ~ -. -. I I u-ue .II• I e nature and scope of the NSA's 

They stated that Yoo 's 
characterizatiort of this activity in his 2001 and 2002 legal memoranda was 
factually flawed and that Yoo appears to have based his legal analysis of 
this ption 

and the 
Both Goldsmith and 

m1 mcorrectly believed the NSA's 
was broader than it in fact was under the 

nurPlrl'•r, unlike Yoo, Goldsmith and Philbin accurately 
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characterized the collec 
on facts that more closely 
(TS I 'STJ:."'lT I 121 I 'OC 'NF) ii•PJI rr 1 

and thus their legal advice was based 
actual operation of the program. 22s 

In additiqn, Goldsmith and Philbin discovered that Yoo's assertion 
that the President had broad authority to conduct electronic surveillance 
without a warrant pursuant to his Commander-in-Chief powers under 
Article II of the Constitution, particularly during wartime, never addressed 
the FISA provision that expressly addressed electronic surveillance following 
a formal declaration of war. See 50 U.S.C. § 1811. Goldsmith also criticized 
Yoo's legal memoranda for failing to support Yoo's aggressive Article II 
Commander-in-Chief theory with a fully developed separation of powers 
analysis, and instead offering only sweeping conclusions. As an example, 
Goldsmith cited Yoo's assertion that reading FISA to be the "exclusive 
statutory means for conducting electronic surveillance for foreign 
intelligence" amounts to an "unconstitutional infringement on the 
President's Article II authorities."226 Moreover, noted Goldsmith, Yoo 
omitted from his separation-of-powers discussion any analysis of how the 
Youngstown Steel Seizure Case, a seminal Supreme Court decision on the 
distribution of governmental powers between the E~ecutive and Legislative 
Branches during wartime, would affect the legality of the President's actions 
with respect to Stellar Wind.227 ffS//STL'..V//SI//OG/NF) 

In reliance on Yoo's advice, the Attorney General certified the program 
"as to form and legality'' some 20 times before Yoo's analysis was 
determined to be flawed by his successors in OLC and by attorneys in the 
Office of the Deputy Attorney General. We agree with many of the criticisms 
offered by Department officials regarding the practice of allowing a single 
Department attorney to develop the legal justification for the program 

surveillance for foreign intelligence purposes." Id. fFS/fSi//NFI 

227 The Department's Office of Professional Responsibility (OPR) intends to review 
whether Yeo's legal analysis concerning the Stellar Wind program violated any standards of 
professional conduct. OPR has similarly reviewed whether the legal analysis by Yoo and 
others concerning the detainee interrogation program violated standards of professional 
conduct. (TSJ/SI//NFI 
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during its early stage of operation. We summarize these criticisms below. 
(TS//SI// NF} 

Goldsmith described as "crazy" and "outrageous" the assignment of 
an OLC Deputy Assistant Attorney General to provide legal advice to the 
White House without the knowledge or concurrence of the Senate-confirmed 
Assistant Attorney General for OLC, who is accountable for the legal 
positions taken by the office. (U) 

Goldsmith said that not a single critical eye reviewed Yoo's work on a 
program that Goldsmith described as "flying in the face" of the conventional 
understanding of the law at the time. Goldsmith noted that Yoo's legal 
memoranda did not include facts about how the Stellar Wind program 
operated in practice, and he surmised that Yoo instead might have "keyed 
off' the Presidential Authorizations rather than NSA's actual collection 
practices in developing his analysis. Goldsmith also said it was "insane" 
that Yoo's memoranda were not shared with the NSA. Goldsmith said that 
had the NSA reviewed these memoranda Yoo's failure to accurately describe 
the nature and scope of the collection by the NSA and the resulting 
"mismatch" between the actual practice and the wording of the Presidential 
Authorizations might have been detected earlier. (TS//8!//NF) 

Similarly, Daniel Levin, who was one of the first FBI officials to be 
read into Stellar Wind and who would later become Acting Assistant 
Attorney General for OLC upon Goldsmith's departure in June 2004, 
criticized allowing a single attorney to be the sole voice of the OLC 
concerning a program such as Stellar Wind. Levin stated that OLC has a 
special role at the Department and within the government, especially with 
"highly secret programs where opinions may never see the light of day." 
Under such circumstances, according to Levin, it is very difficult not to say 
"yes" to the White House- OLC's client- in the face of national security 
threats. Levin stated that unlike situations where a court places limitations 
on the positions the government may take, there are no such limitations 
when OLC considers a position that will remain secret, and it is easier to be 
more aggressive and "cut some corners" under such circumstances. 
'TS 1 U?Tuu 1 1c1 1 1ae '1\,lm t"*""'TI "'-t-:t:uq fO 1 rc jrn··, 

Levin stated that Yoo's memoranda justifying the program suffered 
from too little circulation and a lack of alternative views. He said that the 
OLC memoranda produced under Goldsmith's tenure were better, not 
because the authors were "smarter" than Yoo, but because the authors 
benefited from multiple viewpoints and input. Levin also said that he never 
understood why the Stellar Wind program was deemed so sensitive at the 
operational level. Levin said he appreciated that the program was politically 
sensitive, but added that it was a "huge mistake" to keep the program so 
closely held within the Department. ('fS // ST:b'N/ / 81/ / OC/ NF) 
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We believe that Goldsmith's and Levin's comments concerning the 
secrecy of Stellar Wind are especially relevant to the need for legally and 
factually sound OLC analysis with respect to classified national security 
programs. Because programs like Stellar Wind are not subject to the usual 
external checks and balances on Executive authority, OLC's advisory,role is 
particularly critical to the Executive's understanding of potential statutory 
and Constitutional constraints on its actions. ([fcajjSTVN//SI//OC/NF) 

Deputy Attorney General Corney also criticized the decision to allow a 
single person to assess the legality of the program on behalf of the 
Department. Corney told us that Goldsmith had once aptly described the 
Yoo situation to him as "the perfect storm" in which the following factors 
converged: the terrorist attacks of September 11, 2001; a "brilliant guy" at 
the Department who was "an aggressive advocate for executive power"; and 
a White House "determined to restor:e executive power." Corney expressed a 
degree of sympathy for Yoo, noting the extraordinary situation into which 
Yoo had been placed. Corney also observed that the response to 
September 11 essentially placed the policy burden on lawyers, who were 
now looked to by others for guidance as to what counterterrorism activities 
fell within the bounds of the law. However, Corney said that he believed 
White House officials "got what they ordered" by asking Yoo for opinions and 
restricting the number of persons with access to the program or the 
opinions.22s (TS//81//NF) 

Attorney General Ashcroft declined to be interviewed in our review, 
and we were thus unable to determine what his views were on the 
assignment of Yoo alone to conduct the legal review of the program. 
However, as noted above, witness accounts of his statements concerning the 
Yoo situation leave little doubt that Ashcroft was plainly upset with the 
White House for putting him "in a box" with Yoo. According to Goldsmith 
and Philbin, Ashcroft was direct about his grievances when Gonzales and 
Card came to see him in the hospital on March 10, 2004, including 
complaining that Ashcroft's Chief of Staff and until recently the Deputy 
Attorney General had not been allo~to the program, and 
that he found it uvery troubling tha-people in other agencies" 
had been read into the program. What remains unclear is whether Ashcroft 
came to the realization that the Department had been given an insufficient 
number of read-ins only after Philbin and Goldsmith presented him with 
their concerns about the quality ofYoo's legal analysis, or at some point 
before. (TS//81//NF) 

228 As noted in Chapter Three, Yoo had been given the national security portfolio 
when he first joined the OLC in July 2001, several months before the attacks of 
September 11,2001, and the inception of Stellar Wind. (U//FOUO) 
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We sought to obtain Yoo's and the White House's perspective on his 
selection as the sole Justice Department attorney to be read into Stellar 
Wind to provide advice on the legality of the program. We were not able to 
interview Yoo, who declined our request, or Addington and Card, who did 
not respond to our requests. fFS//81//NF) 

The OIG asked Gonzales about how the White House determined who 
in the Department could be read into the program, but on the advice of 
Special Counsel to the President, Gonzales limited his answer to his 
personal views and declined to discuss intemal White House deliberations 
that may have factored into the read-in decisions. Gonzales stated that he 
believed it was necessary for national security reasons to limit the number 
of read-ins to those "who were absolutely essential." Gonzales also stated 
that there had to be sufficient operational personnel at the NSA, CIA, and 
FBI read in for the purpose of running the program, while reading in 
additional lawyers at the Department had comparatively less value because 
all lawyers will "have opinions" about the program. Yet, Gonzales also 
stressed to us that he welcomed the Department's reassessment ofYoo's 
opinions and encouraged Goldsmith and Philbin to re-examine the legal 
basis for the program in 2003 and 2004.229 (TS//81//NF) 

We think the proposition that the participation of Department 
attomeys to analyze the legality of a program as factually and legally 
complex as Stellar Wind should be limited for the reasons offered by 
Gonzales is shortsighted and counterproductive. First, it is evident that 
Stellar Wind was as legally complex as it was technically challenging. Just 
as a sufficient number of operational personnel were read into the program 
to assure its proper technical implementation, we think as many attomeys 
as necessary should have been read in to assure the soundness of the 
program's legal foundation. This was not done during the early phase of the 
program. (TS//SI//NF) 

The full history of the program also indicates that the program 
benefited from additional attorney read-ins. In this chapter, we described 
how Philbin and Goldsmith- who held differing opinions on which legal 
theozy best supported the program- discovered serious deficiencies in Yoo's 
analysis and together drafted more factually accurate and legally thorough 
support for the program. In Chapters Five, Six, and Seven we further 
describe how reading in additional attomeys facilitated the grounding of the 
program on firmer legal footing under FISA, allowed the Department more 
efficiently to "scrub" Stellar Wind-derived information in FISA applications, 

229 As discussed in this chapter, Corney, Goldsmith, and Philbin generally agreed 
that Gonzales supported the Department's legal reassessment of the program. They also 
characterized Addington as far less supportive of their work than Gonzales. (TS//Sf//Nfi') 
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and improved the handling of Stellar Wind-related discovery issues in 
international terrorism prosecutions. ffS//STVN//81//0G/NF) 

Second, we do not believe that reading in a few additional Department 
attorneys during the first 2 years of the program would have jeopardized 
national security as suggested by Gonzales, especially given the hundreds of 
operational personnel who were cleared into the program during the same 
period (see Chart 4.1). In fact, as noted above, we think the highly classified 
nature of the program, rather than constituting an argument for limiting the 
OLC read-ins to a single attorney, made the need for careful analysis and 
review within the Department and by the NSA only more compelling. 
(TS//SI//NF) 

In sum, we concluded that the departure from established OLC and 
Department practices resulted in legal opinions to support the program that 
were later determined to be flawed. We believe the strict control over the 
Department's access to the program undermined the role of the Department 
to ensure the legality of Executive Branch actions, and as discussed below, 
contributed to the March 2004 crisis that nearly resulted in the mass 
resignation of the Department's leadership. (TS//81//NF} 

. We recommend that when the Justice Department is involved with 
such programs in the future, the Attorney General should carefully assess 
whether the Department has been given adequate resources to carry out its 
vital function as legal advisor to the President and should aggressively seek 
additional resources if they are found to be insufficient. We also believe that 
the White House should allow the Department a sufficient number of 
read-ins when requested, consistent with national security considerations, 
to ensure that sensitive programs receive a full and careful legal review. (U) 

B. The Hospital Visit (U) 

The Department's reassessment of Yoo's analysis led Corney, who was 
exercising the powers of the Attorney General while Ashcroft was 
hospitalized in March 2004, to conclude that he could not certify the legality 
of the Stellar Wind program. In response, the President sent Gonzales and 
Chief of Staff Andrew Card to visit Ashcroft in the hospital to seek his 
certification of the program, an action Ashcroft refused to take. Weo-elieve 
that the way the White House handled its dispute with the Department 
about the program- particularly in dispatching Gonzales and Card to 
Ashcroft's hospital room to override Corney's decision- was troubling for 
several reasons. (TS//SI//NF) 

As discussed in this chapter, by March 2004, when the Presidential 
Authorization was set to expire again, Goldsmith had placed Gonzales and 
Addington on notice for several months of the Department's doubts about 
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the legality of aspects of the Stellar Wind program. In particular, he and 
Philbin had made D the 

230 

Mter Attorney General Ashcroft was hospitalized and unable to fulfill 
his duties, the White House was informed that Deputy Attorney General 
Corney had assumed the Attorney General's responsibilities. We found that 
the assertion by some in the White House at the time that they had not been 
informed of the situation was subsequently contradicted by the facts. In 
particular, Gonzales later acknowledged that he was aware that Corney was 
acting as the Attorney General.231 (U) 

Before the Presidential Authorization was set to expire on March 11, 
Corney, who was exercising the powers of the Attorney General at the time, 
told top officials in the White House- including Vice President Cheney and 
White House Counsel Gonzales - that the Justice Department could not 
recertify the legality of the program as it was presently operating. The White 
House disagreed with the Justice Department's position, and on March 10, 
2004, convened a meeting of eight congressional leaders to brief them on 
the Justice Department's seemingly sudden reluctance to recertify the 
program and on the need to continue the program. The White House did 
not invite anyone from the Department to this briefing to describe the basis 
for its advice about the legality of the program, nor did it inform the 
Department of its intention to hold the meeting.232 (TS//SI//NF) 

Following this briefing, Gonzales and Card went to the hospital to ask 
Attorney General Ashcroft, who was in the intensive care unit recovering 

230 Our conclusion that Goldsmith advised Gonzales and Addington of the 
Department's concerns in December 2003 is supported by his contemporaneous notes of 
these events. In addition, although Gonzales told us that the first time he recalled hearing 
of these concerns in detail was in early March 2004, he did not dispute that Goldsmith had 
frrst begun to advise him of the Department's general concerns months earlier. {U) 

231 During his congressional testimony, when questioned about whether he knew 
that Attorney General Ashcroft's powers had been transferred to Corney, Gonzales 
responded, "I think that there were newspaper accounts, and that fact that Mr. Corney was 
the acting Attorney General is probably something I knew of.» (U) 

232 On the advice of White House counsel, Gonzales declined to provide a reason to 
the OIG why the Department was not asked to participate in the briefing. However, when 
Gonzales commented on a draft of this report, he stated that the purpose of the meeting 
was to inform the congressional 
basis for aspects of the nrncrr.o ·rn 

and that a legislative fix necessary. purpose 
meeting was not to have a "debate" between the White House and the Department 
concerning the legality of the program, but rather to explore just such a legislative "fJX.'' 
(TS l I SI/ I PiF) 
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from surgery and according to witnesses appeared heavily medicated, to 
certify the program, notwithstanding Corney's stated opposition. Yet, they 
did not notify Corney or anyone else in the Department that they intended to 
take this action. Their attempt to have Ashcroft recertify the program did 
not succeed. Ashcroft told them from his hospital bed that he supported 
the Department's legal position, but that in any event he was not the 
Attorney General at the time - Corney was. (U) 

Gonzales stated that even if he knew that Ashcroft was aware of 
Corney's opposition to recertifying the program, Gonzales would still have 
wanted to speak with Ashcroft because he believed Ashcroft still retained 
the authority to certify the program. Gonzales testified before the Senate 
Judiciary Committee in July 2007 that although there was concern over 
Ashcroft's condition, "We would not have sought nor did we intend to get 
any approval from General Ashcroft if in fact he wasn't fully competent to 
make that decision." Gonzales also testified, "There's no goveming legal 
principle that says that Mr. Ashcroft, if he decided he felt better, could 
decide, 'I'm feeling better and I can make this decision, and I'm going to 
make this decision."' (U) 

We found this explanation and the way the White House handled the 
dispute to be troubling. Rather, we agree with Director Mueller's 
observation, as recorded in his program log following his meeting with Card 
on March 11, 2004, that the failure to have Department of Justice 
representation at the congressional briefing and the attempt to have 
Ashcroft certify the Authorization by overruling Corney ''gave the strong 
perception that the [White House] was trying to do an end run around the 
Acting [Attorney General] whom they knew to have serious concerns as to 
the legality of portions of the program." (TS//SI//NF) 

At a minimum, we would have expected the White House to alert 
Corney directly that it planned to brief the congressional leaders on the 
Department's position and that it intended to seek Ashcroft's approval of the 
program despite Corney and Goldsmith's stated legal position against 
continuing certain activities under the program. Instead, White House 
officials briefed congressional leaders and sought to have Attomey General 
Ashcroft recertify the program from his hospital bed without any notice to 
Corney or anyone else at the Department. We believe these actions gave the 
appearance of an "end run" around the ranking Justice Department official 
with whom they disagreed. fFS//81//NF) 

C. Recertification of the Presidential Authorization and 
Modification of the Program (U) 

As described in this chapter, the Department had notified Gonzales 
and Addington of its concems about the legality of aspects of the program 
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for several months. In fact, the Department had made clear to the White 
House in December 2003 and more emphatically in a series of meetings in 
March 2004 that it believed that aspects of the program could not be legally 
supported in their existing form. Corney and Goldsmith were clear in their 
advice to the President and other White H officials. At the ho 
Ashcroft also expressed deep concern 
- · and told Gonzales and Card that he supported the position of his 
subordinates. We believe that Ashcroft acted admirably under arduous 
circumstances. (TS//STVJI//8!//0C/NF) 

Despite the legal concerns uniformly expressed by senior Department 
of Justice leaders, the White House, through White House Counsel 
Gonzales, recertified the Authorization, allowing the program to continue 
substantively unchanged. t'fS//Si//NF) 

Only after Mueller, Corney, and other senior Department and FBI 
officials made known their intent to resign if the White House continued the 
program unchanged, despite the Department's conclusion that aspects of 
the program could not be legally supported, did the President direct that the 
issue be resolved, and the program be modified to address the Department's 
legal concerns. Because we were unable to interview key White House 
officials, we could not determine for certain what caused the White House to 
change its position and modify the program, although the prospect of mass 
resignations at the Department and the FBI appears to have been a 
significant factor in this decision. 233 According to Corney, the President 
raised a concern that he was hearing about these problems at the last 
minute, and the President thought it was not fair that he was not told 
earlier about the Department's legal position. In fact, as Corney informed 
the President, the President's staff had been advised of these issues ccror 
Weeks n {TS I 'SI I 'NF) • TT I I 

Finally, we believe that the Department and FBI officials who resisted 
the pressure to recertify the Stellar Wind program because of their belief 
that aspects of the program were not legally supportable acted courageously 
and at significant professional risk. We believe that this action by 
Department and FBI officials - particularly Ashcroft, Corney, Mueller, 

233 For instance, we found it significant that on March 16, 2004, White House 
Counsel Gonzales, who had to make a recommendation to the President about how to 

's conclusion that legal support for 
ask him 

Mueller 
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Goldsmith, Philbin, and Baker- was in accord with the highest professional 
standards of the Justice Department. {T~//SI//NF) 
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CHAPTER FIVE 
STELLAR WIND PROGRAM'S TRANSITION TO FISA 

AUTHORITY 
(JUNE 2004 THROUGH AUGUST 2007) 

In this chapter we examine the transition in stages of the Stellar Wind 
program from presidential authority to FISA authority. We first describe the 
FISA Court's approval in July 2004 of the government's application to 
acquire foreign intelligence information through the collection of bulk e-mail 
meta data (basket 3 information). This application was based on a legal 
theory related to FISA's pen register and trap and trace device provisions. 
We next discuss the government's successful May 2006 application to the 
FISA Court for an order to obtain bulk telephony meta data (basket 2 
information) by the production of business records by certain 
telecommunications carriers. We then describe the government's 
interaction with the FISA Court to place under FISA the government's 
authority to intercept the content of certain communications involving both 
domestic and foreign telephone numbers and e-mail addresses (basket 1 
information). Finally, we summarize legislation enacted in August 2007 and 
July 2008 to amend FISA to address, among other concerns, the difficulty 
the govemment encountered in obtaining FISA authority for content 
collection, as well as the government's contention that certain provisions of 
FISA had failed to keep pace with changes in telecommunications 
technology (TS I 'STL'111 '81 I 'OC 'NF) • 1 r VJJ rr 1 

I. E-Mail Meta Data Collection Under FISA 1TS//SI//MF) 

A. Application and FISA Court Order (U) 

1. Decision to Seek a Pen Register and Trap and Trace 
(PR/TT) Order from the FISA Court ('1'8//Sih'NF, 
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Philbin told us that he encountered some opposition to the FISA 
approach from Counsel to the Vice President David Addington, who argued 
that the FISA Court was unconstitutional and questioned the need to seek 
its authorization for e-mail meta data co_llection. Philbin said that he 
responded that obtaining an order from the FISA Court was "ironclad safe." 
Baker recalled attending at least one meeting at the White House with White 
House Counsel Gonzales and Addington to discuss whether to seek an order 
from the FISA Court based on FISA's pep. register and trap and trace device 
provisions (a PR/'IT Order} and how the FISA Court should be approached 
to obtain such an order. Baker stated that during the meeting Addington 
said, "We are one bomb away from getting rid of this obnoxious Court." 
Baker said Addington also stressed to him that there "is a lot riding on your 
[Baker's] relationship with this Court." (TS//STV.V//SI//00/NF) 

In contrast, Hayden told us that he did not have any concerns about 
transitioning the bulk e-mail meta data collection to FISA authority and was 
enthusiastic about the move. Hayden stated that while he believed the 
President had the authority to collect the bulk meta data for the NSA to 
conduct meta data analysis, he believes that involving an additional branch 
of government in the activity provided some clarity on this subject. 
(Tg I I STI:,UT I 1SI I 100 1NF) 1 ;•rr r tl 1 

Gonzales told us that he did not recall much about the process of 
filing the application with the FISA Court to obtain e-mail meta data 
through a PR/'IT Order, but stated that there may have been individuals at 
the White House who expressed concern that seeking the Order from the 
FISA Court was not a good ... -. - -... e 

He on 
professionals told him and that he would not have supported the PR/'IT 
application if NSA Director Hayden and others did not believe the collection 
under the 

Gonzales 
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also told us that there was concern at the White House that filing the PR/TT 
application could lead to an unauthorized disclosure of the program. 
(TS 1 1STLm 1 1Sl 1 10C 'NF) II ~~~I f II I 

2. Briefing for Judge Kollar-Kotelly (U) 

In Baker, Philbin, and Goldsmith met with Gonzales 
and Addington at the White House to discuss how to approach Judge 
Kollar-Kotelly concerning the proposed PR/TT application, and it was 
decided to give her a "presentation" 
was provided to Judge Kollar-Kotelly 
were Attorney General Ashcroft, Cen George 
Tenet, FBI Director Mueller, Hayden, Gonzales, OLC Assistant Attorney 
General Goldsmith, Philbin, Baker, and Director of the Terrorist Threat 
Integration Center (TTIC) John Brennan. According to an agenda of the 
briefmg, and as confmned to the OIG, the presentation was given in three 
parts. First, Mueller, Tenet, and Brennan described the natur~ 

- ••• I-. • •• .- • -a -- • • •• ••-rnso~ 
Second, Hayden 

described the technical aspects of the proposed bulk e-mail meta data 
collection, including how the information was to be collected, archived, 
queried, and minimized. This portion of the presentation stressed that the 
NSA required the collection of meta analytic 
capabilities through contact to identify 
terrorist com.munications.234 Third, government's 
legal argument that FISA authorized the Court to approve a broad 
application to collect e-mail meta data under the statute's pen register and 
trap and trace provisions. (TS//STLVI//81//0C/NF) 

3. The PR/TT Application fTS//81//NF) 

Philbin, Baker, and at least two Office of Legal Counsel attorneys 
assumed primary responsibility for drafting the PR/TT application to the 
FISA Court and a memorandum of law in support of the application.235 

23<1 The agenda refers to the uneedle in haystack" metaphor to illustrate the need for 
bulk collection, noting "must transform streams of hay into haystack that can later be 
searched." (TSf / /81// N¥) 

.. u ... ., .. ,.,.,,"·" of the application; a 
secondarY orders mandating carriers 

to cooperate; a declaration of NSA Director Hayden explaining the technical aspects of the 
(Cont'd.) 
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Baker said that Judge Kollar-Kotelly was given a "read-ahead copy'' of the 
application, since it was standard practice to give the FISA Court draft 
applications for review. (TS//SI//NF) 

communications links between such n"'""""' 
products would then be tipped out as leads to the FBI and 

to 

~ntelligence Community to find members 
-disrupt their activities, and prevent future terrorist attacks in the 
United States.236 rrS//STVJl//81//0C/NF) 

The Justice Department constructed its legal argument for this novel 
use of pen register and trap and trace devices around traditional authorities 
prc;>vided under FISA. Specifically, 50 U.S.C. § 1842(a)(l) authorizes the 
Attorney General or other designated government attomey to apply 

for an order or an extension of an order authorizing or 
approving the installation and use of a pen register or trap and 
trace device for any investigation to obtain foreign intelligence 
information not concerning a United States person or to protect 

proposed e-mail meta data collection and identifying the government official seeking to use 
the pen register and trap and trace devices covered by the application for purposes of 50 
U.S.C. § 1 Tenet describing the 
threat posed tion from Attorney 
General from the pen register 
and trap and trace devices was relevant to an ongoing investigation to protect against 
international terrorism, as required by 50 U.S.C. § 1842(c); and a memorandum oflaw and 
fact in support of the application. {'fS//Sif/NF) 

2 . - _ .. - .. -. phasized that Internet e-mail is one of the primary methods 
communicate. The memorandum of law in 
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against international terrorism or clandestine intelligence 
activities, provided that such investigation of a United States 
person is not conducted solely upon the basis of activities 
protected by the first amendment to the Constitution which is 
being conducted by the Federal Bureau of Investigation under 
such guidelines as the Attorney General approves pursuant to 
Executive Order No. 12333, or a successor order. ('fS//81//NF) 

FISA incorporated the definitions of the terms "pen register" and "trap and 
trace device" from 18 U.S.C. § 3127. Thus, FISA adopted as the definition of 
a "pen register" 

a device or process which records or decodes dialing, routing, 
addressing, or signaling information transmitted by an 
instrument or facility from which a wire or electronic 
communication is transmitted, provided, however, that such 
information shall not include the contents of any 
communication. (TS/ / SI//NF} 

18 U.S.C. § 3127(3). FISA also adopted as the defmition of a "trap and trace 
device" 

a device or process which captures the incoming electronic or 
other impulses which identify the originating number or other 
dialing, routing, addressing, and signaling information 
reasonably likely to identify the source of a wire or electronic 
communication, provided, however, that such information shall 
not include the contents of any communication. (TS//SI//NF) 

18 u.s.c. § 3127(4). 

In·its application the government argued that the NSA's proposed 
collection of meta data met the requirements of FISA by noting that the 
meta data sought comported with the "dialing, routing, addressing, or 
signaling information" type of data described in FISA's definitions of pen 
registers and trap and trace devices. The government also noted that 
nothing in these definitions required that the "instrument'' or "facility'' on 
which the device is placed carry communications of only a single user rather 
than multiple users. (Tg//SI//NF} 

The government next argued that the information likely to be obtained 
from the pen register and trap and trace devices was relevant to an ongoing 
investigation to protect against international terrorism, as certified by the 
Attorney General under 50 U.S.C. § 1842(c). In support of this "certification 
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The government acknowledged that "the overwhelming majority of 
communications which meta data will be collected will not be 
associated w1 " However, the government 
maintained that not any requirement to tailor collection 
precisely to obtain only communications that are strictly relevant to the 
investigation. The govemment argued that, in any event, "the tailoring 
analysis must be informed by the balance between the overwhelming 
national security interest at stake ... and the minimal intrusion into 
privacy interests that will be implicated by collecting meta data - especially 
meta data that will never be seen by a human being unless a connection to 
a terrorist-associated e-mail is found." (TS//8!//].)lF) 

The government also stated that the NSA needed to collect meta data 
tively use analytic tools such as contact chaining 

that would enable the NSA to discover enemy 
argument echoed a premise many officials told us 

about the nature of intelligence gathering in general. For example, Baker 
likened the search for useful intelligence, particularly in the meta data 
context, to finding a needle in a haystack, stating, "the only way to find the 
needle is to have the haystack." Gonzales argued that "to connect the dots 
you first have to collect the dots." (TS//SI//NF) 

The application and supporting documents described 
e-mail meta data NSA sought authority to collect: 
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represented that for most of the proposed collection on I - • I I • I I 

• 
it was "overwhelmingly likely" that at least one end of the 

mmunication either originated in or was destined for 
locations outside the United States, and that in some cases both ends of the 
communication 237 
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governmen 
I.Ll.ucc:u ........ ~> agreed that the above-described collectio~ 

-satisfied the definitions of pen register and trap ruidtrace -aevices 
under FISA and Title 18. See 50 U.S.C. § 1841(2); 18 U.S.C. § 3127(3) & (4). 
(TS// SI/ / NF) 

The application also explained the proposed archiving and querying 
process. According to the application, the collected meta data would be 
stored in a secure NSA network accessible only through two administrative 
login accounts and by specially-cleared meta data archive system 
administrators. Each time the database was accessed, the retrieval request 
would be recorded for auditing purposes. ('fS//31//NF) 
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The application proposed allowing 10 NSA analysts access to the 
database.2JB The NSA analysts were to be briefed by the NSA Office of 
General Counsel concerning the circumstances under which the database 
could be queried, and all queries would have to be approved by one of seven 
senior NSA officials.2J9 (TS//81//NF) 

The application explained that the bulk collection woul~ 
parucutar e-mail addresses in order to chainin~ 

The application 
be performed 

based on the factual and practical considerations of everyday 
life on which reasonable and prudent persons act, there are 
facts giving rise to a reasonable articulable suspicion that a 

· known e-mail address is associated wi~ 

In addition, the NSA proposed applying the minimization procedures 
in the United States Signals Intelligence Directive 18 (USSID 18) to minimize 
the information reported conceming U.S. persons. According to the 
application, compliance with these minimization procedures would be 

238 At the govemmen~ber of NSA analysts was increased to 15 
when the Order was renewed---- (TS//SI/INF} 

239 When it granted the government's application, the FISA Court noted that in 
conventional pen register and trap and trace surveillances a court first reviews the 
application before a particular e-mail account can be targeted. The FISA Court stressed the 
importance of the NSA Office of General Counsel's obligation to ensure that the legal 
adequacy for such queries was met. ('I'S//Sf//NF) 
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monitored by the NSA's Inspector General and General Counsel. The 
government also proposed that in each renewal application the NSA would 
report to the FISA Court on queries that were made during the prior period 
and the application of the reasonable articulable suspicion standard for 
determining that queried addresses were terrorist-related. (TS//SI//NF) 

The application and supporting documents explained how the NSA 
inten NSA sought to use the meta 
da sophisticated 
algon to op contact o In the 
application, the NSA estimated that gathering 
and internal analysis it would meet the proposed querying standard on 
average less than once a day. The NSA further estimated that these queries 
would generate approximately 400 tips to the FBI and CIA per year.241 Of 
these tips to the FBI and CIA, the NSA projected that 25 percent would 
include U.S. person information, amounting to leads including information 
on about "four to five U.S. persons each month." ffS//81//NF) 

4. Judge Kollar-Kotelly Raises Questions about PR/TT 
Application (TS//SI//NFJ 

Judge Kollar-Kotelly wrote Baker to inform him 
that she was considering the application and was in the process of 
preparing an opinion and order in response to it. She wrote that before the 
opinion and Order could be completed, however, she required written 
responses to two questions: 

(1) Apart from the First Amendment proviso in the statute (50 
U.S.C. § 1842(a)(1), (c)(2)), what are the general First 
Amendment implications of collecting and retaining this 
large volume of information that is derived, in part, from the 
communications of U.S. persons? 

(2) For how long would the information collected under this 
authority continue to be of operational value to the 
counter-terrorism investigation(s) for which it would be 
collected? (TS//SI//NF) 

Baker responded in a letter to the FISA Court 
Concerning the first question, Baker's letter asserted that the proposed 

240 These analytic tools are discussed in Chapter Three. (U) 

241 The NSA ~ at this estimate based on the assu~ that each query could 
be expected to generat~e-mail addresses "one level out," an~addresses "two levels 
out." The overall number of direct and indirect contacts with the initial seed address would 
be significantly reduced using "analytical tradecraft." (TS//SI//:WV) 
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collection activity was consistent with the First Amendment and that he 
could find no reported decisions holding that the use of pen register and 
trap and trace devices violated the First Amendment. ('fS//81//NF} 

In his letter, Baker argued that although the meta data collection 
would include entirely innocent communications, a good-faith investigation 
does not violate the First Amendment simply because it is "'broa[d) in 
scope"' (quoting Laird u. Tatum, 408 U.S. 1, 10 (1972)). He also wrote that 
the use of the collected meta data would be "narrowly constrained" because 
the querying standard for the "reasonable 
articulable suspicion" of a nexus (TS//SI//PlF) 

Regarding Judge Kollar-Kotelly's second question concerning how 
long the collected meta data would continue to be of operational value, 
Baker wrote that, based on the analytic j 
information would continue to be relevant for at 
least 18 months. Baker also advised that the NSA believed the e-mail meta 
data would continue to retain operational value beyond 18 months, but that 
it should be stored "off-line" and be accessible to queries only by a 
specially-cleared administrator. Baker proposed that 3 years after the 
18-month timeframe, or 4V2 years after it is first collected, the meta data 
could be destroyed.242 (TS//81//NF) 

5. FISA Court Order (U) 

In response to the application and follow-up questions, on July 14, 
2004, Judge Kollar-Kotelly signed a Pen Register and Trap and Trace 
Opinion and Order based on her findings that the proposed collection of 
e-mail meta data and the government's proposed controls over and 
dissemination of this information satisfied the requirements of FISA. 
(TS I 'IIGS I '~U I 'NF) II II II 

The Order granted the government's application in all key respects. It 
approved for a tes of 
e-mail meta data The Order 
also required the to restrictions 
and procedures either adapted from or not originally proposed in the 
application. {T'e//HCS//SI//NF) 

In the Order, the Court found that the information to be collected was 
11dialing, routing, addressing, or signaling information" that did not include 

242 0-the FISA Court issued an order authorizing the NSA to 
maintain bulk meta data on-line for 4Y:i years after which time it must be destroyed. 
According to the NSA Office of General Counsel, the NSA still follows this retention 
procedure. (TSJ/H.C'i3//'i31/(NF) 
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the contents of any comm~on. The Court stressed that it was only 
authorizing collection of th~categories of information delineated in the 
application1 but acknowledged that tiona! information "could be 
gleaned" from that meta da 

- The Court found means 
of meta data were to be collected met the FISA definition of a "pen register/' 
and that the means for collecting th~category of meta data satisfied the 
FISA definition of a "trap and trace device." See 18 U.S.C. § 3127{3) & {4), 
as incorporated in FISA at 50 U.S.C. § 1841(2). (TS//IICS//31//NF) 

The Court further found that the government satisfied FISA's 
requirement that the application certify that the information likely to be 
obtained is relevant to an ongoing investigation to protect against 
international terrorism. The Court concluded that, ''under the 
circumstances of this case, the applicable relevance standard does not 
require a statistical 'tight fit' between the volume of proposed collection and 
I- II I II. - proportion of information that will be directly relevant to 

FBI investi'gati'ons "243 (TS' 'IICS 1 1SI 1 1NF) · II fl II 

The Court also agreed with the govemment's position that the privacy 
interest at stake in the collection of e-mail meta data did not rise to the 
"stature protected by the Fourth Amendment," and that the nature of the 
intrusion was mitigated by the restrictions on accessing and disseminating 
the information, only a small percentage of which would be seen by any 
person. (TS/ /IICS//81//NF) 

In sum, the Court concluded that the use of pen register and trap and 
trace devices to collect e-mail meta data would not violate the First 
Amendment, stating that 

the bulk collection proposed in this case is analogous to 
suspicionless searches or seizures that have been upheld under 
the Fourth Amendment in that the Government's need is 
compelling and immediate, the intrusion on individual privacy 
interests is limited, and bulk collection appears to be a 
reasonably effective means of detecting and · · 

243 The Court cautioned that its ruling with regard to the breadth of the meta data 
collection should not be construed as precedent for similar collections of the full content of 
communications under the electronic surveillance provisions of FISA. The Court noted 
important differences in the two types of collection, including the fact that overbroad 
electronic surveillance requires a showing of probable cause to believe the target is an agent 
of a foreign power, while the bulk meta data collection under FISA's pen register and trap 
and trace device provisions merely require~e overbroad collection is 
justified as necessary to discover unknow~ersons. The Court also 
contrasted the high privacy interests at stake with respect to content communications with 
the absence of a privacy interest in meta data. (TS/ / SI/ I PlF) 
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to 
{TS//HCS//SI//NE) 

and thereby obtaining information 
ongoing FBI investigations. 

However, the Court also was concerned that "the extremely broad 
nature of this collection carries with it a heightened risk that collected 
information could be subject to various forms of misuse, potentially 
involving abridgement of First Amendment rights of innocent persons." The 
Court noted that under 50 U.S.C. § 1842(c)(2), pen register and trap and 
trace information about the communications of a U.S. person cannot be 
targeted for collection unless it is relevant to an investigation that is not 
solely based upon the First Amendment. Therefore, the Court ordered that 
the NSA modify its criterion for querying the archived data by inserting the 
following underlined language, as shown below: 

will qualify as a seed 
s, based on the factual 

considerations of everyday life on which reasonable and 
prudent persons act, there are facts giving rise to a reasonable 
articulable 

basis of activities that are protected by the First Amendment to 
the Constitution. ('fS//IICS//SI/ /NF) 

Regarding the storage, accessing, and disseminating of the e-mail 
meta data obtained by the NSA, the Court ordered that the NSA must store 
the information in a manner that ensures it is not commingled with other 
data, and must "generate a log of auditing information for each occasion 
when the information is accessed, to include the ... retrieval request." The 
Court further ordered that the e-mail meta -ata "shall b accessed only 
through queries using the contact chaining _ ' as 
described by the NSA in the government's application. (TS//IICS//SI//NF) 

The Court noted the "distinctive legal considerations" involved in 
implementing the authority the Court was vesting in the NSA. Specifically, 
the Court observed that conventional pen register and trap and trace 
surveillance required judicial review before any particular e-mail account 
could be targeted. However, by granting the government's application, the 
Court noted that the~cision to target an e-mail address (sometimes 
referred to as a "see~) would be made without judicial review. 
Therefore, the Court ordered that the NSA's Office of General Counsel would 
be responsible for training analysts to comply with querying standards and 
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other procedures and "to review the legal adequacy for the basis of such 
queries, including the First Amendment proviso .... " (TS//IICS//81//PJF) 

As suggested by Baker in sponse to Judge 
Kollar-Kotelly's inquiry regarding the the collected data, the 
Court ordered that the e-mail meta data shall be available for 18 month~. for 
querying. The Court further ordered that after the 18-month period, the 
data must be transferred to an "off-line" tape system from which it could 
still be accessed for querying upon approval of the NSA officials authorized 
to approve queries, and that such meta data must be destroyed 41h years 
after initially collected. ('fS//liCS//SI//NF) 

The Court's Order was set to expire after 90 days. The Court required 
that any application to renew or reinstate the authority granted in the Order 
must include: a report discussing queries made since the prior application 
and :the ~SA's application o.f t~tandard to those queries; 
detruled information tegardm-proposed to be added to the 

n..-.,.,., 1h=>rt under the Order; any changes to the description qf the 
in the Order or the nature of the communications 

means of collection, 
of the pen register and 

trap and trace 
(TS I 1IiCS I 1SI I 1NF) fl If II 

Finally, the Court issued separate 
assist the NSA with the installation and use of pen register and trap and 
trace devices and to · the secrecy of the NSA's~ 

called "secondary orders,"­
was directed to compensate the carriers for all 

assistance provided in connection with the PR/TT Order. 
{TS//MCS//SI//NF) 

Baker and other witnesses told us that obtaining the Order was seen 
by the Department as a great success, and that there was general 
agreement that the government had secured all the 

Corney told us that 
obtaining the Order from the FISA Court also provided an "air of legitimacy" 
to the program.244 ('fS//STLW//SI//OC/NF) 

24 '1 Corney and others informally referred to the PR/TI Order as "the mother of all 
pen registers." (TS I I SI/f JllF) 

216 
TOP SECRET//S'i'L\\"//JIH€8/SK//OJRCON/MOFORM 



APPROVED FOR PUBLIC RELEASE 

TOP SECRET//STLW//HCS/81//0RCON/NOFORN 

B. 

E-mail meta data collection under FISA pen register authority began 
when the PR/'IT Order took effect on July 14, 2004. As · 
Order the in its own database or "realm." 

We discuss below the Presidenfs directive and the OLC memorandum 
that was drafted to analyze its legality. (Tr;?,/taTI.Vf//SI//OC/NF) 

1. The President's August 9, 2004, M~morandum to the 
Secretary of Defense (TS//81//NF) 

On August 9, 2004, the same day a routine Presidential Authorization 
was issued to continue Stellar Wind, the President sent a separate 
memorandum to f the e-mail 
meta data collecte The 
memorandum directed the Secretary of Defense that, consistent with the 
August 9, 2004, Presidential Authorization successor Presidential 

the NSA was authorized 
e-mail meta data 

245 The President's Memorandum provided that the authority to conduct such 
searches was to terminate on September 23, 2004. In the September 17, 2004, Presidential 
Authorization, this authority was extended until November 18, 2004. 
ffS I 

1S'fL'" I 
1 8£ I 'OC 1l'lF) /1 nff II I 
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2. 

Jack Goldsmith resigned as Assistant Attorney General for the Office 
of Legal Counsel on July 30, 2004. Goldsmith was replaced by Daniel 
Levin, who served as the Acting Assistant Attorney General for OLC until 
February 2005. (U) 

During late 2004, at the request of Corney and Ashcroft, Levin began 
work on an OLC memorandum addressing ...... , ...... , ... 
the NSA to the e-mail meta 

246 The-:!-mail meta data has since been placed on tape and is being held 
by the NSA O~eral Counsel pursuant to a preservation order. 
t'fS/ I O'fLVll I SII I 0 0/ NF) 

247 The final version of the OLC memorandum was signed by Levin on February 4, 
2005. Levin told the OIG that a 
memorandum to the specific pu 
However, Levin stated that, based on his analysis of the issue, he believed tha 
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Thus, the President asserted extrajudicial authority to order the 
further use of e-mail meta data collected under Stellar Wind for the limited 
purpose described in his August 9 memorandum. The FISA Court was 
notified of this action, although the government did not seek its permission. 
(TS 1 1STLnr 1 181 1 10C 'NF) Tl v¥/1 II I 

C. Non-Compliance with PR/TT Order (TS//81//NF) 

As with other orders issued under FISA, the PR/TT Order was 
renewed every 90 days. During the early renewals, two major instances of 
non-compliance were brought to the FISA Court's attention. As described 
below, these violations of the Order resulted primarily from the NSA senior 
officials' failure to adequately communicate the technical requirements of 
the Order to the NSA operators tasked with implementing them, and from 
miscommunications among the FISA Court, the Justice Department, and 
the NSA concerning certain legal issues. ('fS//81//NF) 

1. Filtering Violations (TS//SI//NF) 

filed a Notice of Compliance Incidents with 
Baker stated that the 

cited in the Notice "raise compliance issues with about 
collection authorized by the Court."248 The Notice as an 
attachment a letter from NSA General Counsel Robert Deitz to Baker 
describing · Deitz learned of 
these incidents 

could be queried for any purpose. Levin told 
us that, other than Addington, no one else was pushing to broaden the memorandum's 
application. l(fS//SXU"J/SI//GC/N¥) 

248 Subsequent filings indicate tha~of overall collections under the Order 
were affected by the violations. ffS//Sif/NFJ 

249 One tipper that was based on this unauthorized collection was disseminated as 
a lead to the FBI but was subsequently retracted. ffS//91//NF) 
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Kollar-Kotelly was "not happy" about the 
an Order Regarding 
(Compliance Order). 

wrote that the violated its own proposed limitations, which 
were attested to by its Director and, at the government's invitation, adopted 
as provisions of the orders of this Court." The Court found that the 
violations "resulted from deliberate actions by NSA personnel," as 
distinguished from technical failures. The Court stated it was also troubled . . - . . . . . . - violations, which extended from July 14 through 

and that the t to issue a renewal of 
I o (TS//81//NF} • 

same day, the Court issued an Order to address-
for Authorities Involving 

requiring that 
'ties 

be accompanied by 
a sworn by the Secretary of Defense attesting to the state of 
compliance with the PR/TT Order and a description of the procedures that 
would be used to ensure compliance. (TS//81//NF} 

the government moved for an extension of time 
which to provide the Secretary of Defense's 

granted, assured the Court that 
terminated on 

that on the NSA had moved to a 
meta data 
The NSA also represen it reconstructed its 

contact chaining database using only properly obtained meta data and 
purged the unauthorized meta data from the system. ([f'a//SI//NF) 

A declaration by NSA Director Wden accompanying the 
government's motion stated a total o-e-mail addresses we~ped as 
leads to the FBI and CIA during the violation period and tha~of these 
leads may have come from the unauthorized collection. Hayden wrote that 
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•
1 ad was purged from the FBI's and CIA's databases on 

(T8 I '81' 'NF) If II 

The NSA Office of the Inspector General subsequently issued a report 
on its investigation of the unauthorized collections. The NSA OIG report 
stated that the filtering violations "probably led to actual unauthorized 
collection, but we have not been able to determine the extent of such 
collection, and we are not certain that we will be able to do so." The report 

t the collection under PR Order · 

The rPM1nrr 

within both 
within the Signals Intelligence Directorate (SID)], and a complete lack of 
program management with regard to collection." The report stated that 
while the training provided by the NSA Office of General Counsel was 
"vigorous, conscientious, and compliant with the July 14 Order, it was 
· d t · " t.T-S ' 's!l:!L ... <t I u:1es I 'Sf ' 'ee '~""') Ina equa em scope. (T 1 r rLvv 111 IIIII NF 

According to the report, the NSA removed as much of the tainted 
collection from the PR/TT database as The NSA was unable to 
segregate unauthorized collection from so it rebuilt 
that portion of the PR/TT database from (the day after 
the violation was discovered), forward. Moreover, according to the NSA OIG 
report, analytical personnel were restricted from accessing the unauthorized 
meta data. ('fS//S'fLVJ//IICS//81//0C/NF) 

2. FISA Court Renews PR/TT Order (TS//SI//l\JF) 

The FISA Court's PR/TT Order expired On that 
date the government filed its first renewal application. The Renewal 

sought authorization to collect e-mail meta data o~ 
and stated that the NSA had fully complied with the PR/TT Order 

with respect to The t did not seek 
reauthorization for collection ue to a variety of 
operational reasons which the . (T8//8I//NF) 
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Judge Koll K t 11 d th Renewal Order 
authorizing thr he use of pen trap and 
trace devices at to collect e-mail meta data. The 
Renewal Order and the original Order were similar in most respects. 
However, in the Renewal Order the Court required the NSA to submit 
reports every 30 days · 

3. 

Baker told us that during one of his "oversight" visits to the NSA 
following the FISA Court's PR/TI Order, he was given a demonstration of 
how the NSA analysts processed the e-mail meta data, including an 
explanation of how e-mail meta data is collected and queried. Baker said he 
was informed that among the pieces of data that might be used to . . 

251 ln the initial PR/TT Order, the Court required such a report only upon the 
government's submission of a renewal application every 90 days. (TS{/SI//PlF) 

252 As noted above, seed-are e-mail address t 1 h bers for 
which a reasonable articulable suspTcfon exists to believe th is related 
to a terrorist entity. See~ are used to query the meta data database to reveal 
links with other addresses oYiluriibers. (Tg//SI//NF} 
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D. Subsequent PR/TT Applications and Orders (TS//81//IU) 

described above, the PR/TT Order was first renewed 
and was renewed by subsequent orders of the FISA Court at 

approximately 90-day intervals.254 (TS//SI//NF) 

the FISA Court issued a Supplemental Order 
reqiDrmg governmen eilhance its reporting to the Court of the foreign 
intelligence benefits realized under the PR/TI' Orders. Writing for the FISA 
Court, Judge Kollar-Kotelly stated that the authority granted under these . ,- ... -.. - NSA "to collect vast amounts of information about e-mail 

communications[,]" but that "the Court is unable on the 
current record to ascertain the extent to which information so collected has 
actually resulted in the foreign intelligence benefits originally anticipated." 
Supplemental Order at 1-2. The government responded with a motion 
requesting that, in light of prior briefmgs it had given the FISA Court, it not 
be required to fully comply with the Supplemental Order. It is not clear 
what if any specific action the FISA Court took in response to this motion, 
although based on the OIG's review of the PR/TT docket the government 
continued to submit regular reports to the FISA Court. 
(TS 1 1 8TLnT 1 181 1 100 'NF} If VJ I II I 
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II. Telephony Meta Data Collection Under FISA (TS//SI//NP) 

The second part of the Stellar Wind program brought under FISA 
authority was the NSA's bulk collection of telephony meta data (basket 2). 
As described in Chapter Three, under this aspect of the Stellar Wind 
program the NSA obtained · 
domestic and 

As with e-mail meta data, the J:mlk 

rou telephone 
number of each call, and the date, time, and duration of each call. The call detail records 
do not include the substantive content of any communication or the name, address, or 
financial information of a subscriber or customer. (TS//SI//NF) 
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~ny collection provided 
--contact 
(Tg' 'STvn 1 1SI I 

10C 'NF) II nfJ If I 

to conduct 

The transition of bulk telephony meta data collection from 
Presidential Authorization under the Stellar Wind program to FISA authority 
relied on a provision in the FISA statute that authorized the FBI to seek an 
order from the FISA Court compelling the production of "any tangible 
things" from any business, organization, or entity, provided the items are for 
an authorized investigation to protect against international terrorism or 
clandestine intelligence activities. See 50 U.S.C. § 1861. Orders under this 
provision commonly are referred to as "Section 215" orders in reference to 
Section 215 of the USA PATRIOT ACT, which amended the "business 
records" provision in title V of FISA.2sa The "tangible things" the government 
sought in the · r · d scribed in this section were the call . ' .. -
detail records (TS//STL'Jl//SI//OC/NE) 

- - ---

We describe below the circumstances that led to the government's 
decision to transition the bulk collection of telephony meta data from 
presidential authority to FISA Authority. We then summarize the 
government's initial application and the related Court Order. 
('fS 1 iSTVn 1 '81 1 10C 1NF) I I YV( f I I I 

A. Decision to Seek Order Compelling Production of Call detail 
records f'l'S//SI//NF) 

The timing of the Department's decision in May 2006 to seek a FISA 
Court order for the bulk collection of telephony meta data was driven 
primarily by extemal events. On December 16, 2005, The New York Times 
published an article entitled, "Bush Lets U.S. Spy on Catlers Without 
Courts." The article, which we discuss in more detail in Chapter Eight, 
described in broad terms the content collection aspect of the Stellar Wind 
program, stating that the NSA had "monitored the international telephone 
calls of hundreds, perhaps thousands, of people inside the United States 
without warrants over the past 

numbers' linked to al 

258 The term "USA PATRIOT Act" is an acronym for the Uniting and Strengthening 
America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism Act of 
2001, Pub. L. No. 107-56, 115 Stat. 272 (2001). It is commonly referred to as "the Patriot 
Act." (UJ 
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On December 17, 2005, in response to the article, President Bush 
publicly confirmed that he had authorized the NSA to intercept the 
international communications of people with "known links" to al Qaeda and 
related terrorist organizations (basket 1). On January 19, 2006, the Justice 
Department issued a document entitled "Legal Authorities Supporting the 
Activities of the National Security Agency Described by the President'' and 
informally referred to as a "White Paper," that addressed in an unclassified 
form the legal basis for the collection activities that were described in the 
New York Times article and confrrmed by the President. 
(T£ 1 1STLnr 1 1 SI 1 'QC 'NF) II nJJ If I 

According to Steven Bradbury, the head of OLC at that time 
contained in the White p,~,.,.,. 

259 On May 11, 2006, USA Today published the results of its investigation. The 
article, entitled "NSA Has Massive Database of American Phone Calls," reported that the 
NSA "had been secretly collecting the phone call records of tens of millions of Americans, 
using data provided by AT&T, Verizon, and BellSouth." The article stated that the program, 
launched shortly after the September 11 attacks, collected the records of billions of 
domestic calls in order to analyze C?-lling patterns to detect terrorist activity. The article 
reported that the records provided to the NSA did not include customer names, street 
addresses, and other personal information, but noted that such information was readily 
available by cross-checking the telephone numbers against other databases. 
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B. Summary of Department's Application and Related FISA 
Court Order (S/NF) 

As noted previously, applications to the FISA Court that seek an order 
compelling the production of "tangible things" are commonly referred to as 
"Section 215" applications, in reference to Section 215 of the USA PATRIOT 
ACT. Section 215 authorizes the FBI to request a FISA Court_ order 

requiring the production of any tangible things (including 
books, records, papers, documents, and other items) for an 
investigation to obtain foreign intelligence information not 
concerning a United States person or to protect against 
international terrorism or clandestine intelligence activities, 
provided that such investigation of a United States person is not 
conducted solely upon the basis of activities protected by the 
first amendment to the Constitution. (U) 

50 U.S.C. § 1861(a)(1).26I Section 215 does not require that the items 
sought pertain to the subject of an investigation; the government need only 
demonstrate that the items are relevant to an authorized investigation.262 

(U) 

~ ~ I I I I 0 • I I I - I 

On May 23, 2006, the FBI filed with the FISA Court a Section 215 
application seeking authority to coll.ect telephony meta data to assist the -

fying known and or agents o 
m support of ted FBI 

mvestigatlons then penamg and other 
The application requested an order 
produce (for the duration of the 90-day order) re to 
all telephone communications maintained by the carriers. The application 
described call detail records as routing information that included the 

261 "United States person" is defined in FISA as a citizen, legal permanent resident, 
or unincorporated association in which a "substantial number" of members are citizens ·or 
legal permanent residents, and corporations incorporated in the United States as long as 
such associations or corporations are not themselves "foreign powers." 50 U.S.C. 
§ 1801 (i)(2005). (U} 

262 Prior to the enactment of Section 215, the FISA statute's "business records" 
provisions were limited to obtaining inform.ation about a specific person or entity under 
investigation. Also, information could be obtained only from common carriers, public 
accommodation facilities, physical storage facilities, and vehicle rental facilities. (U) 
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originating and terminating telephone number of each call, and the date, 
time, and duration of each call. The application stated that telephony meta 
data did not include the substantive content of any communication or the 
name, address, or financial information of a subscriber or customer. 
According to the application, the majority of the telephony meta data 
provided to the NSA was expected to involve communications that were (1) 
between the United States and abroad, or within the United 
State local calls. 

The application acknowledged that th-collection would include 
records of communications of U.S. persons located within the United States 
who were not the subject of any FBI investigation. However, relying on the 
precedent established by the PR/TT Order, the application asserted that the 

......... ·,., ..... for the NSA to perform analysis to fmd know~ 
and to identify unknown operatives, some of whom may be 

in the United States or in communication with U.S. persons. The 
application stated that it was not possible to determine in advance which 
particular piece of meta data will identify a terrorist. The application stated 
that obtaining such bulk data increases the NSA's ability, through 

to detect and identify members 
words, according to the application, 

meta data analysis is possible only if the NSA "has collected and archived a 
broad set of metadata that contains within it the subset of communications 
that can later be identified as terrorist-related.'?6s fFS//SI//NF} 

263 The NSA told us that ~rage amount of telephony meta data 
""'"' 111 '""'+'"rl approximately-- call detail records and that the figure has not 

265 The FISA Court had stated in its July 2004 PR/TT Order that the FISA statute's 
"relevance" requirement is a relatively low bulk 
meta data is "relevant" to an investigation 
should be given to the fully considered judgmen assessing and 
responding to national security threats and in determining the potential significance of 
intelligence-related information." The government cited this precedent in the Section 215 
application, collection of e-mail meta data was relevant to FBI 
investigations so is the bulk collection of telephony 
metadata described herein." ~~~~~ 
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o.e·ternulne:a that, "based on the factual and practical 
considerations of everyday life on which reasonable and prudent persons 
act, there are facts giving rise to a articulable · the 
telephone number is associated 

the following proviso to the query standard: "provided, however, that a 
telephone number believed 
regarded as associated · 
solely on the basis of activi s that are protected by the First Amendment to 
the Constitution." (TS//81//NF) 

According to the application, the NSA estimated that only a tiny 
fraction (1 in 4 million, or 0.000025 percent) of the call detail records 
included in the database were expected to be analyzed. The results of any 
such analysis would be provided, or "tipped," to 

The application also proposed restrictions on access to, and the 
processing and dissemination of, the data collected that were essentially 
identical to those included in the PR/TI Order. These included the · 
requirement that queries be approved by one of seven NSA officials or 
managers and that the NSA's Office of the General Counsel would review 
and approve proposed queries of telephone numbers reasonably believed to 
be used by U.S. persons.267 (T8//81//NF) 

267 The application included several other measures to provide oversight of the use 
of meta data, such as controls on the dissemination of any. U.S. person information, the 
creation of a capability to audit NSA analysts with access to the meta data, the destruction 
of collected meta data after a period of 5 years (the destruction period for e-mail meta data 
was 4 1/:t years), and a review by the NSA's Inspector General and General Counsel 
conducted within 45 days of implementing the FISA Court order that assessed the 

(Cont'd.) 
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On May 24, 2006, the FISA Court approved the Section 215 
application. The Court's Order stated that there were reasonable grounds to 
believe that the telephony meta data records sought were relevant to 
authorized investigations being conducted by the FBI to protect against 
international terrorism. The Order incorporated each of the procedures 
proposed in the government's application relating to access to and use of 
the meta data. These procedures included a requirement that any 
application to renew or reinstate the authority for the bulk collection 
contain a report describing (1) the queries made since the Order was 
granted; (2) the manner in which the procedures relating to access and use 
of the meta data were applied; and (3) any proposed changes in the way in 
which the call detail records would be received from the communications 
carriers. The Order also requires the Justice Department to review, at least 
every 90 days, a sample of the NSA's justifications for querying the call 
detail records. (TS//gi//NF) 

Through March 2009, the FISA Court renewed the authorities granted 
in the May 24 Order at approximately 90-day intervals, with some 
modifications sought by the government. . . 

mmor mo grant of Section 215 
authority for the bulk collection of telephony meta data remained essentially 

Further, the FISA Court's Section 
modify its use of the telephony meta 

data from an analytical perspective. However, as discussed below, the FISA 
Court drastically changed the authority contained in its March 2009 Section 
215 Order following the government's disclosure of incidents involving the 
NSA's failure to comply with the terms of the Court's prior orders. 
{'fS I 

1 STV'IT I 
1 81 I 

100 1 NF) 1 1 wv1 r r 1 ' 

adequacy of the management controls for the processing and dissemination of U.S. person 
information. ffS//SIJJNF) 

268 As noted above, the Court granted an identical motion at the same time in 
connection with the bulk collection of e-mail meta data. ('fSI/SI/JNF) 
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C. Non-Compliance with Section 215 Orders (TS//81//NF) 

On January 9, 2009, representatives from the Department's National 
Security Division attended a briefing at the NSA concerning the telephony 
meta data collection. During the course of this briefing, and as confirmed 
by the NSA in the days that followed, the Department came to understand 
that the NSA was querying the telephony meta data in a manner that was 
not authorized by the FISA Court's Section 215 Orders. Specifically, the 
NSA was on a daily basis automatically querying the meta data with 
thousands of telephone identifiers from an "alert list" that had not been 
determined to satisfy the reasonable articulable suspicion (RAS) standard 
the Court required be met before the NSA was authorized to "access the 
archived data" for search or analysis purposes.269 (TS//81//NF) 

The alert list contained telephone identifiers that were of interest to 
NSA counterterrorism for the of the 
Section215 

the procedures the NSA had 
s,,.,~,.,..,,,., 215 authority, alerts (or matches) 

generated from RAS-approved identifiers could be used to automatically 
conduct contact chainiri~of the telephony meta data. 
However, automated an~ated by non-RAS approved 
identifiers were not permitte-d· instead the alerts were sent to analysts to 
determine whether chaining as warranted in 
accordance with the RAS stalidard.- (TS//8!//NF) 

On January 15, 2009, the Justice Department notified the FISA Court 
that the NSA had · · 

269 The term "telephone identifier" used by the government means a telephone 
number as well as other unique identifiers associated with a particular user or 
telecommunications device for purposes of billing or routing communications. 
~Sf/SI/fNF) 

270 Following the Department's notice to the Court, the NSA attempted to complete 
a software fix to the alert process so that "hits" against the telephony meta data generated 
by non-RAS-approved telephone identifiers were deleted and that only "hits" generated by 
RAS-approved identifiers were sent to NSA analysts for further analysis. The NSA also 
attempted to construct a new alert list consisting of only RAS-approved telephone 
identifiers. However, the implementation of these modifications was unsuccessful and on 
January 24, 2009, the NSA shut down the alert process completely. rrS//81//NF) 
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Court issued an order stating that it was "exceptionally concerned about 
what appears to be a flagrant violation of its Order in this matter[.]" The 
Court required the government to flle a brief to "help the Court assess 
whether the Orders in this docket should be modified or rescinded; whether 
other remedial steps should be directed; and whether the Court should take 
action regarding persons responsible for any misrepresentations to the 
Court or violation of its Orders, either through its contempt powers or by 
referral to appropriate investigative offices." The Court also required the 
government to address several additional specific issues, including who 
knew that the alert list being used to query the meta data included 
identifiers that had not been determined to meet the reasonable and 
articulable suspicion standard, how long the "unauthorized querying" had 
been conducted, and why none of the entities the Court directed to conduct 
reviews of the meta data collection program identified the problem earlier.271 
(TS I 1SI I 'NF) fl I I 

On February 17, 2009, the government responded to the Court's 
Order and acknowledged that the NSA's previous descriptions to the Court 
of the alert list process were inaccurate and that the Section 215 Order did 
not authorize the government to use the alert list in the manner that it did. 
The government described for the Court in detail how the NSA developed 
procedures in May 2006 to implement the Section 215 authority that 
resulted in the NSA querying the telephony meta data with non-RAS 
approved telephone identifiers for over 2 years in violation of the Court's 
Orders, and how those procedures came to be described incorrectly to the 
Court. According to the government, the situation resulted from the NSA's 
interpretation of the term "archived data" used in the Court's Orders and 
the NSA's mistaken belief that the alert process under the Section 215 
authority operated the same as the alert process under the Pen 
Register/Trap and Trace authority.272 The government told the Court that 
"there was never a complete understanding among key personnef' who 
reviewed the initial report to the Court describing the alert process about 

271 The entities directed to conduct such reviews under the Section 215 Orders were 
the NSA's Inspector General, General Counsel, and Signals Intelligence Directorate 
Oversight and Compliance Office. (U I I FOYO) 

272 The NSA understood the term "archived data" in the Court's Order to refer to the 

satisfy the RAS standard was only triggered when the NSA sought access to the stored, or 
"archived," repository of telephony meta data. For this reason, in the NSA's view, it was not 
required to limit the alert list to RAS-approved identifiers. (TS/ / SI/ / NF) 
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what certain terminology was intended to mean, and that "there was no 
single person who had complete technical understanding of the BR FISA 
system architecture." (TS//81//~lF) 

The government argued that the Section 215 Orders should not be 
rescinded or modified "in light of the significant steps that the Government 
has already taken to remedy the alert list compliance incident and its 
effects, the significant oversight modifications the Government is in the 
process of implementing, and the value of the telephony metadata collection 
to the Government's national security mission[.}"273 Among the several 
measures the government highlighted to the Court was the NSA Director's 
decision to order "end-to-end system engineering and process reviews 
(technical and operational) of NSA's handling of [telephony] metadata." Less 
than two weeks after the government flled the response summarized above, 
the government informed the Court that the NSA had identified additional 
compliance incidents during these reviews.274 (TS//SI//NF) 

In Orders dated March 2 and 5, 2009, the FISA Court addressed the 
compliance incidents reported by the government and imposed drastic 
changes to the Section 215 authorities previously granted. The Court first 
addressed the NSA's interpretation of the term "archived data." The Court 
said the interpretation "strains credulity" and observed that an 
interpretation that turns on whether the meta data being accessed has been 
"archived" in a particular database at the time of the access would "render 
compliance with the RAS requirement merely optional." (TS//81//NF) 

telephone was used to query the meta 
data for a report, the identifier was either already the subject of a FISA Court order or had 
been reviewed by the NSA's Office of General Counsel to ensure the RAS determination was 
not based solely on a U.S. person's First Amendment-protected activities. (TS//SI//NF) 

274 The additional compliance incidents involved the NSA's handling of the 
telephony meta data in an unauthorized manner. The first incident involved the NSA's use 
of an analytical tool to query (usually automatically) the meta data with non-RAS approved 
telephone identifiers. The tool determined if a record of a telephone identifier was present 
in NSA databases and, if so, provided analysts with information about the calling activity 
associated with that identifier. The second incident involved three analysts who conducted 
chaining analyses in the telephony meta data using 14 non-RAS approved identifiers. 
According to the government's notice to the Court, the analysts conducted queries of 
non-FISA authorized telephony meta data and were unaware their queries also ran against 
the FISA-authorized meta data. The government stated that none of the queries used an 
identifier associated with a U.S. person or telephone identifier and none of the queries 
resulted in intelligence reporting. ffS//81//NF) 
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The Court next addressed the misrepresentations the government 
made to the Court from August 2006 to December 2008 in reports that 
inaccurately described the alert list process. The Court recounted the 
specific misrepresentations and summarized the government's explanation 
for their occurrence. The Court then concluded, 

Regardless of what factors contributed to making these 
misrepresentations, the Court fmds that the government's 
failure to ensure that responsible officials adequately 
understood the NSA's alert list process, and to accurately report 
its implementation to the Court, has prevented, for more than 
two years, both the government and the FISC from taking steps 
to remedy daily violations of the set 
forth in FISC orders and designed to ........ ,.r .. ,. 
detail records pertaining to telephone of U.S. 
persons located within the United States who are not the 
subject of any FBI investigations and whose call detail 
information could not otherwise have been legally captured in 
bulk. (T~//SI//NF) 

The Court also addressed the additional non-compliance incidents 
that were identified during the initial review ordered by the NSA Director, 
observing that the incidents occurred despite the NSA implementing 
measures specifically intended to prevent their occurrence. In view of the 
record of compliance incidents the government had reported to date, the 
Court stated, 

[I]t has finally come to light that the FISC's authorizations of 
this vast collection program have been premised on a flawed 
depiction of how the NSA uses BR metadata. This 
misperception by the FISC existed from the inception of its 
authorized collection in May 2006, buttressed by repeated 
inaccurate statements made in the government's submissions, 
and despite a government-devised and Court-mandated 
oversight regime. The minimization procedures proposed by the 
government in each successive application and approved and 
adopted as binding by the orders of the FISC have been so 
frequently and systemically violated that it can fairly be said 
that this critical element of the overall BR regime has never 
functioned effectively. (TS/ / SI // NF) 

Despite the Court's concerns with the telephony meta data program, 
and its lack of confidence "that the government is doing its utmost to ensure 
that those responsible for implementation fully comply with the Court's 
orders," it authorized the government to continue collecting telephony meta 
data under the Section 215 Orders. The Court explained that in light of the 

235 
TOP SEC~/ /STL'W//HCS/Sf/ /Oft:COM/NOII'Oitf\T 



APPROVED FOR PUBLIC RELEASE 

TOP SBGRET,' /STJ:lW//HOS/81/ /ORCON/MOFORN 

government's repeated representations that the collection of the telephony 
meta data is vital to national security, taken together with the Court's prior 
determination that the collection properly administered conforms with the 
FISA statute, "it would not be prudent" to order the government to cease the 
bulk collection. (TS//81//NF) 

However, believing that "more is needed to protect the privacy of U.S. 
person information acquired and retained" pursuant to the Section 215 
Orders, the Court prohibited the government from accessing the meta data 
collected "until such time as the government is able to restore the Court's 
confidence that the government can and will comply with previously 
approved procedures for accessing such data."275 The government may, on 
a case-by-case basis, request authority from the Court to query the meta 
data to obtain foreign intelligence.276 Such a request must specify the 
telephone identifier to be used and the factual basis for the NSA's RAS 
determination. (TS//SI//NF) 

The Court ordered that upon completion of the NSA's end-to-end 
system engineering and process reviews, the government file a report that 
describes the results of reviews, discusses the steps taken to remedy 
non-compliance incidents, and proposes minimization and oversight 
procedures to employ should the Court authorize resumption of regular 
access to the telephony meta data. The government's report also must 
include an affidavit from the FBI Director and any other government 
national security official deemed appropriate describing the value of the 
telephony meta data to U.S. national security. ('fS//91//NF) 

Additionally, the Court ordered the government to implement 
oversight mechanisms proposed in the government's response to the 
compliance incidents. These mechanisms generally require the Justice 
Department's National Security Division to assume a more prominent role in 
the NSA's administration of the bulk collection program. For example, the 
NSA's Office of General Counsel must now consult with the National 

275 The Court also stated, "Given the Executive Branch's responsibility for and 
expertise in determining how best to protect our national security, and in light of the scale 
of this bulk collection program, the Court must rely heavily on the government to monitor 
this program to ensure that it continues to be justified, in the view of those responsible for 
our national security, and that it is being implemented in a manner that protects the 
privacy interests of U.S. persons[.J" ffS//81//UF) 

276 The Court authorized the government to query the meta data without Court 
approval to protect against an imminent threat to ·human life, with notice to the Court 
within the next business day of the query being conducted. The Court also authorized the 
government to access the meta data to ensure "data integrity" and to develop and test 
technological measures designed to enable to the NSA to comply with previously approved 
procedures for accessing the meta data. (TS//SI//PlF) 
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Security Division on all significant legal opinions that relate to the 
interpretation, scope, or implementation of past, current, and future Section 
215 Orders related to the telephony bulk meta data collection. 
(T~ I 'SI I 'NF) II II 

On May 29, 2009, the Court authorized the government to continue 
collecting telephony meta data under ~e Section 215 Orders for 43 days 
subject to the same limitations set out in its orders of March 2 and 5, 2009. 
(TS ''~HI 'NF) 1 r r 1 

Ill. Content Collection under FISA (TS//SI//NF) 

The third and last part of the Stellar Wind program brought under 
FISA authority was content collection (basket 1). The effort to accomplish 
this transition was legally and operationally complex, and our discussion in 
this section does not address each statutory element or the full chronology 
of the government's applications and related FISA Court orders. Rather, we 
describe the circumstances surrounding the government's '·'"'·'" .. ·~.!.!. 
transition content collection from to 

We also summarize the FISA 
response governmen con collection proposals and the 

orders it issued. In this section, we describe one FISA Court judge's 
rejection of the government's legal approach to content collection, a decision 
that hastened the enactment of legislation that significantly amended the 
FISA statute and provided the government surveillance authorities broader 
than those authorized under Stellar Wind. (TS//STV.ll//81//0C/NF) 

A. Decision to Seek Content Order (TS//81//NF) 

The Department first began work on bringing Stellar Wind's content 
collection activity (basket 1) under FISA in March 2005, shortly after Alberto 
Gonzales became Attorney General. Gonzales told us that he initiated 
discussions about making this change with OLC Principal Deputy Assistant 
Attorney General Bradbmy. Gonzales said that he had questions about how 
the NSA was conducting the collection in terms of audits and checks being 
performed, and he wanted to ensure that the agency was running the 
program properly. Gonzales told us that placing content collection under 
FISA authority would also eliminate the constitutional debate about the 
activity and would reassure people that the President was acting according 
to the Constitution and the law. Gonzales said that, in his view, it is better 
to conduct activities such as content collection without a direct order from 
the President when possible. Gonzales added that in 2001 nobody thought 
it was possible to bring Stellar Wind under FISA authority. 
{'fS 1 1 S'fbm 1 1 SI 1 1 QC 'NF) T I vv I I I I I 
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When Gonzales became Attorney General in early 2005, however, he 
also knew there had been a leak to The New York Times about the NSA's 
content collectioh activity under Stellar Wind and that the paper was 
actively investigating the story. In November 2004, Gonzales (then the 
White House Counsel), together with Deputy Attorney General Corney and 
his Chief of Staff, had met with New York Times reporters to discuss the 
potential article.277 (TS//STLW//SI//OC/NF) 

In response to Gonzales's request, Bradbury, working with attorneys 
in OLC and the Office of Intelligence and Policy Review (OIPR) as well as 
with NSA personnel, devised a legal theory, summarized below, for bringing 
under FISA the Stellar Wind program's content collection activities while 
preserving the "speed and agility" many Intelligence Community officials 
cited as the chief advantage of the NSA program. In June 2005, Bradbury, 
together with Associate Deputy Attorney General Patrick Philbin, presented 
the legal theory to White House officials David Addington, Harriet Miers, and 
Daniel Levin and received their approval to continue work on a draft FISA 
application.278 f!FS//STVN//81//0C/NF) 

Bradbury told the OIG that he also spoke to the Director of National 
Intelligence and to NSA officials about bringing Stellar Wind's content 
collection under FISA. According to Bradbury, the Director of National 
Intelligence responded positively to the proposal, but the NSA was skeptical 
as to whether a FISA approach would be feasible, in view of the substantial 
administrative requirements under the FISA Court's PR/TI Order. The NSA 
also believed that the FISA Court would be reluctant to grant the NSA the 
operational flexibility it would insist on in any content application, resulting 
in less surveillance coverage of telephone numbers and e-mail addresses 
used by persons outside the United States. f[fS//STL'vV//SI//OC/NF) 

As discussed in detail in Chapter Eight of this report, in December 
2005 The New York Times published its series of articles on the content 
collection portion of the Stellar Wind program, resulting in considerable 
controversy and public criticism of the NSA program. Through the spring of 
2006, the Department continued work on the content application. In May 
2006, at the first of the FISA Court's semiannual meetings that year, the 
Department provided the Court a draft of the application for content 
collection to obtain feedback on the government's unconventional approach 
to the FISA statute. None of FISA Court judges indicated whether the 

277 The New York Times held the article until December 2005, when it published a 
series of articles on the content collection portion of Stellar Wind. (TS//SI//~F) 

278 After serving as Acting Assistant Attorney General for OLC from June 2004 to 
February 2005, Levin joined the National Security Council, where he remained until 
approximately November 2005. (U) 
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application would be granted if flled, but some identified concerns with 
certain aspects of the proposal. fFS//STLVI//SI//00/NF) 

At this time, Congress and the Administration were also discussing 
how to modernize the FISA statute to authorize the type of electronic 
surveillance that the content application sought. Work on the application 
was temporarily suspended as the Department focused its attention on 
working with Congress to craft this legislation. However, this suspension of 
work on the content application was brief. Bradbury said he concluded by 
the fall of 2006, as Congress was heading for recess, that there would be no 
legislative reform of the FISA statute in the foreseeable future that would 
address content collection as it was being conducted under Stellar Wind. As 
a result, the Department pressed forward with the draft content application 
to the FISA Court. (TS//STLI..V//SI//0€/NF) 

B. Summary of Department's December 13, 2006, Content 
Application ('I'S/ /SI/ /NF) 

In November 2006, at the second of the Court's semiannual meetings, 
the Department presented an updated draft of the application that 
incorporated feedback received from members of the Court during the 
previous semiannual meeting. On December 13, 2006, the Department 
formally filed the content application with the Court. (TS//SI//NE) 

The government's December 13 application sought authority to. 
,...,..,..,...,., ... ,.. the content of and electronic communications of 

, 
to to new is vital for the U.S. Intelligence 

Community to be able quickly and efficiently to acquire 
communications to or from individuals reasonably believed to 

279 The content application included the following caveat: 

By filing this application, the United States does not in any way suggest that 
the President lacks constitutional or statutory authority to conduct the 
electronic surveillance detailed herein without Court authorization. 
(TS//Sif/NF) 
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be members or agents of 
(TS I 1SI I INF) I f I I 

powers. 

According to the application, the goal was to establish "an early 
warning system" under FISA to alert 

to asstst 
"early warning system" sought to 

replace the conventional practice under FISA of filing individual applications 
each time the government had probable cause to believe that a particular 
phone number or e-mail address, referred to by the NSA as a "selector," was 
being used or about to be used by members or agents of a foreign power. 
(TS I 1 ~H //NF) I I I I 

In the place of this individualized process, the application proposed 
that the FISA Court establish for the interception of 
communications - specifically, that can be targeted and the 
locations where the surveillance can conducted -- and that NSA officials, 
rather than FISA Court judges, determine within these parameters 

u.v..uc:u. selectors whose communications 

The legal arguments underlying the government's approach are 
complex and involve substantial communications terminology. They also 
require lengthy discussion of the FISA statute and previous FISA Court 
decisions. Rather than describe at length these issues, in this section we 
detail the two main components of the government's approach to content 
collection in the FISA application that are critical for understanding one 
judge's approval of the application and another judge's later rejection of 
essentially the same application. ('fS//81//NF) 

First, the government proposed an interpretation of the term "facility" 
in the FISA statute that was broader than how the term was ordinarily, but 

2so The Department's application provided an example to illustrate the risks 
associated with the existing requirement that FISA Court approval or Attorney General 
emergency authorization be obtained each 

number or e-mail address: 

ap]pm;auLon, valuable 
to receive FISA Court authorization or 

Attorney General emergency authorization to target the new address. l[fS//SI//NF) 

240 
TOP SECRE'f//STLW/ /HCS/81//0RCON/MOFORM 



I . 

I 
I 

APPROVED FOR PUBLIC RELEASE 

TOP SECRET//STLW//IICS/81//0RCON/NOFORN 

not always, applied.281 Section 1805(a)(3)(B) of FISA provides that the Court 
may order electronic surveillance only upon fmding that there is probable 
cause to believe that "each of the facilities or places at which the electronic 
surveillance is directed is being used, or is about to be used, by" a group 
involved in international terrorism. The term "facilities" generally was 
interpreted to refer to individual telephone numbers or e-mail addresses at 
which surveillance is "directed." (TS//91//NF) 

use 
282 Under this approach, instead of 

telephone numbers or e-mail 
addresses, the Court would determine 
cause to believe that the target was ..... .,. ........ ""' 

bable 

coinmunicate telephonically or by e-mail.2B3 ....Q.~~H=~,W-1-/-~~df:::~fll!t-

Second, the government's application requested that senior NSA 
officials be authorized to make individualized findings of probable cause 
about whether a particular telephone number or e-mail address was being 
used by a member or agent of one of the application's targets. Ordinarily, a 
FISA Court judge makes this probable cause determination. (T8//SI//NF) 

To implement this transfer of authority, the government proposed that 
NSA officials make the probable cause determinations as part of 
requirements called "minimization procedures," which are detailed rules 

2s1 The government's Memorandum of Law filed in support of the content 
application described several instances where the FISA Court authorized surveillance of 
fi 'lit' th t t limited t arti ular t 1 h b d ail ddr I I 

~ • I I• I .- .. II .. _I 

!"' •• - , I" .- •· I 1 · II I :It .. II 

~a declaration from the NSA Director that 
---use of the international telephone system and 
communications. ('fS//91//NF) 
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that govem how the govemment must handle communications that it 
intercepts pertaining to U.S. persons. The FISA statute provides that each 
FISA application must include, and the FISA Court must approve, 
minimization procedures that the agency will follow with respect to 
communications intercepted pursuant to a FISA Court order. (TS//81//NF) 

Minimization procedures, in the FISA context, ordinarily govem the 
handling of intercepted communications involving U.S. persons after the 
acquisition has been approved by the FISA Court. In other words, a FISA 
Court authorizes the agency to intercept the communications of particular 
selectors, and the agency follows the minimization procedures with respect 
to how it retains, uses, and disseminates any U.S. person information it 
collects under the Court's order. (TS//81//NF) 

However, the govemment proposed as part of the content application 
that the minimization procedures also encompass how the NSA acquires the 
communications.2B4 Specifically, the application proposed that the NSA 
could intercept the communications of specific selectors if agency officials 
determined there was probable · u .. ~· ... ~"" 
used by a member or agent of 
-and (2) the communication is to or from a foreign country. The 
application referred to this as the "minimization probable cause 
standard."285 (TS//SI//NF) 

Thus, the content application had a two-prong "minimization probable 
cause standard": (1) probable cause to believe a selector is being used by a 
member or agent of a targeted group, and (2) probable 

284 Bradbury told the OIG that this argument was based on the text of the FISA 
statute, which states that minimization procedures apply to the "acquisition" of 
communications in addition to their retention and dissemination. See 50 U.S.C. 
§ 1801(h)(l). Indeed, the government's Memorandum of Law filed in support of the content 
application described several cases in which the FISA Court authorized the government to 
conduct electronic surveillance that included minimization at the time of acquisition. 

targete~ 
those the 

285 The proposed "minimization probable cause standard" was in addition to the 
standard minimization procedures that accompany every FISA application submitted by the 
government and that have been long-approved by the FISA Court. fl'S/181//NF) 
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For the frrst prong- probable cause to believe a selector is being used 
by a member or agent of a targeted group- NSA analysts would assess 
sources of "reliable intelligence," defined in the application as information 
from a variety of domestic and foreign intelligence and law enforcement 
activities. Under the terms of the application, positive fmdings of probable 
cause would be recorded in a database and the assessment process wc;mld 
be subject to periodic internal review by NSA officials, including the NSA 
General Counsel and Inspector General. f:FS//SI//NF) 

For the second prong - probable cause to believe the communication 

286 The application acknowledged ·- '"" . - ... '. cepted at the 
-••• .. •-·-" calls where in the United States, 

the United States (even 

NSA had probable 
call could be 

intercepted. The application stated that such handled in 
accordance with NSA's standard minimization procedures that apply to all of the agency's 
electronic surveillance activities. (TS/fSifjNF) 

287 As it did with telephone communications, the application acknowledged that the 
manner in which e-mail communications are routed would cause the NSA to collect some 
e-mail communications that in fact are between communicants wholly within the United 

(Cont'd.) 
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Thus, viewing the government's approach to both "facilities'' and 
"minimization procedures" together, the December 13, 2006, content 

commurucations se numbers and 
n .... ~..,.,~.., are to or from a foreign country. If they were, the NSA could 

direct the telecommunications carriers to intercept the communications of 
those 

Under the terms of the application, communications acquired by the 
NSA could be retained for 5 years, unless the Court approved retention for a 
longer The application also stated that the NSA expected to initially 
target e-mail addre 
agents 

An additional aspect of the content application is important to 
understand. The "early warning system" the goverru;nent proposed applied 
both to "domestic selectors" and "foreign selectors." Domestic selectors are 
telephone numbers and e-mail addresses reasonably believed to be used by 
individuals in the United States; foreign selectors are telephone numbers 
and e-mail addresses reasonably believed to be used by individuals outside 
the United States. Under Stellar Wind, the NSA intercepted the 
communications of both categories of selectors, although the NSA tasked far 
more foreign selectors than domestic selectors. fFS//S'fLVI//SI//00/NF) 

States, even though the NSA had probable cause to believe the communication was to or 
from a foreign country. The application stated that the NSA would handle any such 
communications in accordance with its standard minimization procedures. (TSl/81//NF) 
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The government proposed in its content application that the domestic 
selectors would be subject to more rigorous targeting approval and more 
frequent reporting to the FISA Court than foreign selectors, but the 
application sought to preserve NSA officials' authority to make the probable 
cause determinations as to each.2ss As we describe below, the frrst FISA 
Court judge to consider the content application, Judge Malcolm Howard, 
was unwilling to extend this authority to domestic selectors. (1'8/ / SI/ I NF) 

C. Judge Howard Grants Application in Part (TS//SI//NF) 

The Department's December 13, 2006, content application was 
assigned to Judge Howard, because he was the "duty" judge that week 
responsible for considering new applications,2B9 Judge Howard advised the 
Department orally that he would not authorize, on the terms proposed in 
the application, the electronic surveillance of selectors to be used by 
persons in the United States (domestic selectors). He did not issue a written 
opinion or order concerning this decision. The Department, in response to 
Judge Howard's oral advisement, filed a separate application requesting 
authority to conduct electronic surveillance on domestic selectors. This 
application, summarized below, was filed on January 9, 2007, and is 
considered the frrst "domestic selectors application"; the December 13 
application is considered the frrst "foreign selectors application." 
(TS I 'SI "NF) II II 

Judge Howard also requested 

....................... "facilities" under , 
vvJL.UCILLL'-·'" au sought in the government's content 

application would in fact be "directed" not at these "facilities" but rather at 
the particular telephone numbers and e-mail addresses the government 
would" task for collection. (TS//SI//NF) 

In response, the Department ffied a supplemental memorandum of 
law on January 2, 2007, arguing that the government's construction of the 

288 Under the terms of the original content application, domestic selectors tasked by 
the government would subsequently be reported to the Court for approval. The Court 
either had to approve each domestic selector within 48 hours of receiving the government's 
report or, if the Court did not agree there was probable cause to believe the selector was 
being used by a member or agent of a target of the application, provide the government 24 
hours to submit additional information establishing probable cause. Foreign selectors 
tasked by the government did not require subsequent approval by the Court, although the 
Court could direct that the surveillance of any selector cease. (TS//SIJ/~TF) 

289 The Department offered to submit the application to the FISA Presiding Judge, 
Judge Kollar-Kotelly, but she said that it should be ftled in the normal fashion, which 
meant it would be assigned to the FISA duty judge that week. ffS//81//~fF) 
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terms "facilities" and "directed" was fully consistent with the text of FISA 
and supported by FISA Court practice and precedent. The memorandum 
further explained why the traditional approach to surveillance under FISA 
would not provide the speed and agility necessruy for the "early warning 
system" the application sought to create.290 (T8//81//NF) 

On January 10, 2007, Judge Howard approved the Department's 
content application as to foreign selectors, endorsing the legal framework on 
which the content application for foreign selectors was based, including the 
broad construction of the term "facility'' and the use of minimization 
procedures to empower NSA officials to make targeting decisions about 
particular selectors. Judge Howard's Order authorized the government to 
conduct electronic surveillance for a period of 90 days at the "facilities" 
identified in the 

Judge Howard's Order also required that an attorney from the Justice 
Department's National Security Division review the NSA's justifications for 
targeting particular foreign selectors. The Order required the government to 
submit reports to the FISA Court every 30 days listing new selectors tasked 
during the previous 30 days and briefly summarizing the basis for the NSA's 
determination that the first prong of the minimization probable cause 
standard has been met for each new selector.292 The Order preserved the 
Court's authority to direct that surveillance cease on any selectors for which 

290 On this point, the memorandum cited the government's limited resources as 
presenting a significant obstacle to filing a separate FISA application for each selector it 
wanted to p1~urveillance. The government stated that it anticipated initiating 
collection o~ new selectors each month, a figure that translates to fi~ 
motion to amend a FISA order or seeking Attorney General emergency authority~-- _ _ 
.times per day (or, alternatively~on or seeking one Attorney General 
emergency authorization covering----new selectors each day). The government 
stated that if the government proceeded under any of these options, valuable intelligence 
would be lost. ('FS//SI//NF) 

291 As noted earlier, the Order compelled The Order 
also required that with each request for government present a list of 
current selectors previously reported to the Court that the govemment intended to continue 
tasking, identify any selectors reasonably believed to be used by U.S. persons outside the 
United States, and as of communications that mentioned a 
tasked e-mail that were not to or from that 
selector. -f'F.5thi-Rf.J-..AIH 

292 As noted above, the first prong of the standard is that 
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the Court found that the first prong of the standard has not been satisfied. 
In addition, the Order required the NSA Inspector General, General Counsel, 
and Signals Intelligence Directorate to periodically review the authorized 
collection activities. These NSA offices were required to submit a report to 
the Court 60 days after the collection was initiated under the Order that 
would address the adequacy of management controls and whether U.S. 
person information was being handled properly. f!FS//SI//NF) 

According to several Department and NSA officials, the effort to 
implement J · 

As a result of the Order, the Department and NSA submitted to the 
FISA Court for its review the factual basis for each selector supporting the 
govemment's determination that the "minimization probable cause 
standard" had been satisfied. The Department accomplished this pursuant 
'"' ·-~_-.,_,,, ed by Judge Howard un.r which the Department f:tled 

foreign selectors every days for the duration of the 
90-day Order. (T~//SI//NF) 

The probable cause explanation for each foreign selector f:tled with the 
Court typically was described in several sentences. According to Bradbury, 
he impressed upon the NSA that Judge Howard would review each 
submission and inquire about how recently the NSA had acquired 
communications relating to a particular selector. According to Matthew 
Olsen, the Deputy Assistant Attomey General in the Department's National 
Security Division who was responsible for overseeing intelligence matters, 
Judge Howard did in some cases inquire about the government's factual 
basis for believing the minimization probable cause standard has been 
met.293 Bradbury also said he stressed that the Court would scrutinize the 
NSA's probable cause determinations more rigorously than the agency had 
been doing itself and that the Court was more likely to approve a selector 
where the surveillance was current than it would a selector that has 
"remained dormant for months."294 (TS//81//NF) 

293 Olsen was involved in the drafting and presentation to the FISA Court of the 
content application and the govemment's implementation of the related FISA Court Orders. 
('fS/JSif/NF) 

294 However, Bradbury noted that the FISA Court's "tendency to look for recent 
information" in ass;essw 
"problematic" becau 
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Olsen told us foreign selectors ultimately 
were filed with the FISA Court under the terms of Judge Howard's Order. 
Olsen said that the NSA strived to submit that were deemed high 
priority, that had a well-documented nexus foreign powers, 
and that. had recent communications activity. Attorneys from OIPR, who 
under the terms of the Order were required to review the NSA's justification 
for each foreign selector that it tasked, worked with the NSA on this 
large-scale review process. According to Olsen, OIPR attorneys 
''double-c;:hecked" the NSA's probable cause determination for each selector, 
but did not conduct· t probable cause inquiries. This review 
iden that in OIPR's judgment required 
additional documentation before they could be submitted to the Court.295 
Olsen described the back-and-forth between OIPR and the NSA as 
"constant," and said the NSA was receptive to OIPR's involvement. Olsen 
stated that the NSA committed significant resources to the transition of 
foreign selectors. (TS//81//NF) · 

Both Bradbury and Olsen observed that the transition of content 
collection of foreign selectors to FISA required some adjustment by the NSA 
in its approach to establishing probable cause. For example, while an NSA 
analyst might base a probable cause determination to some extent on 
intuition, similar to a "cop on the beat," it was a different proposition when 
that probable cause determination had to be reviewed by several OIPR 
attomeys trying to anticipate how the FISA Court might view the judgment. 
Olsen stated that it was also "new" for the NSA to document the probable 
cause to the level OIPR believed the FISA Court would require. According to 
Bradbury, the effort sought an equilibrium between "the necessary speed 
and agility" and the "multiple layers of probable cause determination." 
Bradbury and Olsen both told the OIG that the NSA had concerns about 
whether the FISA approach to content collection would work and the extent 
to which a measure of effectiveness would be lost under FISA Court 
supervision. ffS//81//NF) 

D. Domestic Selectors Application and Order (TS//SI//ffti') 

In contrast to foreign selectors, Judge Howard advised the Justice 
Department that requests for surveillance of the international calls of 
domestic selectors - telephone numbers or e-mail addresses reasonably 
believed to be used by individuals in the United States- should be filed with 

295 Olsen told the OIG that he believes the NSA de-tasked some of these foreign 
selectors. (TS/1 SI// PlF) 
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the Court in a separate application. Judge Howard also advised OIPR 
officials that any such application should take a more traditional approach 
to FISA, meaning the "facilities" targeted by the application should be 
particular telephone numbers and e-mail addresses and that the probable 
cause determination for tasking a selector would reside with the FISA Court, 
not with NSA officials pursuant to minimization procedures. (TS//SI//NF} 

On January 9, 2007, the Department filed the first domestic selectors 
application. The application sought two things. First, the application 
~ty to intercept the international communications of 
___...specific domestic selectors.296 Second, the application 
sought, for purposes of future applications, approval to use a "streamlined 
version" of the emergency authorization procedures available under FISA. 
These emergency procedures authorize the use of electronic surveillance for 
a period of up to 72 hours without a Court order when the Attorney General 
reasonably determined that an emergency situation exists. See 50 U.S.C. 
§ 1805(f). The procedures required the Attorney General to inform the FISA 
Court that the surveillance has been initiated and required the Department 
to flle with the Court an emergency application to continue the surveillance 
not more that 72 hours after the surveillance was authorized. (TS//81//NF} 

The goal of the Department's proposed streamlined emergency 
application procedures, referred to in the January 9, 2007, application as a 
"Verified Application," was to ensure that the emergency surveillance 
process be completed as swiftly as possible for qualifying domestic selectors. 
The proposal allowed the Verified Application to incorporate by reference the 
reasons or facts contained in the original domestic selectors application 
necessary to satisfy some of the statutory requirements under FISA, instead 
of reestablishing in each application for a new domestic selector that each of 
the requirements of FISA were met. The only new substantive information 
contained in a Verified Application would be the identity of the target, if 
known, the telephone number the target was using or was about t~ 

· · the target is-
and is using or is about 

to use the identified telephone number. t'fS//SI//NF) 

Judge Howard granted the domestic selectors application on 
January 10, 2007, for a period of 90 days. His Order also approved the 

296 Unlike the December 13, 
did not seek authority to target agents 

nor did the application to conduct content surveillance of 
... -u~au communications. The declaration summarized for each of the domestic selectors, 
generally in two to three paragraphs, the facts that supported the government's belief that 
the number was used or about to be used by a known or unknown agent o~ 

!Ocattea in the United States. (T~//81/fNF) 
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streainlined emergency authorization procedures proposed in the 
application for any additional domestic selectors whose communications the 
government sought to intercept during the 90-day period for which 
surveillance was authorized.297 ('fS//SI//NF) 

NSD Deputy Assistant Attorney General Olsen told the OIG that in 
comparison with foreign selectors, the Department conducted a more 
rigorous review of the initial domestic selectors submitted to the FISA Court 
to ensure that probable cause was met. Olsen said a few domestic selector 
packages "on [their] face" lacked sufficient documentation and that these 
deficiencies were apparent to OIPR attorneys reviewing the information 
because the attomeys were looking at the information for the first time. He 
said that the NSA analysts responsible for the selectors, in contrast, were 
very familiar with the numbers and knowledgeable of details about the 
users that might not have been evident to persons reviewing documentation 
de novo. According to Olsen, for selector packages that were considered 
deficient, the NSA either provided the Justice Department attorneys with 
additional information or de-tasked the selector.29B (TS//SI//NF) 

E. Last Stellar Wind Presidential Authorization Expires 
(TS//SI//NF) 

On December 8, 2006, the President signed what would become the 
fmal Presidential Authorization for the Stellar Wind program. The 
December 8 Authorization was scheduled to expire on February 1, 2007. 
However, Judge Howard's January 10, 2007, Orders relating to foreign and 
domestic selectors completed the transition of Stellar Wind's 

297 On January 22, 2007, the Department ftled, and Judge Howard approved, the 
first Verified Application with the FISA Court using the streamlined procedures approved in 
the Order. rPSflSI//NF) 

298 Olsen and OIPR Deputy Counsel Margaret Skelly-Nolen told the OIG that during 
the application for and implementation of the domestic selectors Order, it became apparent 
that there were coordination problems between the FBI and the NSA. They noted that in 
many instances a domestic selector the NSA sought to task was already targeted by an FBI 
FISA order. According to Skelly-Nolen, in those cases problems can arise in providing 
accurate, current, and consistent information to the FISA Court about such selectors. She 
said the NSA's practice has been to consult with the FBI analysts assigned to the NSA and 
to request from them the most current information the FBI has about a particular 
telephone number or user of that number. The FBI analysts at the NSA have access to FBI 
databases to search for such information, although the most current information frequently 
can only be obtained from the operational personnel at FBI Headquarters. As a 
consequence, according to Skelly-Nolen, the FISA Court has on some limited occasions 
been provided inconsistent information concerning domestic telephone numbers or the 
users of those numbers. Olsen told the OIG that the domestic selectors Order has required 
a higher level of coordination between the FBI and NSA and that the National Security 
Division has worked to address this issue. ffS//811/NF) 
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communications and meta data collection activities from Presidential 
Authorization to FISA authority. Bradbury told the OIG that because it was 
believed that Judge Howard's Orders, particularly the foreign selectors 
Order, provided the NSA sufficient flexibility to conduct content collection, it 
was not necessary to renew the December 8, 2006, Presidential 
Authorization. (T9//STL1.V/,U~.I//OC/NF) . 

Therefore, on February 1, 2007, the Presidential Authorization for the 
Stellar Wind program officially expired.299 (T9//91/ /NF) 

F. First Domestic and Foreign Selectors FISA Renewal 
Applications (TS//81//NF) 

Judge Howard's January 10, 2007, Orders were set to expire after 90 
days. During the week of March 20, 2007, the government ftled renewal 
applications to extend the authorities both as to domestic and foreign 
selectors. These applications were filed with Judge Roger Vinson, the FISA 
Court duty judge that week. (T9/ /81/ / NF) 

The domestic selectors application, filed March 22, 2007, was in all 
material respects identical to the government's original application. Judge 
Vinson granted the application on AprilS, 2007.300 (T9//91//~TF) 

The foreign selectors application was filed on March 20, 2007. The 
content and construction of the March 20 application was substantially 
identical to the government's original application, and advanced the same 
broad construction of the term "facilities" and the use of minimization 
procedures to authorize NSA officials, instead of judges, to make probable 
cause determinations (subsequently reviewed by the FISA Court) about 
particular selectors. (TS/ / SI/ /NV) 

On March 29, 2007, Judge Vinson orally advised the Department that 
he could not grant the foreign selectors application. His decision validated 
some concerns within the Justice Department that Judge Howard's original 

299 On January 17, 2007, Attorney General Gonzales sent a letter to Senators Leahy 
and Specter, the Chairman and Ranking Member of the Senate Judiciary Committee, 
informing them of Judge Howard's Orders. Gonzales's letter stated that as a result of the 
January 10, 2007, FISA Court Orders, any electronic surveillance that was occurring under 
the Terrorist Surveillance Program would now be conducted under FISA, and that "the 
President determined not to reauthorize the Terrorist Surveillance Program when the 
current authorization expires." (TS//SI//'[)JFj 

Joo As noted previously, the u.uLu"'"' 

issues between the FBI and the NSA, 
The Order was renewed for the final time 
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Order might not be a sustainable long-term strategy for intercepting the 
communications of foreign selectors. Judge Vinson's _decision also 
accelerated the Department's efforts to obtain legislation amending the FISA 
statute to authorize the type of surveillance conducted under Stellar Wind 
and that was approved by Judge Howard. (TS//SI//NF) 

On April3, 2007, Judge Vinson issued an Order and Memorandum 
Opinion explaining the reasoning for his conclusion that he could not grant 
the foreign selectors application. However, Judge Vinson did not deny the 
government's application. Instead, he encouraged the Department to file a 
motion with Judge Howard requesting a 60-day extension of the existing 
January 10, 2007, foreign selectors Order. In explaining why he was 
encouraging the Department of file the motion with Judge Howard, Judge 
Vinson wrote, 

I have concluded that an extension for this purpose is 
appropriate, in view of the following circumstances: that the 
government has commendably devoted substantial resources to 
bring the NSA's surveillance program, which had been 
conducted under the President's assertion of non-FISA 
authorities, within the purview of FISA; that a judge of this 
Court previously authorized this surveillance in [the 
January 10, 2007, foreign selectors Order], on substantially the 
same terms as the government now proposes; that it would be 
no~er for the government to terminate surveillance 
o~phone numbers and e-mail addresses under 
FISA authority, and to decide whether and how it should 
continue some or all of the surveillance under non-FISA 
authority; and, importantly, that within the allotted time the 
government may be able to submit an application that would 
permit me to authorize at least part of the surveillance in a 
manner consistent with this order and opinion. fFS//SI//MV) 

Judge Vinson wrote that the Department's foreign selectors renewal 
application concerns an "extremely important issue" regarding who may 
make probable cause fmdings that determine the individuals and the 
communications that can be subjected to electronic surveillance under 
FISA. In Judge Vinson's view, the question was whether probable cause 
determinations are required to be made by the FISA Court through 
procedures established by statute, or whether the NSA may make such 
determinations under an alternative mechanism cast as "minimization 
procedures." Judge Vinson concluded, based on past practice under FISA 
and the congressional intent underlying the statute, that probable cause 
determinations must be made by the FISA Court. (TS//8!//NF) 
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In explaining his reasoning, Judge Vinson first rejected the 
Department's broad construction of the teFm "facilities," concluding that the 
"electronic surveillance" under the government's application - the 
acquisition of the content of communications -was directed at particular 
telephone of 

as 
governmen cases that the 
government cited for its broad interpretation of "facilities," observing, 
"[t]ellingly, none of the cited cases stand for the proposition on which this 
application rests - that electronic 
phone numbers and e-mail addresse 

Judge Vinson wrote that his conclusion was also supported by the 
government's and the Court's past practice, as well as the legislative history 
of FISA, which, according to Judge Vinson, made clear that cccongress 
intended the pre-surveillance judicial warrant procedure,' and particularly 
the judge's probable cause findings, to provide an 'external check' on 
executive branch decisions to conduct · " 

that "the Court a."'.~"'"'"' 
and generalized 

removed from the 
Court's pre-surveillance que the 
communications to be acquired will relate to the targeted foreign powers.301 
(TS I '~U I 'NF) I I I I 

Judge Vinson rejected the government's ('minimization probable cause 
standard," stating that "[m]inimization does not provide a substitute for, or 
a mechanism for overriding, the other requirements of FISA." Judge Vinson 
concluded that government's proposed minimization procedures, by 
authorizing the NSA to make probable cause decisions, conflicted with 
specific provisions of FISA that govern electronic surveillance, such the 
requirement that only the Attorney General can grant emergency approvals 
to conduct surveillance (followed within 72 hours by an application to the 

JOl Stated another way, "[the application] represented that NSA will make the 
required probable cause fmding for each such facility before commencing surveillance." 
Judge Vision wrote, "[t]he application seeks, in effect, to delegate to the NSA the Court's 
responsibility to make such findings 'based on the totality of circumstances.' Obviously, 
this would be inconsistent with the statutory requirement and the congressional intent that 
the Court make such findings prior to issuing the order (emphasis in original)." 
(TS I 1SI I 1tsllf) II II 
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FISA Court), and that renewals for surveillance coverage must be based on 
"new findings" of probable cause by a judge. Judge Vinson summarized his 
position: 

The clear purpose of these statutory provisions is to ensure 
that, as a general rule, surveillances are supported by judicial 
determinations of probable cause before they commence; that 
decisions to initiate surveillance prior to judicial review in 
emergency circumstances are made at politically accountable 
levels; that judicial review of such emergency authorizations 
follows swiftly; and that decisions to continue surveillance 
receive the same degree of scrutiny as decisions to initiate. The 
law does not permit me, under the rubric of minimization, to 
approve or authorize alternative procedures to relieve the 
government of burdensome safeguards expressly imposed by 
the statute. ffS//SI//?U~j 

Judge Vinson wrote that he was mindful of the government's 
argument that the proposed minimization procedures were necessary to 
provide or enhance the "speed and flexibility" with which the NSA responds 
to threats, and that foreign intelligence information may be lost in the time 
it takes to obtain Attorney General emergency authorizations. However, in 
Judge Vinson's view, FISA's requirements reflected a balance struck by 
Congress between privacy interests and the need to obtain foreign 
intelligence information, and until Congress took legislative action on FISA 
to respond to the government's concerns, the Court must apply the statute's 
procedures.302 He concluded that the government's application sought to 
strike a different balance for the surveillance of foreign telephone numbers 
and e-mail addresses. Vinson rejected this position, stating, "provided that 
the surv.eillance is within FISA at all, the statute applies the same 
requirements to surveillance of facilities used overseas as it does to 
surveillance of facilities used in the United States."303 fFS//81//NF) 

302 Judge Vinson stated that he recognized that the government maintained the 
President may have constitutional or statutory authority to conduct the surveillance 
requested in the renewal application. Judge Vinson stated, "[n]othing in this order and 
opinion is intended to address the existence or scope of such authority, or this Court's 
jurisdiction over such matters." l!fS//SI/fUF) 

30J Judge Vinson wrote in a footnote that the status of the proposed surveillance as 
being within the scope of FISA was "assumed, but not decided, for purposes of this order 
and opinion." He continued, "I believe that there are jurisdictional issues regarding the 
application of FISA to communications that are between or among parties who are all 
located outside the United States." Judge Vinson suggested that "Congress should also 
consider clarifying or modifying the scope of FISA and of this Court's jurisdiction with 
regard to such facilities .... " Bradbury told the OIG that Judge Vinson's suggestion was 
an important spur to Congress's willingness to consider FISA modernization legislation in 

(Cont'd.) 
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Attorney General Gonzales told us that his reaction to Judge Vinson's 
decision was one of "disappointment" and that the decision "confirmed our 
concern about going to the [FISA Court)." Gonzales also said he believed the 
decision was ''troubling for purposes of the national security of our country." 
(TS//STLW//81/ I OC/NF) 

Bradbury told us the government considered several options after 
Judge Vinson's ruling, including appealing the decision to the FISA Court of 
Review. However, he said the decision was made to attempt to work with 
Judge Vinson to craft a revised application and also separately to renew the 
Administration's efforts to obtain legislation to modernize FISA. 
{'FS I 

181' 'NF) fJ {I 

G. Revised Renewal Application for Foreign Selectors and 
Order (TS//SI//DIF) 

As suggested by Judge Vinson, in April 2007 the Justice Department· 
obtained from Judge Howard an extension of the existing foreign selectors 
Order until May 31, 2007, to prepare a revised foreign selectors application. 
In the interim, the Department filed two reports with Judge Vinson 
describing a new approach to foreign selectors that addressed the concerns 
expressed in his Opinion, and that sought input from the Court about how 
best to facilitate the su · · application that would seek authority ~ .. . . . -. 

I to direct surveillance a selectors. (TS//81//NF) 

On May 24, 2007, the Department flied a revised renewal application 
seeking to renew, with modifications, the authorities granted in Judge 
Howard's January 10, 2007, Order. However, the application did not 
include the broad construction of "facilities" and instead sought authority to 
conduct electronic · - telephone 
numbers and The application 
also did not include the "probable cause minimization standard" approved 

the summer of 2007. In Section IV below, we summarize this legislation, the Protect 
America Act, and its successor, the FISA Amendments Act of 2008. ('fS/ /81/ /NF) 

304 According to the May 24, 2007, application, such uses 
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by Judge Howard that had the effect of shifting from the FISA Court to the 
NSA the probable cause determinations about particular selectors. 
('fS//81//NF) 

However, the targets of the government's revised application remained 
selectors (telephone number and e-mail facilities) reasonably believed to be 
used outside the United States and for which there is to 

same manner as was approved 

, the application requested authority to direct surveillance 
a categories of foreign selectors: 

• Foreign telephone number and e-mail selectors presently known 
This category accounted for a portion of the 

foreign selectors already under surveillance 
pursuant to Judge Howard's Order.307 

305 The May 24, 2007, application explicitly stated that the government was not 
seeking surveillance authority for any new facilities reasonably believed by the NSA to be 
used by U.S. persons. The application stated that surveillance of those facilities would be 
initiated only through FISA's emergency authorization provisions and the streamlined FISA 
applications approved for domestic selectors. 

307 ThJ!fiill!i!overnment submitted an appendix with the revised renewal application 
that identifie facilities and contained the factual basis for the NSA's 
belief that eac o the fac 1ties was being used by a person outside the United States and 
for which there was probable cause to believe were being used or about to be used by a 
member or agent of one of the targeted foreign powers. The government had provided 
Judge Vinson these facilities on a rolling basis during May 2007 for his consideration. The 
NSA discontinued the surveillance of facilities that were targeted under Judge Howard's 
Order, but that were not included among the facilities submitted to Judge Vinson for 
~e NSA told the OIG that the decision to discontinue surveillance on these 
_....facilities largely was a resource decision and that-facilities figure 

was the amount the NSA could timely process for filing with the Court. (TS//SI//:NF) 
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• Foreign e-mail selectors (not telephone number selectors) 
presently unknown to the govemment but that "refer to" or are 
"about" known foreign e-mail selectors. This category of 
surveillance, which the NSA had been conducting under Judge 
Howard's Order, includes situations where an already targeted 
e-mail facility is mentioned in the body of a message between 
two third-party, non-targeted facilities.aos (TS//81//NF) 

According to the application, the of 
surveillance would enable the NSA to i y • I ... t • -

discovered facilities "with the speed and agility necessary to obtain vital 
intelligence and to detect and prevent terrorist attacks." The application 
stated 

The collection authorities requested in the renewal application that 
pertained to currently unknown facilities would, according to the 
application, address this limitation.aog (TS//81//:NF) 

Judge Vinson granted the government's revised renewal application 
on May 31, 2007. His Order authorized, for a period of 90 days, each of the 
-categories of electronic surveillance described above, although the 

308 The category presented an issue under FISA in that communications are being 
acquired because they contain the targeted e-mail selector, and not because there was 
probable cause to believe the e-mail accounts sending or receiving the communications are 
used or about to be used by an international terrorist group. In such cases, the 
surveillance is not "directed at" the targeted e-mail selector. The government argued that 
such acquisition was still consistent with FISA because, "at the time of acquisition, the NSA 
has pr.obable cause to believe that the facilities at which the NSA is directing surveillance 
are being used by the foreign power target." ('fS//SI//NF) 

309 The government argued that the FISA Court's authority to authorize subsequent 
collection against new selectors unknown to the government at the time an application was 
approved is rooted in section 1805(c){3) of FISA. That provision imposes specific reporting 
requirements on the government where the FISA Court approves an electronic surveillance 
in circumstances where the nature and location of each of the facilities at which 
surveillance vrill be directed is unknown at the time of the application. (TS//81//NF} 
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Order defmed the precise under which the NSA could acquire 
communications falling within the of surveillance.JlO The 

• 
also included reporting s with respect to 

categories of surveillance, for which the government was required to 
submit newly discovered selectors to the Court. (TS//81//NF) 

Judge Vinson initially selectors 
under the terms of his May 31, 2007, Order (these selectors were submitted 
with the government's May 24, 2007, application). Shortly after the Order 
was issued, the FISA Court decided that the weekly reports filed by the 
government notifying the Court of newly discovered selectors, as well as the 
government's motions seeking approval to conduct surveillance on 
additional selectors, could be filed for review with any member of the Court. 
As the government received feedback from judges on the first reports and 
motions that were filed, it observed that judges were applying a more 
rigorous standard of review to the factual basis su~urveillance 
for each selector than Judge Vinson applied to the-selectors he 
approved. The government consequently adjusted the amount of factual 
information it provide~ubsequent reports and motions 
and ultimately added-foreign selectors to Judge 
Vinson's Order. (TS//SI//NF) 

According to Bradbury, the more rigorous ~~pplied by FISA 
Court judges after Judge Vinson's initial approv~ foreign selectors 
caused the NSA place only a fraction of the foreign selectors under coverage 
than it wanted to. This concern, combined with the comparatively laborious 
process for targeting foreign selectors under Judge Vinson's Order, 
accelerated the government's efforts to obtain legislation that would amend 
FISA to address the government's surveillance capabilities within the United 
States directed at persons located outside the United States. The Protect 
America Act, signed into law on August 5, 2007, accomplished this objective 

any non e-mail facilities that transmitted 
e-mail messages containing a targeted e-mail account only when the NSA determined, 
based on the acquired communication and other intelligence or publicly available 
information, that there was probable cause to believe the e-mail facility was being used, or 
was about to be us~d, by one of the targeted foreign powers. Judge Vinson agreed with the 
government's position that there was probable cause to believe that Internet 
communications relating to a previously targeted e-mail facility were themselves being sent 
or received by one of the targeted foreign powers and could be acquired. Judge Vinson 
called this holding "novel," but concluded that the decision was "consistent with the overall 
statutory requirements; it requires the government to promptly report and provide 
appropriate justification to the Court; and it supplies the Government with a necessary 
degree of agility and flexibility in tracking the targeted foreign powers." ft'S//91//NF) 
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and effectively superseded Judge Vinson's foreign selectors Order. The 
government therefore did not seek to renew the Order when it expired on 
August 24, 2007. -{TS//SI//NF) 

In the next section, we summarize the effect of the Protect America 
Act and successor legislation, the FISA Amendments Act of 2008. (U) 

IV. The Protect America Act and the FISA Amendments Act of 
2008 {U) 

In August 2007, the Protect America Act was enacted, amending FISA 
to address the government's ability to conduct electronic surveillance in the 
United States of persons reasonably believed to be located outside the 
United States. This legislation expired on February 1, 2008, but was 
extended by Congress to February 16, 2008. In July 2008, the FISA 
Amendments Act of 2008 was enacted, which, among other things, created 
a comprehensive process under FISA for content collection directed at 
foreign targets. These two laws modernized the FISA statute as it applied to 
the acquisition in the United States of communications of persons 
reasonably believed to be outside the United States. (U) 

As discussed in Chapter Three, FISA was enacted in 1978 when most 
international calls were carried by satellite. The interception of such calls 
constituted "electronic surveillance" for purposes of FISA only if the 
acquisition intentionally targeted a U.S. person in the United States, or if all 
participants to the communication were located in the United States. Thus, 
government surveillance of satellite communications that targeted foreign 
persons outside the United States generally was not considered electronic 
surveillance, and the government was not required to obtain a FISA Court 
order authorizing the surveillance even if one of the parties to the 
communication was in the United States. However, in the mid-1980s, fiber 
optic technology began to replace satellites as the primary means for 
transmitting international (and domestic) telephone communications. This 
change brought within FISA's definition of "electronic surveillance" the 
acquisition of telephone calls to or from a person in the United States if the 
acquisition occurred in the United States, thereby triggering the 
requirement that the government obtain FISA Court orders to conduct 
surveillance that it previously conducted outside of FISA. (TS//SI//NF) 

by targeting facilities (telephone 
located outside the United States (foreign 
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selectors).311 As noted in Chapters Three and Four, the Administration 
contended that FISA, as supplemented by a subsequent legislative 
enactment (the AUMF), did not preclude the surveillance activities under 
Stellar Wind, or in the alternative represented an unconstitutional 
infringement on the President's Article II authority as Commander in Chief 
to the extent it conflicted with these collection activities. 
(TS 1 'STLm 1 'SI 1 'QC 'NF) f7 W)/ II I 

The Justice Department's effort to transfer content collection from 
presidential authority under Stellar Wind to FISA raised the issue of FISA's 
application to the acquisition in the United States of communications to or 
from targeted foreign selectors. The Protect America Act and the FISA 
Amendments Act, in slightly different ways, addressed this issue by treating 
the communications of persons reasonably believed to be located outside 
the United States differently from communications of persons located in the 
United States.312 (TS//STVN//SI//OC/~F) 

A. The Protect America Act (U) 

The Protect America Act of 2007, Pub. L. No. 110-55, was a temporary 
measure signed into law on August 5, 2007.313 The Protect America Act's 
chief objective was to exclude from the requiremen:ts of FISA the 
interception in the United States of communications of persons located 
outside the United States, the category of communications referred to above 
as "foreign selectors." (U) 

The Protect America Act amended FISA so that the interception of 
foreign selector communications fell outside the statute's defmition of 
"electronic surveillance." Under the original definition of "electronic 
surveillance," FISA generally applied to any communication to or from a 
known United States person inside the United States if the communication 
is acquired by targeting the known United States person.314 FISA also 

311 The NSA also targeted under Stellar Wind a much smaller number of facilities 
located inside the United States (domestic selectors). fFS/fS'fLWf/81//0C(PIF) 

312 The two laws did not substantially affect the provisions of FISA relating to pen 
register and trap and trace surveillance or to the production of "tangible things." The 
government continues to collect bulk e-mail and telephone meta data under the PR/IT and 
Section 215 Orders described in Sections I and II of this chapter. ('fS//SI//PfF) 

313 The Protect America Act was set to expire 180 days after its enactment, or on 
February 1, 2008. However, Congress passed and on January 31, 2008, the President 
signed a bill to extend the Protect America Act for 15 days while further discussions on new 
legislation occurred. However, no agreement was reached on new legislation and the Act 
expired on February 16, 2008. (U) 

314 The original FISA definition of "electronic surveillance" included: 

(Cont'd.) 

260 
TOP SBCRB'!'//f?lfLW//IICS/Sll{ /ORGON/NOFORN 



l 
1 

APPROVED FOR PUBLIC RELEASE 

TOP SEGRET//STLW//HCS/81//0RGON/NOFORN 

applied to the acquisition of other communications (such as 
communications acquired by targeting persons outside the United States) if 
the communication was a "wire communication" and the acquisition 
occurred inside the United States. (U) 

The Protect America Act amended FISA by stating: "Nothing in the 
definition of electronic surveillance ... shall be construed to encompass 
surveillance directed at a person reasonably believed to be located outside 
the United States." The effect of this amendment was to exclude from the 
requirements of FISA any communication acquired by targeting a foreign 
selector, regardless of where the communication was intercepted or whether 
the communication traveled by wire. As a result, the Act eliminated the 
need for Judge Vinson's May 2007 foreign selectors Order, because the 
collection of communications targeted under that Order no longer 
constituted "electronic surveillance" under FISA and therefore no longer 
required FISA Court orders.31S (TS//81//NF} 

(1) the acquisition by an electronic, mechanical, or other surveillance device 
of the contents of any wire or radio communication sent by or intended to be 
received by a particular, known United States person who is in the United 
States, if the contents are acquired by intentionally targeting that United 
States person, under circumstances in which a person has a reasonable 
expectation of privacy' and a warrant would be required for law enforcement 
purposes; 

(2) the acquisition by an electronic, mechanical, or other surveillance device 
of the contents of any wire communication to or from a person in the United 
States, without the consent of any party thereto, if such acquisition occurs 
in the United States, but does not include the acquisition of those 
communications of computer trespassers that would be permissible under 
section 2511(20(i) ofTitle 18; 

(3) the intentional acquisition by an electronic, mechanical, or other 
surveillance device of the contents of any radio communication, under 
circumstances in which a person has a reasonable expectation of privacy 
and a warrant would be required for law enforcement purposes, and if both 
the sender and all intended recipients are located within the United States; 
or 

(4) the installation or use of an electronic, mechanical, or other surveillance 
device in the United States for monitoring to acquire information, other than 
from a wire or radio communication, under circumstances in which a person 
has a reasonable expectation of privacy and a warrant would be required for 
law enforcement purposes. 

50 u.s.c. § 1801(f). (U) 
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In the place of individualized FISA Court orders, the Protect America 
Act also inserted several provisions into the FISA statute to govern the 
acquisition of communications from persons "reasonably believed to be 
outside the United States." These provisions authorized the Attorney 
General and the Director of National Ihtelligence to acquire foreign 
intelligence information concerning such persons for up to one year, 
provided these officials certified that there are reasonable procedures in 
place for the government to determine that a target is reasonably believed to 
be outside the United States and that the acquisition of the foreign 
intelligence therefore is not "electronic surveillance" under the amended 
definition of the term. 316 The targeting procedures accompanying the 
certification had to be submitted to the FISA Court for approval, based on 
the clearly erroneous standard, within 120 days of the Protect America Act's 
enactment. However, the certification was not required to identify specific 
facilities or places at which the acquisition of foreign intelligence 
information would be directed.317 (U) 

In addition, the Protect America Act authorized the Attorney Gerieral 
and the Director of National Intelligence to direct a person 
(telecommunications carriers) to provide the government with "all 
information, facilities, and assistance necessary to accomplish the 
acquisition in such a manner as will protect the secrecy of the 
acquisition .... " Protect America Act, Sec. 2(e). The Protect America Act 
also authorized the Attomey General and the Director of National 

The Protect America Act addressed this issue by excluding all 
surveillance directed at persons reasonably believed to be outside the United States. 
fi'S//Si//NF) 

316 The Attorney General and the Director of National Intelligence also had to certify 
that the acquisition involves the assistance of a communications service provider; that a 
"significant purpose" of the acquisition to obtain foreign intelligence information is for 
foreign intelligence purposes; and the minimization procedures to be used with the 
acquisition activity comport with 50 U.S.C. § lBOl(h). Protect America Act, Sec. 2, codified 
in FISA at 50 U.S.C. § 1805B(a)(l)-(5). (U) 

317 The Protect America Act left unchanged the procedures for acquiring foreign 
intelligence information by targeting foreign powers or agents of foreign power inside the 
United States, as well as the procedures under Executive Order 12333 Sec. 2.5 to obtain 
Attorney General approval before acquiring foreign intelligence information against a U.S. 
person outside the United States. Thus, FISA orders issued prior to the enactment of the 
Protect America Act, and FISA orders, including applications for renewals, sought after 
enactment of the Protect America Act but not pursuant to the Act's amendments 
(acquisition of foreign intelligence information from targets outside the United States) were 
still subject to FISA as it existed prior to the Protect America Act. The Protect America Act 
also provided, by means of an "opt-out" clause, that the government did not have to use the 
new procedures for new applications and could instead me applications under the 
provisions of FISA as it existed before the Protect America Act. See Protect America Act, 
Sec. 6(b). (U) 
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Intelligence to seek the assistance of the FISA Court to compel compliance 
with such directives, and implemented procedures for the 
telecommunications carriers to challenge the legality of any such 
directives.318 (U) 

The Protect America Act authorized the Attorney General and the 
Director of National Intelligence to issue orders without individualized FISA 
Court approval for up to one year targeting persons reasonably believed to 
be outside the United States. These orders remained in effect beyond the 
expiration of the Protect America Act on February 16, 2008. (U) 

On August 10, 2007, the Attorney General and the Director of 
National Intelligence filed a certification with the FISA Court, as required 
under the Protect America Act, relating to surveillance of persons 
reasonably believed to 
information · 

certification included directives for assistance to specific 
carriers. (TS//SI//NE) 

foreign selectors under Judge Vinson's Order 
were "rolled over" to the new Protect America Act authority. A Deputy 
Assistant Attorney General in the National Security Division familiar with 
the transition of Stellar Wind to FISA Court authority told us that the 
government also began to "build new selectors" under the Protect America 
Act and worked toward restoring the universe of foreign selectors that were 
first authorized for tasking under Judge Howard's January 2007 Order 
when content collection under Stellar Wind initially had migrated to FISA 
Court authority. (TS//SI//NE'J 

Although the Department viewed the Protect America Act as an 
adequate temporary fix to those provisions of FISA seen as outdated 
because of changes in telecommunications technology, Department officials 
continued to press Congress for more permanent modernization legislation. 
(U) 

318 The Protect America Act also stated that any person providing assistance to the 
government pursuant to a governmental directive would not be subject to any cause of 
action for providing such assistance. However, the Protect America Act did not grant 
retroactive legal immunity to any "person," a term defined in FISA to include "any group, 
entity, association, corporation, or foreign power." 50 U.S.C. § 1801(m). On August 22, 
2008, the FISA Court of Review upheld as constitutional the Protect America Act provision 
authorizing the Director of National Intelligence and the Attorney General to direct a person 
to assist the government in implementing the Act. See In Re: Directives [redacted text] 
Pursuant to Section lOSB of the Foreign Intelligence Surveillance Act, No. 08-01. (U) 
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B. The FISA Amendments Act of 2008 (U) 

On July 11, 2008, the President signed the Foreign Intelligence 
Surveillance Act of 1978 Amendments Act of 2008 (FISA Amendments Act). 
This legislation, composed of four titles, replaced the Protect America Act 
with similar but more comprehensive surveillance authority. The provisions 
of the FISA Amendments Act expire, with limited exceptions, on 
December 31, 2012. (U) 

A chief objective of the FISA Amendments Act was to change the rules 
for intercepting the electronic communications of persons reasonably 
believed to be outside the United States when the acquisition occurs in the 
United States. As discussed above, the Protect America Act accomplished 
this by amending FISA's defmition of "electronic surveillance" to exclude this 
activity from FISA requirements. The FISA Amendments Act took a different 
approach. Instead of excluding the activity from the statute's definition of 
"electronic surveillance," the FISA Amendments Act created a new title in 
FISA to govern how the government may conduct this electronic 
surveillance. Under this approach, the FISA Amendments Act, unlike the 
Protect America Act, distinguishes between the targeting of non-U.S. and 
U.S. persons reasonably believed to be outside the United States.319 (U) 

For non-U.S. persons, the new title created by the FISA Amendments 
Act provides for surveillance authority similar to the Protect America Act. 
Instead of requiring the government to obtain individualized orders from the 
FISA Court to intercept communications of non-U.S. persons reasonably 
believed to be outside the United States, the FISA Amendments Act 
authorized the government to conduct any such interceptions for a period of 
up to one year provided that it adopts, and the FISA Court approves, general 
targeting procedures designed to ensure that the new authority is not used 

319 The Senate Select Committee on Intelligence (SSCI) prepared a 
section-by-section analysis of the FISA Amendments Act of 2008 explaining the significance 
of the FISA Amendment Act's approach. According to the SSCI report, the goal of the 
Protect America Act in redefining the term "electronic surveillance" was to exclude the 
surveillance of persons outside the United States from the individualized order 
requirements of FISA. However, a consequence of the term's redefinition was to broadly 
exempt foreign surveillance activities both of non-U.S. and U.S. persons outside the United 
States. The FISA Amendments Act of 2008, instead of adopting the Protect America Act's 
modified definition of "electronic surveillance," explicitly stated that the targeting of 
non-U.S. persons outside the United States shall be conducted under the new FISA 
procedures, which does not require an application for a FISA order. In this way, the FISA 
Amendments Act accomplished the same goal as the Protect America Act without 
exempting the targeting of U.S. persons outside the United States from FISA's 
individualized order requirements. (U) 
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to direct surveillance· at persons within the United States or at U.S. persons 
outside the United States. 320 (U) 

In contrast, to conduct U.S.-based surveillance of U.S. persons 
reasonably believed to be located outside the United States, the FISA 
Amendments Act requires the government to obtain individualized FISA 
Court orders for 90-day periods based on a showing of probable cause to 
believe that the U.S. person is outside the United States and is a foreign 
power or an agent, officer, or employee of a foreign power. Such 
surveillance previously was governed by Executive Order 12333, and 
required only a certification from the Attorney General, not the FISA Court. 
(U) 

Compared to Stellar Wind, the FISA Amendments Act provides the 
government broader authority to acquire in the United States, with Court 
supervision, the communications of non-U.S. persons reasonably believed to 
be located outside the United States. Under Stellar Wind, the NSA was 
authorized to collect communications where there was probable cause to 
believe the communications originated or terminated outside the United 
States and a party to the communications was a1 Qaeda or a group afflliated 
with ai Qaeda. Under the FISA Amendments Act, the NSA is authorized to 
collect in the United States any communications of non-U.S. persons 
reasonably believed to be located outside the United States, ..... .-r.-.nn 

• .-.-.nc.·~ of the to foreign intelligence. 

320 Like the Protect America Act, in addition to these targeting procedures the 
certification the government is required to file with the FISA Court must also contain 
minimization procedures and state that a significant purpose of the acquisition that will be 
conducted is to obtain foreign intelligence information. However, unlike the Protect 
America Act the FISA Amendments Act does not limit the FISA Court's review of the 
targeting procedures to a "clearly erroneous" standard. On August 5, 2008, the 
government submitted to the FISA Court a certification pursuant to the FISA Amendments 
Act. On September 5, 2008, the Court approved the certification and the use of the 
targeting and minimization procedures the government submitted. (9//NF) 

321 On the other hand, the FISAAmendments Act does not similarly broaden the 
government's authority to conduct surveillance of U.S. persons reasonably believed to be 
located outside the United States. The Presidential Authorizations did not distinguish 
between U.S . . and non-U.S. persons, and the NSA was authorized under Stellar Wind to 
intercept the communications of U.S. persons (domestic selectors) provided the 
communications originated or tenninated outside the United States. 
(T8 I 'STLl" I 'SI I 'OC 'NF) 71 •7 17 if I 
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In Chapter Three, we noted that under certain circumstances 
technological limitations 

The NSA undertook measures to identify and correct incidents II 
under Stellar Wind, and the government described the issue 

to the FISA Court in the December 2006 application 
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V. OIG Analysis (U) 

As discussed in this chapter, the government's effort to transition 
Stellar Wind from presidential authority to FISA, which began in March 
2004, eventually resulted in all three baskets of collection being authorized 
by FISA. While the legal theories supporting this transition were aggressive, 
we believe that the Department could have and should have pursued 
transition to FISA as a viable legal alternative earlier than it did, rather than 
operate aspects of the Stellar Wind program solely under presidential 
authority for several years. (TS/ /STV.V//81//0C/NF) 

In Chapters Three and Four we discussed John Yoo's 2001 and 2002 
memoranda concerning the legality of Stellar Wind and his contention that 
FISA represented an unconstitutional infringement on the President's 
Commander-in-Chief authority under Article II of the Constitution to 
c~:>nduct electronic surveillance during wartime. We recognize that Yoo's 
analysis was to some extent a response to the extraordinary circumstances 
that confronted the federal government immediately after the September 11 
terrorist attacks and its effort to take emergency steps to thwart what many 
officials believed was an imminent second wave of attacks. Yet, even if one 
agrees with Yoo's Article II analysis and supports the decision to enhance 
outside the judicial or legislative process the NSA's signals intelligence 
collection capabilities, we believe there are strong countervailing 
considerations that favored attempting to transition the program to FISA, 
especially as Stellar Wind became less a temporary response to the 
September 11 attacks and more a permanent surveillance tool. 
(TS I 

1 STL~T I 181 1 10C 'NF) 1/'Yf/ II I 

Chief among these considerations was the Stellar Wind program's 
substantial effect on privacy interests of U.S. persons. Under Stellar Wind, 
the government engaged in an unprecedented collection of information 
concerning U.S. persons. The President authorized the NSA to intercept, 
without judicial approval or oversight, the content of international 
communications involving many U.S. persons and the NSA collected large 
amounts of non-content data about U.S. persons' domestic and 
international telephone calls and to a lesser extent e-mail communications 
for possible analysis consistent with the extant Presidential Authorization. 
We believe the FISA Court, as an Article III court and the judicial authority 
charged by statute to oversee U.S.-based electronic surveillance and other 
collection activities affecting U.S. persons for foreign intelligence purposes, 
was the appropriate entity to monitor and approve such broad acquisitions 

267 
TOP SECRET,' /&TivW/ /HCS/SI/ {ORCON{NOJFORN 



APPROVED FOR PUBLIC RELEASE 

'tOP &ECRET/{STlrVO /IICS/91//0ReON/ffOF'ORN 

of U.S.-person information conducted under Stellar Wind.322 
(TS II STV" I 'SI I 'OC 'NF) 11 ''II II I 

Second, as several Justice Department and NSA officials commented, 
the FISA statute offered a "firmer footing'' for the NSA's collection activities 
under Stellar Wind. As discussed in Chapter Three and Four, the 
aggressive assertion of Article II authority on which Stellar Wind was based 
largely reflected the legal reasoning of a single Justice Department attorney 
working alone, without adequate review or scrutiny of his analysis. As we 
also concluded, this led to a flawed legal analysis on which the program 
rested for several years. This approach also led to a contentious dispute 
between Department and White House officials in 2004 involving renewal of 
aspects of the program. By contrast, the FISA statute provided an 
altemative basis for Stellar Wind-like collection activities that we believe 
should have been considered, and pursued, much earlier by the 
Administration. f[PS/ / STL'Jl/ / SI/ / OC/ NF) 

In this regard, the White House's strict control over the Justice 
Department's access to the program lessened the opportunity for lawyers 
with relevant expertise to advise the Administration on the viability of 
working within the FISA statute to achieve the same operational objectives 
as the Stellar Wind program. Moreover, as the limited number of 
Department read-ins persisted, meaningful consideration of FISA as an 
altemative to presidential authority for the program was limited.323 
(TS I 'STLH' I 'SI' 'OC 'NF) II ""II II I 

322 For instance, under Stellar Wind the meta data querying standards did not 
include restrictions on acquiring data that may have been based solely on the exercise of 
First Amendment rights. When these activities were placed under the FISA Court's 
supen.ision, the Court required that this intelligence-gathering activity adhere to the FISA 
standard that an e-mail address or telephone number cannot be targeted for acquisition 
based solely on activities protected by the First Amendment. ffS//STV.V//8!//0CfNF) 
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We also found there were operational benefits to transitioning Stellar 
Wind to FISA. The PR/TI and Section 215 Orders to collect e-mail and 
telephone meta data that were · the FISA Court 
allowed the government to the 

The transition of Stellar Wind to FISA authority, together with the 
passage of the Protect America Act, allowed the NSA to begin the process to 
close, or "de-compartment," the Stellar Wind program. This change, which 
was not completed until mid-2008, has allowed agents in FBI field offices 
greater access to information about the telephone numbers and e-mail 
addresses being provided as leads. As described~ 

of agents who were assigned-and 
was the lack of detail provided about the nature of the 

.U.Q.IU.VJ.~Q..L contacts and the foreign entity allegedly involved with 
terrorism that was one of the communicants. These details often were not 
provided because of the highly classified and compartmented nature of the 
Stellar Wind program. Now that such information is gathered under FISA -
authority and not compartmented as it was under Stellar Wind, it is 
classified at a level that allows agents in FBI field offices to gain access to 
additional details upon request.324 f(fS//STUvV//SI//OC/NF). 

We recognize that Stellar Wind's transition to FISA resulted in the 
imposition of new responsibilities and conditions on the exercise of these 
unprecedented collection authorities. In the PR/TI and Section 215 Orders, 
the FISA Court imposed significant oversight measures that were not 
required under Stellar Wind. To be sure, the government, particularly the 
NSA, must devote substantial resources to ensure compliance with these 
oversight measures. Yet, we believe that such requirements are 
appropriate, given the massive amounts of data collected and the potential 
impact on the privacy interests of U.S. persons. (JS//STL'YI//SI//00/NF) 

We also recognize that the transition of content collection from 
presidential authority to statutocy authority under FISA resulted in 
significant diminution in authorized surveillance activity of the content of 
communications. We described in this chapter how first under Judge 
Howard's Order, and then more significantly under Judge Vinson's revised 

324 Chapter Six of this report discusses FBI agents' improved access to 
program-derived information under FISA after the Stellar Wind program was closed. 
(TS/}SI/ /l'JF) 
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However, we believe that such broad surveillance and collection 
activities conducted in the United States, particularly for a significant period 
of time, should be conducted pursuant to statute and judicial oversight, 
even though this resulted in a diminution of foreign selectors due to 
resource issues. We also believe that placing the activities under Court 
supervision provides an important measure of accountability for the 
government's conduct that is less assured when the activities are both 
authorized and supervised by the Executive Branch alone.a2s 
(TS / / STI.J.!l/ / SI/ / OC / MV) 

In sum, we concluded there were compelling reasons to pursue 
beginning the process of transition~ollection activities of Stellar 
Wind to FISA authority earlier th~2004. These included the 
program's large collection of information about U.S. persons, which 
warranted judicial oversight; the instability of the legal reasoning on which 
the program rested for several years; and the substantial restrictions placed 
on FBI agents' access to and use of program-derived information due to 
Stellar Wind's highly classified status. We acknowledge that transitioning 
Stellar Wind's collection activities to FISA would have been an enormously 
complex and time-consuming effort that rested upon novel interpretations 
and uses of FISA that not all FISA Court judges would authorize. 
Never:theless, the events described in this chapter demonstrate that a full 
transition to FISA authority was achievable and, and in our judgment, 
should have been pursued earlier. f(f8//8TL\ll//SI//OC/NF) 

325 I -·~ I .. ~ ~ ... I ~ • ... ent 
application was not 
without benefit. Judge Vinson's decision reflected what some intelligence officials 
considered limitations in the FISA statute as it applied to the acquisition of 
communications in the United States of persons located outside the United States, 
especially non-U.S. persons. In this way, transitioning Stellar Wind's content collection to 
FISA helped the government make its case to Congress in concrete, non-hypothetical terms 
for modernization legislation amending the statute. (TS//STINl//81//0C/NF) 
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The preceding chapters examined the evolution of the Stellar Wind 
program and its transition from Presidential Authorization to FISA 
authority. In this chapter, we examine more closely the FBI's involvement 
in Stellar Wind and the impact the program had on FBI counterterrorism 
efforts. (TS//SThW//8!//0C/NFj 

is the codename for the project, classified at the Secret 
level, that the iQ September 2002 to disseminate Stellar Wind 
information to FBI field ·offices in a manner that did not disclose the source 
of the information or the means by which it was acquired. The FBI 
originally opened an administrative file to serve as the 
repositozy for all communications FBI Headquarters disseminated to FBI 
field offices relating to Stellar Wind information, as well as all 
communications FBI Headquarters received from field offices reporting the 
results of any investigation conducted in response to the "tipped" 
information originating from Stellar Wind. 2006, the FBI 
opened an investigative me under the name 
('tS "STlJlTII~H IIQC INF) II n,rr fl I 

Section I of his chapter summarizes how the FBI used to 
disseminate Stellar Wind information to FBI field offices. 
describes the FBI's decision in mid-2003 to make its headquarters-based 
Communications Analysis Unit (CAU), instead of FBI field offices, 
responsible for issuing National Security Letters (NSL) to obtain subscriber 

........ ,~ .... ., numbers (basket 2 of Stellar Wind) disseminated 
327 Section III discusses the role the FBI played, 

approximately March 2004, in the process to "scrub" 
international terrorism FISA applications for Stellar Wind information. 
'T9 I IS\TL'lT I lSI IIQC I:.Tli') r±"a/ I aTb4.• I I 13 I I I ~61-1 

Section IV of this chapter examines the impact of the information 
obtained from Stellar Wind on FBI counterterrorism efforts. It first provides 
statistics concerning the number of tippers the NSA derived from Stellar 
Wind information- telephony, e-mail, and content- disseminated to FBI 

326 As discussed in Chapter Three,-was preceded by th~ 
-which the FBI created in October ~ive and disseminate Stellar 
Wind-derived information. (TS/ /S'FLW/ I Sf/ I oc; NF) 

327 The CAU is the successor to the Telephone Analysis Unit (TAU), which the FBI 
created after the September 11 terrorist attacks to analyze telephone communications. The 
CAU assumed TAU's responsibilities in late 2002. (8//NFJ 
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field offices through th~~Next, it describes how FBI 
field offices generally investigated---tippers and the typical results 
of the investigations. The section then summarizes two statistical surveys 
of meta data tippers the FBI conducted in 2006 to assess the value of Stellar 
Wind to FBI operations, and describes observations about the program's 
contribution and value provided by FBI officials and employees in OIG 
interviews and contained in documents the OIG obtained during the course 
of this review. In addition, the section examines five FBI international 
terrorism investigations commonly cited as examples of Stellar Wind's 
contribution to counterterrorism efforts in the United States.328 
(TS I rsn,;nrt 'SI I 'OC 'NF) 1 in II II I 

I. 

Lastly, Section V of this chapter contains the OIG's analysis 
impact on FBI operations. (S//NF) 

Process (8//NF) 
--- -----

s was managed by a group of FBI employees 
from as "Team 10," who in February 2003 were assigned 
full-time to the NSA to work on the Stellar Wind program.329 Team 10 was 
described to us as a "conduit" and a "curtain" between Stellar Wind and the 
FBI, in that Team 10's chief responsibility was to disseminate Stellar 
Wind-derived information to FBI field offices for investigation without 
disclosing that the NSA was the source of the information or how the NSA 
acquired the information. (TS//STLVl//81//0C/NF) 

Team 10 initially was staffed with two FBI special agents (one of 
whom served as supervisor) and two analysts. The CAU subsequently 
replaced one agent position with a third analyst and later added a fourth 
analyst. At the NSA, Team 10 was co-located in a large open space with 
dozens of NSA and other Intelligence Community personnel assigned to the 
Stellar Wind program. Each team member was provided a computer with 

·direct access to NSA information associated with Stellar Wind. The NSA 
told the OIG that Team 10 members worked at the NSA under the authority 
of the NSA Director and as such were required to adhere to NSA 
minimization rules and attend the same training as NSA employees. Team 
10 members also were provided access to Stellar Wind-related systems and 

328 As noted above, our report examines the FBI's role in the Stellar Wind program 
and does not review the use of the program by other agencies, such as the CIA. (8/ /NF) 

329 The CAU is organized into ten teams, nine of which are responsible for providing 
communications analysis support to specific field offices and FBI Legal Attaches (Legat). 
According to an FBI organizational chart, Team 10 supports "Off-site Intelligence 
Community Special Projects." Team 10 was exclusively responsible for managin~ 

-(S//NF) 
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databases, and had access from their comp 
Automated Case Support (ACS) system and 
(TS I 'STLJ1T/ '~U I 10C 'NF) (/ «J I T I I 

I . - . : - h the 

The process disseminate Stellar Wind 
similar process the FBI established under the 

described in Chapter Three. In short, the NSA provided Top 
Secret, compartmented Stellar Wind. reports to Team 10, w~ 
converted the information into Secret, non-compartmented­
electronic communications (EC) and disseminated the commurucatmns, 
referred to as " to FBI field offices for appropriate 
action. 330 The was applied, with some differences, to 
each of Stellar "baskets" of information. The vast m~ority of 
Stellar Wind reports involved the NSA's analysis of telephony meta data -
that is, basic information such as date, time, and duration, about contacts 
between foreign and domestic telephone numbers for which the NSA 
determined there was a reasonable articulable suspicion to believe were 
related to al Qaeda or an affiliated group.331 f.'FS//STLW//SI//00/NF) 

included a paragraph that summarized the 
ect explained that the CAU could not disclose the 

source information contained in the EC, but that the information 
came from a "sensitive and highly reliable" source. Each EC also included a 
e ! I h advising the field offices that the information provided by the 

source could be used for "lead purposes only" and could not be 
"incorporated into any affidavit, court proceeding, FISA application or 
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Before Team 10 disseminated Stellar Wind-derived information to field 
offices, an analyst queried FBI databases for relevant information about the 
telephone number, e-mail address, or individual (in the case of a content 
report) identified in the Stellar Wind report. These queries often identified, 
for example, subscriber information the FBI previously obtained for Stellar 
Wind telephone numbers as part of a prior FBI investigation, or active 
counterterrorism investigations in which the subscriber to a Stellar 
Wind-targeted number was the subject or in which the number, and 
sometimes the subscriber, were referenced. Team 10 analysts also checked 
public and commercial databases, most commonly in connection with 

checks sometimes identified the specific-

,...,,",.n telephone number or e-mail address was 
included in the EC as a "CAU Comment" or an "Analyst 
Comment" to differentiate the FBI information from the information 
provided by the Stellar Wind source.332 (TS//STLW//81//0C/NF) 

Over time, Team 10 began to do more than receive and disseminate 
program-derived information. For example, Team 10 occasionally submitted 
telephone numbers to the NSA for possible querying against the database 
containing the bulk telephony meta data collected under Stellar Wind.333 

332 In this respect, Team 10 handled Stellar Wind content reports differently from 
meta data reports. Team 10 analysts typically did not perform additional analytical work 
on the information provided in Stellar Wind content reports other than to identify any FBI 
cases to which the information was relevant. For example, a content report might 
summarize intercepted communications indicating that an acquaintance of the subject of 
an FBI investigation is traveling to or from the United States. The connection between this 
Stellar Wind information and the relevant FBI investigation would be reported in the-

-Ec fTS I 'SHW I 'Sl I 1QC 'NF) . If HJ( fl I 

333 As described in previous chapters, the purpose of the bulk collection of meta 
allow the NSA to use analytical tools such as contact 

identify known and unknown individuals associated with 
al Qaeda or an al Qaeda The technique involves querying the telephony or e-mail 
database with a number or address for which an analyst had a "reasonable articulable 
suspicion" to believe was used by persons involved in al Qaeda or an al Qaeda affiliate, and 
then examining any contacts with that number or address. fTSffSTLW//SI//OC/NFI 
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The telephone numbers Team 10 provided typically were obtained from the 
FBI's domestic and international counterterrorism operations, such as a 
number identified during a phone conversation monitored under FISA or a 
number found in the address book of a subject arrested abroad. The NSA 
conducted independent analysis to determine whether telephone numbers 
(or e-mail addresses) provided by Team 10 met the querying standard 
established by the Presidential Authorizations that governed Stellar Wind 
(that is, a reasonable articulable suspicion to believe that communications 
from the telephone number relate to al Qaeda or an affiliated group).334 
(TS I 1STVU I 181 I 'OC 1NF} II «fl II I 

Team 10 also contributed to the NSA's drafting process for Stellar 
Wind reports. Telephone numbers and e-mail addresses identified through 
queries of the databases that contained the bulk telephony and e-mail meta 
data were reviewed by NSA analysts to determine whether the contacts 
should be reported to the FBI in a Stellar Wind report. Team 10 
participated in this process by reviewing draft reports and providing any 
information from FBI databases that might be relevant to this 
determination. 335 (TS/ / STVN// 81/ / OC/ NF) 

We were told that one of the benefits of Team 10's presence at the 
NSA and its involvement in the Stellar Wind report drafting process was an 
improvement in the quality of the information disseminated to FBI field 
offices. For example, the FBI Supervisory Special Agent (SSA) who 
supervised Team 10 from April 2005 to July 2006 told the OIG that he tried 
to reduce the NSA's reporting of telephone numbers that were several hops 
removed from the telephone number linked to al Qaeda or an affiliated 
terrorist group. He said that he wanted Team 10 to disseminate "solid 
numbers with value," not numbers with questionable value such as 

telephones, for example) 
The FBI SSA said that the NSA expressed 

334 Team 10 analysts submitted such telephone numbers to the NSA electronically 
through "Requests for Information," or RFis, which is the formal process by which the FBI 
and other agencies provide leads and request information from the Stellar Wind database. 
FBI records indicate that from Apri12002 to January 2006 the FBI 
-to NSA analysts for possible analysis under Stellar Wind. The records do not 
indicate the disposition of each RFI. (TSJ/'iiTVJ/IfSI//OC/NF, 

335 The NSA developed formal "checklists" to guide the Stellar Wind report drafting 
process for telephony and e-mail tippers. The checklists include over 30 steps that NSA 
analysts were required to complete, and a supervisor had to approve, before a report could 
be distributed to the FBI or any other Stellar Wind customers (the CIA and National 
Counterterrorism ·c~nter). A significant feature of the checklist from the FBI's perspective 
was the requirement that NSA analysts check any telephone numbers and e-mail addresses 
in a draft report with the FBI and "make best effort to include FBI ... data in [the] tipper." 
f£9 1 1Sfl;m 1 1 91 1 1 00 'NF) II niJ fT I 
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that it could not foresee whether any particular contact, although remote, 
might prevent the next terrorist attack, and did not want to find itself in the 
position of defending its decision not to pass that number to the FBI. 
However, he said improve the quality of 
information such as for the domestic contacts that 
were reported and ts about the contacts.336 
(TS 1 1 ST.t;nr I I SI II QC I NF) 1 !• r1 r ' ' , 

As discussed in Chapter Five, the government transitioned Stellar 
Wind's bulk e-mail meta data collection (basket 3} to FISA authority in July 
2004 with the Pen Register /Trap and Trace Order, bulk telephony meta 
data collection (basket 2) in May 2006 with the Section 215 Business 
Records Order, and content collection (basket 1) in January 2007 when the 
FISA Court granted the govemment's domestic and foreign selectors 

I . ti' ('fS I 'STfi ...... I 'SI I '9G 'NF:} app ICa onS./JVVJ If II 

However, after the transition was completed the NSA continued to 
produce reports within the Stellar Wind compartment to the FBI and other 
program customers, even though the information contained in the reports 
was derived from the FISA-authorized collection activities. 
the FBI continued to disseminate the information under the 
process. The current Team 10 supervisor told us that this ~ ...... ~.,,n.u~, 
after consultation with the FBI's Office of the General Counsel (OGC), was 
made to adhere to the FISA Court's continuing requirement that 
intemational terrorism FISA applications be scrubbed for Stellar Wind 
information (the procedure for which is described in Section III of this 
chapter). {'fS/ / S'fVll/ / SI/ / OC / Nfl) 

The NSA received permission to begin the process to close, or 
"de-compartment," the Stellar Wind program after the Protect America Act 
was passed in August 2007. In mid-2008, the NSA officially closed the 
program and discontinued issuing ''Stellar W 
2008, the FBI initiated a new investigative file, to 
disseminate the NSA's FISA-derived information,337 The Team 10 supervisor 

336 The NSA told us that one of the difficulties it faced with the Stellar Wind 
program was that the NSA was serving two customers - the FBI and the CIA - but had just 
one set of reporting guidelines. This was so because the NSA tra.C11t1on 

defined 

as 
la.LJJuu.cu security investigations related 
of individuals believed to be associated 
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told us tha~. · .emination process and the FBI's c~. · ... . . · · the 
NSA under-is similar to what occurred unde~ 
However, one notable difference is that the NSA's FISA-derived rep-orts, 
while classified at the Top Secret/ Sensitive Compartmented Information 
(TS /SCI) level, are not subject to the highly restrictive Stellar Wind 
compartmen~tion, whi~ant from an operational 
standpoint. - ECs, like-ECs, can only include 
information classified Secret or lower because the FBI's primruy computer 
network for disseminating · cannot be used for Top Secret 
information. Unlike in field offices can now 
request access to about-leads because 
agents have the appropriate clearances. As discussed in Chapter Three and 
addressed below, the chief criticism was the lack of 
detailed information that could be provided to field agents about tippers 
because of the highly compartmented nature of Stellar Wind. 
(TS I 1STLl.V I 'SI I IQC 'NF) II 'II II I 

II. ..1:11:1 Decision to Issue National Security Letters under 
-to Obtain Telephone Subscriber Information """"te~++.W*+-

From August 2003 to November 2006, as part of 
process the Communications Analysis Unit (CAU) assumed responsibility 
from the field offices for re~tional Security Letters (NSL) to obtain 
subscriber information for----telephone number tippers.338 The 
NSLs were authorized by the FBI's OGC and issued pursuant to the-
-project. As discussed below, however, · · contrruy to 
applicable FBI investigative guidelines opened as a 
non-investigative file and therefore under FBI not have been 
used as the basis for issuing NSLs. (8//NF} 

The FBI uses NSLs to obtain information from third parties such as 
telephone companies, financial institutions, Internet service providers, and 
consumer credit agencies. NSLs, authorized by five specific provisions 
contained in four federal statutes, direct third parties to provide customer 
account information and transactional records such as telephone toll billing 

338 Field offices remained responsible for issuing NSLs in connection with e-mail 
address tippers, which was likely attributable to the comparatively low volume of e-mail 
tippers and the ability of field offices to handle them expeditiously. (8 / / NF) 
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records.339 The OIG issued two reviews in 2007 and 2008 examining the 
FBI's use of NSLs. 340 (U) 

Justice Department investigative guidelines issued by the Attorney 
General govern the circumstances under which the FBI may use NSLs. The 
Attomey General guidelines in effect during the Stellar Wind program 
authorized the FBI to issue NSLs relevant to and in the course of an 
authorized national security investigation.341 Further, FBI internal policy 
distinguishes between "investigative files" and non-investigative 
"administrative files" (commonly referred to as "control files"). This 
distinction is not a mere technicality. Investigative files, in the national 
security context, are opened based on evidence that a person, group, or 
organization is involved in international terrorism. From October 2003 to 
September 2008, the Attorney General Guidelines required the FBI to 
provide summru:y reports to the Justice Department at the end of each year 

339 The four federal statutes are the Right to Financial Privacy Act, 12 U.S.C. 
§§ 3401-3422; the Electronic Communications Privacy Act (ECPA), 18 U.S.C. § 2709; the 
Fair Credit Reporting Act, 15 U.S.C. § 1681 et seq.; and the National Security Act, 50 
U.S.C. § 436(a)(1) (2000). NSLs issued unde relied on the ECPA statute, which 
provides that the FBI may obtain subscriber information from a communications service 
provider if the FBI certifies that the information sought is 

relevant to an authorized investigation to protect against international 
terrorism or clandestine intelligence activities provided that such an 
investigation of a United States person is not conducted solely on the basis 
of activities protected by the first amendment to the Constitution of the 
United States. 

18 U.S.C. § 2709(b)(2) (2000 & Supp. N 2005). The statute also permits access to "toll 
billing recordsn or "electronic communication transactional records,n 18 U.S.C. § 2709(a), 
but require& a warrant for access to the content of telephone communications. See 18 
U.S.C. § 2511 (Wiretap Act) and 3121 (Pen Register Act); see also 18 U.S.C. § 2702(b)(8). 
(U) 

340 The OIG's first report on NSLs, issued in March 2007, was entitled, A Review of 
the Federal Bureau of Investigation's Use of National Security Letters. The DIG's second 
report, issued in March 2008, was entitled, A Review of the FBI's Use of National Security 
Letters: Assessment of Corrective Actions and Examination of NSL Usage in 2006. (U) 

341 From March 8, 1999, through October 31, 2003, national security investigations 
were governed by the Attorney General's Guidelines for FBI Foreign Intelligence Collection 
and Foreign Counterintelligence Investigations (FCI Guidelines). The FCI Guidelines were 
replaced, effective October 31, 2003, with the Attorney General's Guidelines for FBI 
National Security Investigations and Foreign Intelligence Collection (NSI Guidelines). (U) 

The evidentiary standard for initiating an investigation is the same 

"inquiry," under the FCI guidelines) requires only a showing 
of such involvement. See NSI Guidelines, Section II. C. (October 
Section III.B. (March 8, 1999). 15//NFT 
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a full national security investigation continues. These requirements helped 
ensure that there was sufficient, documented predication for investigative 
activities FBI agents sought to conduct, such as requesting NSLs. (~//NF) 

Control files, in contrast, are "separate files established for the 
purpose of administering specific phases of an investigative matter or 
program." The files do not require any predication and remain open 
indefinitely without any reporting requirements for national security 

ple, the September 2002 EC requesting that a 
be opened for Stellar Wind information stated that 

"a dedica con this project will better serve the specific needs of 
the special project and will add an additional layer of security for the 
source." The file has remained open since September 2002 without any 
official documentation of need or j~ (As discussed below, in 
N the FBI opened an-investigative file; however, 

control flle was not closed at that time.) 

Thus, in accordance with the NFIP Manual, it was 
improper for the FBI to issue NSLs from control flles during the Stellar Wind 
program. (S//NFJ 

The OIG's March 2007 NSL report identified the 
one of two circumstances where the FBI was using con than 
investigative files to issue NSLs. The OIG report concluded that this use 
was contrary to FBI policy. However, our report also CAU 
officials involved in the decision to issue NSLs from the control 
file conclud~th that the FBI had sufficient either to 
connect the-NSLs with existing preliminary or full investigations 
of al Qaeda and affiliated groups or to open new preliminary or full 
investigations in compliance with Justice Department investigative 
guidelines. (~//NF) 
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As part of our review of the FBI's participation in ~we 
sought additional explanation for the use of NSLs under- We 
were told the purpose of having the CAU instead of the field offices obtain 
approval for the issuance of such NSLs was to make the telephony tippers 
more "actionable" by ensuring that field offices at a minimum knew the 

. As described in Three, the members 
(the predecessor to had received 

agen FBI field offices that leads lacked 
direction about how to make investigative use of the telephone numbers and 
did not provide sufficient information to open national security 
~was problematic under the 
-and for a time field 
offices to-obtain subscriber information for numbers. 
Thus, if agents could not locate the information in FBI or commercial 
databases, they faced a dilemma about how to proceed in the absence of 
what they viewed as sufficient predication. f(fr;!,J/ST!All//SI//00/NF) 

The CAU's first Unit Chief (who served in an Acting capacity) 
dis~roblem in an EC distributed in January 2003 that addressed 
th~ project. The EC stated, 

the nature of the information provided [in an 
lead], field offices may determine this intelligence 

to predicate either a criminal investigation or an 
int~stigation of someone in their territory. Some of 
the-leads may contain a request for a field office to 
confirm a subscriber in their territory, if possible, in addition to 
providing intelligence. The identification of some subscribers 
might actually require a National Se (NSL) or a 
Grand Jury subpoena; however, the control file 
would not be the appropriate legal authority for these requests. 
(S//NF} 

The Acting Unit Chiers supervision of the CAU ended in February 
2003. In March 2003, another FBI Supervisory Special Agent (SSA) was 
appointed as the CAU's first permanent Unit Chief. He told us that when he 
joined the CAU he was aware that field offices sometimes did not obtain 

· on tippers because some agents did not believe 
ECs provided sufficient information to open a national security 

investigation. The Unit Chief disagreed, based in part on his insider 
knowledge about how Stellar Wind operated. He said that he believed the 
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tippers contained sufficient information to open preliminary 
investigations and issue NSLs.343 fPS//STLVl//SI//00/NF) 

The Unit Chief wanted field offices at a minimum to know the identity 
of subscribers of tipped telephone numbers. He also said it was important 
to ascertain the correct identities of the subscribers at the time the tipped 
calls were placed. The Unit Chief stated that if the field office did not issue 
an NSL for subscriber information promptly, or if the field office relied only 
on publicly available information, the passage of time could cause the user 
of the phone to be misidentified. In addition, the Unit Chief said that even if 
a tipper did not result in any investigative value at the time of the tip, it 
nevertheless was important to identify the subscriber in the event the tipper 
became relevant in the future or to another investigation. For all of these 
reasons, the Unit Chief said he took steps to make the CAU, instead of the 
FBI field offices, responsible for issuing NSLs for telephone number tippers 
under the Stellar Wind program.344 (TS//STU-.V//SI//00/NF) 

In approximately J~CAU analyst was read into the Stellar 
Wind program to process-NSLs. The analyst told us she 
questioned the Unit Chief and the Team 10 supervisor about whether it was 
permissible to issue NSLs out of a control file. The Unit · that 
he was not aware at this time that a control file such as could 
not be used to issue NSLs. (!f8//8TV.V//SI//OC/NF) 

The analyst volunteered to approach FBI OGC and met with Marion 
"Spike" Bowman of the OGC's National Security Law Unit to discuss this 
concern. She said she that the CAU wanted to know if it 
could issue NSLs un in view of its status as a control file. 
She said she told Bowman that the NSLs would seek subscriber information 
only and that field offices would be responsible for seeking related toll billing 
records if warranted by additional investigation. (TS//STLVl//SI//OC/NF} 

According to th~owman said that it would be permissible to 
issue NSLs out of the--file as long as only subscriber information 
was sought. The analyst said she could not recall whether Bowman 
affirmatively stated that issuing NSLs from a control file would be 

343 On January 16, 2003,2 months before the FBI SSA was appointed Unit Chief of 
the CAU, Attorney General Ashcroft authorized the FBI to issue NSLs during preliminary 
investigations. Prior to this time, the FCI guidelines authorized the FBI to issue NSLs only 
as part of a "full investigation." f8ff:P.lF) 

344 The Unit Chief told us that he did not believe it was critical at the preliminary 
stage to also obtain telephone subscribers' calling records, or "toll records/' identifying all 
outgoing and incoming calls. f£8//S'FLWI/SI//00/NF) 
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permissible or whether he merely agreed that it would be permissible under 
the conditions the analyst presented.345 (TS//STVN//81//0C/NF) 

Shortly after the meeting, the CAU implemented procedures for 
~that OGC issue NSLs to obtain subscriber information for each 
-telephone number tipper disseminated to field offices that the 
FBI was not already aware of or for which it did not have subscriber 
info~er these procedures, the CAU analyst received a copy of 
each-EC with telephone number tippers as they were issued by 
Team 10 and drafted a separate approval EC to the NSLB that repeated this 
information and requested that the NSLB issue NSLs for the numbers listed. 
NSLB attorneys were responsible for determining whether the NSL requests 
were "relevant to an authorized investigation," as required by statute. If the 
attomeys determined that they were, NSLs were drafted and signed by the 
Deputy General Counsel for NSLB and forwarded to the CAU for service on 
the appropriate communications service providers. The providers returned 
the responsive records to the CAU, which in turn disseminated the 
information to the appropriate FBI fie.ld offices. From ~. 2003 to 
November 2006, the CAU issued over 500 NSLs under__.. 
(TS J I STVTT I 'SI I roc /NF) ~~-~--~-~-

!! ht( II 1 

We interviewed 
issuance practices under 
shortly after joining the 

Counsel Julie Thomas about NSL 
Thomas was read into Stellar Wind 

2004. She was responsible for 
requested by the CAU. Thomas 

the operational reasons the CAU began issuing 
but stated that it was not until the OIG was 

reviewing and 
said she 
NSLs l..UJ.,u.v.L 

I I I I • ,.."',r1,.,,r of the FBI's use of NSLs in 2006 that she learned 
was a control file and the significance of this status as it related 

to issuing N said that the CAU's requests to NSLB to authorize 
NSLs under always identified the specific file number associated 
with the proJ that the CAU had initiated a preliminary 
inquiry in connection with the NSL request. Thus, in Thomas's view, the 
NSL being requested was "relevant to" an authorized investigation, as 

345 FBI General Counsel Valerie Caproni told the OIG that she believes Bowman 
based his guidance to the CAU on the understanding that the NSA, by reporting a tipper to 
the FBI, already had established a reasonable articulable suspicion that the foreign end of 
the contact was related to al Qaeda or an affiliated group. Caproni said that in view of the 
hundreds of al Qaeda investigations ~conducting, Bowman likely concluded it 
was pennissible to issue NSLs under--for the subscriber information of tippers 
even if at the time there was not a specific investigation to which each NSL could be 
connected. The Team 10 su.rvisor at this OIG that he recalled the decision 
to issue NSLs from was based close relationship to the FBI's 
ongoing investigations of al Qaeda and affiliated groups. (T~/ /~TVN/ / SI/ /OC/NF) 

282 
TOP SECRET//STLW//HCS/Si//ORCON/NOFORN 



APPROVED FOR PUBLIC RELEASE 

TOP SECRET//STLW//HCS/81//0RCON/NOFOKN 

required by statute and Justice Department investigative guidelines.346 

(TS I 'ST:b'tlT I 181 I 'OC 'NF) T/"1 I II I 

However, Thomas said she did not believe the 
improper even though they were issued from a stated 
that the NSLs in fact were relevant to authorized international terrorism 
investigations in that the FBI was conducting hundreds of investigations of 
al Qaeda and its affiliates at the time the NSLs issued. Thomas told the OIG 

· this position, in November 2006 the FBI converted 
an ((umbrella investigative file" to reflect the program's 

to international terrorism investigations. (TS//SI//NF) 

The OIG reviewed the communication from the CAU opening this 
investigative flle. It stated that a member of the U.S. Intelligence 
Community [the NSA] reported to the FBI that al Qaeda members and 
associates are using telecommunications systems to facilitate their terrorist 
activities, that the FBI has independently determined that this is occurring, 
and that "inasmuch that Al-Qa'ida is a multi-faceted and international 
terrorism organization, the FBI has determined it is appropriate to open a 
full field investigative [sic]." The communication stated that the CAU was 
using information obtained from the member of the U.S. Intelligence 
Community to issue NSLs and that the results are disseminated to the 
appropriate FBI field offices. The communication also advised that all 
investigative leads associated with the investigation would be titled-
-to protect the source of the information and the methods used-to~--
obtain the information. (T8//8TI»l//SI//OC/NF) 

tly is taking a similar approach to ~SLs under the 
field office (instead of the CAU) is authorized to issue an 

· stigative file, even if the field office does not 
open its own and the tipped domestic telephone number or 
e-mail address is not relevant to another open investigation. However, NSLs 
issued under-can request subscriber info~ and may not 
request transactional records, as was done under-
(TS//81//NF) 

The FBI's decision to restrict- NSLs in this way was not 
required by law, but was an operational decision. As discussed below, FBI 

346 The-file number is Thomas told us that she 
did not realize that the "C" designation stood for "Control File." In addition, in the approval 
ECs reviewed by the OIG that sought the issuance of NSLs, the CAU stated, among other 
things, that the source" reported telephonic contact between possible al Qaeda 
or other intemational terrorism entities and numbers in the United States and that "a 
preliminary CAU inquiry was conducted for the US telephone numbers reported by this 
source." (TS/ j ~'fLW/ / 8f/ /0 Cf NF) 

283 
TOP SECRET//STLW//HCS/81//0RCON/NOFORN 



APPROVED FOR PUBLIC RELEASE 

TOP SECRET//STLW//HCS/81//0RCON/NOFORN 

field offices addressed mo tippers by conducting '1threat 
assessments" to determine whether the tipper had a nexus to terrorism and 
warranted the field office initiating a preliminary or full investigation. The 
subscriber information for a tipper is sufficient for purposes of completing a 
threat assessment. The same is true for-tippers, and the current 
Team 10 supervisor told us that it would not be a ~'good business" practice 
to collect transactional records on a U.S. person unless a threat assessment 
justified the field office initiating its own preliminary or full investigation of 
the individual. (TS//81//NF) 

We believe the FBI should have opened an investigative 
file in July 2003 and used it to issue NSLs related to Stellar Wind 
information. The Justice Department investigative guidelines in effect at 
that time authorized the FBI to open full investigations of groups for which 
there were specific and articulable facts to believe were involved in 
intemational terrorism, such as a1 Qaeda. However, the FBI decided to 
issue Stellar Wind NSLs from an existing control file, which was contrary to 
FBI internal policy. (T3//8TUvV//8I//OCfNF) 

We did not find evidence that officials from the CAU and OGC involved 
in the decision to use an existing control file to issue NSLs related to Stellar 
Wind information deliberately tried to circumvent FBI guidelines. The July 
2003 rationale for issuing the NSLs out of the control flle - the close 
relationship between the Stellar Wind program and the FBI's ongoing 
investigations of al Qaeda and affiliated groups - was the 
reasoning used in November 2006 ~he . . . investigative file 
and in November 2008 to open the- investigative flle. As we found 
in our March 2007 report concerning the FBI's use of NSLs, ~ 
OGC officials involved in the decision to issue NSLs from the­
control file conclud that the FBI had sufficient predication 

with existing preliminary or full 
investigations of al groups or to open new preliminruy 
or full investigations in compliance with Justice Department investigative 
guidelines. Nevertheless, the decision violated FBI internal policy. 
(TS I '8TL11 r I 'SI I 'OC 'NF) rr Y'IJf n 1 

In. and Scrubbing Process (TS//Sf//NF) 

As discussed in Chapter Three, the Department implemented a 
process imposed by the FISA Court to uscrub" FISA applications to account 
for Stellar Wind-derived information. The objectives of the initial scrubbing 
process were to determine whether any NSA information contained in 
intemational terrorism FISA applications was derived from Stellar Wind and 
whether any of the facilities (telephone numbers or e-mail addresses) 
targeted by international terrorism FISA applications were also targeted for 
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Stellar Wind collection (commonly referred to as dual coverage). 
(TS I 'STUTT I 'SI { 'OG 'NF) IT Hff II I 

The scrubbing process was coordinated by the Justice Department 
and NSA, beginning in February 2002 after Judge Lamberth was read into 
Stellar Wind. In May 2002, Judge Kollar-Kotelly succeeded Judge Lamberth 
as Presiding Judge of the FISA Court and continued the scrubbing 
procedures. However, whereas Judge Lamberth required only that he be 
notified of applications that contained Stellar Wind information, Judge 
Kollar-Kotelly required that such information be removed. 
(T8 I 'STLTlT I 'SI I 'OC 1NF) T T vv // II I 

As described in Chapter Four, on March 14, 2004, OIPR Counsel 
Baker briefed Judge Kollar-Kotelly about the President's decision to sign the 
March 11, 2004, Presidential Authorization without the Justice 
Department's certification as to the Authorization's form and legality, and 
about subsequent changes the Authorization made to the Stellar Wind 
program. {1'8//SI//NF) 

According to a handwritten letter Judge Kollar-Kotelly drafted to 
Baker had informed her that the Stellar Wind 

The letter also stated that e 
Deputy Attorney General agreed to certify the program as to 

form and legality, and that OLC had prepared a new legal memorandum 
regarding the legality of Stellar Wind to replace the November 2001 
memorandum authored byYoo. (TS//STV.V/J'ii3I//OC/NE) 

Judge Kollar-Kotelly's letter marked the first time her expectations 
concerning the Department's use of Stellar Wind information in FISA 
applications was communicated in writing to OIPR. Judge Kollar-Kotelly 
wrote, 

Although the Court has every confidence in the oral 
representations of Jim Baker [and] does not have any reason to 
question his honesty or credibility with the FISC or this judge, I 
am requesting that representations, previously done orally, now 
be put in writing that relate to [Stellar Wind] and FISA 
applications so that there are no misunderstandings. 

I want to emphasize my position which has been consistent 
since I carne on the FISC in May 2002, the [Stellar Wind] 
program and FISA applications are to be kept separate, and no 
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inforrriation direct or indirect, derived or obtained from [Stellar 
Wind) should be included in FISA applications. Only in this 
way can the integrity of the process and intelligence collected 
through FISA applications be maintained. 
(TS IISTI)XT I 1£1 I 'OC 'NF) 1 1 •rrr I 1 I 

Judge Kollar-Kotelly also wrote that she would not sign any FISA 
applications that contained substantive information from Stellar 
Wind-generated tips or any applications where the Stellar Wind tip was the 
sole or principal factor for an agency initiating the underlying investigation, 
"even if the investigation was conducted independently of the tip from 
[Stellar Wind]." (TS//STVN//81//00/NF) 

Baker told us that this letter was Judge Kollar-Kotelly's preliminary 
response to the changes in the Stellar Wind program. Through subsequent 
discussions between Judge Kollar-Kotelly and Baker, and between Baker 
and other Department and FBI officials, a more flexible arrangement was 
reached on scrubbing that addressed Judge Kollar-Kotelly's concerns 
without imposing an absolute prohibition on including certain Stellar 
Wind-derived information in FISA applications.347 
(TS/ I STI.W//SI//OC/NF) 

In short, the scrubbing procedures implemented in March 2004, and 
that continue to the present day, substantially expanded the procedures 
OIPR originally developed in February 2002.348 In addition to determining 
whether any NSA information contained in international terrorism FISA 
applications was derived from Stellar Wind and whether there was any dual 
coverage, Judge Kollar-Kotelly required the FBI to determine whether any 
facility (telephone number or e-mail address) that appeared in a FISA 
application also appeared in a Stellar Wind report and, if so, whether the 
FBI had developed, independent of S interest in 
the facility before it was the subject of an . 349 This third 

347 FBI OGC said that it was not until these discussions that the FBI was aware of 
the scrubbing procedures OIPR had implemented in approximately February 2002 after 
Judge Lamberth was read into the Stellar Wind program. (TS/fSI//NF) 

34B The scrubbing procedures described here apply both to NSA information derived 
from the Stellar Wind program and to information derived from the FISA Court's PR/TT and 
Section 215 bulk meta data orders. Until mid-2008 when the Stellar Wind program 
officially was closed, leads the NSA developed from the FISA-authorized bulk meta data 
collections were disseminated under the Stellar Wind compartment. 
f£8//STLW//Sl//OCfNF} 

349 As discussed in Chapter Three, Baker did not believe in May 2002, when he first 
discussed the subject with Judge Kollar-Kotelly, that such a scrub was possible. Baker 
told us that by March 2004 he better understood the NSA's and FBI's process for 
disseminating Stellar Wind information and the agencies' ability to track program-derived 
tips in a timely manner. (TS//S'fLW//SI//OC/NF) 
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scrub is coordinated among OIPR, the FBI's National Security Law Branch 
(NSLB), and Team 10. fFS//STLVlf/SI//00/NF) 

The scrub requires NSLB to compile a list of all "facilities" - telephone 
numbers and e-mail addresses- that appeared in any draft international 
terrorism FISA applications.3so This list is compiled as FISA packages 
become ready for filing with the Court and is provided to an attorney in 
NSLB read into the Stellar Wind program. The attorney in turn forwards the 
facilities list to Team 10 at the NSA. Team 10 checks each facility against 
the NSA's Stellar Wind reports database to determine whether a listed 
facility is contained in any Stellar Wind reports and, if so, whether the 
facility appeared in the tearline portion of a report that was further 
disseminated to FBI field offices. If both inquiries are positive, Team 10 
notes the date of the relevant Stellar Wind. report and searches the FBI's 
Automated Case Support System (ACS) to determine whether the facility 
appears in ACS and, if so, the date the facility came to the FBI's attention. 
Team 10 reports the results of these checks to the NSLB attorney for review. 
(TS/ / STI .11Jlj / SI/ I DC I NF) 

The NSLB attorney takes one of two steps at this stage. If Team 1 O's 
checks are negative - meaning none of the facilities are contained in a 
Stellar Wind report or contained in information below the tearline of a 
Stellar Wind report - the NSLB scrub attorney notifies the OIPR attorney 
and FBI case agent that the FISA application can be cleared for presentation 
to the FISA Court and that the application can proceed to final processing. 
If both checks on a facility are positive, the NSLB attorney will try to 
determine if there is a basis for the Court to allow the information in the 
application based on the theories, discussed in fprther detail below2 that the 
FBI had an independent investigative interest in or would have inevitably 
discovered the facility in question. To determine this, the NSLB attorney 
researches FBI databases, analyzes records, and attempts to craft an 
argument under one of these theories. The NSLB attorney then provides 
this information to OIPR for presentation the Court. If the NSLB attorney 
cannot find a basis for including the information under either of the 
theories, and the facility is not essential to the showing or'probable cause 
for the requested FISA coverage, the facility is excised from the FISA 
application, and processing continues. If the information is important to 
the probable cause showing, the NSLB attorney discusses with OIPR 
whether to make the argument to the appropriate FISA Court judge (initially 
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Judge Kollar-Kotelly and now, the judge assigned to case) that the facility 
nevertheless can remain in the application. fFS//STLVl//SI//OC/NF) 

According to the Deputy General Counsel for NSLB, the argument to 
keep such information in an application is based on "standard Fourth 
Amendment [exclusionary rule] analysis." The "exclusionary rule" generally 
holds that where the government obtains evidence in violation of the Fourth 
Amendment, the court will suppress, or exclude, the evidence from the 
prosecutor's case-in-chief in a criminal trial. Under the "fruit of the 
poisonous tree" doctrine, a corollary to the exclusionary rule, any evidence 
obtained directly or derivatively from the government's improper conduct is 
also excluded. However, there are several exceptions to the exclusionary 
rule, two of which were relevant to scrubbing: independent source and 
inevitable discovery. The independent source exception holds that the 
exclusionary rule does not bar the use of evidence obtained in violation of 
the Fourth Amendment if there is also an independent, legal source for the 
evidence.351 The inevitable discovery exception applies when evidence 
obtained in violation of the Fourth Amendment would have been obtained 
independently had the illegal search not occurred, which the government 
must prove by a preponderance of the evidence.352 (U) 

Thus, in the scrubbing context, the issue is whether the Stellar Wind 
information contained in a FISA application should not be excluded, either 
because the FBI had an investigative basis independent of Stellar Wind for 
including the information in the application or because the FBI inevitably 
would have discovered the information in the absence of Stellar Wind. More 
specifically, under the independent investigative basis exception, if Team 
lO's search of ACS shows that a facility came to the FBI's attention before 
the facility appeared in a Stellar Wind report, this fact establishes that the 
FBI has an independent, non-Stellar Wind factual basis to include the 
facility in the application.353 NSLB Deputy General Counsel Thomas told us 
that in her experience the FBI already is aware of the facility- meaning it 
appears in ACS or other FBI databases - in nearly every instance that a 
facility contained in a FISA application also appears in a Stellar Wind 
report. (TS//8TLVl//SI//OC/NF) 

351 See Segura v. United States, 468 U.S. 796, 805 (1984). (U} 

352 See Nix v. Williams, 467 U.S. 431, 443 (1984). (U) 

353 For example, in one case the NSLB attorney's review of the underlying 
investigative file showed that the FBI had obtained the telephone number at issue in 
response to an NSL Letter. Because the NSL was dated earlier than the< Stellar Wind report 
that also contained the telephone number, the FBI had an independent investigative basis 
for including the number in the FISA application. (TS//STV.V//'ai//OCJNE) 
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The inevitable discovery exception in the scrubbing context applies 
when Team lO's check of ACS indicates the FBI was not aware of the facility 
before the date of the Stellar Wind report containing the facility. Under this 
approach, the NSLB attorney attempts to demonstrate to OIPR that normal 
investigative steps in the underlying investigation inevitably would have 
identified the facility in question. The scrubbing attorney analyzes such 
case evidence as close associates and other relationships of the subjects of 
the investigation that could logically lead investigators - through NSLs, for 
example- to the facility contained in the Stellar Wind report.354 
(TS I 'STL~' I 'SI I 'OC 'NF) I Jv I I I I I 

Until January 2006, when the full FISA Court was read into Stellar 
Wind, Judge Kollar-Kotelly required that all applications the FBI determined 
contained facilities or information that also appeared in Stellar Wind reports 
be cleared with her before being filed with the FISA Court. As she wrote in a 
January 12, 2005, letter to OIPR, "I want to ensure, that, to the extent 
possible, [Stellar Wind] information is excluded from applications submitted 
to the FISC and that, if it is necessary to include such information, it is 
specifically identified to the FISC as derived from [Stellar WindJ collection 
when the application is presented." OIPR Deputy Counsel Skelly-Nolen­
who was read into Stellar Wind on March 12, 2004, but who had been 
involved in the scntbbing process since 2001- was responsible, along with 
Baker, for coordinating this aspect of the scrubbing process and, when 
warranted, for presenting the argument to the judge that an application 
containing information that was the subject of a Stellar Wind report to the 
FBI should nevertheless be approved for filing. (TS//STVll//81//0C/NF) 

Skelly-Nolen characterized the applications she presented to Judge 
Kollar-Kotelly as either "vanilla" or "non-vanilla." Vanilla applications were 
those for which Skelly-Nolen could confidently represent that the FBI had 
an independent investigative basis for the facility identified in the 
application that was the subject of a Stellar Wind report (for example, a 
facility the FBI learned of through FISA coverage that pre-dated the Stellar 
Wind report). Skelly-Nolen told us that over time Judge Kollar-Kotelly 
allowed the vanilla applications to be handled telephonically in an 
unclassified manner, a departure from her general requirement that the 
discussions be h,eld in judge's chambers. Non:..vanilla applications typically 
involved those cases that required Skelly-Nolan to demonstrate that the FBI 

354 For example, in one case a telephone number of a particular business did not 
appear in an FBI database prior to the date it appeared in a Stellar Wind report. However, 
the subject of the underlying investigation was the target of an FBI national security 
investigation, and OIPR argued that the telephone number inevitably would have been 
connected to the subject through the "natural course of the investigation," possibly from 
toll records associated with other telephone numbers used by the subject, trash covers and 
open source information, or physical surveillance. (fS/ /STLW//81/ /OC/NF) 
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inevitably would have discovered the facility in question during the normal 
course of investigation. Skelly-Nolen said th~se cases were always 
discussed \vith Judge Kollar-Kotelly in person. (TS//STLVl//SI//OC/NF) 

Skelly-Nolen told us that there were instances when Judge 
Kollar-Kotelly requested additional information to support the proffered 
theory for including Stellar Wind information in the FISA application. In 
some cases, Judge Kollar-Kotelly simply struck a line through the 
paragraphs in the filed application that contained the Stellar Wind-derived 
information and annotated in the margin, "This section (strike) not 
considered in evaluation of probable cause," followed by her signature and 
the date. Skelly-Nolen also said that in one or two cases Judge 
Kollar-Kotelly required that certain Stellar Wind information arguably 
necessary for establishing probable cause be removed from the 
applications.355 However, in general Judge Kollar-Kotelly accepted OIPR's 
and the FBI's assessment that there was a non-Stellar Wind investigative 
basis for the information in question, or that the information inevitably 
would have been discovered even in the absence of Stellar Wind-derived tips 
to the FBI. (f8//8TL\lJ//8I//OG/NF} 

After operating under the expanded scrubbing procedures for 
approximately 6 months, Judge Kollar-Kotelly agreed in November 2004 to 
allow other FISA Court judges who had not yet been read into the Stellar 
Wind program to handle scrubbed international terrorism applications. 
However, Judge Kollar-Kotelly still required that Skelly-Nolen bring to her 
attention all vanilla and non-vanilla applications so they could be "cleared" 
before being formally filed. As noted above, it was not until January 2006, 
when the full FISA Court was read into Stellar Wind, that Skelly-Nolen was 
able to discuss such cases with other judges. (T8//8TL\If//8I//OC/NF) 

Since that time, the basic scrubbing procedure described above has 
continued. The Office of Intelligence attorney primarily responsible for the 
process told us that each new FISA application that references a facility that 
was disseminated under Stellar Wind is brought to the attention of the 
judge assigned to the case. 356 However, with limited exceptions, the FISA 
Court judges do not require that the government inform them of renewal 
applications that contain such facilities so long as they were previously 
brought to the Court's attention in the initiation application or prior renewal 
applications. The Office of Intelligence attorney told us that the government 

3ss According to Skelly-Nolen, Judge Kollar-Kotelly nevertheless allowed OIPR to file 
these applications and approved them. (TSJ/STVN//SI/fOC/NF) 

356 The Office of Intelligence Policy and Review (OIPR) became a part of the 
Department's National Security Division, which was created in September 2006. As of April 
2008, OIPR was renamed the Office of Intelligence. (U) 
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relies on the independent investigative interest theory in the majority of 
cases in which it seeks to keep a facility in an application. The attorney 
also said that from the perspective of the Office of Intelligence the scrubbing 
process is more manageable today than in the past because the process is 
better organized, additional personnel have been read into the program, and 
the FISA Amendments Act of 2008 extended the period of time the 
government must bring emergency applications to the FISA Court from 72 
hours to 7 days. However, from the FBI's perspective, the scrubbing 
process continues to be burdensome and requires a significant expenditure 
of time and other resources. (TS//STV.V//81//00/~JF) 

IV. Impact of Stellar Wind Information on FBI Counterterrorism 
Efforts (S//NF) 

This section examines the impact of the information obtained from 
Stellar Wind on FBI counterterrorism efforts. It first provides statistics 
concerning the number of tippers from Stellar Wind information­
tele~ail, and content- disseminated to FBI field offices through 
the--..!1. ~ Next, it describes how FBI field offices generally 
investigate~tippers and the typical results of the investigations. 
This section then summarizes two statistical surveys of meta data tippers 
the FBI conducted in 2006 to assess the value of Stellar Wind to FBI 
operations, and describes observations about the program's value provided 
to us by FBI officials and employees in OIG interviews and contained in 
documents the OIG obtained during the course of this review. Finally, the 
section examines .. FBI international terrorism investigations commonly 
cited as examples of Stellar Wind's contribution to counterterrorism efforts 
in the United States. fPS//STLVl//81//0G/NF) 

A. Stellar Wind~ Statistics 
('f'S//STLW//SI//OC/NF) 

We reviewed FBI and NSA statistics relating to the Stellar Wind 
program. According to an NSA document ber 1, 2001, to 
February 28, 2006, the NSA provided telephone numbers and 
e-mail addresses under the Stellar Wind program. The FBI disseminated 
most of these as tippers to field offices. Chart 6.1 depicts the distribution of 
the telephone numbers and e-mail addresses the NSA provided the FBI by 
type fPS I 'STLHT I 1SI I 'OC INF) . II hTJ T1 I 
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Chapter Three, the NSA provided ratings, or 
for each telephone number and e-mail address to help 

the FBI prioritize the tippers being disseminated. to field offices. The FBI 
defined the rankings in ECs disseminated to field offices in the following 
manner: 

The FBI included these rankings 
ECs until early 2003. At that time, Team 10 began to independent 
assessments about tippers' priority for the that basis, and 
generally discontinued including the ratings in ECs. As 
discussed in this chapter, Team 10 usually set for telephone 
numbers and e-mail addresses the FBI did not already know and 
Discretionary leads for those the FBI was aware of in connection with closed 

. fPS I 'S!ff:iTTT , I sr I I ee 'NF} or ongomg cases.(Jvv 1 r fll 
We could not compare the relationship between the NSA's 

-and the FBI's leads because the FBI did not maintain statistics 
about the lead type for each tipper that Team 10 disseminated. However, in 
connection with our visits to the FBI's Detroit and Seattle field offices, we 
examined the number of individual telephone nun;tbers and e-mail 
addresses provided to those offices and the type of lead assigned for each. 
We determined that FBI Headquarters Action leads for 
approximately 50 percent of sent to these offices. 
As depicted in Chart 6.2, of the to the Detroit 
field office from December 2001 to Decem 
Action leads. During this same period, of 
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to the Seattle field office, as Action leads. These figures, 
taken together with the 5 percent of the meta data leads the 
NSA ~ed the FBI from October 1, 2001, to February 28, 2006, were 
rate~, indicate that FBI field offices were required to investigate a 
substantial volume mbers and e-mail addresses that NSA 
analysts had rated in terms of their connections to 
terrorism. f£8//STL\Vf/SI//OC/NF) 

CHART 6.2: Percentage of Lead Types for Detroit and Seattle 
(January 2001 to May 2007) (8//NF) 
(Chart below is SECRET//NOFORN) 

With respect to leads that provided the content of communications the 
NSA intercepted under Stellar Wind, the manner in which th 
disseminated on the · 
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357 The FBI did not maintain statistics on the number 
vv~ ...... ,_ ...... t tippers disseminated to FBI field offices from Stellar 

reports. (TS/ f STV.ll/ / SI/ / 00/PlF) 

We also found tha were distributed unevenly 
among FBI field offices. maJ of tippers were disseminated to large 
offices with substantial counterterrorism programs, such as New York, 
Washington, Chicago, and Los Angeles, and to offices whose territory 
contained significant Middle Eastern pop~.... .. . . . etroit. For 
example, FBI records indicate that of the-lea<;is 
disseminated in 2005, 50 percent were assigned to 10 field offices. Table 
6.1 depicts the distribution of · 2005 among FBI field 
offices.358 (TS//STU.V//81//0C/NF) 

TABLE 6.1: {U//MU6) 

ssa A "lead" in these figures does not equate to a single telephone number or e-mail 
address; each-lead could contain several tel~umbers or e-mail 

. For example, the Detroit field office receive~ in 2005 containing 
individual tippers. (TS/ /STU.V/ /81// OGfl'lF) 
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FBI Field Office Investigations of 
(9//NF) 

FBI field offic~equired to invest.igate every tipper -

•
minated unde~359 Rather, the type of lead that the 

. EC assigned- Action, Discretio~Information- governed a 
field office's response to a tipper.360 -content tippers, which 

359 As discussed in Chapter Three, the practice under 
first several weeks of the Stellar Wind program was to set Action 
number tippers. This 
in a Stellar Wind 

360 An Action lead instructs a field office to take a particular action in response to 
the EC. An Action lead is "covered" when the field office takes the specified action or 
conducts appropriate investigation to address the information in the EC. A Discretionary 
lead allows the field office to make a determination whether the information provided 
warrants investigative action. A field office that receives a "For Information" lead is not 
e.xpected to take any specific action in response to the EC, other than possibly route the 

(Cont'd.) 
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provided information derived from communications of telephone numbers 
and e-mail addresses under surveillance, generally assigned Discretionary 
or For Information leads. The information in these tippers usually related to 
individuals already under F~on and was provided to the agents 
responsible for those cases ....... e-mail address tippers generally 
assigned Discretionary leads to field offices unless the information was 
particularly urgent. As noted above, content and tippers 
accounted for a comparatively small portion of the 
disseminated by Team 10. f£8//STLVl//SI//OC/NF} 

The vast majority of FBI inve~vity related to Stellar Wind 
information involved responding t~telephone number tippers 
that assigned Action leads. Team 10 generally assigned Action leads for 
telephone numbers that the FBI did not previously know or that Team 10 
otherwise deemed a high priority, such as a number that had a relationship 
~BI investigation. 361 From approximately September 2002 (when 
-was created) to July 2003, Action leads instructed field offices to 
obtain subscriber information for the telephone numbers within its 
jurisdiction and to conduct any "logical investigation to determine terrorist 
connections." However, _some agents complained that these Action leads 
lacked guidance make use of the tippers, particularly given 
concerns that communications provided insufficient 
predication to open national security investigations. 
(TS 1 'S'f}:;n? 1 'SI 1 1 0C 'NF) 1/WJ I Tl I 

Two changes in 2003 addressed some of these complaints. First, in 
July 2003 the CAU assumed responsibility from field offices for issuing 
NSLs, as we discussed in Section II above. Second, in October 2003 the 
Attorney General issued new guidelines for FBI national security 
investigations that crea · · · d a 
"threat assessment."362 

communication to the office personnel whose investigations or duties the information 
concerns. (8//NF) 

361 Discretionary leads were assigned tci telephone numbers that already were 
known to the FBI, meaning the number or the number's subscriber was referenced in an 
active FBI investigation. These leads identified the case number of the related investigation 
and advised receiving field offices to "use the information as deemed appropriate" to bring 
the information to the attention of the appropriate case agent. (8//PfF) 

362 As noted earlier, the October 2003 guidelines, entitled Attorney General's 
Guidelines for FBI National Security Investigations and Foreign Intelligence Collection (NSI 
guidelines), replaced the Attorney General Guidelines for FBI Foreign Intelligence Collection 
and Foreign Counterintelligence Investigations. In September 2008, the Attomey General 
issued Guidelines for Domestic FBI Operations that replaced the October 2003 NSI 
guidelines with respect to domestic operations. The September 2008 guidelines use the 
term "assessment" instead of "threat assessment." (U) 
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"h'u.uuug in October 2003, Action leads assigned 
number tippers instructed field offices to conduct threa 
rrrs' 'STLJTT' 'Sf, ·ee •:-.:n=;'\ tT J( TLivvff /( fL'H:'J 

During our review d the Detroit and Seattle field offices to 
review their handling . In addition, we interviewed 
several supervisory agents at FBI Headquarters who had experience 
handling the leads in their respective field offices before being read into the 

•
ram. In general, these agents' and analysts' experience with­
leads was unremarkable. A threat assessment conducted by these 

agents and analysts typically involved querying several FBIJ public, and 
commercial databases for any information about the tipped telephone 
number, and requesting that various state and local government entities 
conduct similar queries. Sometimes these queries identified the subscriber 
to the telephone number before the CAU obtained the information with an 
NSL. In other cases, the threat assessments continued after the field office 
received the NSL results.363 (TS//STLVI//SI//00/NF} 

Examples of the databases utilized in their threat assessments 
the Automated Case Management System 

es,andloc­
databases, such as 

The results of their checks of these databases 
could sometimes be extensive and include personal information not only 
about the subscriber to the tipped telephone number, but also about 
individuals residing in the subscriber's residence or other acquaintances. 
In other cases, checks were negative or revealed little information about the 
number or the subscriber. (S//NF) 

363 We were told that it sometimes took-for field offices to receive 
subscriber information from the CAU. A Tea~~d field offices frequently 
contacted the CAU about the status of outstanding NSLs because the usefulness of threat 
assessments conducted on a telephone number were limited without the identity of the 
subscriber. {S/ / NF) 
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The agents and analysts said they reviewed the results of these 
database checks to determine whether additional investigative steps under 
the threat assessment were warranted or whether there was predication to 
open a preliminary inquiry. None of the agents we interviewed 
initiating any investigations based on a th ent of 
tipper.364 They said they frequently closed leads after 
conducting a threat assessment interview of the subscriber and determining 
that there was no nexus to terrorism or threat to national security. 
Alternatively, the leads were closed based solely on the results of database 
checks. (T8//8I//NF) 

Under the Attorney General's October 2003 national se 

agen were not to subscribers 
o the information that caused them to seek an interview. Instead, 
agents simply asked subscribers about their contacts in certain countries 
and with specific telephone numbers. Agents told us that subscribers 
generally consented to these interviews and were cooperative and 
forthcoming. In a few cases, subscribers refused the request or sought the 
advice of counsel.366 (fB//STUN//SI//00/NF) 

364 Prior to the CAU's July 2003 decision to assume responsibility for issuing NSLs, 
agents in FBI field offices often opened investigations in order to issue NSLs to obtain 
subscriber information. These cases usually were closed after the agents conducted 
investigations and determined the domestic telephone number tipper did not have a nexus 
to terrorism. (o'S//!IfF} 

365 On September 29, 2008, the Attorney General issued new guidelines for 
domestic FBI ' which includes national These 

Compare 
Attorney General's for .f. (September 29, 
2008), with Attorney General's Guidelines for FBI National Security Investigations and 
Foreign Intelligence Collection, Section II.A.6. (October 31, 2003). (o'S//NF) 

366 Several of the threat assessment interviews that agents described to us and that 
we reviewed in FBI documents provided examples of how some domestic telephone 
numbers appeared on their face to be in contact with an individual involved in terrorism. 
In the Seattle field office, several interviews revealed that the foreign telephone calls placed 
to domestic numbers were made using a pre-paid telephone service from local stores 
because the callers, often relatives of the domestic contacts, did not have telephone service 
at their residences. Thus, while the intelligence indicating that an individual involved in 
terrorism used the foreign telephone number might have been accurate, the number also 
was used by individuals about whom there was no reason to believe were involved in 
terrorism. ('fO/ / O'fL'N/ / 8IJ / OGj NF) 
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FBI field offices were required to report the results of the threat 
assessments to the CAU. In most of the ECs we reviewed, the field offices 
reported all of the information that was located about the telephone 
numbers, including the details of any sub::;criber interviews, and then stated 
that the office determined the tipped telephone number did not have a 
nexus to terrorism and considered the lead closed. Much less frequently, 
field offices reported that a preliminary investigation was opened to conduct 
additional investigation.367 Regardless of whether any links to international 
terrorism were identified, the results of any threat assessments and the 
information that was collected about subscribers generally were reported in 
communications to FBI Headquarters and uploaded into FBI databases. 
(3//NF) 

c. FBI Statistical Surveys of 
(TS ''STIJX"'SI I 'OC 'NF) I 1• I I I Y I 

Meta Data Tippers 

The FBI made several attempts, both informal and more formal; to 
assess the value of Stellar Wind to FBI counterterrorism efforts. The first 
was an informal attempt by the FBI's OGC. FBI General Counsel Valerie 
Caproni told us that in early 2004 she spoke with the CAU Unit Chief and 
the Section Chief for the Communications Exploitation Section about trying 
to assess the value of Stellar Wind information. According to Caproni, the 
two managers stated that based on anecdotal and informal feedback from 
FBI field offices, the telephony meta data tippers were the most valuable 
intelligence from the program for agents working on counterterrorism 
matters. However, Caproni told us it was difficult to conduct any 
meaningful assessment of the program's value in early 2004 because FBI 
field offices at that time were not required to report to FBI Headquarters the 
investigative results of the Stellar Wind leads disseminated under-

- FBI Headquarters did not make such reporting mandatory until 
October 2004. As a result, Caproni's discussions with the FBI managers did 
not result in any written assessment of the program. 
(TS I I STLUT I I SI I 'OC 1 ~lF) rr n rr Tl 1 

367 The CAU advised field offices that investigative feedback 
tippers was important because it informed the "reliable source's" (the NSA's) assessment of 
whether to continue analyzing the "foreign entityn that caused the tippers to be 
disseminated. An NSA official told us that such information was also important to 
improving the NSA's analytical process1 but he said it was sometimes difficult to obtain 
such feedback. A CAU Unit Chief told us that the NSA expressed particular concern about 
insufficient feedback from the FBI regarding investig. ative results~ the tippers' 
nexus to terrorism. He said this was a difficult situation in that professed to 
be sending out high value information about known links to terrorism," and it was 
"uncomfortable" to receive little feedback from field offices other than, "You're sending us 
garbage." Members of Team 10 told us that efforts to improve field office feedback over time 
had mixed results. (TS//8TLW//8I//OC/NF) 
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The FBI's second informal assessment of the value of Stellar Wind 
came after the December 2005 New York Times articles that publicly 
disclosed the content collection aspect of the Stellar Wind program. Caproni 
said that in preparation for Director Mueller's testimony at congressional 
hearings in 2006 on the issue, she attempted to evaluate the Stellar Wind 
program. Caproni stated that because NSA Director Hayden asserted 
publicly that the program was valuable, she wanted Mueller's testimony to 
identify, if possible, any investigations that illustrated Stellar Wind's positive 
contribution to the FBI's counterterrorism efforts. Caproni stated that this 
effort was complicated by the fact that Mueller's testimony would be limited 
only to the aspect of the program disclosed in the New York Times article 
and subsequently confirmed by the President- the content collection 
basket. (T8//8TV.V//8I//OC/NF) 

As discussed above, Caproni said that FBI field offices did not find 
this aspect of the useful as the meta 
~use 
-was comparatively small and the FBI had FISA coverage on 
many of these already. Caproni told us that ultimately she was able to 
identify "a couple" of content tippers that contributed to FBI investigations, 
but she commented that there were not many. (TS//STVN//SI//00/NF) 

The FBI subsequently conducted two more efforts to study the Stellar 
Wind program;s im~ns, both in early 2006. The first 
study sampled the----tippers the FBI had receiv~ 
Stellar Wind from 2001 through 2005. The second study reviewe~ 
-e-mail tippers the NSA provided the FBI from August 2004 through 
January 2006. In both of these studies, the FBI sought to determine what 
percentage of tippers resulted in "significant COIJtribution[s] to the 
identification of terrorist subjects or activity on U.S. soil." We describe in 
the next sections the fmdings of these two studies. 
(T£ I '8TL11TI 'SI I I oc 'NF) rr .. , r rr 1 

1. Early 2006 Survey-Telephony and. E-Mail 
Meta Data Tippers (TS//STI.W//81//0C/NF) 

Following the December 2005 New York Times article publicly 
disclosing the content collection aspect of Stellar Wind, additional members 
of the Senate and House Intelligence Committees were read into the 
program. During this time, the NSA provided to cleared members of 
Congress substantive briefings about Stellar Wind, and the FBI was asked 
to testify about its participation in the program. In preparation for these 
briefings and testimony, the FBI sought to quantify the value of Stellar Wind 
intelligence for FBI counterterrorism operations. The CAU conducted a 
statistical study for this purpose, and in May 2006 the FBI provided a copy 
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of the statistical report to the Senate Select Committee on Intelligence. 
(TS//STUvV//81//0C/NF) 

Th~onducted during a 1-week period in January 2006, 
sampled-unique telephone numbers and e-mail addresses the 
NSA provided the FBI from the inception of the Stellar Wind program 
through 2005.368 The study sought to determine what percentage of the 
tippers resulted in "significant contribution[s] to the identification of 

terrorist subjects or activ~. o. ·n··· .... S ............ · ..... "... . . king with an FBI statistician, 
the CAU determined that-randomly selected tippers 
would be required to obtain statistically significant results. 
(TS I 'STL117 I 'SI I 'OG 'P.TF) IT niJ If I 

Approximately 30 analysts from the FBI's Counterterrorism Division 
were assigned the task of reviewin~tippers to determine the 
disposition of each.369 The analysts sought to determine whether a 
particular tipper made a "significant" contribution to FBI counterterrorism 
efforts. For purposes of the study, a tipper was considered "significant if it 
led to any of three investigative results: the identification of a terrorist, the 
deportation from the United States of a suspected terrorist, or the 
development of an asset that can report about the activities of terrorists." A 
tipper that led to a field office opening a preliminary or full investigation was 
not considered "significant" for purposes of the study. 
(TS' 'STLnt' 'SI I ~oc 1NF) I I vv 7 I I I I 

The analysts researched each tipper's disposition in investi~ 
records contained in FBI electronic databases, beginning with the-
-EC that disseminated the tipper to the field. If an analyst concluded 
based on this research that a tipper was significant, a second analyst who 
was familiar with the Stellar Wind program further reviewed that 
determination. If the CAU analyst agreed with the initial finding, the tipper 

368 According to the CAU 
the inception of Stellar Wind, 

......... "'-'"content tippers. (TS//STI»I//81//0C/NF) 
369 Most of the analysts were not re~tellar Wi-m and were told 

that the study concerned the disposition of-leads. Of tippers reviewed 
by the analysts, approximately 12 percent were e-mail addresses, a figure consistent with 
the overall tipper breakdown bet\veen e-mail addresses and telephone numbers. 
(TS/ / STV.Vj/ SI/ /00/ NF) 
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and supporting information was presented to the CAU Unit Chief for a final 
revl·ew 37° (TS 1 'STL11

' 
1 '81 1 100 1NF) · n .. Tl Tf I 

~s methodology, the study found tha 1.2 percent, 
o-tippers were · t." The study extrapolated this 
figure to the entire · of and determined that one 
could expect to tippers the NSA provided the FBI 
under Stellar Wind were significant. (TS//STVN//81//0C/NF) 

The report documenting the study's findings included brief 
descriptions o-"significant'' tippers. For example, according to the 
report, one tipper led to the opening of a full investigation that developed 
evidence that the user of the tipped e-mail address had "defini · 
terrorism." The user was arrested and pled guilty to charges of 

Several of the "significant'' tippers related to ongoing FBI 
investigations. For example, information from one tipper designated as 
significant was already known to the relevant FBI field office, which had an 
investigation on~rriing a subject associated with the tipper prior 
to receiving the----EC. According to the study's brief description of 
the case's significance, the investigative file stated that the tipper was "very 
beneficial in the on-going investigation" by connecting the subject to 
terrorism, without describing that connection. Another tipper caused a field 
office to change a · · full investigation regarding 
the possible The tipper indicated a 
connection investigation and 
a known terrorist. --t-l~ff~::H--:~:.-V'H--~'4-f-1-l~~lil--

The study also found that 28 percent of 
disseminated to FBI field offices for investigation. to the report, 
the CAU filtered out these tippers based on "lack of significance" when they 
were first provided to the FBI by the NSA. These tippers were deemed 
non-significant for purposes of the study. In addition, the study found that 
for 22 percent of the sample tippers, FBI field offices did not report any 

370 According to a CAU analyst closely involved with the study, establishing a fairly 
"tight" criteria to identify "significant" tippers was necessary in order to obtain statistically 
significant results within the one-week time frame the CAU was given to complete the 
review. The analyst told the OIG that analysts initially applied a broader "significant" 
standard in their reviews of the tippers, but that it immediately became apparent that a 
stricter standard was required. The Unit Chief for the CAU told the OIG that the definition 
of "significant" ultimately used for the study was reached by consensus among 
Counterterrorism Division operational and analytical personnel. (8/fOC/NF) 
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investigative results. The study assumed that the field offices investigated 
the leads that were set but did not document their work in ACS. These 
tippers were deemed non-significant for purposes of the study.371 Thus, 
combining these two categories, approximately 50 percent of the tippers 
reviewed as part of the CAU study either were never disseminated to FBI 
field offices, or were disseminated but with unknown investigative results.372 

(T8 I 'STVH I 'SI I 10C 1NF) If nJ( II I 

The FBI's report of the study did not explicitly state any conclusions 
about whether Stellar Wind was a valuable program. FBI Oi,MC. t. o the OIG 
that based in part on the results of this study, which found of the 
leads were significant, FBI executive management concluded 1at the 
program was "of value." The FBI OGC also said that FBI Director Mueller 
and Deputy Director Pistole provided congressional testimony in February 
and May 2006, respectively, about the value of the program, which the FBI 
OGC stated was based in part on the results of the study. 
(TS/ /STLVl/ /Sl/ /OC/NF) 

2. January 2006 Surve. E-Mail Meta Data Tippers 
(TS I 'STLW I 'SI' 'OG---If II II 

The CAU conducted a second study of Stellar Wind tippers in January 
2006. According to Caproni, this study was in response to a request from 
the FISA Court about intelligence being obtained pursuant to the July ~4, 
2004, Pen Register /Trap and Trace Order that authorized the bulk · 
collection of e-mail meta data. As discussed in Chapter Five, e-mail meta 
data was the first basket of Stellar Wind's signals collection activity that was 
placed under the FISA Court's authority. However, as noted earlier, the 

371 As noted, Caproni cited this lack of reporting from field offices as a reason for 
not being able to conduct a meaningful assessment of the Stellar Wind program's value in 
the spring of 2004. FBI Headqu-ers · ot officially require field offices to report 
investigative results conc~rning tippers until October 2004. According to the 
CAU analyst with whom the 01 spoke about the study, the idea of contact~es 
to discuss the disposition of tippers and to seek general observations about-was 
rejected because of the concern the inquiries might expose the Stellar Wind program. 
(TSffSTV.'!JffSiffOGfJIIF} 

372 By its methodology, the only tippers the study assessed for "significance" were 
those for which field offices reported investigative results to the CAU and therefore generally 
did not take into account tippers assigned as Discretionary leads. Discretionary leads, as 
distinguished from Action leads, did not require field offices to report to the CAU about hm'V' 
the tippers were used. Yet, according to FBI personnel, these leads sometimes were 
associated with ongoing investigations and sometimes provided new or additional 
indications of terrorist connections, or reported the content of communications indicating a 
subject's international movements. The "va1ue" of this category of tippers was not captured 
in the FBI's study. (TS//S'fLWf/Sfi/OCJNF) 

- - cc·-.oc:c·--- 304' 
· TOP SECRET//STI.,Vl//HCS/81//0RCOM/NOFOR:N 



;;_-

APPROVED FOR PUBLIC RELEASE 

TOP SECRET//STLW//HCS/SI//ORCON/NOFORN 

NSA continued to provide e-mail addresses to the FBI in Stellar Wind 
reports. (TS//STLW//Sl//00/NF) 

This second study, which reviewed each- e-mail tippers the 
NSA provided the FBI from August 2004 through January 2006, applied the 
same methodology for assessing "signific was used in CAU's first 
study. The second study found that none ail tippers was 
"significant'' under this standard. The report noted, however, that many of 
the investigations related to the reviewed e-mail tippers were still ongoing. 
In addition, the study observed that some of the tippers reviewed had only 
recently been disseminated to field offices for investigation and that it was 
possible investigation of these tippers had not been completed. 
(TS/ / STT .w; 1 SI/ / OC/NE') 

D. FBI Judgmental Assessments of Stellar Wind Information 
(S//NF) 

To attempt to further assess the value of Stellar Wind information for 
the FBI, we interviewed FBI Headquarters officials and employees who 
regularly handled Stellar Wind information. We also· · personnel 
in FBI field offices who were responsible for handlin tippers. 
We asked these witnesses for their assessments of the impact of Stellar 
Wind or information on FBI counterterrorism operations. We 
also recognize that FBI officials~ other than those we interviewed 
may have had experiences with---different than those summarized 

--··-·"··------ ---' - -

below (TS I 'STLUTIISJIIQC 'NE) • I I vo I r Ti I 

The members of Team 10 and its predeces 
were strong advocates of the program and stated that 
contributed significantly to FBI international terrorism investigations. 
Several claimed that program tippers helped the FBI identify previously 
unknown subjects, although they were not able to identify for us any 
specific cases where this occurred. Other witnesses cited the FBI's 
increased cooperation with the NSA on international terrorism matters as a 
side benefit of the Stellar Wind program.373 {TS//STLVv'h'SI//OC/NF) 

FBI officials and agents from the International Terrorism and 
Operations Section (ITOS) expressed a more moderate assessment of Stellar 
Wind. None of the ITOS officials we interviewed could identify significant 
investigations to which Stellar Wind substantially contributed. However, 

373 FBI Deputy General Counsel Julie Thomas also said that Stellar Wind helped 
improve the relationship between the FBI and CIA. She said the program provided an 
opportunity to demonstrate the "interoperability of different agencies," and based on her 
experience dealing \vith program-related matters the relationship between the FBI and the 
NSA was "better now than it has ever been." (TS//STU1f//£I//OC/Nl1) 
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they were generally supportive of the program, often stating that it was "one 
tool of many" in the FBI's fight against international terrorism. 
(TS//SI//~W) 

ITOS personnel frequently noted for us the deficiencies in the Stellar 
Wind information disseminated to field offices, such as the lack of details 
about the foreign individuals allegedly involved in terrorism with whom 
domestic telephone numbers and e-mail addresses were in contact. 
However, these FBI employees believed the possibility that such contacts 
related to terrorism made investigating the tips worthwhile. Some ITOS 
witnesses also told us that in their experience the FBI was already aware of 

telephone numbers and e-mail addresses disseminated under 
but that this duplication did not mean the information was 
tigative value. For example, one witness said such contacts 

could "help move cases forward" by confirming a subject's contacts with 
individuals involved in terrorism or identifying additional terrorist contacts. 
('fS 1 'STLm 1 1 8I 11 0C INE) II vv(J 11 1 

One FBI Headquarters supervis~.gent said that FBI field 
offices might have been less critical of-had there been agents in 
the offices read into Stellar Wind. He said that such agents would have 
been better positioned than FBI Headquarters' officials to assure others in 
their respective offices about the reliability of the information being 
disseminated. A former ITOS section chief told the OIG that he proposed to 
the NSA that the head of each FBI field office be read into Stellar Wind for 
this reason and to be able to make fully informed decisions about handling 
the Stellar Wind tippers. '{f8//8TVN//SI//OC/NF) 

The most critical comments we heard ab 
carne primarily from the supervisory special agen who 
managed coun at the tWo FBI field offices we visited. 
These agents said the tippers an~ation developed 
from the leads might but that the-program was not an 

· to identify threats. For example, one supervisor stated that 
represented FBI Headquarters' failure ~hreat 

mformation. He said that by simply disseminating~tippers to 
field offices in ECs that often provided little in the way of details, FBI 
Headquarters effectively made the field offices "insurance carriers," placing 
the responsibility solely on them to timely and adequately investigate every 
lead. The supervisor stated that he accepts this responsibility as 
part of his job, but that the tippers were especially frustrating 
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as compared to other counterterrorism leads the office received because 
they did not provide sufficient information for him to prioritize the leads.374 

supervisory special agent expressed a similar assessment of 
stating that J:ie felt the project "perverted the logical PIH!IIof 

tasking." He said that absent the leads' special status as part of 
- a very low percentage of the tippers would have been considered 
priority matters. He told us that he did not have the freedom to prioritize 
the leads in the manner he felt was warranted by the information provided 
in ECs. (TS//SI//NF) 

Field office agents who · also were critical 
of the lack of details contained in the nature of the 
terrorist connection to the domestic contact, or about the. contact itself, 
such as the duration or frequency of the calling activity. Some agents we 
· · · they also occasionally were frustrated by the prohibition on 
u information in any judicial process, such as in FJSA 
applications, although none could identify an investigation in which the 
restrictions adversely affected the case. (TS//STUA!//SI//OC/NF) 

Most of the agents we interviewed · tippers as just 
another type of lead that required appropriate and the agents 
generally did not handle the leads with any greater care or sense of urgency 
than non counterterrorism leads. (TS//SI//l'lF) 

Moreover, none of the agents we interviewed identified an 
investigation in their office in which played a significant role, 
nor could they recall how such a tipper contributed to any of their 

terrorism cases. Nevertheless, the agents generally viewed 
1.,.,..,..,"', . ., as a potentially valuable source of information, noting 

that the information developed from the investigations of tippers might 
prove useful in the future. (TS//SI//NF) 

Agents also stated that through the threat asses 
conducted of the subscribers to tipped telephone numbers, 
"opened a window" to populations within the field offices' jurisdiction that 

374 The supervisor stated that-leads had little investigative value to his 
office. First, he said the leads did not provide enough detail about the reliability of the 
information being provided. Such details might include, for example, what other 
individuals had access to the foreign telephone allegedly used by someone involved in 
international terrorism, and how many calls were made from that number and for what 
durations. These details would help evaluate the threat represented by the foreign -·· ..... 
number's contact \vith the tipped domestic number. Second, the supervisor said the 
-tippers lacked direction about what the office should do \Vith a tipped number afte~ra · 
threat assessment has been conducted. ('f8//gl//NF) 
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In 2007, FBI Deputy Director John Pistole briefed the Senate Select 
Committee on Intelligence concerning the FBI's participation in the Stellar 
Wind program. A document prepared in connection with that brieflng 
addressed, among other subjects, the program's value in FBI national 
security investigations. The document stated, 

(S]uccessful national security investigations are rarely the result 
of a single source of information. Rather they occur after 
exhaustive hours of investigation and the use of legal process in 
which bits and pieces of intelligence from many sources are 
gathered and combined into a coherent whole. The success or 
effectiveness of any intelligence program- whether Stellar 
Wind ... or anything else - is sometimes difficult to assess in 
the abstract because of that blending of multiple strains of 
intelligence and because success should never be measured 
only in terms of terrorist plots that have visibly been disrupted, 
but also in plots that never formed because our investigative 
actions themselves had a disruptive effect. (Italics in 
original.)375 ('fS//S'ff}N/ /SI/ /OCJNF) 

We interviewed FBI Director Mueller in connection with this review 
and asked him about the value of Stellar Wind to the FBI's counterterrorism 
program. FBI Director Mueller told us that he believes the Stellar Wind 
program was useful and that the FBI must follow every lead it receives in 
order to prevent future terrorist attacks. He said "communications are 
absolutely essential" to this task and called meta data the "key" to the FBI's 

375 A "talking points" document the FBI drafted for Director Mueller also expressed 
this view. The document stated: 

[The] impact of any single piece of intelligence or program is difficult to 
quantify. Combination of various information, including humint, sigint, and 
elsur, is necessary to address the global threat. Accordingly, it is not 
possible to make an unequivocal "but for" connection between a tip and any 
particular FBI investigation that has resulted in a seizure or arrest. 
However, the information has amplified, corroborated and directed FBI 
· · t· ffS 1 18!fbm I 'Sf' 'ee 'NF) mvestlga lYe resources., I vv ( 7 r r I 
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communications analysis. Mueller also stated that to the extent such 
information can be gathered and used legally it must be exploited and that 
he "would not dismiss the potency of a program based on the percentage of 
hits." Asked if he was familiar with any specific FBI investigations that 
represent Stellar Wind successes, Mueller said that as a general matter it is 
very difficult to quantify the effectiveness of an intelligence program without 
"tagging" the leads that are produced in order to evaluate the role the 
program information played in any investigation. (TS//STUvV//81//0C/NF) 

We also asked Mueller about the issue of allocating finite FBI 
resources to respond to Stellar Wind leads. Mueller said that in the period 
after the September 11 terrorist attacks, the FBI remained in a state of 
continuous alert for several years. Mueller stated that he understood the 
President's desire to take every step to prevent another terrorist attack, and 
believes that it would be wrong not to utilize all available capabilities to 
accomplish this, so long as it is done legally. (TS//STLW//81/fOC/NF) 

Mueller also commen media reports regarding FBI agents' 
frustration with the volume of For example, articles 
described complaints of · ~ding the lack of 
information in the tippers they received under--- and how the 
high volume of tippers necessitated devoting significant resources to what 
were described as "dry leads."376 Mueller said that the agents' frustration 
was similar to that expressed about other sources for the thousands of leads 
the FBI received after September 11, such as calls from citizens. Mueller 
stated that he understood the frustration associated with expending finite 
resources on numerous leads unlikely to have a terrorism nexus, but said 
that his philosophy after September 11 was that "no lead goes 
unaddressed." Moreover, he stated that frustrations can result from any 
counterterrorism program. 18//NF}-

We also interviewed Kenneth Wainstein, the first Assistant Attomey 
General for the Justice Department's National Security Division, which was 
created in September 2006. Wainstein told us that he was aware of "both 
sides" on the question of Stellar Wind's value. He also srud that he heard 
the government had not "gotten a heck of a lot out of it," but noted that NSA 
Director Hayden and FBI Director Mueller have stated that the program was 
valuable. (S//NF) 

Hayden told us that he 
worthwhile and successful. 

376 See, e.g., Lowell Bergman, et al., "Domestic Surveillance: The Program; Spy 
Agency Data After Sept. 11 Led F.B.I. to Dead Ends," The New York Times, January 17, 
2006. (U) ' 
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believed the leads represented "something certain," when in .fact the leads 
were only <~narrow threads" and that the idea was to help build the FBI's 
intelligence base. Hayden also observed that the enemy may not have been 
as embedded in the United States as much as feared, but said that he 
believes Stellar Wind helped determine this. (TS//STVvV//8!//0G/NF) 

E. Examples of FBI Counterterrorism Cases Involving Stellar 
· Wind Information (8//NF) 

As part of our review, we sought to identify specific FBI international 
terrorism investigations in which Stellar Wind information was used and to 
describe the information's specific contributions to the investigations. We 
agree with FBI officials that this is a difficult task in view of the nature of 
these investigations, which frequently are predicated on multiple sources of 
information. To the extent Stellar Wind tips played a role in an 
investigation, the tips could be one of several sources of information 
acquired over time and used by the FBI to pursue the investigation. 
Moreover, the FBI agents and analysts we interviewed during our review 
could not say that "but for" a Stellar Wind tipper a given investigation would 
not have been productive, and they were unable to recall specifically how, if 
at all, Stellar Wind intelligence may have caused their investigations to take 
a particular direction. lStfNE)._ 

Our review did not seek to describe Stellar Wind's impact on each FBI 
field office, and we recognize that FBI officials er than those 
we interviewed might have had exp 
those summarized in this 

reporting was not disseminated to FBI field offices under 
contribution the information might have made to 

investigations FBI personnel we interviewed were familiar with might not 
have been accounted for in our questions about Stellar Wind and-

IIliOJrml3.tHn £TQ 119TLVT t I£I IIQG 11\TF\ • ~-r"" I f ""-r±> rrr I "" I I T -H£'-1 

In view of these difficulties, we examined several investigations 
frequently cited in NSA and FBI documents the OIG obtained during this 
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review as examples of Stellar Wind information that contributed to~ ............ I's 
~terte1Torism efforts.377 For these investigations, we examine~ 
- ECs, FBI Letterhead Memoranda describing the status of investigative 
activities in specific cases, Counterterrorism Division responses to OIG 
questions about the role specific investigations, 
government pleadings flled in international terrorism prosecutions, and FBI 
briefing materials. 378 (TS/ / STL\Vj / SI/ / OC/ P.fF) 

377 As noted above, the FBI was not the only customer of Stellar Wind information. 
The CIA and the National Counterterrorism Center also received Stellar Wind reports 
potentially relevant to their operations. Pursuant to a directive in the FISA Amendments 
Act of 2008, Intelligence Community OIGs are examining the impact Stellar Wind had on 
their respective agencies or if Stellar Wind information contributed to their agencies' 
operations. (TS//STUll//SI/fOC/NF) 

378 The briefing materials were prepared by the FBI's Communications Exploitation 
Section (CXS) shortly after aspects of the Stellar Wind program were publicly revealed in a 
series of New York Times articles in December 2005. The briefing materials were prepared 
at the direction of FBI General Counsel Valatie Caproni, who anticipated that Director 
Mueller and Deputy Director Pistole would be called to testify about the program. These 
briefing materials were intended to help prepare Mueller and Pistole for their testimony. 
The briefing materials include summaries of specific cases relating to Stellar Wind 
information that were highlighted by the NSA. (TS//STVN/fSif/OC/DTF) 
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information generated 
(TS I 

1STb'1 ' I '8I I 'OC 'P.lF} n ~·rr 11 1 

ted in the FBI initiating investigations of 
to identify any involvement in terrorism. In 

most cases, the FBI concluded that the individuals' connection-was 
not related to any involvement in terrorism. However, in one case FBI 

! - - I" I • individual was in contact with additional 
engaged in activities indicating possible 

involvemeiiFI:iiterrorist activities.3BI In another case, the FBI 
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not under investigati 
departed the coun 

leads generated by 
already under mvestigation an FBI field office. The 

caused the FBI office to convert its preliminary 
investigation into a full investigation and obtain authorization to 

... .u.LC:LLLvv under FISA 
used by the individual. The FBI also interviewed the 

and issued National Security Letters­
However, the FBI did not develop any 

information that linked the individual to terrorism or terrorist groups. 
fT£1/QTLJTTIIQIIIQC/NW r:ra r I ,:)"T':b n I r ,e) 'I] I 'OJ TTr/ 

2. (TS//STJ..W//81//0C/NF) 
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was a nationwide conspiracy 
provide material support to 

Nevertheless, FBI documents state that 
closed, field offices \vit~-related investigations conducted 
"successful disruption opera:ti011SOCTlminal activities that were identified 
during the course of the investigations. (8//0C/NF) 
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3
85 FBI documents we reviewed do not indicate hmv this information was obtained 

or whether it was derived from Stellar Wind. (TS//S'fLWJ/Sf//OC/NF) 

I - I • I - te that it could not be verified 
(8//0C/NFJ 
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FBI briefing materials state that the FBI~ surveillance of an 
individual later determined to be misidentified- Through open 
source investigation, the FBI obtained the telephone number of the 
misidentified subject and was granted emergency FISA authority on that 
number · · · · ted on the telephone believed to be 

(TS 1 18Tuu I 1SI I ~ac 'NF) (/ VV(j (I I 

the FBI employees located at the NSA (Team 10) 
a request to NSA for call chaining analysis and consideration 

for Stellar Wind a tasking," or content collection. The NSA initiated content 
collection on the erroneous telephone number the same day. Contact 
chaining on the telephone number did no cts with any 
known ted numbers. On it was 
determined not using the teleplione numoer tasked and 
chained under Stellar Wind authority~ ce~uthorized 
electronic surveillance of the number- By-ongoing 
physical · that the telephone number believed to be 

had been misidentified. (TS//STLVl//BI/fOC/NF) 

An FBI document stated that sine "has provided a 
wealth of to the FBI and the Community," and th~ 
the · has been disseminated to intelligence services-

(8//00/NF) 

SS7 A CXS intelligence analyst who drafted the summary 
for the CXS briefing materials told she concluded th 
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briefing material, as a result of 
ed a full international terrorism 

(8 I 10C 'NF) n I 

tipper 
on on 

interviewed in connection with the FBI's effort to 
the FBI suspected of having ties to­
(S//~lF) 
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In an undated 
the NSA characterized 

sses under the Stellar Wind program1 

(8' 'NF) (/ 
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The government's response to the 
the FBI initiated a 

-

The FBI closed its 
after it concluded 

(S//NF) 

r . 
II I - investigation 

had no nexus to -~-..,.~ .................. 
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The NSA recommended that the FBI cite nvestigation in 
briefing materials as an example of Stellar Wind 1s contribution to 
counterterrorism efforts. The FBI briefing materials also state that the 
tipper in-investigation was 1'instrumental in-becoming the 
subject of a Full Investigation on-~~ (TS//STV.V//SI//OC/NF) 

In response to the OIG's request for information about the 
-information played in the inv~-the FBI's 
Counterterrorism Division told us-that, based on its 
internal FBI databases and discussions with the case agents, nno 

-·eporting factored · tion." · to a 
declaration the FBI filed prosecution, the 
-investigation '1 not y lead to any 
that was used in the prosecution of the case ""F.'"'u''" 

incorporated into any application to a court, including 
(Ts ''STLUT I 'SI I '98 INP\ 'r -r-nn 11 JJ r nr 1 
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V. OIG Analysis (U) 

The FBI created the · ect to disseminate Stellar Wind 
information as leads to FBI field offices and assigned the CAU's Team 10 to 
the NSA to work on Stellar Wind full-time for this purpose. We found that 
the co-location improved the FBI's knowledge about Stellar Wind operations 
and gave the NSA better insight about how FBI field offices investigated 
Stellar Wind information. We were told these benefits translated to 

in the Stellar Wind report drafting process, and by extension, 
In leads (TS ''STVH I 'SI I 100 'NF) • I I ~•11 I I I 

One of FBI implemented to attempt to improve the 
investigation was to make FBI Headquarters-based 
CAU, instead responsible for issuing National Security 
Letters (NSL) to obtain subscriber information on tipped telephone numbers 
and e-mail addresses. This measure initiated in July 2003, was intended 
to address agent concerns that leads did not provide sufficient 
information to initiate national security investigations, a prerequisite under 
Justice Department investigative guidelines to issuing NSLs. 
(TS I 18TL1 lT I 'SI I IQC INF) n .. rr rr r~ 

However, we found that the CAU issued the NSLs from the 
control file, a~ative file created in September 2002 to as a 
repository fo~·related communications between FBI 
Headquarters and field offices. Issuing the NSLs from a control file instead 
of an investigative file was contra~ FBI policy. The FBI finally 
opened an investigative file for th~projed in November 2006. 
We · OGC officials involved in the decision to issue NSLs 

control file concluded~h that the FBI had 
sufficien either to connect the-NSLs with existing 
preliminary or full investigations of al Qaeda and affiliated groups or to open 
new preliminary or full investigations in compliance with Justice 
Department investigative guidelines. However, we also concluded that the 

..W..c. ould have, and should have, opened an investigative file for the-
-project · · first was made to have FBI Headquarters 
issue NSLs leads. (TS//STLW//81//0C/NF} 

We also described in this chapter a change the FISA Court made in 
March 2004 to the "scrubbing" process used to account for Stellar Wind 
information in international terrorism FISA applications. The change 
requires the FBI's Team 10 and FBI OGC, in coordination with the 
Department's Office of Intelligence (formerly OIPR), to determine whether 
any facility (telephone number or e-mail address) that appears in a FISA 
application also appeared in a Stellar Wind report and, if so, whether the 
FBI had developed, independent of vestigative interest in 
the facility before it was the subject of an . ' or whether the 
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facility would have been "inevitably discovered." FISA Court Presiding 
Judge Kollar-Kotelly imposed this additional scrubbing requirement after 
being advised of modifications made to Stellar Wind in March 2004 follO\ving 
the Justice Department's revised legal analysis of the program. The FBI and 
Office of Intelligence continue to expend significant resources to comply with 
this scrubbing requircment.399 However, we did not find any instances of 
the requirement causing the FBI not to be able to obtain FISA surveillance 
coverage on a target. (TS//STV..V//81//0C/NF) 

Our primary focus in this chapter was to assess the general role of 
Stellar Wind information in FBI investigations and its value to the FBI's 
overall counterterrorism efforts. Similar to the FBI, we had difficulty 
assessing the specific value of the program to the FBI's counterterrorism 
activities. However, based on our interviews of FBI managers and agents 
and our review of documents, and taking into account the substantial 
volume of leads the program generated for the FBI, we concluded that 
although the information produced under the Stellar Wind program had 
value in some counterterrorism investigations, it played a limited role in the 
FBI's overall counterterrorism efforts. (8/ / NF) 

The vast majority of Stellar Wind information the NSA provided the 
FBI related to telephone numbers and e-mail addresses the NSA identified 
through meta data analysis as having connections to individuals believed to 
be involved in · · of 

FBI agents and analysts with experience investigating 
leads told us that most leads were determined not to have 

39? As noted earlier, the scrubbing procedure applies both to NSA information 
derived from the Stellar Wind program and to information derived from the FISA Court's 
PRjTT and Section 215 bulk meta data orders. This is so because until mid-2008, when 
the Stellar Wind program officially \.,·as closed, leads the NSA developed from the 
FISA-authorized bulk meta data collections were disseminated under the Stellar Wind 
compartment. (TS/ISTIJN/ /81/ f 00/ NF} 

400 Stated another way, the Stellar Wind program genera 
leads for the FBI each month from October 2001 to February 2006. 
(TS/ J STLW/ /Sf// 00/ NF) 
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terrorism, and they did not identify for us any specific cases where leads 
helped the FBI identify previously unknown subjects involved in terrorism 
(although several stated that this did occur). This is not surprising given 
that the vast majority of leads sent to FBI field offices for investigation 
concerned telephone numbers and e-mail addresses that the NSA already 
had determined were at best one or two steps removed from numbers and 
addresses suspected of being used by individuals believed to be involved in 
terrorism. (TS//STLW//81//0C/NF) 

The FBI's two statistical studies that attempted to assess the 
"significance" of Stellar Wind meta data leads to FBI counterterrorism efforts 
did not inch~. . onclusions on the. p~sefulness. The first 
study found-samples taken from- meta data leads the 

1 !t I I ed the FBI from approximately October 2001 to December 2005, 
or 1.2 percen.made "significant" contributions. The FBI's 

second statistical study, which reviewed each-e-mail tippers the 
NSA provided the FBI from August 2004 through January 2006, identified 
no examples of "significant" contributions to FBI counterterrorism efforts.40l 
The FBI OGC told us that FBI executive management's statements in 
congressional testimony that the Stellar Wind program had value was based 
in part on the results of the first study. (T8//8TLW//81//0C/NF) 

While we believe Stellar Wind's role in FBI cases was limited, 
assessing the value of the program to the FBI's overall counterterrorism 
efforts is more complex. Some witnesses commented that an intelligence 
program's value cannot be assessed by statistical measures alone. Other 
witnesses, such as General Hayden, said that the value of the program may 
lie in its ability to help the Intelligence Community determine that the 
terrorist threat embedded within the country is not as great as once feared. 
Witnesses also suggested that the value of the program should not depend 
on documented "success stories," but rather on maintaining an intelligence 
capability to detect potential terrorist activity in the future. (TS//SI//NF) 

FB~we interviewed generally were supportive of the Stellar 
Wind (or- program, calling the information "one tool of many'' in 
the FBI's anti-terrorism efforts that "could help move cases forward" by, for 
example, confirming a subject's contacts with individuals involved in 
terrorism or identifying additional terrorist contacts. However, FBI 
personnel also frequently noted for us the deficiencies in the Stellar Wind 
information disseminated to FBI field offices, such as the lack of details 

.:n1 As described earlier in this chapter, the FBI considered a tipper "&ignificant" if it 
led to any of three investigative results: the identification of a terrorist, the deportation 
from the United States of a suspected terrorist, or the development of an asset that can 
report about the activities of terrorists. (TS//STLW//SI//00/PlF) 
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about the foreign individuals allegedly involved in terrorism with whom 
domestic telephone numbers and e-mail addresses were in contact. Yet, 
these FBI employees also believed the possibility that such contacts related 
to terrorism made investigating the tips worthwhile. Some FBI employees 
also cited the FBI's increased cooperation with the NSA on international 
terrorism matters as a side benefit of the Stellar Wind program. 
(TS I '8TU11 

I 181 I I oc 'NF) I f «J f T T I 

FBI Director Mueller told us that he believes the Stellar Wind program 
was useful and that the FBI must follow every lead it receives in order to 
prevent future terrorist attacks. He said "communications are absolutely 
essential" to this task and called meta data the "key" to the FBI's 
communications analysis. Mueller also stated that to the extent such 
information can be gathered and used legally it must be exploited and that 
he "would not dismiss the potency of a program based on the percentage of 
hits." fl'S//STV.V//SI//OC/NF) 

We sought to look beyond these comments of general support for 
Stellar Wind to specific, concrete examples of the program's contributions 
that also illustrated the role Stellar Wind information could play. We 
therefore examined five cases frequently cited in documents we reviewed 
and dming our interviews as examples of Stellar W 's 
FBI's 

According to the FBI, 
while the Stellar Wind information was either ~sed or "was of no 
value" · · · investigation that led t~arrest and conviction, it 
was tipper that led to the national security investigation that 

~rnnn1a1 prosecution. {TS//8TV:N//SI//OC/NF) 

The final investigation we examin not appear to result 
Wind information. The NSA and the FBI at times have 

case as an example of the contributions of Stellar Wind to 
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Moreover, the FBI told us 
tion did not "factor into 

investigation." H~e concluded that Stellar Wind may have played 
some indirect rol~becoming the subject · by 
the FBI. Our review -of do-cuments indicated 
investigation, which appears to have been advance 
reporting, might have caused the FBI to reopen its 
We were unable to describe with the same certainty as 
investigation the extent of Stellar Wind's contribution 
investigation, in part because of differing assessments in 
documents regarding the role of Stellar Wind this matter. 
(TS I 'STUTT I 'SI I 'OC 'NF) 77 VVJ/ (( I 

In short, we found that Stellar Wind generally has played a limited 
role in FBI counterterrorism investigations, but that the evidence shows 
there are cases where Stellar Wind information had value. For example, in 
some of the cases we examined Stellar Wind information caused the FBI to 
take action that led to useful investigative results. However, in others the 
connection between the Stellar Wind information and the FBI's investigative 
actions was more difficult to discern. _(.S../jNFf 

As discussed in Chapter Five and in this chapter, Stellar Wind's bulk 

meta data collection activities .. w .. ··e····r·· .e .... tr .. a .. nsitioned to FISA author~.. an. ··d··· . ·ar········ ·e···· ...... . ongoing .. The FBI, under the -project (the successor to-, 
requires field offices to conduct, at a :rllinimum, threat assessments on .. 
telephone numbers and e-mail addresses the NSA derives from this 
FISA-authorized collection that the FBI is not already aware of, including 
numbers and addresses one or two steps removed from direct contacts with 
individuals involved in terrorism. In view of our findings about the Stellar 
Wind program's·contribution to the FBI's coun · efforts we 
believe that the FBI should regularly assess the impact leads 
have on FBI field offices and whether limited FBI resources should be used 
to investigate all of them. (TS//STLV.T//SI//OC/NE) 

Another consequence of the Stellar Wind program and the FBI's 
approach to assigning leads was that many threat assessments were 
conducted on individuals located in the United States, including U.S. 
persons, who were determined not to have any nexus to terrorism or 

329 
TOP SECRET//STLW//HCS/Si/ /ORCON/NOFORM 



APPROVED FOR PUBLIC RELEASE 

TOP SECRET/ /STI.W//HCS/SI/ /ORCON /NOFORN 

represent a threat to national security.402 These assessments also caused 
the FBI to collect and retain a significant amount of personal information 
about the users of tipped telephone numbers and e-mail addresses. In 
addition to an individual's name and home address, such information could 
include where the person worked, records of foreign travel, and the identity 
of family members. The results of these threat assessments and the 
information that was collected generally were reported in communications to 
FBI Headquarters and uploaded into FBI databases. 
flS/ /STLW/ /31/ /OC/NF) 

The FBI's collection of U.S. person information in this manner is 
ongoing under the NSA's FISA-authorized bulk meta data collection. To the 
extent leads derived from this program generate results similar to those 
under Stellar Wind, the FBI will continue to collect and retain a significant 
amount of information about individuals in the United States, including 
U.S. persons, that do not have a nexus to terrorism or represent a threat to 
national security. (TS / / STL'.V/ / SI/ / OC/ NF) 

We recommend that as part of project, the Justice 
Department's National Security Division (NSD), working with the FBI, 
should collect information about the quantity of telephone numbers and 
e-mail addresses disseminated to FBI field offices that are assigned as 
Action leads and that require offices to conduct threat assessments. The 
information compiled should include whether individuals identified in threat 
assessments are U.S. or non-U.S. persons and whether the threat 
assessments led to the opening of preliminary or full national security 
investigations. With respect to threat assessments that conclude that users 
of tipped telephone numbers or e-mail addresses are not involved in 
terrorism and are not threats to national security, the Justice Department 
should take steps to track the quantity and nature of the U.S. person 
information collected and how the FBI retains and utilizes this information. 
This will enable the Justice Department and entities with oversight 
responsibilities, including the OIG and congressional committees, to assess 
the impact this intelligence program has on the privacy interests of U.S. 
persons and to consider whether, and for how long, such information 
should be retained. (TS/ /SI/ /OC/NF) 
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We also recommend that, consistent with NSD's current oversight 
activities and as part of its periodic reviews of national security 
investigations at FBI He d field offices, NSD should review a 
representative samp · leads to those offices. For each lead 
examined, NSD should assess FBI compliance with applicable legal 
requirements in the use of the lead and in any ensuing investigations, 
particularly with the requirements governing the collection and use of U.S. 
person information. (TS//81//0C/NE) 

In sum, we agree that it is difficult to assess or quantify the 
effectiveness of a particular intelligence program. However, based on the 
interviews we conducted and documents we reviewed, we found that Stellar 
Wind information generally played a limited role in the FBI's 
counterterrorism efforts, but that the information had value in some cases. 
In addition, some witnesses said the program provides an "early warning 
system" to allow the Intelligence Community to detect potential terrorist 
attacks, even if the system has not specifically uncovered evidence of 
preparations for such an attack. Moreover, other OIGs in the Intelligence 
Community are reviewing their agency's involvement with the program and 
the results of those reviews, analyzed together, will provide a more 
comprehensive picture of the program's overall usefulness. 
(TS//STL'.iV//SI//OC/NF) 

Finally, because the bulk meta data aspect of the Stellar Wind 
program continues under FISA authority, we recommend that the NSD take 
steps to gather information on the continuing operations of the program, 
including the use and handling ofvast amounts of information on U.S. 
persons and the effectiveness of the program in FBI counterterrorism 
investigations. (TS/ / STLW/ / SI/ /00/ NF) 
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CHAPTER SEVEN 
DISCOVERY ISSUES RELATED TO STELLAR WIND 

INFORMATION (TS//81//NF) 

In this chapter we discuss the government's statutory and judicial 
discovery obligations in international terrorism cases relating to Stellar 
Wind-derived information. Under the Stellar Wind program, the federal 
government collected vast amounts of information, including the content of 
communications and meta data about telephone and e-mail 
communications · · U.S. citizens and non-U.S citizens. 

otentially triggering an obligation under the Federal 
Rules of Criminal Procedure and applicable case law for the government to 
disclose certain information to the defendant. This obligation created a 
tension between the need to protect the secrecy of the Stellar Wind program 
and the need to comply with legal disclosure requirements. 
(!5 I 'STL'~T I 'SI I '00 1NF) J/ Vv/7 II I 

In this chapter, we examine the process by which the Department of 
Justice attempted to resolve this tension and meet its discovery obligations 
to criminal defendants.403 (U) 

I. Relevant Law (U) 

The government's obligation to disclose certain statements made by a 
defendant and to disclose other information concerning a defendant in a 
criminal proceeding comes primarily from two sources: Federal Rule of 
Criminal Procedure 16 and the U.S. Supreme Court case of Brady v. 
Maryland, 373 U.S. 83 (1963). (U) 

Federal Rule of Criminal Procedure 16(a)(l)(B)(i) requires the 
government to make various disclosures at the request of a criminal 
defendant. Among other things, the government must disclose "any relevant 
written or recorded statement by the defendant if the statement is within 
the government's possession, custody, or control; and the attorney for the 
government knows - or through due diligence could know- that the 
statement exists[.]" Rule 16(a)(1)(E) provides that, upon a defendant's 
request, the government must allow a defendant to inspect and copy papers, 

403 In our review, we did not seek to determine what the government disclosed in 
specific cases. Rather, \Ve focused on the adequacy of the process that the Justice 
Department implemented to comply \\oith its discovery obligations in cases that involved 
Stellar Wind-derived information. (TS/ J STl.W/ f SI/ / OC(NF) 
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documents, data, and other materials "if the item is within the government's 
possession, custody, or control" and the item is material to preparing the 
defense; the government intends to use the item in its case-in-chief at trial; 
or the item was obtained from or belongs to the defendant. (U) 

Under Rule 16, a defendant's statements carry a "near presumption of 
relevance," and "the production of a defendant's statements has become 
'practically a matter of right even without a showing of materiality."' United 
States v. Yunis, 867 F.2d 617, 621-22, 625 & n.10 (D.C. Circuit 1989).404 

(U) 

Disclosure of a defendant's statements is usually made by the 
government after receiving a request pursuant to Rule 16. However, even 
without making a Rule 16 request, a defendant has an independent right to 
discovery of his statements and certain other relevant information under 
Brady v. Mmyland, 373 U.S. 83 (1963). Brady requires the government to 
disclose evidence in its possession favorable to the defendant and material 
to either guilt or punishment. Material evidence must be disclosed if it is 
exculpatory or if it could be 1,1sed to impeach a government witness. (U) 

According to an Office of Intelligence Policy and Review (OIPR) 

However, according to the memorandum, when production of the 
defendant's statements or other information would reveal classified 
information, the government may assert a national security privilege, 
sometimes known as the state secrets privilege.406 If the government 
asserts a colorable claim in a legal proceeding that classified information is 
privileged, the defendant must show that the information is not only 

404 See also United States v. Scarpa, 913 F.2d 993, lOll (2nd Cir. 1990), citing 
United States v. McElroy, 697 F.2d 459, 464 (211tl Cir. 1982)("Ru1e 16 does not cover oral 
statements unrelated to the crime charged or completely separate from the government's 
trial evidence.n). (U) 

405 Counsel for Intelligence Policy James Baker told us the memorandum was 
drafted at his request by an Assistant U.S. Attorney who had been detailed to OIPR. Baker 
said he requested the memorandum to refresh his understanding of the government's 
discovery obligations in criminal prosecutions. (U / /FOUOJ 

40& The state secrets privilege is a common law doctrine asserted by the United 
States government to protect classified information. See generally, United States v. 
Reynolds, 345 U.S. 1 (1952). (U) 
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relevant but material. If the defendant can show materiality, some courts 
balance the defendant's need for disclosure against the government's 
substantial interest in protecting sources and methods associated with the 
sensitive information. See United States v. Sarkissian, 841 F.2d 959, 965 
(9th Cir. 1988); United States v. Smith, 781 F.2d 1102, 1180 (4th Cir. 1985) 
(en bane). (U) 

The government can also invoke the Classified Information Procedures 
Act (CIPA), 18 U.S.C. App. 3, to protect classified information in federal 
prosecutions. CIPA does not expand or limit a defendant's right to discovery 
under Rule 16; rather, CIPA allows a court, "upon a sufficient showing" to 
authorize the government to delete specified items of classified information 
from otherwise discoverable documents, substitute a summary of the 
information, or stipulate to relevant facts that the classified information 
would tend to prove. (U) 

As detailed below, after aspects of the Stellar Wind program were 
disclosed in The New York Times and confirmed by the President in 
December 2005, the Justice Department invoked CIPA to t disclosure 
of the program 
criminal case 
(TS I 

1 STLJlT I 
1 81 I 'OC 1NF) I T vv 7 I f I I 

II. Cases Raise Questions about Government's Compliance with 
Discovery Obligations (U) 

The tension between the highly classified nature of the Stellar Wind 
program and 
initi8.lly arose 

A. fTS//STLW//SI//OC/NF) 

The Department's awareness that Stellar Wind 
fJH'J"'-Ll.u in criminal di 
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information collected under Stellar Wind would be discoverable and, more 
generally, how the Stellar Wind collections might be treated in view of the 
government's discovery obligations in criminal prosecutions. 
(TS//STUN//SI//OC/NF) 

Baker said he raised these issues with Attorney General Ashcroft, FBI 
Director Mueller, and other Justice Department, FBI, and NSA officials. 
Baker state at a determination should first be made • • • • • • 
whether the obtained through Stellar Wind also 

FISA and therefore could be produced. Baker said it 
turned ou had been interc~pted under FISA and 
could be produced under that authority Tather than as a result of Stellar 
Wind collections. Baker told the OIG that he was relieved by this outcome, 
but continued to be concerned about future cases. 
(TS//fffLW//81//0C/NF) 
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Yoo orally recommended to Ashcroft that the 
close the Stellar Wind program intercepts to the 

Yoo subsequently memorialized his advice in a 
(TS/ /STUvV/ /SI/ /OC/NFj 
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In another internal Justice Department review of his actions, Yoo has 
acknowledged that he is not well versed in criminal law. During an 
interview with the Department's Office of Professional Responsibility (OPR) 
in connection with its investigation concerning his legal opinions in support 
of a detainee interrogation program, Yoo stated that "criminal prosecution 
process in the Department was not my specialty," and "criminal law was not 
my area "415 (TS' 'SI 1 1 OG 'NF} · II ff 1 

III. Criminal Division Examines Discovery Issues (U) 

the Justice Department's Criminal 
Division was procedures for handling Rule 16 
disclosure issues because the issues fell within its area of expertise. As a 
result, in-Patrick Rowan, a senior counsel in the Criminal 
Division, was read into the program to deal with Stellar Wind-related 
discovery issues. Rowan's supervisor, Criminal Division Assistant Attorney 
General Christopher Wray, was also read into the program at the same time. 

•IJ5 The OPR investigation concerned a Top Secret compartmented program relating 
to detainee interrogations. Yoo drafted legal opinions for this program while in the Office of 
Legal Counsel. However, as discussed in Chapter Four, in contrast with the Stellar Wind 
program at least four other OLC attomeys assisted Yoo with drafting the legal memoranda. 
Yoo was also able to consult with Criminal Division attorneys and the client agency on this 
matter. (T5j/8'fLW//Sif/OCj:.fF) 
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Wray and Rowan were the flrst Department attorneys with Criminal 
Division-level responsibility for terrorism prosecutions to be read into the 

f+S' 'S~b"TU' 'SI I 'ee 'NF) program.nn 1 11 II 

Wray told the OIG that after his and Rowan's read-in, they "were kind 
of left on our own." He said that no one directed him or Rowan to continue 
studying the Rule 16 issues or the government's Brady obligations in 
connection with international terrorism prosecutions, nor did anyone tell 
them to develop any judgments or opinions on the subject. (U) 

t some point after his read-in he may have read 
memorandum on the Department's discovery 

and he instructed Rowan to review the 
memorandum. us he was familiar with Yoo's 
memorandum, but stated that he could not recall whether the purpose of 
Yoo's memoran~ut in general the pertinent legal issues or to 
document how~ in particular was to be handled. Rowan 
told us that he did not recall having any problems with the conclusions Yoo 
reached. (TS//STLW//81//0C/NF) 

A. The "Informal Process" for Treating Discovery Issues in 
International Terrorism Cases (U) 

During his OIG interview, Rowan described the processes at the 
Department prior to the December 2005 disclosure of aspects of the Stellar 
Wind program in The New York Times to address discovery obligations with 
respect to Stellar Wind-derived information. He said that the NSA was 
generally aware of the Justice Department's international terrorism criminal 
cases, at least in part due to NSA's ongoing contacts with Patrick Philbin 
and others in the Department. According to Rowan, the NSA's general 
awareness of the Department's international terrorism docket amounted to 
an "informal process" for spotting cases that may present discovety issues. 
Rowan stated that prosecutors in U.S. Attorney's Offices typically would 
request the NSA to perform "prudential searches" of its databases for any 
relevant information concerning their prosecutions, including for discovety 
purposes, although this did not happen in every international terrorism 
case. Rowan stated that if the NSA located any responsive but classified 
information, it would be expected to notify senior Justice Department 
officials with the requisite clearances about the information. Rowan said he 
was confident that if Brady information were known to the NSA, it would be 
brought to the attention of the Department and steps would have been 
taken to dismiss the case or otherwise ensure the program was not 
d . 1 d fFS 1 'S!fbnr' 'SI' '6C 'NF) tsc ose ·I JIIY 7 Tl 11 

In addition to these routine communications between Department 
prosecutors and the NSA in criminal prosecutions, Rowan described other 
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measures that were in place to keep Stellar Wind-derived information out of 
the criminal prosecution process. He stated that the FBI had "walled off' 
any evidence it collected from inclusion~ases by tipping out 
Stellar Wind-derived information under-with a caveat that the 
information in the tipper was "for lead purposes only." Rowan noted that 
OIPR also had in place a scrubbing process to delete program-derived 
information from FISA applications. Rowan expressed confidence that these 
mechanisms ensured that no program information was used in 
international terrorism prosecutions.416 Finally, Rowan stated that the FBI 
is "very quick to get FISAs up," thereby minimizing the likelihood that the 
NSA's Stellar Wind database would be the sole repository of Brady material. 
(TS IISTLJU I 'SI IIQC 'NF) 

11 1 /T IT I 

B. Memorandum Analyzing Discovery Issues Raised 
Wind Program (TS//STLW//81//0C/NF) 

At the direction of Assistant Attorney General Wray, Rowan 
memorialized his research · these · 

...... ""'"''" said he worked on the memorandum largely alone, 
occasionally with Wray. Rowan said it was very difficult to work 

on the matter because of the secrecy surrounding the program and the 
other demands ofhisjob.417 (T8//8TV.V//8I//OC/NF) 

416 As discussed in Chapter Six, the caveats were intended to exclude at the outset 
any Stellar Wind-derived information from FISA applications and other criminal pleadings. 
The scrubbing process acts as a second check against including this information in FISA 
applications. However, neither the caveats nor the scrubbing process relieved the 
government of its obligations under Brady to disclose evidence in the government's 
possession favorable to the defendant and material to either guilt or punishment. 
('fS//S'fL'vV//SI//OCfNF) 

417 The memorandum noted, "Because there were no additional attorneys within the 
Criminal Division who were read into the program (and very few in the Department 
generally), we have been unable to assign work to others or to fully consult with others 
within the Division." f*-Wlt+-fi:H-17-!ll~ 
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Rowan's memorandum also referred to guidance in the United States 
Attorney's Manual (USAM). For cases in which the Intelligence Community 
had no active involvement in the criminal investigation, the USAM stated 
that there are two circumstances in which the prosecutor must conduct a 
"suitable search" of Intelligence Community files: (1) where the prosecutor 
has "direct or reliable knowledge" that the Intelligence Community 
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possesses potential Brady or other discovery material; or, (2) in the absence 
of such knowledge, where "there nonetheless exists any reliable indication 
suggesting" that the Intelligence Community possesses such material. 
USAM, Criminal Resources Manual§ 2052 (2002). The USAM stated that, 
as a general rule, a prosecutor should not seek access to Intelligence 
Community files unless there is an affirmative obligation to do so. However, 
it noted that certain types of cases, including terrorism prosecutions, fall 
outside this general rule. In such cases, the USAM advised that the 
prosecutor should conduct a "prudential search." Id. 
(TS I '8TV11 I 1£I I 10C INF) I ( 'ilr(l I T I 

Rowan wrote that the practice in several sections within the Criminal 
Division was to "generally go beyond both the legal obligations outlined [in 
his memorandum] and the general rule outlined in the USAM, initiating 
searches out of prudence, rather than a legal obligation." For instance, 
Rowan reported that the practice of the Criminal Division's 
Counterespionage Section (CES) was to search Intelligence Community files 
in almost every case, even in instances in which the In~unity 
had tion-

420 

\...v.uu.u"'""u In cases tn 
emger1ce collection concerning the defendant as "suggested by 

the facts of the matter." He added that the searches were requested for a variety of 
reasons, including for purposes of meeting discovery obligations. Dian said that searches 
also were requested to determine whether the defendant has a "relationship" with an 
intelligence agency. He noted that CES does not request prudential searches as a matter of 
course to avoid making spurious requests.-{8/JNiq.. 

was a proponent 
prosecutors with whom CES co-prosecutes cases should have the 

same knowledge as CES concerning the "national security equities" involved in each case. 
Dion said this arrangement also allows for the AUSA, who is often the prosecutor most 
familiar with the case and the jurisdictional practices, to review any Intelligence 
Community material for Rule 16 and Brady purposes. Dian acknowledged the limitations 
to this arrangement concerning strictly compartmented programs such as Stellar Wind, 
where the NSA understandably would be reluctant to read in line prosecutors for the 
limited purpose of screening defense discovery requests. (TS// 'e!FIJ.V/ / Slf /0€/PfF) 
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was for the CES attorney to use the provisions of CIPA to prevent disclosure 
of sensitive material. Rowan noted that other sections within the Criminal 
Division also relied on CIPA to protect Intelligence Community files found 
during searches. (T8//SI//OC/NF) 

Thus, although Rowan's memorandum did not contain a proposal for 
handling discovery requests in cases involving Stellar Wind, it identified key 

issues that would have to be addressed as a of such sal. 

-112 When Rowan became principally responsible for coordinating the Department's 
responses to defense discovery requests as a Deputy Assistant Attorney General in the 

(Cont'd.) 
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C. Office of Legal Counsel and Discovery Issue (U) 

Shortly before Rowan finished his memorandum in OLC 
Principal Deputy Assistant Attorney General Steve Bradbury became the 
acting head of OLC. Bradbury told us that he recalled having some 
discussion with Rowan about how discovery matters should be handled in 
connection with the Stellar Wind program. Bradbury said that John 
Eisenberg, later a Deputy in OLC, also may have discussed the matter with 
Rowan. Bradbury stated that he did not believe that OLC followed up on 
Rowan's request that it continue researching these issues. 
(TS/ / STLW/ / SI/ / OC/ NF) 

Eisenberg told us that he discussed the Rule 16 issue with Rowan at 
some point, but did not recall whether discussed the Brady issue. He 
recalled discussing Yoo dum with Rowan and 
said he believes the Justice Department took the position that the Yoo 

was correct, at least with respect to Yoo's legal analysis in­
(T8 I '8TLHT I 

18! I 'OC 'NF) II H// II I 

When we showed Eisenberg a copy of Rowan 
memorandum, Eisenberg stated that he had not previously seen it. 
Eisenberg told us that OLC would not typically be responsible for 
addressing the discovery issues presented in Rowan's memorandum and 
that he was not aware of any OLC opinion on the subject other than Yoo's 
memorandum. Eisenberg also said he was not aware of any formal 
procedures for handling Rule 16 disclosure requests or the government's 
affirmative Brady obligations other than the ex parle in camera motions 
practice pursued by the National Security Division, discussed below. 
(TS I 'STLJH I '81 I 100 'NF) II nJf II I 

CES Chief Dion agreed that OLC would not be the appropriate entity 
to review discovery procedures in the context of Stellar Wind, in part 
because OLC attorneys generally do not have criminal litigation expertise. 
Dion suggested that if the Department were to develop procedures for 
handling discovery of Intelligence Community files, it should be done by the 
Department's National Security Division in coordination with United States 
Attorneys' Offices, and it should be binding only on those two entities. 
Rowan, while generally agreeing with Dion, told the OIG that he believed the 
OLC appropriately could have analyzed the legal issue of what impact a 

The results of these searches were produced to the courts ex 
parte, in camera, pursuant to CIPA. (T£/}STLW//SI//OC/NF) 
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IV. Use of the Classified Information Procedures Act (CIPA) to 
Respond to Discovery Requests (U) 

Mter publication of The New York Times articles in December 2005, 
the Justice Department received numerous discovezy requests in connection 
with international terrorism prosecutions throughout the country. After 
these articles, additional officials in the Criminal Division were read into the 
Stellar Wind program, including the new Assistant Attorney General Alice 
Fisher and other senior officials, both to assist with the Criminal Division's 
investigation into the leak of information to The New York Times and to 
handle the discovezy requests following the public confirmation of the 
program by the President and other Administration officials in December 
2005.423 Mter the National Security Division was created in September 
2006, it assumed much of the responsibility for handling the responses to 
discovery requests. (T~//STUvV/ /81//0C/NE) 

Typically, the defense motions sought to compel the govemment to 
produce information concerning a defendant that had been derived from the 
"Terrorist Surveillance Program," the term sometimes used by the 
government to refer to what the President confirmed after publication of The 
New York Times articles. The government responded to the discoveiy · 
requests by filing ex parte in camera responses requesting to "delete items" 
from material to be produced in discovery pursuant to CIPA. (S//:NF} 

In the following sections we provide a brief overview of CIPA and its 
use in international terrorism cases potentially involving Stellar 
Wind-derived intelligence. (TS//STVvV//81/fOC/NF) 
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A. Overview of CIPA (U) 

The Classified Information Procedures Act, 18 U.S.C. App. 3, was 
enacted in 1980 to provide procedures for protecting classified information 
in federal criminal prosecutions. When a party to a criminal proceeding 
notifies the court that classified information will be used in the course of the 
proceeding, CIPA requires the court to initiate procedures to "determine the 
use, relevance, or admissibility of the classified information that would 
otherwise be made during the trial or pretrial proceeding." 18 U.S. C. App. 3 
§ 6(a). Where the government holds the classified information, it may bring 
the matter before the court ex parte, but it also must provide notice to the 
defense that classified information is at issue. Id. at§ 6(b)(l). (U) 

Protective procedures generally are established through a CIPA 
hearing with both parties present. The hearing may be conducted in 
camera if the government certifies that an in camera hearing is necessary to 
protect the classified information. I d. at § 6(a). Typically, the government 
seeks an order to protect against the disclosure of any classified information 
to the defense. The government may also seek to withhold production of the 
classified information in one of three ways: ( 1) deletion of the classified 
items from the material disclosed to the defendant, (2) summarization of the 
classified information, or (3) admission of certain facts that the classified 
information would tend to prove. Id. at§ 4. Based on the OIG's review of 
CIPA filings related to the Stellar Wind program, the government has only 
used option 1 (deleting classified items from material to be disclosed to the 
defendant) in response to defense motions for Stellar Wind information. 
(TSl 'STV17 I 181 I 'OC 'NF) 11 "II 11 I 

To prevent the disclosure of classified information, the government 
may make an ex parte showing to the court. To do so the government must 
submit "an affidavit of the Attorney General certifying that disclosure of 
classified information would cause identifiable damage to the national 
security of the United States and explaining the basis for the classification 
of such information." Id. at§ 6(c)(2). If the court decides that the 
defendant's right to access to the evidence outweighs the government's 
national security interests, the government can choose to dismiss the 
indictment rather than make a disclosure. United States v. Moussaoui, 382 
F.3d 453, 466 n. 18, 474-76 (4th Cir. 2004). (U) 

B. Use of CIPA in International Terrorism Prosecutions Alleged 
to Involve Stellar Wind-Derived Information 
(TS// S'fLW //81// OC/ NF) 

We reviewed the CIPA pleadings files maintained in the National 
Security Division relating to the Stellar \Vind program. In almost every 
instance, the CIPA litigation was handled by the National Security Division 
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without the involvement of the line prosecutors in the U.S. Attorney's Offices 
who handled the underlying prosecutions but who were not read into the 
Stellar Wind program. (TS//STV.V//SI//OC/NE) 

The scope and nature of the defense motions initiating the CIPA 
litigation varied, depending on the procedural posture of the case. For 
instance, some defense motions sought to compel discovery of NSA 
surveillance information, while others sought to suppress all government 
evidence and, in the alternative, have the government's case dismissed on 
the theory that illegal electronic surveillance caused 
· te · · tion in · 

Regardless of the varying procedural posture of the cases and the 
scope and nature of the defense motions, the government responses we 
examined were fairly uniform, consisting of a motion to delete items from 
discovery, a legal memorandum in support of the motion, declarations from 
senior FBI and NSA officials, and a proposed order. 
t'f3 / / STLW/ j SI/ / OCJ NF) 

The government's CIPA submissions asserted that the information at 
issue in the discovery litigation was classified and subject to the national 
security privilege as codified in CIPA. They generally described the types of 

-.. - I- • I 1 .. •I - I I • .. ~ I . 
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The government's responses we reviewed uniformly stated that 
information in the NSA's intelligence reports had not been or would not be 
used as evidence, and that there was no causal connection between the 
information in the reports and any evidence used or to be used at trial, or 
was too attenuated from the evidence to be discoverable. The government 
argued that because the facts concerning the NSA's reporting would not aid 
the defense, the court need not explore the sources and methods used to 
acquire the information. The submissions also argued that the information 
collected by the NSA was not included in the government's FISA application, 
and therefore was too attenuated from the trial evidence to merit a review of 
the means by which the intelligence information was gathered. The 
government asserted that the "causal connection" between discovery of the 
derivative evidence and the alleged illegal search "may have become so 
attenuated as to dissipate the taint."426 It is important to note . . 

C. Government Arguments in Specific Cases (U) 

In this section we describe cases that illustrate the arguments 
made by the government in CIPA litigation with respect to defendant's 
requests for discovery of Stellar Wind-derived information. 
{TS/ / STLVI/ / SI/ /DC/ NF) 

425 In several instances, the Stellar Wind information was disseminated within the 
FBI after the FBI already had obtained a FISA order to conduct electronic surveillance of 
the defendant, thus allowing the government to argue that the NSA reporting played no role 
in its acquisition of the evidence used or planned to be used against the defendant. 
(TS I 'STbllll '~I' 10C'NE) I rn rr I r I 

·126 Nardone v. United States, 308 U.S. 338, 341 (1939). The government also 
argued in its submissions that suppressing its evidence would not serve any deterrence 
purpose. The government argued that the NSA acquires, processes, and disseminates 
intelligence not to produce criminal prosecutions, but to protect the national security. It 
asserted that any suppression of evidence would therefore frustrate a criminal prosecution 
and create an incentive for the intelligence community not to share information with law 
enforcement, thereby harming national security. ('l'S//31//0C/:P'Hi') 
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V. OIGANALYSIS (U) 

We found that the Department made little effort to understand and 
comply with its discovery obligations in connection with Stellar 
Wind-derived information for the first several years of the program. The 
Department's limited initial effort was also hampered by the limited number 
of attorneys who were read into the program. As a result, OLC attomey 
John Yoo alone initially analyzed the government's discovery obligations in 
one early case, and he produced a legal analysis that was based on an 
incorrect understanding of the facts of the case to which it applied. When 
other attomeys from 

the Department eventually took steps 
its discovery obligations. However, in 

our view, steps are not and do not fully ensure that the 
government has met its discovery obligations regarding information 
obtained through the Stellar Wind program. (T8//8TL\V//8I//OC/NF) 

As described in this chapter, in 2002 the Department first recognized 
that the Stellar Wind program could have implications for discovery 
obligations in terrorism cases. OIPR Counsel Baker raised with Department 

357 
TOP SECRE'f//STLW//HCS/81// ORCON/NOFORN 



APPROVED FOR PUBLIC RELEASE 

TOP SECitET//STLW/ {HCS/SI{ /ORCON/NOFORN 

and FBI officials the question of how the government \Vould meet its 
discovery obligations regarding Stellar Wind information. Despite 
awareness of this issue, the Department took no action at this time to 
ensure that it was in compliance with Rule 16 or Brady with respect to 
Stellar Wind-derived information. We believe that at this point senior 
Depa. rtment officials were on notice that, at a minimum, the discove-· . 
merited attention. action was taken until early 
in the context when the Department had to address 
how to handle Stellar Wind information that was not also obtained under 
FISA and that could be material to 

"'~;::;.~~ .... u. to Yoo who concluded 

As with other aspects of the Stellar Wind program, we believe the 
error in Yoo's legal analysis may have resulted in part from the failure to 
subject his memorandum to typical OLC and Department review and 
scrutiny. Because other Department attorneys were not read into the 
Stellar Wind program, the risk that the Department would produce a 
factually flawed and inadequate legal analysis of these important discovery 
issues was escalated. As we concluded in Chapters Three and Four, we 
believe the lack of sufficient legal resources at the Department during this 
early phase of the Stellar Wind program hampered its legal an~ 
important issues related to the program. We believe that Yoo's-
memorandum is one more manifestation of this problem. --
(TS/ I S'fLV.Jf I Sif / OCjrqF) 

In July 2004, Patrick Rowan, a senior counsel in the Criminal 
Division, was read into the program and conducted a more systemic 
analysis of the · 
Wind tion 
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With his memorandum, Rowan initiated a request that the issue be further 
examined by OLC. (TS//SI//NF) 

~.other than in informal discussions with Rowan concerning 
Yoo's-memorandum, OLC did not further examine these issues or 
follow up on Rowan's recommendation. While we recognize that OLC was 
not responsible for developing litigative strategy on this issue, we believe 
that OLC or another appropriate Department component should have 
provided guidance on this important legal issue. (TS//STDU//81/fOC/NF) 

We recommend that the 
assessment of the imp 
that still remain the legal 
ramifications of a guilty plea on governmen obligations 
under Rule 16 and in particular Brady. We believe the Department should 
carefully consider whether it must re-examine past cases to see whether 
potentially discoverable but undisclosed Rule 16 or Brady material was 
collected by the NSA, and take appropriate steps to ensure that it has 
complied with its discovery obligations in such cases. (TS//SI//NF) 

However, the Department's handling of these motions did not require the 
Department to identify the potentially discoverable information derived 
under the Stellar Wind program that may exist in other cases. We 
recommend that the Department, in coordination with the NSA, develop and 
implement a procedure for identifying Stellar Wind-derived information that 
may be associated with international terrorism cases, currently pending or 
likely to be brought in the future, and to evaluate such information in light 
of the government's discovery obligations under Rule 16 and Brady. 
(TS/ /STUN// SI/ / OC / NF) 
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CHAPTER EIGHT 
PUBLIC STATEMENTS ABOUT THE SURVEILLANCE 

PROGRAM (U) · 

This chapter examines Attorney General Alberto Gonzales's testimony 
and public statements related to the Stellar Wind program. Aspects of this 
program were first disclosed publicly in a series of articles in The New York 
Times in December 2005. In response, the President publicly confirmed a 
portion of the Stellar Wind program - the interception of the content of 
international communications of people reasonably believed to have links to 
al Qaeda and related organizations. Subsequently, Attorney General 
Gonzales was questioned about the program in two hearings before the 
Senate Judiciary Committee in February 2006 and July 2007. (S//NF) 

In between those two hearings, former Deputy Attorney General 
James Corney testified before the Senate Judiciary Committee about the 
dispute between the Department and the White House concerning the 
program. Gonzales's and Corney's differing congressional testimony led to 
allegations that Gonzales had made misleading statements to Congress 
about the dispute and the program itself. 434 (U) 

In tlus chapter, we examine whether Attorney General Gonzales made 
false, inaccurate, or misleading statements related to the Stellar Wind 
program. (U I /FOUQ) 

I. Summary of the Dispute about the Program (U) 

As described in detail in Chapters Three and Four, the Stellar Wind 
program is best understood as consisting of three types of collections, 
informally referred to as "baskets." Basket 1 related to the collection of 
e-mail and telephone content. Initially, the Stellar Wind program collected 
e-mail and telephone content when probable cause existed to believe one of 
the parties to the call or e-mail was outside the United States and at least 
one of the communicants was a member of an international terrorist group. 

434 For example, Senator Arlen Specter stated at a Senate hearing on July 24, 2007, 
that he did not find Attorney General Gonzales's testimony to be credible and suggested to 
the Attorney General that he "review this transcript very, very carefully." After this hearing 
Senate Judiciary Committee Chairman Patrick Leahy sent a letter to the OIG, dated 
August 16, 2007, asking the OIG to review Gonzales's statements to determine whether 
they were intentionally false, misleading, or inappropriate. Gonzales testified several times 
before the Senate and House Judiciary and Intelligence Committees about the program. In 
this chapter, we focus on his February 2006 and July 2007 testimony in which he 
discussed the events of March 2004. (U) 
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Basket 2 involved bulk collection of telephony meta data, and basket 3 
involved bulk collection of e-mail meta data. ('f3//S'fLW//SI//OC/liF) 

These collections were authorized by a Presidential Authorization that 
was re-issued at approximately 30 to 45-day intervals. Each Authorization 
was certified as to form and legality by the Attorney General. The Attorney 
General's certifications were initially supported by legal opinions from OLC 
attorney John Yoo affirming the legality of the program. 
(TSj /STI .17Jj /81// OC/ NF) 

As discussed in Chapter Four, after Jack Goldsmith was confirmed as 
Assistant Attorney General for OLC in October 2003, he, along with 
Associate Deputy Attorney General Patrick Philbin, conducted an analysis of 
the legal basis underlying each basket in the Stellar Wind program. As a 
result of this review, he, Philbin, and recently confirmed Deputy Attorney 
General Corney concluded that 

of the 

In early March 2004, the dispute between the Department and the 
White House over the Department's revised legal analysis of the Stellar Wind 
program carne to a head. Deputy Attorney General Corney, who assumed 
the duties of the Attorney General when Attorney General Ashcroft was 
hospitalized, informed the White House that the Department could not 
recertify the program. This dispute culminated in the unsuccessful attempt 
by then-White House Counsel Gonzales and White House Chief of Staff 
Andrew Card to get Attorney General Ashcroft to overrule Corney and 
recertify the program while he was in the hospital. When Ashcroft refused 
to certify the program and said that Corney was acting as the Attorney 
General, not him, the President reauthorized the program without the 
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Attorney General's certification. Instead Gonzales, as White House Counsel, 
recertified the program. (TS//81//NF) 

After the White·House's actions to continue the program without 
Justice Department certification, Deputy Attorney General Corney, FBI 
Director Mueller, and many other senior Department officials considered 
resigning. When the President learned of this, he directed that the 
Department work with other involved · 

II. The New York Times Articles and President Bush's Coniumation 
Regarding NSA Activities (U) 

In 2004, aspects of the Stellar Wind program were disclosed to two 
reporters for The New York Times. The reporters, James Risen and Eric 
Lichtblau, sought to publish an article about the program in late 2004. 
However, after a series of meetings with Administration officials who argued 
that publication of the story would harm the national security, The New 
York Times agreed to delay publishing the story. (S//NF) 

The New York Times eventually published a series of articles about 
the program on December 16 through 19, 2005. According to one of the 
reporters, the Times decided to publish the articles at least in part because 
the newspaper learned of serious concerns about the legality of the program 
that had "reached the highest levels of the Bush Administration."435 (U) 

The first article, on December 16, 2005, was entitled, "Bush Lets U.S. 
Spy on Callers Without Courts." This article stated that "Months after the 
Sept. 11 attacks, President Bush secretly authorized the National Security 
Agency to eavesdrop on Americans and others inside the United States to 
search for evidence of terrorist activity without the court-approved warrants 
ordinarily required for domestic spying, according to government officials/' 
The article described in broad terms the content collection aspect of the NSA 
program (basket 1), stating that according to officials the NSA has 
((monitored the international telephone calls of hundreds, perhaps 

435 See Eric Lichtblau, Bush's Law (2008), p. 203. (U) 
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thousands, of people inside the United States without warrants over the 
past three years in an effort to track possible 'dirty numbers' linked to al 
Qaeda." The article stated that the NSA continued to seek warrants to 
monitor purely domestic communications. (TS//STLVl//SI//00/NF) 

The article asserted that "reservations about aspects of the program" 
had also been expressed by Senator Jay Rockefeller (the Vice Chair of the 
Senate Select Committee on Intelligence) and a judge who presided over the 
FISA Court. The article added, "Some of the questions about the [NSA's] 
new powers led the administration to temporarily suspend the operation last 
year and impose more restrictions, officials said." The article also stated 
that "In mid-2004, concerns about the program expressed by national 
security officials, government lawyers and ajudge prompted the Bush 
administration to suspend elements of the program and revamp it." 
However, the article incorrectly tied this suspension of the program to Judge 
Colleen Kollar-Kotelly's concerns that information gained from the program 
was also being used to seek FISA orders, rather than to the March 2004 
dispute between Department officials and the White House about the 
legality of aspects of the program. (TS//Sl//NF) 

On December 17, 2005, the day after The New York Times published 
the first article, President Bush publicly acknowledged the portion of the 
NSA program that was described in the article. President Bush described in 
broad terms these NSA electronic surveillance activities, stating: 

In the weeks following the terrorist attacks on our nation, I 
authorized the National Security Agency, consistent with U.S. 
law and the Constitution, to intercept the international 
communications of people with known links to al Qaeda and 
related terrorist organizations. Before we intercept these 
communications, the government must have information that 
establishes a clear link to these terrorist networks. 

This is a highly classified program that is crucial to our national 
security. Its purpose is to detect and prevent terrorist attacks 
against the United States, our friends and allies. Yesterday the 
existence of this secret program was revealed in media reports, 
after being improperly provided to news organizations. As a 
result, our enemies have learned information they should not 
have, and the unauthorized disclosure of this effort damages 
our national security and puts our citizens at risk. Revealing 
classified information is illegal, alerts our enemies, and 
endangers our countty .... 

The activities I authorized are reviewed approximately evety 45 
days. Each review is based on a fresh intelligence assessment of 
terrorist threats to the continuity of our government and the 
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threat of catastrophic damage to our homeland. During each 
assessment, previous activities under the authorization are 
reviewed. The review includes approval by our nation's top legal 
officials, including the Attorney General and the Counsel to the 
President. I have reauthorized the program more than 30 times 
since the September 11th attacks, and I intend to do so for as 
long as our nation faces a continuing threat from al Qaeda and 
related groups.436 (U) 

HI. Other Administration Statements (U) 

On January 19, 2006, the Justice Department issued a document, 
informally referred to as a "White Paper," entitled "Legal Authorities 
Supporting the Activities of the National Security Agency Described by the 
President." The 42-page document addressed in an unclassified form the 
legal basis for the collection activities that were described in the 
December 16, 2005, New York Times article and other media reports and 
confirmed by President Bush. The White Paper stated that the President 
acknowledged that "he has authorized the NSA to intercept international 
communications into and out of the United States of persons linked to al 
Qaeda or other related terrorist organizations." (U) 

The White Paper reiterated the legal theory advanced by the 
Department in Goldsmith's May 2004 memorandum about the revised NSA 
program, which concluded that the September 18, 2001, Congressional 
Authorization for the Use of Military Force authorized the President to 
employ "warrantless communications intelligence targeted at the enemy," a 
fundamental incident of the use of military force, pursuant to the 
President's Article II Commander-in-Chief powers. The White Paper also 
argued that the NSA's activities were consistent with FISA, as confirmed and 
supplemented by the AUMF. (TS//81//NF) 

On January 22, 2006, the White House also issued a press release 
and memorandum to counter criticism of the NSA program by members of 
Congress. The press release was entitled "Setting the Record Straight: 
Democrats Continue to Attack the Terrorist Surveillance Program." This 
document was the first time we found any official use of the term "Terrorist 
Surveillance Program" to apply to the NSA program or aspects of the 
program.437 -{8//NF} 

436 The full text of President Bush's December 17, 2005, radio address can be found 
at http:/ jW\V\V.whitehouse.govjnewsjreleases/2005/ 12fprintj20051217.html. (U) 

437 See http:/ fwvv\v.whitehouse.govfnewsfre1easesf2006f01/200060122.htm1. We 
found that the term was used in the media prior to this time. The first published reference 

(Cont'd.) 
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The following day, on Janua1y 23, 2006, President Bush referred to 
the "terrorist surveillance program" during a speech at Kansas State 
University: 

Let me talk about one other program ... something that you've 
been reading about in the news lately. It's what I would call a 
terrorist surveillance program. (U) 

In the speech, President Bush described the program as the interception "of 
certain communications emanating between somebody inside the United 
States and outside the United States; and one of the numbers would be 
reasonably suspected to be an al Qaeda link or affiliate." (U) 

On January 24, 2006, Attorney General Gonzales delivered a speech 
at the Georgetown University Law Center which, according to his prepared 
remarks, began by stating that his remarks "speak only to those activities 
confirmed publicly by the President, and not to purported activities 
described in press reports." Gonzales referred to the program throughout 
his speech as either the "terrorist surveillance program" or "the NSA's 
terrorist surveillance program." (U) 

IV. Testimony and Other Statements (U) 

After the New York Times articles disclosed aspects of the NSA 
program, members of Congress expressed concern that the President had 
exceeded his authority by authorizing electronic surveillance activity 
without FISA orders, and congressional hearings were held on the issue. 
Gonzales testified before the Senate Judiciary Committee on February 6, 
2006, and July 24, 2007, about the NSA's surveillance activities. We 
describe in the next sections his testimony and other statements he made 
about the NSA's activities, as well as testimony by former Deputy Attorney 
General Corney before the Senate Judiciary Committee on May 15, 2007. 
(TS J I SI I I NF) fJ II 

we found to the "terrorist surveillance program" in connection with the NSA electronic 
surveillance activities was in NewsMax, an online news website, on December 22, 2005. (U) 
See "Barbara Boxer: Bush Spy Hearings Before Alito," NewsMax.com, December 22, 2005, 
http:/ jarchive.newsma.x.comfarchivesjicj2005/ 12/22/ 173255.shtml. On January 20, 
2006, the term appeared again on another Internet b1og called "RedState." See "Making the 
case for the NSA terrorist surveillance program," at 
http:/ j\'lWV/.redstate.comjstory/2006/ 1/20/92730 /0977. (U) 
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A. Gonzales's February 6, 2006, Senate Judiciary Committee 
Te.stimony (U) 

In his opening statement before the Senate Judiciary Committee on 
February 6, 2006, Gonzales began by saying that his testimony would 
necessarily be limited: · 

Before going any further, I should make clear what I can 
discuss today. I am here to explain the Department's 
assessment that the President's terrorist surveillance program 
is consistent with our laws and Constitution. I am not here to 
discuss the operational details of that program, or any other 
classified activity. The President has described the terrorist 
surveillance program in response to certain leaks, and my 
discussion in this open forum must be limited to those facts the 
President has publicly confirmed - nothing more. Many 
operational details of our intelligence activities remain classified 
and unknown to our enemy- and it is vital that they remain so. 
(U) 

The questioning of Gonzales at this hearing focused primarily on the 
nature of the NSA surveillance activity and the legal basis for it.438 Senator 
Charles Schumer asked Gonzales specifically about accounts of a 
disagreement within the Justice Department over the NSA program: 

SEN. SCHUMER: But it's notjust Republican senators who 
seriously question the NSA program, but very high-ranking 
officials within the administration itself. Now, you've already 
acknowledged that there were lmvyers in the administration 
who expressed reservations about the NSA program. There was 
dissent. Is that right? 

ATTY GEN. GONZALES: Of course, Senator. As I indicated, 
this program implicates very difficult issues. The war on terror 
has generated several issues that are very, very complicated. 

SEN. SCHUMER: Understood. 

ATTY GEN. GONZALES: Lawyers disagree. 

438 Neither the Chairman of the Senate Judiciary Committee at the time (Senator 
Specter), nor the Ranking Member (Senator Leahy), were read into the program or provided 
the underlying documents authorizing the program. Senator Leahy stated at the outset of 
the hearing that he and others had made a request to review the Presidential 
Authorizations and OLC memoranda about the program, but that these materials had not 
been provided to the Committee. (U) 
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SEN. SCHUMER: I concede all those points. Let me ask you 
about some specific reports. It's been reported by multiple 
news outlets that the former number two man in the Justice 
Department, the premier terrorism prosecutor, Jim Corney, 
expressed grave reservations about the NSA program, and at 
least once refused to give it his blessing. Is that true? 

ATIY GEN. GONZALES: Senator, here's a response that I feel 
that I can give with respect to recent speculation or stories 
about disagreements. There has not been any serious 
disagreement, including - and I think this is accurate - there's 
not been any serious disagreement about the program that the 
President has confirmed. 

There have been disagreements about other matters regarding 
operations, which I cannot get into. I will also say-

SEN. SCHUMER: But there was some- I'm sorry to cut you off. 
But there was some dissent within the administration, and Jim 
Corney did express at some point- that's all I asked you- some 
reservation. 

ATIY GEN. GONZALES: The point I want to make is that, to my 
knowledge, none of the reservations dealt with the program that 
we're talking about today. They dealt with operational 
capabilities that we're not talking about today. 

SEN. SCHUMER: I want to ask you again about- I'm just- we 
have limited time. 

ATTY GEN. GONZALES: Yes, sir. 

SEN. SCHUMER: It's also been reported that the head of the 
Office of Legal Counsel, Jack Goldsmith, a respected lawyer and 
professor at Harvard Law School, expressed reservations about 
the program. Is that true? 

ATIY GEN. GONZALES: Senator, rather than going individual 
by individual -

SEN. SCHUMER: No, I think we're- this is-

ATTY GEN. GONZALES: - let me just say that I think differing 
views that have been the subject of some of these stories does 
not- did not deal with the program that I'm here testifying 
about today. 

SEN. SCHUMER: But you are telling us that none of these 
people expressed any reservations about the ultimate program. 
Is that right? 
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ATIY GEN. GONZALES: Senator, I want to be very careful here, 
because, of course, I'm here only testifying about what the 
President has confirmed. And with respect to what the 
President has confirmed, I believe - I do not believe that these 
DOJ officials that you're identifying had concerns about this 
program. (U) 

Throughout the hearing, other Senators asked Gonzales questions 
relating to various aspects of the NSA program, and Gonzales would often 
qualify his answers by stating that he was not discussing activities beyond 
what the President had confirmed. However, in doing so Gonzales 
sometimes suggested that the NSA's activities under the program were 
limited to what the President had confirmed. In one exchange with Senator 
Leahy, for example, Gonzales suggested that the electronic surveillance 
activities the President had publicly confirmed were the only activities the 
President had authorized to be conducted. Specifically, in response to a 
series of questions from Senator Leahy regarding what activities beyond 
warrantless electronic surveillance Gonzales would deem legal under the 
Authorization for the Use of Military Force, Gonzales stated, 

Sir, I have tried to outline for you and the committee what the 
President has authorized, and that is all that he has 
authorized .... There is all kinds of wild speculation out there 
about what the President has authorized and what we1re 
actually doing. And I'm not going to get into a discussion, 
Senator, about hypotheticals.439 (8//NF) 

·139 On February 28, 2006, Gonzales wrote to Senator Specter to provide additional 
responses to questions that he had answered during his February 6 hearing and to clarify 
certain responses. Gonzales wrote that he confmed his letter and testimony 

to the specific NSA activities that have been publicly confirmed by the 
President. Those activities involve the interception by the NSA of the 
contents of communications in which one party is outside the United States 
where there are reasonable grounds to believe that at least one party to the 
communication is a member or agent of al Qaeda or an affiliated terrorist 
organization (hereinafter, the "Terrorist Surveillance Program"). 

One response Gonzales sought to clarify was this response to Senator Leahy. 
Gonzales wrote: 

First, as I emphasized in my opening statement, in all of my testimony at the 
hearing I addressed - with limited exceptions- only the legal underpinnings 
of the Terrorist Surveillance Program, as defined above. I did not and could 
not address operational aspects of the Program or any other classified 
intelligence activities. So, for example, when I testified in response to 
questions from Senator Leahy, "Sir, I have tried to outline for you and the 
Committee what the President has authorized, and that is all that he has 
authorized," Tr. at 53, I was confining my remarks to the Terrorist 

(Cont'd.) 
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In response to Senator Sam Brownback's question about whether the 
FISA application process vvould include '(even these sort of operations 1.ve've 
read about data mining operations? Would that include those sorts of 
operations, or are those totally a separate type of field?" (U) 

Gonzales responded: 

I'm not here to talk about that. Again, let me just caution 
everyone that you need to read these stories with caution. 
There is a lot of mumbling - I mean, mixing and mangling of 
activities that are totally unrelated to what the President has 
authorized under the terrorist surveillance program, and so I'm 
uncomfortable talking about other kinds of operations that 
might - that are unrelated to the terrorist surveillance program. 
(U) 

B. Comey's May 15, 2007, Senate Judiciary Committee 
Testimony (U) 

Former Deputy Attorney General Corney appeared before the Senate 
Judiciary Committee on May 15, 2007, in a hearing called to examine 
whether the Department had politicized the firing of U.S. Attorneys. 
Senator Schumer, who presided over the hearing, began the questioning by 
asking Corney about reports in the media that in March 2004 White House 
Counsel Gonzales and White House Chief of Staff Card had visited Attorney 
General Ashcroft in the hospital in an effort to override Corney's decision, 
made when he served as Acting Attorney General, not to certify a classified 
program. Corney was asked to recount the details of the incident. (U) 

After prefacing his remarks by stating that he could not discuss 
classified information, Corney described the events of March 2004, including 
the confrontation between the Department and White House officials in 
Ashcroft's hospital room. In describing these events, Corney referred to a 
single classified program. For example, Corney testified that: 

In the early part of 2004, the Department of Justice was 
engaged - the Office of Legal Counsel, under my supervision, in 
a reevaluation both factually and legally of a particular 
classified program. And it was a program that was renewed on 
a regular basis and required signature by the Attorney General 

Surveillance Program as described by the President, the legality of which was 
the subject of the February 6th hearing. 

Gonzales also attempted to clarify a response he had given to Senator Leahy about 
when the first Presidential Authorization was signed. Gonzales wrote that "The President 
first authorized the [Terrorist Surveillance] Program in October 2001 •... " (U) 
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certifying to its legality. And the - and I remember the precise 
date; the program had to be renewed by March the 11th, which 
was a Thursday, of 2004. And we were engaged in a very 
intensive reevaluation of the matter. (U) 

Corney also testified that "as Acting Attorney General, I would not 
certify the program as to its legality, and explained our reasoning in detail, 
which I will not go into here, nor am I confirming it's any particular 
program." As detailed in Chapter Four, Corney then described from his 
perspective the incident in the hospital room and testified that after that 
incident "[t]he program was reauthorized without us, without a signature 
from the Department of Justice attesting as to its legality .... " (U) 

C. Gonzales's June 5, 2007, Press Conference (U) 

In light of Corney's statements,. questions were raised about the 
accuracy of Gonzales's February 2006 testimony to the Senate Judiciary 
Committee. For example, in a press conference on June 5, 2007, called to 
announce the indictment of members of an international gang called MS-13, 
the first question a reporter asked Gonzales concerned Corney's testimony: 

REPORTER: Attorney General, last month Jim Corney testified 
about visits you and Andy Card made to John Ashcroft's 
hospital bed. Can you tell us your side of the story? Why were 
you there and did Mr. Corney testify truthfully about it? Did he 
remember it correctly? 

ATTY GEN. GONZALES: Mr. Corney's testimony related to a 
highly classified program which the President confirmed to the 
American people some time ago. Because it's on a classified 
program I'm not going to comment on his testimony. (U) 

As discussed below, when later asked about this statement, Gonzales 
said that he had misspoke, and that he did not mean to say that Corney's 
testimony related to the program that the President confirmed. (U) 

D. Gonzales's July 24, 2007, Senate Judiciary Committee 
Testimony (U) 

Gonzales was again called to testify before the Senate Judiciary 
Committee on July 24, 2007. In advance of Gonzales's July 24 appearance, 
Senator Leahy sent Gonzales a letter advising him of the questions that 
would be asked at the hearing.440 The letter referenced Gonzales's 

4·10 According to the letter, Senator Leahy took this step because in Gonzales's 
appearance before the Senate Judiciary Committee on Aprill9, 2007, to discuss the 
removal of nine U.S. Attorneys, Gonzales had responded to an estimated 100 questions that 

(Cont'd.J 
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February 6, 2006, testimony in which he stated that Department officials 
did not have "concerns about this program," The letter also referenced 
Corney's May 15 testimony concerning the incident in Ashcroft's hospital 
room in March 2004. The letter specifically advised Gonzales that he would 
be asked to "provide a full explanation for the legal authorization for the 
President's warrantless electronic surveillance program in March and April 
2004.'' (U) 

At the July 24 hearing, Gonzales was repeatedly questioned about 
alleged inconsistencies between his and Corney's accounts of the events of 
March 2004 and the NSA program. For example, Senator Specter asked: 

Let me move quickly through a series of questions - there's a lot 
to cover- starting with the issue that Mr. Corney raises. You 
said, quote, "There has not been any serious disagreement 
about the program." Mr. Corney's testimony was that Mr. 
Gonzales began to discuss why they were there to seek approval 
and he then says, quote, "I was very upset. I was angry. I 
thought I had just witnessed an effort to take advantage of a 
very sick man." 

First of all, Mr. Attorney General, what credibility is left for you 
when you say there's no disagreement and you're party to going 
to the hospital to see Attorney General Ashcroft under sedation 
to try to get him to approve the program? 

AITY GEN. GONZALES: The disagreement that occurred and 
the reason for the visit to the hospital, Senator, was about other 
intelligence activities. It was not about the terrorist surveillance 
program that the President announced to the American people. 
(U) 

At other points in the hearing, Gonzales stated that the dispute 
referred to "other intelligence activities," and not the "terrorist surveillance 
pro gram." (U) 

Senator Schumer also questioned Gonzales about his answer in the 
June 5 press conference in which he stated that Corney's testimony "related 
to a highly classified program which the President confirmed to the 
American people some time ago." Gonzales first responded that he would 
have to look at the question and his response from the press conference, 
and then he said "I'm told that what I'd in fact- here in the press 

he could "not recall." Leahy wrote that he wanted to assist Gonzales with his preparation 
for the July 24 testimony to "avoid a repeat of that performance." (U} 
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conference - I did misspeak, but I also went back and clarified it with the 
reporter."441 (U) 

Gonzales then responded to Senator Schumer that "The President 
confirmed the existence of one set of activities," and that "Mr. Corney 1vas 
talking about a disagreement that existed with respect to other intelligence 
activities. . , . Mr. Corney's testimony about the hospital visit was about 
other intelligence activities, disagreements over other intelligence activities. 
That's how we'd clarify it." (U) 

Other Senators questioned Gonzales's responses on this issue. For 
example, Senator Feingold stated; 

With respect to the NSA's illegal wiretapping program, last year 
in hearings before this committee and the House Judiciary 
Committee, you stated that, quote, "There has not been any 
serious disagreement about the program that the President has 
confirmed," unquote, that any disagreement that did occur, 
quote, "did not deal with the program that I am here testifying 
about today," unquote, and that, quote, "The disagreement that 
existed does not relate to the program the President confirmed 
in December to the American people," unquote. (U) 

Two months ago, you sent a letter to me and other members of 
this committee defending that testimony and asserting that it 
remains accurate. And I believe you said that again today. 
Now, as you probably know, I'm a member of the Intelligence 
Committee. And therefore I'm one of the members of this 
committee who has been briefed on the NSA wiretapping 
program and other sensitive intelligence programs. I've had the 
opportunity to review the classified matters at issue here. And I 
believe that your testimony was misleading, at best. I am 
prevented from elaborating in this setting, but I intend to send 
you a classified letter explaining why I have come to that 
conclusion. (U) 

Senator Whitehouse, also a member of the Intelligence Committee, 
similarly stated: 

Mr. Gonzales, let me just follow up briefly on what Senator 
Feingold was saying, because I'm also a member of both 
committees. And I have to tell you, I have the exact same 

441 Gonzales also testified that he did not speak directly to the reporter (Dan Eggen, 
from the Washington Post) to clarify the comment. Rather, Gonzales said he told a 
Department spokesperson to go back and clarify the statement to Eggen. (U) 
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perception that he does, and that is that if there is a kernel of 
truth in what you've said about the program which we can't 
discuss but we know it to be the program at issue in your 
hospital visit to the Attorney General, the path to that kernel of 
truth is so convoluted and is so contrary to the plain import of 
what you said, that I, really, at this point have no choice but to 
believe that you intended to deceive us and to lead us or 
mislead us away from the dispute that the Deputy Attorney 
General subsequently brought to our attention. So you may act 
as if he's behaving, you know, in a crazy way to even think this, 
but at least count two of us and take it seriously.442 (U) 

Gonzales also offered to answer a question about the terrorist 
surveillance program in closed session during this exchange with Senator 
Specter: 

SEN. SPECTER: Going back to the question about your 
credibility on whether there was dissent within the 
administration as to the terrorist surveillance program, was 
there any distinction between the terrorist surveillance program 
in existence on March 1Oth, when you and the Chief of Staff 
went to see Attorney General Ashcroft, contrasted with the 
terrorist surveillance program which President Bush made 
public in December of 2005? 

ATIY GEN. GONZALES: Senator, this is a question that I 
should answer in a classified setting, quite frankly, because 
now you're asking me to hint or talk- to hint about our 
operational activities. And I'd be happy to answer that 
question, but in a classified setting. 

SEN. SPECTER: Well, if you won't answer that question, my 
suggestion to you, Attorney General Gonzales, is that you 
review this transcript very, very carefully. I do not find your 
testimony credible, candidly. When I look at the issue of 
credibility, it is my judgment that when Mr. Corney was 
testifying he was talking about the terrorist surveillance 
program and that inference arises in a number of ways, 
principally because it was such an important matter that led 
you and the Chief of Staff to Ashcroft's hospital room. . .. So 
my suggestion to you is that you review your testimony very 
carefully. The chairman's already said that the committee's 

Hl According to a May 17, 2006, letter from the Director of National Intelligence, 
two other members of the Judiciary Committee- Senators Dianne Feinstein and Orrin 
Hatch - also had been briefed on the NSA program. (U) 
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going to review your testimony very carefully to see if your 
credibility has been breached to the point of being actionable. 
(U) 

Near the end of the hearing Senator Schumer questioned Gonzales 
regarding the meeting at the White House with the "Gang of Eight" 
congressional leaders, just before Gonzales and Card went to Ashcroft's 
hospital room on March 10, 2004: 

SEN. SCHUMER: OK. But you testified to us that you didn't 
believe there was serious dissent on the program that the 
President authorized. And now you're saying they knew of the 
dissent and you didn't? 

ATIY GEN. GONZALES: The dissent related to other 
intelligence activities. The dissent was not about the terrorist 
surveillance program the President confirmed and ... 

SEN. SCHUMER: You said, sir- sir, you said that they knew 
that there was dissent. But when you testified before us, you 
said there has not been any serious disagreement. And it's 
about the same program. It's about the same exact program. 
You said the President authorized only one before. And the 
discussion- you see, it defies credulity to believe that the 
discussion with Attorney General Ashcroft or with this group of 
eight, which we can check on - and I hope we will, Mr. 
Chairman: that will be yours and Senator Specter's prerogative 
--was about nothing other than the TSP. And if it was about 
the TSP, you're dissembling to this committee. Now was it 
about the TSP or not, the discussion on the eighth? 

ATIY GEN. GONZALES: The disagreement on the lOth was 
about other intelligence activities. 

SEN. SCHUMER: Not about the TSP, yes or no? 

ATIY GEN. GONZALES: The disagreement and the reason we 
had to go to the hospital had to do with other intelligence 
activities. 

SEN. SCHUMER: Not the TSP? Come on. If you say it's about 
"other," that implies not. , Now say it or not. 

ATIY GEN. GONZALES: It was not. It was about other 
intelligence activities. 

SEN. SCHUMER: Was it about the TSP? Yes or no, please? 
That's vital to whether you're telling the truth to this committee. 
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ATIY GEN. GONZALES: It was about other intelligence 
activities. (U) 

When we interviewed Gonzales, he stated that there was never any 
intent to hide the NSA program from Congress, and he said that Congress 
was briefed on multiple occasions about the program.443 Gonzales also 
stated that he could not 

not recall where the term "terrorist surveillance program" originated, but 
that when he used the term it referred only to the content collection 
activities the President had confirmed publicly, and that the rest of the 
program remained classified. Gonzales also asserted that this distinction 
should have been clear to those on the committee who were read into the 
Stellar Wind program. lfS//STVll//SI//00/NF) 

E. FBI Di:rector Mueller's July 26, 2007, House Committee on 
the Judiciary Testimony (U) 

Two days after Gonzales's July 24, 2007, Senate Judiciary Committee 
testimony, FBI Director Mueller testified before the House Judiciary 
Committee. At this hearing, Mueller was asked about his conversation with 
Attorney General Ashcroft at the hospital on the evening of March 10, 2004. 
As discussed in Chapter Four of this report, Mueller arrived at the hospital 
just after Gonzales and Card left. Mueller was asked to recount what he 
learned from Ashcroft concerning Ashcroft's exchange with Gonzales and 
Card earlier that evening: 

REP. JACKSON LEE: Could I just say, did you have an 
understanding that the discussion was on TSP? 

MR. MUELLER: I had an understanding the discussion was on 
a- a NSA program, yes. 

REP JACKSON LEE: I guess we use «TSP," we use warrantless 
wiretapping, so would I be comfortable in saying that those were 
the items that were part of the discussion? 

44J. Gonzales cited in particular the "Gang of Eight" briefing convened on March 10, 
2004, to inform congressional leaders of the Department's legal concerns about aspects of 
the program and the need for a legislative flx. We also reviewed Gonzales's closed-session 
testimony before the House Permanent Select Corn,mittee on Intelligence (HPSCI}, which he 
provided on July 19, 2007, just a few days before his July 24 Senate Judiciary Committee 
testimony. In his classified HPSCI testimony, Gon 
Justice Department officials] primarily centered o-
ms I 'ST:f:;H1' 'Sl I '88 'liiPJ ------t• IT •••n I(( rn~ 
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MR. MUELLER: I- the discussion was on a national -an NSA 
program that has been much discussed, yes. (U) 

We asked Mueller about his understanding of the term "terrorist 
surveillance program." Mueller said that the term "TSP'' was not used by 
the FBI prior to The New York Times article and the President's confirmation 
of one aspect of the program. Mueller said he understood the term to refer 
to what the President publicly confirmed as to content intercepts. Mueller 
said he believed the term "TSP'' was part of the "overarching'' Stellar Wind 
program, but that "TSP" is not synonymous with Stellar Wind.444 (8//NF) 

F. Gonzales's Follow-up Letter to the Senate Judiciary 
Committee (U) 

In an effort to clarify his July 24, 20071 Senate testimony, on 
August 1, 2007, Gonzales sent unclassified letters to Judiciary Committee 
Chairman Leahy and Senator Specter. Gonzales's letter to Leahy stated that 
he was deeply concerned with suggestions that his testimony was 
misleading and he was determined to address any such impression. He 
explained that ('shortly after 9 I 11, the President authorized the NSA to 
undertake a number of highly classified activities," and that, "although the 
legal bases for these activities varied, all of them were authorized in one 
presidential order, which was reauthorized approximately every 45 days.'' 
Gonzales wrote that before December 2005 "the term 'Terrorist Surveillance 
Program' was not used to refer to these activities, collectively or otherwise." 
Rather, Gonzales wrote that the term was first used in early 2006 "as part of 
the public debate that followed the unauthorized disclosure [by the New 
York Times] and the President's acknowledgement of one aspect of the NSA 
activities[.]" (U) 

444 We also interviewed an NSA official, who serves as an original classifying 
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Gonzales also wrote in this letter that in his July 24 testimony he was 
discussing "only that particular aspect of the NSA activities that the 
President has publicly acknowledged, and that we have called the Terrorist 
Surveillance Program[.]" He wrote that he recognized that his use of this 
term or his shorthand reference to the "'program' publicly 'described by the 
President"' may have "created confusion." Gonzales maintained that there 
was ~<not a serious disagreement between the Department and the White 
House in March 2004 about whether there was a legal basis for the 
particular activity later called the Terrorist Surveillance Program." (U) 

Gonzales also wrote in his letter, "That is not to say that the legal 
issues raised by the Terrorist Surveillance Program were insubstantial; it 
was an extraordinary activity that presented novel and difficult issues and 
was, as I understand, the subject of intense deliberations within the 
Department. In the spring of 2004, after a thorough reexamination of all 
these activities, Mr. Corney and the Office of Legal Counsel ultimately agreed 
that the President could direct the NSA to intercept international 
communications without a court order where the interceptions were 
targeted at al Qaeda or its affiliates. Other aspects of the NSA's activities 
referenced in the DNI's letter [attached to Gonzales's letter] did precipitate 
very serious disagreement.'' (U) 

V. OIG Analysis (U) 

In this section, we assess whether Gonzales made false, inaccurate, or 
misleading statements during his testimony before the Senate Judiciary 
Committee. As discussed below, we concluded that Gonzales's testimony 
did not constitute a false statement under the criminal statutes. We also 
concluded that he did not intend his testimony to be inaccurate, false, or 
misleading. However, we found in at least two important respects his 
testimony was confusing, inaccurate, and had the effect of misleading those 
who were not read into the program. (U} 

At the outset, we recognize that Gonzales was in a difficult position 
because he was testifying in an open, unclassified forum about a highly 
classified program. In this setting, it would be difficult for any witness to 
clearly explain the nature of the dispute between the White House and the 
Department while not disclosing additional details about classified activities, 
particularly because only certain NSA activities had been publicly confirmed 
by the President. (U) 

However, some of this difficulty was attributable to the White House's 
decision not to brief the Judiciary Committee, which had oversight of the 
Department of Justice, about the program. As discussed in Chapter Four, 
the strict controls over the Department's access to the program hindered the 
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Department's ability to adequately fulfill its legal responsibilities concerning 
the program through March 2004. Similarly, the White House's decision 
not to allow at least the Chair and Ranking Members of the House and 
Senate Judiciary Committees to be briefed into the program created 
difficulties for Gonzales when he testified before Congress about the 
disputes regarding the program. This limitation also affected the 
Committee's ability to understand or adequately assess the program, 
especially in connection with the March 2004 dispute. We agree with 
Goldsmith's observation about the harm in the White House's "over-secrecy" 
for this program, as well as Director Mueller's suggestion, made in March 
2004, that briefings on the program should have been given to the House 
and Senate Judiciary Committees. This did not occur, and it made 
Gonzales's testimony to the Senate Judiciary Committee unusually difficult. 
(T8//SI//NF) 

Yet, even given these difficulties, we believe that Gonzales's testimony 
was imprecise, confusing, and likely to lead those not read into the program 
to draw wrong conclusions about the nature of the dispute between White 
House and Department officials in March 2004. In addition, two Senators 
who had been read into the program stated that they were confused by 
Gonzales's testimony. Although we concluded that Gonzales did not intend 
to mislead Congress, his testimony nonetheless had the effect of creating 
confusion and inaccurate perceptions about certain issues covered during 
his hearings. (U) 

Gonzales, as a participant in the March 2004 dispute between the 
White House and the Justice Department and, more importantly, as the 
nation's chief law enforcement officer, had a duty to balance his oblig~tion 
not to disclose classified information with the need not to be misleading in 
his testimony about the events that nearly led to mass resignations of senior 
officials at the Justice Department and the FBI. Instead, Gonzales's 
testimony only deepened the confusion among members of Congress and 
the public about these matters. We were especially troubled by Gonzal~s's 
testimony at the July 2007 Senate hearing because it related to an 
important matter of significant public interest and because he had sufficient 
time to prepare for this hearing and the questions he knew he would be 
asked. (U) 

At the outset of his testimony on February 6, 2006, Gonzales 
explained that he was confining his remarks to the program and the facts 
that the President publicly confirmed in his radio address on December 17, 
2005. In those remarks, the President had, in essence, confrrmed the 
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content collection part, or basket 1, of the NSA surveillance program.445 

The President, and Gonzales, used the term "terrorist surveillance program" 
in connection with the President's confirmation of these NSA activities. 
However, as discussed below, it was not clear- even to those read into the 
program- whether the term "terrorist surveillance program" referred only to 
content collection (basket 1) or the entire program. 
(TS I 'STLJIT I 181 I I oc 1NF) II •rrr IT I 

Nevertheless, Gonzales suggested in his testimony that the dispute 
between the White House and the Department concerned other intelligence 
activities that were unrelated to the content collection portion of the 
program that the President had confirmed. This was not accurate. (8//NF) 

We recognize that the term "terrorist surveillance program" was 
intended by Gonzales and other Administration officials to describe a limited 
set of activities within the Stellar Wind program and that the term was 
created only in response to public disclosures about the program. However, 
by using phrases such as the "terrorist surveillance program" or "the 
program that the President has confirmed," and setting that program 
distinctly apart from "other intelligence activities," Gonzales's testimony 
created a perception that the two sets of activities were entirely unrelated, 
which was not accurate. Gonzales's testimony suggested that the dispute 
that Corney testified about was not related to the program that the President 
had confirmed, and instead that the dispute concerned unrelated 
"operations" or "intelligence activities." Thus, while Gonzales may have 
intended the term "terrorist surveillance program" to cover only content 

~. . .. .. -·· .... -. .. ·-· .... collection (basket 1), it 1 
testified that the dispute 
was unrelated to "the te 
(TS I 'STU"IT I 'SI I 100 1NF) IT vVff TT I 

Gonzales reinforced this misperception throughout his testimony. For 
example, when asked by Senator Leahy what activities Gonzales believed 
would be supported under the Authorization for Use of Military Force 
rationale, Gonzales stated, "I have tried to outline for you and the committee 
what the President has authorized, and that is all that he has authorized.'' 
In fact, the President had authorized two other types of collections in the 
same Authorization. Gonzales himself subsequently realized that his 
response to Senator Leahy was problematic. In a February 28, 2006, letter 
to Senators Specter and Leahy, Gonzales sought to clarify his response, 
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stating, "I was confining my remarks to the Terrorist Surveillance Program 
as described by the President, the legality of which was the subject of the 
February 6th hearing." However, in our view this attempt to clarify his 
remarks did not go nearly far enough. As discussed below, it was not until 
after Gonzales's next appearance before the Senate Judiciary Committee in 
July 2007 that Gonzales acknowledged that the President had also 
authorized a range of intelligence-gathering activities, including those 
described under the terrorist surveillance program, in a single order. 
(TS I 'STLVT I 'SI I 10C 1NF) //"11 II I 

We concluded that Gonzales created a misimpression for Congress 
and the public by suggesting that the March 2004 dispute between the 
Department and the White House concerned issues wholly unrelated to "the 
program the President confrrmed," or the terrorist surveillance program. We 
believe a fairer and more accurate characterization would have been that 
the March 2004 dispute concemed aspects of a larger program of which the 
terrorist surveillance program was a part. As discussed earlier, the NSA 
viewed the three types of collections as a single program. The three types of 
collections were all authorized by the same Presidential order and 
administered by a single intelligence agency. Moreover, all three collections 
were known in the Intelligence Community by the same Top 
Secret/ Sensitive Compartmented Information program cover term, Stellar 
Will. d {TS I 'STVTT I 'SI I 'OC 'NF) • I I vl/ I T 7 T I 

When Senator Schumer asked Gonzales at the February 2006 Senate 
hearing whether media accounts that Corney "expressed grave reservations 
about the NSA program" were true, Gonzales responded that there was no 
"serious disagreement about 
But there was a dispute a 
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· ued to permit the 
(TS ''STLm' 'm' 'OC 'NF) rr ;rrr rr 1 

When we interviewed Gonzales, he told us that he was trying to be 
careful during his public testimony about discussing or characterizing a 
classified program with persons not read into the program, and that he used 

distinguish the disagreement regarding 
mother disagreements regarding the 

program. told us that he believed his statement that there was 
«no serious disagreement" 
1-e 11-1 e el I 

to e a 
the Justice Department and the White Hou 
to the more serious disagreement related to 
Gonzales also told the 
hospital room solely 

Four to confirm 

senous disagreement" between 
- . .. - ....... mpared 

446 

to Ashcrott's 
and other evidence 

not the critical issue in the 
Department officials at the hospital or that it precipitated the threat of mass 
resignations by senior Department and FBI officials. 
(T8 I '8TL\V I 'SI I 'OC 'NF) II •(I ff I 

Yet, even if one agrees that 
was not a "serious disagreement" between the Department and the White 
House, Gonzales's testimony is still problematic. When Senator Schumer 
pressed Gonzales on whether Department officials "expressed any 
reservations about the ultimate program," Gonzales replied: "Senator, I 
want to be very careful here, because, of course, I'm here only testifying 
about what the President has confirmed. And with respect to what the 
President has confrrmed, I believe- I do not believe that these DOJ officials 
that you're identifying had concems about this program." 
(1'8/ /8'fUvV/ /81/ I OC/NF) 

We understand that it is possible to construct an argument that the 
artment 

anargumen 
accurate, it would still not account for key details that were omitted from 

·H6 While Gonzales may subjectively have believed the disagreement about this 
issue did not rise to the level of a serious 
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Gonzales's testimony that would be necessazy for an accurate 
understanding of the had reservations 
and concerns ab of the ......... -.tT-.·a 

oreover, 
by stating in a February 28, 2006,letter to Senator Specter 

that the terrorist surveillance 

the dispute about 
strong and clearly 

Gonzales knew Corney, 
Department had expressed "reservations" or 

prior to the President's decision t~ 
(TS I 'STVTT I 'SI I 'OC 1NF) 11 .. 1 r rr ' 

authority to These concerns had 
been communicated to the White House in several meetings over a period of 

· · · 2004, and the White House did not 
part of the program in response to 

these concerns. However, testimony suggested that such 
concerns and reservations on the part of Justice Department officials never 
existed. To the contrary, the Department's firm 'ections to this of 
the program were instrumental in bringing 
collection in "the program the President has confirmed." 
(TS I I STVXT I I SI I I oc I NF) II nn (/ I 

Following his July 24, 2007, testimony, Gonzales acknowledged in an 
unclassified August 1, 2007, letter to Senator Leahy that his use of the term 
"terrorist surveillance program" and his ''shorthand reference to the 
'program' publicly 'described by the President' may have created confusion," 
particularly for those familiar with the full range of NSA activities authorized 
by the President. Gonzales wrote that he was determined to address any 
impression that his testimony was misleading. In this letter, Gonzales 
attempted to describe what he had meant by the term 1'terrorist surveillance 
program," stating that it covered one aspect of the NSA activities that the 
President had authorized. His letter also acknowledged the dispute 
concerned the legal basis for certain NSA activities that were regularly 
authorized in the same Presidential Authorization as the terrorist 
surveillance program. Gonzales also acknowledged that Corney had refused 
to certify a Presidential Authorization "because of concerns about the legal 
basis of certain of these NSA activities." Yet, this follow-up letter, while 
providing more context about the issues than his July 2007 statements, did 
not completely address the misimpressions created by his testimony. 
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Gonzales still suggested in his August 1 letter that the only dispute between 
aspects of the program 

(Ts' 'STv.r' '81' 'eo '~lF) fi'/J 11 } 

While we again acknowledge the difficulty of the situation Gonzales 
faced in testifying publicly about a highly classified and controversial 
program, we believe Gonzales could have done other things to provide 
clearer and more accurate testimony without divulging classified 
information. Similar to the import of his August 1 letter, and without 
providing operational details about these other activities, he could have 
clarified that part of the dispute with the Department concerned the scope 
of what he called "the terrorist surveillance program," while another part of 
the dispute concerned other "intelligence activities'' that were either related 
to the terrorist surveillance program or, more accurately, a different aspect 
of the same NSA program. Gonzales also could have explained that different 
activities under the program raised different concerns within the 
Department because each set of activities rested upon different legal 
theories. 447 (8//NF) 

Alternatively, Gonzales could have declined to discuss any aspect of 
the dispute at an open hearing. 448 Or, short of seeking a closed session, 
Gonzales could have sought White House approval to brief the Chairs and 
Ranking Members of the Senate and House Judiciary Committees about the 
program so that they would fully understand the nature of the NSA program 
and the classified issues surrounding the dispute. Instead, Gonzales gave 
public testimony that was confusing and inaccurate, and had the effect of 
misleading those who were not read into the program, as well as some who 
were. (U) 

Concerning Gonzales's July 2007 testimony in particular, the 
questions Gonzales would be expected to answer were clearly foreseeable, 
especially in light of the disparities between his February 6, 2006, testimony 
and Corney's May 15, 2007, testimony. In addition, Gonzales had been 
provided a letter by Senator Leahy referencing Corney's testimony and 
advising Gonzales to be prepared to discuss the legal authorization for the 
"President's warrantless electronic surveillance program in March and April 

448 As noted, Gonzales provided closed-session testimony before HPSCI on 
July 19, 2007, in which he described the March 2004 behveen White House and 
Justice Deparbnent officials 

-

(I'S I I STLJAT I I SI I ( oc 'NF) rr r1 rr 1 
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2004." Gonzales was therefore on notice that he would be expected to bring 
clarity to the confusion that existed following Corney's testimony. Rather 
than clarify these matters, we believe Gonzales further confused the issues 
through his testimony. (U) 

Finally, we considered whether Gonzales's testimony constituted 
criminal false statements and concluded that his statements did not 
constitute a criminal violation of 18 U.S.C. § 1001. A person violates that 
statute by "knowingly and willfully'' making a ((materially false, fictitious, or 
fraudulent statement or representation[.]" 18 U.S.C. § 100l{a)(2). We do 
not believe the evidence showed that Gonzales intended to mislead Congress 
or willfully make a false statement. Moreover, we do not believe a 
prosecutor could prove beyond a reasonable doubt that there was no 
interpretation of his words that could be viewed as literally true, even if his 
testimony was confusing and created misperceptions. 449 (U) 

In sum, we believe that while the evidence did not show that 
Gonzales's statements constitute a criminal violation, or that he intended to 
mislead Congress, his testimony was confusing, not accurate, and had the 
effect of misleading those who were not knowledgeable about the program. 
His testimony also undennined his credibility on this important issue. As 
the Attorney General, we believe Gonzales should have taken more care to 
ensure that his testimony was as accurate as possible without revealing 
classified information, particularly given the significance of this matter and 
the fact that aspects of the dispute had been made public previously. (U) 

4-l<J See United States v. Milton, 8 F.3d 39, 45 (D.C. Cir. 1993)("defense of literal 
truth" applies to false statement prosecutions under 18 U.S.C. § 1001), cert. denied, 513 
U.S. 919 (1994). See also United States v. Hsia, 24 F. Supp. 2d 33 (D.D.C. 1998), in which 
the court stated, "A false statement is an essential element of a prosecution under 18 
U.S. C.§ 1001, and if the statement at issue is literally true a defendant cannot be 
convicted of violating Section 1001." Id. at 58; United States v. Hsia, 176 F.3d 517, 525 
(D.C. Cir. 1999)(reversing on other grounds). [U) 
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CHAPTER NINE 
CONCLUSIONS (U) 

Within weeks of the terrorist attacks of September 11, 2001, the 
National Security Agency (NSA) initiated a Top Secret, compartmented 
program to collect and analyze international and domestic telephone and 
e-mail communications and related data. The intent of the NSA program, 
which used the cover term Stellar Wind, was to function as an "early 
warning system" to detect and prevent future terrorist attacks within the 
United States. (TSJ/STL'V//SI//00/NF) 

The program was authorized by the President in a series of 
Presidential Authorizations that were issued at approximately 30 to 45 day 
intervals and certified as to form and legality by the Attorney General. The 
Presidential Authorizations stated that an extraordinary emergency existed 
permitting the use of electronic surveillance within the United States for 
counterterrorism purposes, without a court order, under specified 
circumstances. Under the program the NSA collected vast amounts of 
information through electronic surveillance and other intelligence-gathering 
techniques, including information concerning the telephone and e-mail 
communications of American citizens and other U.S. persons. Top Secret 
compartmented information derived from this collection was provided to, 
among other agencies, the FBI, which sent Secret-level, non-compartmented 
versions of the information to FBI field offices as investigative leads. 
(TS' 's~m' 'SI' 'OC INE') {/n Tl 1 r 1 

The Stellar Wind program represented an extraordinary expansion of 
the NSA's signals intelligence activity and a departure from the traditional 
restrictions on electronic surveillance imposed under the Foreign 
Intelligence Surveillance Act (FISA), Executive Order 12333, and other laws. 
Yet, the program was conducted with limited notification to Congress and 
without judicial oversight, even as the program continued for years after the 
September 11 attacks. (T8//8TU.V/ /SI//00/NF) 

The White House tightly controlled who within the Justice 
Department could be read into the Stellar Wind program. In particular, we 
found that only three Department attorneys, including the Attorney General, 
were read into the program and only one attorney was assigned to assess 
the program's legality in its first year and a half of operation. The limited 
number of Justice Department read-ins contrasted sharply with the 
hundreds of operational personnel who were read into the program at the 
FBI and other agencies involved with the program. 
(TS I ISTLUT 1 '8! I 'OC 'NF) n•FJ r T1 I 
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I. Operation of the Program (U I {F'6UQ) 

Under the program, the NSA initially intercepted the content of 
international telephone and e-mail communications in cases where at least 
one of the communicants was reasonably believed to be associated with any 
international terrorist group. These 
of the Stellar w· 

The NSA also collected bulk telephony and e-mail meta data­
communications signaling information showing contacts between and 
among telephone numbers and e-mail addresses, but not the contents of 
those communications. These collections became known as basket 2 · 
(telephone meta data) and basket 3 (e-mail meta data) of the Stellar Wind 
program. (TS//STLW//81//0G/~lF) 

records included the originating and terminating 
telephone number of each call, and the date, · call, 
but not the content of the call. The NSA '"''-'~·~'"''"' ... - .- ·- . . .. ....... -·· . ·- .. - - --~ 

(TS 1 1 8TLnt I 'Sf I lee 'NF) II vvJf IT I 

E-mail meta data included only 
the "to," "from," "cc," "bee," and other addressing-type information, but 
similar to call detail records did not include the subject line or the message 
contents. {TS//STLJ.Vj/8I//OC/NF) 

NSA analysts accessed baskets 2 and 3 for analytical purposes with 
specific telephone numbers or e-mail addresses that satisfied the standard 
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for querying the data as described in the Presidential Authorizations. A 
small amount of the collected content and meta data was analyzed by the 
NSA, working with other members of the Intelligence Community, to 
generate intelligence reports about suspected terrorists and individuals 
PJ.>ssibly associated with them. Many of these reports were disseminated, or 
11tipped," to the FBI for further dissemination as leads to FBI field . As 
of March 2006, individual U.S. telephone numbers 
e-mail addresses had been tipped to the FBI, the vast majority which were 
disseminated to FBI field offices for investigation or other action. The 
results of these investigations were uploaded into FBI databases. 
(TS I 'STVH I 'SI I 'OC 'NF) rr n rr n 1 

The Justice Department had two primary roles in the Stellar Wind 
program. First, the Attorney General was required to certify each 
Presidential Authorization as to form and legality- in effect, to give the 
Department's assurance that the activities the President was authorizing 
the NSA to conduct were legal. In carrying out this responsibility, the 
Attorney General was advised by the Department's Office of Legal Counsel 
(OLC). As we described in this report and discuss in the next section, we 
found that during the early phase of the Stellar Wind program the 
Department lacked sufficient attorney resources to be applied to the legal 
review of the program and, due in significant part to the White House's 
extremely close hold over the program, was not able to coordinate its legal 
review of the program with the NSA. (TS//STLVl//81//0C/N'F) 

The Department's other primary role in Stellar Wind was as a member 
of the Intelligence Community. The FBI was one of two main customers of 
the intelligence produced under the program (the other being the CIA). 
Working with the NSA, a small team of FBI personnel converted the NSA's 
Top Secret Stellar Wind intelligence reports into leads that 
disseminated at the Secret level, under an FBI program called 
to FBI field offices for appropriate action. As detailed in 
discussed below, we concluded that although the information produced 
under the Stellar Wind program had value 1n some counterterrorism 
investigations, it played a limited role in the FBI's overall counterterrorism 
efforts. (TS/JSTLW//SI//OC/NF) 

II. Office of Legal Counsel's Analysis of the Stellar Wind Program 
(TS//SI//NF) 

As described in Chapters Three, Four, and Five of this report, the 
Justice Department advised the Executive Branch, and in particular the 
President, as to the legality of the Stellar Wind program. The Department's 
view of the legal support for the activities conducted under the program 
changed over time as more attorneys were read into the program. These 
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changes occurred in three phases. In the first phase of the program 
(September 2001 through May 2003), the legality of the program was 
founded on an analysis developed by John Yoo, a Deputy Assistant Attorney 
General in OLC. In the second phase (May 2003 through May 2004), the 
program's legal rationale underwent significant review and revision by OLC 
Assistant Attorney General Jack Goldsmith and Associate Deputy Attorney 
General Patrick Philbin. In the third and final phase (July 2004 through 
January 2007), based in part upon the legal concerns raised by the 
Department, the entire program was moved from presidential authority to 
statutory authority under FISA, with oversight by the FISA Court. 
(TS// S I LW//5I/ /OC/ NF} 

In Chapters Three and Four, we examined the Department's early role 
in assessing the legality of the Stellar Wind program. The Justice 
Department's access to the program was controlled by the White House, and 
former White House Counsel and Attorney General Alberto Gonzales told the 
OIG that the President decided whether non-operational personnel, 
including Department lawyers, could be read into the program. Department 
and FBI officials told us that obtaining approval to read in Department 
officials and FISA Court judges involved justifying the requests to Counsel 
to the Vice President David Addington and White House Counsel Gonzales, 
who effectively acted as gatekeepers to the read-in process for 
non-operational officials. In contrast, according to the NSA, operational 
personnel at the NSA, CIA, and the FBI were read into the program on the 
authority of the NSA Director, who at some point delegated this authority to 
the Stellar Wind Program Manager. (TS//81//NF) 

We believe the White House's policy of limiting access to the program 
for non-operational personnel was applied at the Department of Justice in 
an unnecessarily restrictive manner prior to March 2004, and was 
detrimental to the Department's role in the operation of the program from 
its inception through that period. We also believe that Attorney General 
Ashcroft, as head of the Department during this time, was responsible for 
seeking to ensure that the Department had adequate attorney resources to 
conduct a thorough and accurate review of the legality of the program. We 
believe that the circumstances as they existed as early as 2001 and 2002 
called for additional Department resources to be applied to the legal review 
of the program. As noted in Chapter Three, Ashcroft requested to have his 
Chief of Staff and Deputy Attorney General Larry Thompson read into the 
program, but the White House did not approve this request. However, 
because Ashcroft did not agree to be interviewed by the OIG for this 
investigation, we were unable to determine the full extent of his efforts to 
press the White House to read in additional Department officials between 
the program's inception in October 2001 and the critical events of March 
2004. (TS//SI//NFJ 
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Although we could not determine exactly why Yoo remained the only 
Department attorney assigned to assess the program's legality from 2001 
until his departure in May 2003, we believe that this practice represented 
an extraordinary and inappropriate departure from OLC's traditional review 
and oversight procedures and resulted in significant harm to the 
Department's role in the program. (TS//81//NF) 

In the earliest phase of the program, Yoo advised Attomey General 
Ashcroft and the White House that the collection activities under Stellar 
Wind were a lawful exercise of the President's inherent authorities as 
Commander-in-Chief under Article II of the Constitution, subject only to the 
Fourth Amendment's reasonableness standard. In reaching this 
conclusion, Yoo dismissed as constitutionally incompatible with the 
President's Article II authority the FISA statute's provision that FISA was to 
be the "exclusive means" for conducting electronic surveillance in the United 
States for foreign intelligence purposes, and he concluded that these 
statutory provisions should be read to avoid conflicts with the President's 
constitutional Commander-in-Chief authority. (TS;'/STLVJffSI//OC/NF) 

As noted above, during the first year and a half of the Stellar Wind 
program only three Department attorneys were read into the program- Yoo, 
Attomey General Ashcroft, and James Baker, Counsel in the Office of 
Intelligence Policy and Review. Jay Bybee, the OLC Assistant Attomey 
General and Yoo's direct supervisor, was not read into the program and was 
unaware that Yoo was providing advice on the legal basis to support the 
program. Thus, Yoo was providing legal opinions on this unprecedented 
expansion of the NSA's surveillance authority without review by his OLC 
supervisor or any other Department attorney. Rather, Yoo worked alone on 
this project, and produced two major opinions supporting the legality of the 
Program (TS 1 'STb"'u 1 'SI 1 100 1NF) • TJn(( T7 I 

When additional attomeys were read into the program in 2003, they 
provided a fresh review ofYoo's legal memoranda. Patrick Philbin, an 
Associate Deputy Attomey General, and later Jack Goldsmith, Bybee's 
replacement as the Assistant Attorney General for OLC, concluded that 
Yoo's analysis was seriously flawed, both factually and legally. Goldsmith 

· fundamentally mischaracterized 
to address the fact 

and also failing to assess 
the legality of this activity as was out by the NSA. Goldsmith and 
Philbin also pointed to Yoo's assertion that Congress had not sought to 
restrict presidential authority to conduct warrantless searches in the 
national security area, and criticized Yeo's omission from his analysis of a 
FISA provision (50 U.S.C. § 1811) that addressed the President's authority 
to conduct electronic surveillance during wartime. They further noted that 
Yoo based his assessment of the program's legality on an extremely 
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aggressive view of the law that revolved around the Constitutional primacy 
of the President's Article II Commander-in-Chief powers, and·he may have 
done so based on a faulty understanding of key elements of the program. 
(T£ 1 'STLVir 1 1 8I 1 'QC 'NF) n• r r rr 1 

As described in Chapter Four, Goldsmith and Philbin's reassessment 
of the legality of Stellar Wind began after Yoo left the Department in May 
2003, and culminated in a 108-page legal memorandum issued on May 6, 
2004. That memorandum superseded Yoo's earlier Stellar Wind opinions 
and premised the legality of the program's electronic surveillance activities 
on statutory rather than Article II constitutional grounds.451 As a 
consequence of this new legal rationale, Department officict1s concluded that 
the · · · · 

under 
the was legally problematic 
led to a contentious dispute in March 2004 (discussed below in Section III). 
(TS ''STVU t!SI 110C 1NF) J/ 1 rTI TT I 

We agree with many of the criticisms offered by Department officials 
regarding the practice of allowing a single Department attorney to develop 
the legal justification for such a complex and contentious program without 
critical review both within the Department and by the NSA. These officials 
told us that errors in Yoo's legal memoranda may have been identified and 
corrected if the NSA had been allowed to review his work. They also 
stressed the importance of adhering to OLC's traditional practice of peer 
review of all OLC memoranda and the need for the OLC Assistant Attorney 
General, as a Senate-confirmed official, to review and approve all such 
opinions. (TS//81//NF) 

These officials also stated that such review and oversight measures 
are especially important with regard to legal opinions on classified matters 
that are not subjected to outside scrutiny. We agree with these officials' 
comments and note that because programs like Stellar Wind are not subject 
to the usual external checks and balances on Executive aqthority, OLC's 
advisory role is particularly critical to the Executive's understanding of 
potential statutory and Constitutional constraints on its actions. 
{TS I I 81 I 'i'W) I I I I 
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We did not agree with Gonzales's view that it was necessary for 
national security reasons to limit the number of Department read-ins to 
those "who were absolutely essential," as distinguished from the numerous 
operational read-ins who were necessary to the technical implementation of 
the program. First, the program was as legally challenging as it was 
technically complex. Just as a sufficient number of operational personnel 
were read into the program to assure its proper technical implementation, 
we believe that as many attorneys as necessary should have been read in to 
assure the soundness of the program's legal foundation. This was not done 
during at least the first 20 months of the program. (TS f / SI/ / NF) 

Second, we do not believe that reading in a few additional Department 
attorneys during the initial phase of ~ould have jeopardized 
national security, especially given the-operational personnel 
who were cleared into the program during the same period.452 In fact, the 
highly classified nature of the program, rather than constituting an 
argument for limiting the OLC read-ins to a single attorney, made the need 
for careful analysis and review within the Department and by the NSA more 
compelling. ('fS//SI/ /PtF) 

We also found that the expansion oflegal thinking and breadth of 
expertise from reading in additional Department attorneys over time 
eventually produced more factually accurate and legally comprehensive 
analyses concerning the program. Increased attorney read-ins also was an 
important factor in grounding the program on firmer legal footing under 
FISA. The transition of the program from presidential authority to statutory 
authority under FISA with judicial oversight was made possible through the 
collective work of the attorneys who finally were read into the program 
beginning in 2004. The applications to the FISA Court to effectuate this 
transition were produced by Department attorneys, working with both legal 
and technical personnel at the NSA, further reinforcing our view that such 
coordinated efforts are more likely to produce well-considered legal 
strategies and analysis. (TS//SI//NE') 

In addition, as discussed in Chapters Six and Seven, the increase in 
the number of attorneys read into the program beginning in 2004 helped the 
Department to more efficiently "scrub" Stellar Wind-derived information in 
FISA applications and improve the handling of Stellar Wind-related 
discovery issues in international terrorism prosecutions. 
(TS I 'STVYT I 'ZH IIQC INF) II nJ r rr 1 
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III. Hospital Visit and White House Recertification of the Program 
(U) 

In Chapter Four, we describe how the Department's reassessment of 
Yoo's legal analysis led Deputy Attorney General James Corney, who was 
exercising the powers of the Attorney General while Ashcroft was 
hospitalized in March 2004, to conclude that he could not certify the legality 
of the Stellar Wind program. In response, the President sent Gonzales and 
Chief of Staff Andrew Card to visit Ashcroft in the hospital to seek his 
certification of the program, an action Ashcroft refused to take. We believe 
that the way the White House handled its dispute with the Department 
about the program- particularly in dispatching Gonzales and Card to 
Ashcroft's hospital room in an attempt to override Corney's decision - was 
troubling. fFS//81//NF) 

As detailed in Chapter Four, by March 2004 when the Presidential 
Authorization in effect at that time was set to expire, Goldsmith had already 
notified·the White House several months earlier about the Department's 
doubts concerning the legality of aspects of the Stellar Wind He 

When Attorney General Ashcroft was hospitalized and unable to fulfill 
his duties, Deputy Attorney General Corney assumed the Attorney General's 
responsibilities. Before the Presidential Authorization was set to expire on 
March 11, 2004, Corney made clear to senior White House officials, 
including Vice President Cheney and White House Counsel Gonzales, that 
the Justice Department could not certify the program as legal. The White 
House disagreed with the Justice Department's position, and on March 10, 
2004, convened a meeting of eight congressional leaders to brief them on 
the Justice Department's decision not to recertify the program and on the 
need to continue the program. The White House did not ask Corney or 
anyone from the Department to participate in this briefing, nor did it notify 
any Department officials that the briefing had been convened. 
(T8 I 'SI I 1NF} (( (/ 

Following this congressional briefing, at the direction of President 
Bush, Gonzales and White House Chief of Staff Andrew Card went to the 
hospital to seek Attorney General Ashcroft's certification of the 
Authorization. Again, the White House did not notify any Department 
officials, including Corney, the ranking Department official at the time, that 
it planned to take this action. Gonzales's and Card's attempt to persuade 
Attorney General Ashcroft, who was in the intensive care unit recovering 
from surgery and according to witnesses appeared heavily medicated, to 
certify the program over Corney's opposition was unsuccessful. Ashcroft 
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told Gonzales and Card from his hospital bed that he supported the 
Department's revised legal position, but that in any event he was not the 
Attorney General at the time- Corney was.453 (TS//SI//NF) 

On March 11, the following day, Gonzales certified the Presidential 
Authorization as to form and legality. (TS//SI/(NF) 

We agree with Director Mueller's observation that the White House's 
failure to have Justice Department representation at the congressional 
briefing and the attempt to persuade Ashcroft to recertifY the Authorization 
without going through Corney "gave the strong perception that the [White 
House} was trying to do an end run around the Acting [Attorney General] 
whom they knew to have serious concerns as to the legality of portions of 
the procrram " (TS I 1 SI 1 1NF) b • I ( Tl 

After Mueller, Corney, and other senior Department and FBI officials 
made known their intent to resign, the President directed that the issue be 
resolved, and the program was modified to address the Department's legal 
concerns. Because we were unable to interview key White House officials, 
we could not determine for certain what caused the White House to change 
its position and modify the program, although we believe the prospect of 
mass resignations at the Department and the FBI was a significant factor in 
this decision. (TS//SI/ /NF) 

We reached several conclusions based on our review of the 
Department's role in the legal analysis of this program and the event~ 
surrounding the dispute between the Department and the White House. 
First, legal opinions supporting complex national security programs -
especially classified programs that press the bounds of established law­
should be collaborative products supported by sufficient legal and technical 
expertise and resources at the Department, working in concert with other 
participating agencies, with the goal of providing the Executive Branch the 
most informed and accurate legal advice. By limiting access to this program 
as it did, the White House undermined the Department's ability to perform 
its critical legal function. (T8//8I//NF) 

453 Gonzales stated that even if he knew that Ashcroft was aware Corney opposed 
recertifying the program, Gonzales would still have wanted to speak with Ashcroft because 
he believed Ashcroft still retained the authority to certify the program. Gonzales testified 
before the Senate Judiciary Committee in July 2007 that although there was concem over 
Ashcroft's condition, "We would not have sought nor did we intend to get any approval from 
General Ashcroft if in fact he wasn't fully competent to make that decision." Gonzales also 
testified, "There's no governing legal principle that says that Mr. Ashcroft[ ... ] If he 
decided he felt better, could decide, 'I'm feeling better and 1 can make this decision, and I'm 
going to make this decision."' (U) 
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Second, we believe that if the OLC's traditional peer review and 
supervisory procedures had been adhered to at the outset, the prospect that 
aspects of the program would have rested on a questionable legal 
foundation for over 2 years would have been greatly mitigated. 
(TS 1 

f 81 I I NF) rr 11 

Third, we believe that the Department and FBI officials who resisted 
the pressure to recertify the Stellar Wind program because of their belief 
that aspects of the program were not legally supportable acted courageously 
and at significant professional risk. We believe that this action by 
Department and FBI officials- particularly Ashcroft, Corney, Mueller, 
Goldsmith, Philbin, and Counsel for Intelligence Policy James Baker- was 
in accord with the highest professional standards of the Justice 
Department. "fl'S//81//NE) 

We recommend that when the Department of Justice is involved with 
such programs in the future, the Attorney General should carefully assess 
whether the Department has been given adequate resources to carry out its 
vital function as legal advisor to the President and should aggressively seek 
additional resources if they are found to be ins1..lfficient. We also believe that 
the White House should allow the Department a sufficient number of 
read-ins when requested, consistent with national security considerations, 
to ensure that such sensitive programs receive a full and careful legal 
review. (U) 

IV. Transition of Program to FISA Authority 
(TS//STLW//SI//OC/NF) 

We also examined the transition of the Stellar Wind program's 
collection activities from presidential authority to FISA authority. We 
believe there were strong considerations that favored attempting to 
transition the program to FISA sooner than actually happened, especially as 
the program became less a temporary response to the September 11 attacks 
and more a permanent surveillance tool. (T8//8TLV.f//8I//OC/NF) 

Chief among these considerations was the Stellar Wind program's 
substantial effect on privacy interests of U.S. persons. Under Stellar Wind, 
the government engaged in an unprecedented collection of information 
concerning U.S. persons. The President authorized the NSA to intercept, 
without judicial approval or oversight, the content of international 
communications involving many U.S. persons and the NSA collected 
massive amounts of non-content data about U.S. persons' domestic and 
international telephone calls and e-mail communications. We believe that 
such broad surveillance and collection activities, particularly for a 
significant period of time, should be conducted pursuant to statute and 
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judicial oversight. We also believe that placing these activities under Court 
supervision provides an important measure of accountability for the 
government's conduct that is less assured where the activities are both 
authorized and supervised by the Executive Branch alone. 
('f8' 'S'fUn 1 1 81 1 'QQ 'NF) r r vv 1 r 1 r ' 

The instability of the legal reasoning on which the program rested for 
several years and the substantial restrictions placed on FBI agents' access 
to and use of program-derived information due to Stellar Wind's highly 
classified status were additional reasons for transitioning Stellar Wind's 
collection activities to FISA authority. We acknowledge that the transition 
would always have been an enormously complex and time-consuming effort 
that rested upon novel interpretations and uses of FISA that not all FISA 
Court judges would authorize. Nevertheless, the events described in this 
report demonstrate that a full transition to FISA authority was achievable 
and, in our judgment, ~hould have been pursued earlier. 
(TS I 

1 STL"lT I 
1SI I 'OC 1NF)> I I vv I I I I T . 

V. Impact of Stellar Wind Information on FBI Counterterrorism 
Efforts (8//:NF) 

As a user of Stellar Wind program information, the FBI disseminated 
leads or "tippers" to FBI field offices. These tippers primarily consisted of 
specific domestic telephone numbers and e-mail addresses that NSA 
analysts had determined through meta data analysis were connected to 
individuals involved with al Qaeda or affiliated groups. The tippers also 
included content of communications intercepted by the NSA based upon its 
determination that there was probable cause to believe that a party to the 
communication was al Qaeda or an affiliated gro~tober 2001 
through Februruy 2006, the NSA provided the FB-Stellar Wind 
tippers, the vast majority of which were domestic telephone numbers. 
(TS/ I ?;.TUN/ /BI/ /OC/NF) 

The FBI's chief objective during the earliest months of Stellar Wind's 
operation was to expeditiously disseminate program information to FBI field 
offices for investigation, while protecting the NSA as the source of the 
information and the methods used to collect the information. The FBI 
assigned this task to a small group of personnel from the Telephone 
Analysis Unit (TAU) at FBI Headquarters. This group developed a 
straightforward process to receive the Top Secret, compartmented Stellar 
Wind reports from the NSA, reproduce the information in a 
non-compartmented, Secret-level format, and disseminate the information 
in Electronic Communications, or ECs, to the appropriate field offices for 
investigation. These ECs placed restrictions on how 
the information could be field offices that the information 
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was "for lead purposes only" and could not be used for any legal or judicial 
purpose. {TS//STIN/f/SI//00/NF) 

The FBPs participation in Stellar Wind evolved over time as the 
program became less a temporary response to the September 11 attacks 
and more a permanent surveillance capability. As Stellar Wind continued to 
be reauthorized, the FBI tried to improve the effectiveness of its 
participation in the program. Most significantly, in February 2003 a team of 
FBI personnel (Team 10) was assigned to work full-time at the NSA to 
manage the FBI's participation in the program. (TS//81//l'W) 

Team 10's chief responsibility was to disseminate Stellar Wind 
information to FBI field offices. However, over time Team 10 began to 
participate in Stellar Wind in other ways. For example, Team 10 submitted 
telephone numbers and e-mail addresses to the NSA for possible querying 
against the bulk meta data collected under the program, and Team 10 
regularly contributed to the NSA's drafting process for Stellar Wind reports. 
Overall, we found that the decision to assign Team 10 to the NSA improved 
the FBI's knowledge about Stellar Wind operations and gave the NSA better 
insight about how FBI field offices investigated Stellar Wind information. 
These benefits translated to improvem-· Stellar Wind report 
drafting processJ and by extension, in leads. 
{TS 1 'STLnr 1 'SI 1 'QC 1NF) T T v'T(f TT 7 

One of the other changes the FBI implemented to attempt to improve 
the process for handling Stellar Wind leads was to make the FBI's 
Headquarters-based Communications Analysis Unit (CAU), instead of the 
field offices, responsible for issuing National Security Letters (NSL) to obtain 
subscriber information on tipped telephone numbers and e-mail addresses. 
This measure, initiated in July 2003, was intended to address agent 
concerns that the leads, which reproduced the information in a 
non-compartmented, Secret-level format, did not provide sufficient 
information to initiate national security investigations, a prerequisite under 
Justice Department investigative guidelines to issuing NSLs. Agents 
complained that the ECs suffered from vagueness about the source of the 
information being provided and lacked factual details about the individuals 
allegedly involved with al Qaeda and with whom the domestic numbers 
being disseminated possibly were in contact. (TS//STLVl//SI//00/NF) 

W~the CAU implemented this change by issuing NSLs 
from the-control file, the non-investigative file created in 
September 2002 as a repository fo~-related communications 
between FBI Headquarters and field. ott1ces. issuing NSLs from a control file 
instead of an investigative file was contrary to internal FBI policy. In 
November 2006, the FBI finally opened an investigative file for the·~ I~ •1 
-project. We believe the CAU and OGC officials involved in the decisi~n 
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to issue NSLs from the control file conclude-in ood faith that 
the FBI had sufficient predicat10n either to connect the NSLs 
with existing prelimina:ty or full investigations of al Qaeda and affiliated 
groups or to open new preliminary or full investigations in compliance with 
Justice Department investigative guidelines. Hmvever, we concluded that 
the FBI could have, and should have, opened an investigative file for-
-when the decision was first made to have FBI Headquarters instead of 
field offices issue NSLs for eads. ('l'S//STLW//SI//00/NF} 

We also tried to assess the general role of Stellar Wind information in 
FBI investigations and its value to the FBI's overall counterterrorism efforts. 
Similar to the FBI, we had difficulty assessing the specific value of the 
program to the FBI's counterterrorism activities. (8/ /NF) 

The majority of Stellar Wind information the NSA provided the FBI 
related to domestic telephone numbers and e-mail addresses the NSA had 
identified through meta to al 

Not 
w1 expenence 111111 

leads told us that most leads were determined not to have any 
connection to terrorism. ~ts and analysts did not identify for us 
any specific cases where -leads helped the FBI identify previously 
unknown subjects involved in terrorism, although we recognize that FBI 
officials and agents other than those we interviewed may have had different 
experiences with Stellar Wind information. (TS//STLVl//SI//OC/NF) 

Two FBI statistical studies that attempted to assess the value of 
Stellar Wind meta data leads to FBI counterterrorism efforts did not reach 
explicit conclusions on the program's usefulness. The first study found that 
1.2 percent of Stellar Wind leads made '~significant" contributions. 454 The 
second study did not identify any examples of «significant" Stellar Wind 
contributions to FBI counterterrorism efforts.4ss The FBI OGC told us that 

4 54 As we described earlier in this chapter, the FBI considered a tipper usignificant" 
if it led to any of three investigative results: the identification of a terrorist, the deportation 
from the United States of a suspected terrorist, or the development of an asset that can 
report about the activities of terrorists. '{'SffN¥) 

455 As described earlier in this chapter, the FBI. considered a tipper "significant" if it 
led to any of three investigative results: the identification of a terrorist, the deportation 
from the United States of a suspected terrorist, or the development of an asset that can 
report about the activities of terrorists. ffS//NF) 

399 
TOP SECRE'f//S'fLW/ /IICS/SI//ORCON/NOFORN 



APPROVED FOR PUBLIC RELEASE 

TOP SECRET//STLW//HCS/SI//O:RCON/NOFOitN 

statements by senior FBI officials in congressional testimony that the Stellar 
Wind program had value were based in part on the results of the first study, 
which found that 1.2 percent of the Stellar Wind leads made significant 
contributions to FBI cases. fPS/ /S'fLW/ / SI/ / OC/l?fF) 

~ts we interviewed generally were supportive of Stellar Wind 
(or-), calling the information "one tool of many" in the FBI's 
anti-terrorism efforts that "could help move cases fonvard" by, for example, 
confirming a subject's contacts with individuals involved in terrorism or 
identifying additional terrorist contacts. However, FBI agents and analysts 
also told us that the Stellar Wind information disseminated to FBI field 
offices could also be frustrating because it often lacked details about the 
foreign individuals allegedly involved in terrorism with whom domestic 
telephone numbers and e-mail addresses were in contact. Some agents also 
believed that th~project failed to adequately prioritize leads sent 
to FBI field offices. (TS//STLl.V//SI//00/PlF) 

FBI Director Mueller told us that he believes the Stellar Wind program 
was useful and that tl;le FBI must follow every lead it receives in order to 
prevent future terrorist attacks. He stated that to the extent such 
information can be gathered and used legally it must be exploited, and that 
he "would not dismiss the potency of a program based on the percentage of 
hits." Other witnesses shared this view that an intelligence program's value 
cannot be assessed by statistical measures alone. General Hayden said that 
the value of the program may lie in its ability to help the Intelligence 
Community determine that the terrorist threat embedded within the country 
is not as great as once feared. Some witnesses also believed that the value 
of the program should not depend on documented "success stories," but 
rather on maintaining an intelligence capability to detect potential terrorist 
activity in the future. Several witnesses suggested that the program 
provides an "early warning system" to allow the Intellige_nce Community to 
detect potential terrorist attacks, even if the system has not specifically 
uncovered evidence of preparations for such an attack. 
(TS I 'STL"'TT I 'SI I 'OC CfllF) 7 T "" TJ I I 7 

As part of our analysis, we sought to look beyond these comments of 
general support for Stellar Wind to specific, concrete examples of the 
program's contributions that illustrated the role Stellar Wind information 
either has or could play in the FBI's counterterrorism efforts. We examined 
five cases frequently cited in documents we reviewed and during our 
interviews as examples of Stellar Wind's positive contributions to the FBI's 
counterterrorism efforts. The evidence indicated that Stellar Wind 
information had value in some of these investigations by causing the FBI to 

take action that led to useful investigative results. In other cases the 
connection between the Stellar Wind information and the FBI's investigative 
actions was more difficult to discern. (TS//STL\V//SI//OC/NF) 
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In the end, we found it difficult to assess or quantify the overall 
effectiveness of the Stellar Wind program to the FBI's counterterrorism 
activities. However~ based on the interviews conducted and documents 
reviewed, we concluded that although Stellar Wind information had value in 
some counterterrorism investigations, it generally played a limited role in 
the FBI's overall counterterrorism efforts.~ 

It is also important to note that a significant consequence of the NSA 
program and the FBI's approach to assigning leads for program information 
was that FBI field offices conducted many threat assessments on individuals 
located in the United States, including U.S. persons, that typically were 
determined not to have anY nexus to terrorism or represent a threat to 
national security. As a result, the FBI collected and retained a significant 
amount of personal information about the users of tipped telephone 
numbers and e-mail addresses, such as names and home addresses, places 
of employment, foreign travel~ and the identity of family members. The 
results of these threat assessments and the information collected generally 
were reported in communications to FBI Headquarters and uploaded into 
FBI databases. (TS//STVvV//SI//00/NF) 

collection of information in this ~oing under 
project, the successor FBI project to ....... which 
to FBI field offices lead information the NSA derives from bulk 

and e-mail meta data now collected under FISA auth01ity. Like 
project requires FBI field offices to conduct threat 

assessments on telephone numbers and e-mail addresses identified through 
the NSA's analytical process that the FBI is not already aware of, including 
telephone numbers and e-mail addresses one or two steps removed from 
direct contacts with individuals involved in terrorism. To the extent the 
leads derived from the FISA-authorized activities generate results similar to 
those under Stellar Wind, the FBI threat assessments will continue to result 
in the collection and retention of a significant amount of personal 
information about individuals in the United States, including U.S. persons, 
who do not have a nexus to terrorism or represent a threat to national 
security. (TS/ /STV.""l//SI//OC/NF) . 

We recommend that, as part of the the Justice 
Department's National Security Division (NSD), with the FBI, 
should collect information about the quantity of telephone numbers and 
e-mail addresses disseminated to FBI field offices that are assigned as 
Action leads and that require offices to conduct threat assessments. The 
information compiled by the Justice Department should include whether 
individuals identified in threat assessments are U.S. or non-U.S. persons 
and whether the threat assessments led to the opening of preliminary or full 
national security investigations. With respect to threat assessments that 
conclude that users of tipped telephone numbers or e-mail addresses are 
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not involved in terrorism and are not threats to national security, the 
Justice Department should take steps to track the quantity and nature of 
the U.S. person information collected and how the FBI retains and utilizes 
this information. This will enable the Justice Department and entities with 
oversight responsibilities, including the OIG and congressional committees, 
to assess the impact this intelligence program has on the privacy interests 
of U.S. persons and to consider whether, and for how long, such information 
should be retained. "'(TS(/81//NF) 

We also recommend that, consistent with NSD's current oversight 
activities and as part of its periodic reviews of national security 
investigations at FBI He~and field offices, NSD should review a 
representative samplin~leads to those offices. For each lead 
examined, NSD should assess FBI compliance with applicable legal 
requirements in the use of the lead and in any ensuing investigations, 
particularly with the requirements governing the collection and use of U.S. 
person information. (T8/ f SI/ / NF} 

VI. Discovery and "Scrubbing" Issues (TS//SI//NF) 

Although Stellar Wind was conceived and implemented as an 
intelligence-gathering program, it was inevitable that the information from 
this program would intersect with the Department's prosecutorial functions, 
both in criminal cases brought in federal courts and in seeking FISA orders 
from the FISA Court. We found that the limited number of Department 
read-ins also had adverse consequences on issues related to these 
Department functions. (TS//STLVl//SI//00/nF) 

One such issue concerned the Department's compliance with 
discove:ry obligations in international terrorism prosecutions, which we 
discuss in ~ter Seven. We determined that the Department was aware 
as early as- that information collected under Stellar Wind could have 
implications for the Department's litigation responsibilities under Federal 
Rule of Criminal Procedure 16 and Brady v. Maryland, 373 U.S. 83 (1963). 
(TS I 'STLW I 1SI I 100 'I'W) II "II Tl I 

Analysis of this discovery issue was first assigned to John Yoo in 
-Yoo, working alone, 's. 

· tions in the case and 
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No Justice Department attorneys with terrorism prosecution 
responsibilities were read into the Stellar Wind program until mid-2004, 
and as a result the Department continued to lack the advice of attorneys 
who were best equipped to identify and examine the discovery issues in 
connection with · · t has taken 

to TP<lT'Ir1•1'"1 

we recommend that the 
Department assess covery o s regarding Stellar Wind-derived 
information in international terrorism prosecutions. We also recommend 
that the Department carefully consider whether it must re-examine past 
cases to see whether potentially discoverable but undisclosed Rule 16 or 
Brady material was collected by the NSA under the program, and take 
appropriate steps to ensure that it has complied with its discovery 
obligations in such cases. We also recommend that the Department, in 
coordination with the NSA, implement a procedure to identify Stellar 
Wind-derived information that may be associated with international 
terrorism cases currently pending or likely to be brought in the future and 
evaluate whether such information should be disclosed in light of the 
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government's discovery obligations under Rule 16 and Brady. 
(TS 1 'STLm 1 'SI' 'OC 'NF) rrtv!J Tl I 

In addition, we examined the issue of the Department's use of Stellar 
Wind-derived information in FISA applications. We believe it was 
foreseeable that some Stellar Wind-derived information would be contained 
in the FISA applications filed by the Department's Office of Intelligence 
Policy and Review (OIPR). OIPR Counsel Baker believed, and we agree, that 
it would have been detrimental to this relationship if the Court learned that 
information from Stellar Wind was included in FISA applications without the 
Court being told so in advance. As discussed in Chapter Three, White 
House officials initially rejected the idea of reading in members of the FISA 
Court, but after Department officials continued to press the issue, 
ultimately in January 2003 agreed to read in a single judge in Januruy 2002 
(Presiding Judge Lamberth, followed by Presiding Judge Kollar-Kotelly in 
May 2002). (TS//STVJl//8!//0C/NF) 

The "scrubbing" procedures imposed by the Court and implemented 
by Baker to account for Stellar Wind-derived information in international 
terrorism FISA applications created concems among some OIPR attomeys 
about the unexplained changes being made to their FISA applications. 
These scrubbing procedures also substantially altered the assignment of 
cases to FISA Court judges for nearly 3 years. We concluded that once 
Stellar Wind began to affect the functioning of the FISA process shortly after 
the program's inception, the number of OIPR staff and FISA Court judges 
read into Stellar Wind should have increased. Instead, read-ins were 
limited to a single OIPR official for over two years and to the Presiding Judge 
of the FISA Court for a period of four years. tfS//STV,Ilf/81//0C/NF) 

The Justice Department, together with the FBI and the NSA, today 
continues to apply scrubbing procedures to international terrorism FISA 
applications. Since January 2006, all members of the Court have been 
briefed on the Stellar Wind program and all of the judges handle 
applications that involve Stellar Wind-derived information in FISA 
applications. While we found that the government has expended 
considerable resources to comply with the scrubbing procedures required by 
the FISA Court since February 2002, we did not find any instances of the 
government being unable to obtain FISA surveillance coverage on a target 
because of this requirement. (TS//STLW//81//0C/NF) 

VII. Gonzales's Statements (U) 

As part of this review, the OIG examined whether Attorney General 
Gonzales made false or misleading statements to Congress related to the 
Stellar Wind program. We concluded that Gonzales's testimony did not 
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constitute a false statement and that he did not intend to mislead Congress. 
However, we concluded that his testimony in several respects was 
confusing, not acc-qrate, and had the effect of misleading those who were 
not knowledgeable about the program. (S/ /i~F) 

Aspects of the Stellar Wind program were first disclosed publicly in a 
series of articles in The New York Times in December 2005. In response, 
the President publicly confirmed a portion of the program - which he called 
the terrorist surveillance program- describing it as the interception of the 
content of international communications of people reasonably believed to 
have links to al Qaeda and related organizations (basket 1). Subsequently, 
Attorney General Gonzales was questioned about NSA surveillance activities 
in two hearings before the Senate Judiciary Committee in February 2006 
and July 2007. (15//S'fLVl//SI//OC/NF) 

Through media accounts and former Deputy Attorney General 
Corney's Senate Judiciary Committee testimony in May 2007, it was publicly 
revealed that the Department and the White House had a major 
disagreement related to the program in March 2004. As discussed in 
Chapter Four, this dispute- which resulted in the visit to Attorney General 
Ashcroft's hospital room by Gonzales and Card and brought several senior 
Department and FBI officials tion 

In his testimony before the Senate Judiciary Committee, Gonzales 
stated that the dispute at issue between the Department and the White 
House did not relate to the ''Terrorist Surveillance Program" that the 
President had confirmed, but rather pertained to other intelligence 
activities. We believe this testimony created the misimpression that the 
dispute concerned activities entirely unrelated to the terrorist surveillance 
program, which was not accurate. In addition, we believe Gonzales's 
testimony that Department attorneys did nofhave "reservations" or 
"concerns" about the program the "President has confirmed" was incomplete 
and confusing because Gonzales did 
Department's concerns were what led to 

- and that these concerns had been conveyed to the White House 
over a period of months prior to and including March 2004 when the issue 
was resolved. (S/ JNF) 

We recognize that Attorney General Gonzales was in the difficult 
position of testifying about a highly classified program in an open forum. 
However, we also believe,that Gonzales, as a participant in the March 2004 
dispute between the White House and the Justice Department and, more 
importantly, as the nation's chief law enforcement officer, had a duty'to 
balance his obligation not to disclose classified information with the need 
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not to be misleading in his testimony about the events that nearly led to 
mass resignations of the most senior officials at the Justice Department and 
the FBI. Although we believe that Gonzales did not intend to mislead 
Congress, we believe his testimony was confusing, inaccurate, and had the 
effect of misleading those who were not knowledgeable about the program. 
(TB//Sl//NF) 

VIII. Conclusion '(U) 

From the inception of the Stellar Wind program in October 2001, vast 
amounts of information about telephone and e-mail communications were 
collected and stored in databases at the NSA. The NSA used this 
information to conduct analysis and disseminate reports to support the 
govemment's counterterrorism efforts. We found that in the early years of 
the Stellar Wind program, the Department of Justice lacked the necessary 
legal resources to carzy out an adequate review of the legality of the 
program. The White House strictly controlled the Department's access to 
the program. For the first year and a half of the program only 3 Department 
officials were read into Stellar Wind, and only 3 more officials had been read 
in by the end of 2003. Only a single Department attorney analyzed the legal 
basis for the program during its first year and a half of its operation. 
Beginning in mid-2003, after additional Department officials were read into 
the program, the Department determined that this attorney's initial legal 
analysis was legally and factually flawed. (TS//STVN//81//0C/NF) 

We believe that the strict controls over the Department's access to the 
program undermined the role of the Justice Department in advising the 
President as to the legality of the program during its early phase of 
operation. The Department's comprehensive reassessment of the program's 
legality beginning in mid-2003 resulted in a contentious dispute with the 
White House that nearly led to the mass resignation of the Department's 
senior leadership. In March 2004 the White House continued the program 
despite the Department's conclusion that it found no legal support for 
aspects of the . In the face of the tial resignations, however~ 
the White H accord with the 
Department's legal concerns. Eventually, the entire program was 
transitioned, in stages, to the authority,of the FISA statute. 
('f8 ' 'S'fLnr' '81' 'OC 'NF) II vv TT Tl 7 

Given the broad nature of the collection activities under the Stellar 
Wind program, the substantial amount of information the program collected 
related to U.S. persons, and the novel legal theories advanced to support the 
program, we believe that the Department should have more carefully and 
thoroughly reviewed the legality of the program, in accord with its normal 
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peer review and oversight practices, particularly during its first year and a 
half of operation. (TS// STUN// 81/ / OC / NF) 

We also concluded that the Department should have begun efforts to 
transition the Stellar Wind program to FISA authority earlier than March 
2004, when that process began, especially as Stellar Wind became less a 
temporary response to the September 11 attacks and more a permanent 
surveillance tool. We believe that such broad surveillance and collection 
activities conducted in the United States that impact U.S. persons, 
particularly when they extend for such a significant period of time} should 
be conducted pursuant to statute and be subjected to judicial oversight. 
Placing such activities under Court supervision, as now occurs, also 
provides an important measure of accountability for the government's 
conduct that is less assured when the activities are authorized and 
supervised by the Executive Branch alone. (TS//SiLW//SI//OC/NF) 

Finally, we believe that the Department should carefully monitor the 
collection, use, and retention of the information that is now collected under 
FISA authority, given the expansive scope of the collection activities. The 
Department and other agencies should also continue to examine the value 
of collecting such information to the government's ongoing counterterrorism 
efforts. (TS//SI/fiqF) 
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